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Chapter

Introduction

Overview

This manual describes the data that SL1 collects from monitored devices, how to configure monitoring policies to
collect that data, and how SL1 displays the data in the user interface.

NOTE: For information about how SL1 discovers devices, or how to configure and manage those devices in
SL1 after they have been discovered, see the manual Device Management.

For more information about infrastructure monitoring, watch the video at
https://sciencelogic.com/product/resources/infrastructure-monitoring-in-the-digital-first-world.

Use the following menu options to navigate the SL1 user interface:

« To view a pop-out list of menu options, click the menu icon [E&).

« Toview a page containing all of the menu options, click the Advanced menu icon ( =« ).

This chapter covers the following topics:

What is O DevVICe e . 9
What is a Dynamic Applicationg 9
What is the SLT Agente 10


https://sciencelogic.com/product/resources/infrastructure-monitoring-in-the-digital-first-world

What is a Device?

Devices are all networked hardware in your network. SL1 can monitor any device on your network, even if your
organization uses a geographically diverse network. For each managed device, you can monitor status, create
policies, define thresholds, and receive notifications (among other features).

Some of the devices that SL1 can monitor are:

e Bridges

e Copiers

» Firewalls

* Load Balancers
* Modems

e PDU Systems
* Probes

* Printers

* Routers

e Security Devices
* Servers

» Switches

e Telephony

e Terminals
 Traffic shapers
e UPS Systems

e Workstations
In SL1, devices also include component devices and virtual devices.

For more information about managing devices in SL1, see the Device Management manual.

What is a Dynamic Application?

Dynamic Applications are the customizable policies that tell SL1 what data to collect from devices and
applications. For example, suppose you want to monitor a MySQL database running on a device in your network.
Suppose you want to know how many insert operations are performed on the MySQL database. You can create
or edit a Dynamic Application that monitors inserts. Every five minutes (for example), SL1 could check the number
of insert operations performed on the MySQL database. SL1 can use the retrieved data to trigger events and/or to
create performance reports.

9 What is a Device?



SL1 includes Dynamic Applications for the most common hardware and software. You can customize these
default Dynamic Applications to suit your environment. You can also create custom Dynamic Applications.

Dynamic Applications in SL1 support a variety of protocols to ensure that SL1 can always communicate with the
devices and applications in your network and retrieve information from them. Dynamic Applications can use the
following protocols to communicate with devices:

» SNMP

» SQL

o XML

» SOAP

o XSLT (uses SOAP and XSLT to convert XML data to a new format)

* WMI (Windows Management Instrumentation), including WMI and WBEM

* Windows PowerShell

» Custom Python applications (called "snippets") for proprietary or more complex data retrieval

What is the SL1 Agent?

The SLT agent is a program that you can install on a device monitored by SL1. There is a Windows agent and a
Linux agent. The agent collects data from the device and pushes that data back to SL1.

Similar to a Data Collector or Message Collector, the agent collects data about infrastructure and applications.
You can configure an agent to communicate with either the Message Collector or the Compute Cluster.

For more information about monitoring devices with the agent, see the Monitoring with the SLT Agent manual.

What is the SL1 Agent? 10



Chapter

Overview of Data Collection

Overview

This chapter describes the process of data collection as well as the types of data that SL1 can collect.
Use the following menu options to navigate the SL1 user interface:

¢ To view a pop-out list of menu options, click the menu icon E)

« Toview a page containing all of the menu options, click the Advanced menu icon ( =« ).
This chapter covers the following topics:

What is Collectione ... . 11
What Vital Metrics Can SLT Collecte . 14

What is Collection?

Collection is the tool that retrieves policy-based information and Dynamic Application-based information from a
device. After a device is discovered, you can define monitoring policies for that device in SL1. For example, if you
define a policy to monitor a system process, the collection tool retrieves that information.

SL1 uses the following methods for collection:

* Dynamic Applications use collection processes to collect data.

* Monitoring Policies for devices also trigger collection. These polices include:

° Domain Name policies

© Email Round-Trip policies

What is Collection? 11



° SOAP/XML Transaction policies
©  System Process policies

© TCP/IP Port policies

° Web Content policies

° Windows Services policies
e SL1 automatically collects the following about each managed device:

° Device availability and device latency
°  Network topology

© File system information, if available

° Alist of open ports

° Bandwidth usage
e The SL1 agent automatically collects the following about each device on which it is installed:

° Device availability

° Device performance and configuration metrics
° Alist of open ports

° Log information

° System processes

NOTE: For more information about how SL1 manages devices and collects data, see the Device
Management manual.

What are Monitoring Policies?

For each device in SL1, you can define the following types of monitoring policies:

e Domain Name policies. Monitor the availability and lookup time for a specific domain-name server and a
specific record on a domain-name server.

o Email Round-Trip policies. Monitor the amount of time it takes to send an email message from SL1 to an
external mail server and then back to SL1.

o SOAP/XML Transaction policies. Monitor any server-to-server transactions that use HTTP and can post
files or forms (for example, SOAP/XML or email). Periodically, SL1 sends a request and some data, and then
examines the result of the transaction and compares it to a specified expression match.

» System Process policies. Monitor the device and look for the specified system process. You can define a
process policy that also specifies:
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° How much memory a process can use.
° How many instances of a process can run simultaneously.
© Whether or not to generate an event if the process is running.
o TCP/IP Port policies. Monitor ports for availability every five minutes. If a port is not available, SL1 creates
an event. The data gathered by the port policy is used to create port-availability reports.

» Web Content policies. Monitor a website for specific content. SL1 will periodically check the website for the
specified content. If the content cannot be found on the website, SL1 will generate an event.

» Windows Service policies. Monitor the device and look for the specified service. You can define a service
policy so that:
© SL1 generates an event if the service is not running.
© SL1 generates an event if the service is running.
o SL1 starts, pauses, or restarts the service.
© SL1 reboots or shuts down the device.
o SL1 triggers the execution of a script (script must reside on the device).

You can define these policies from the [Monitors] tab of the Device Investigator, the Device Administration
panel, or the pages in the Registry > Monitors section.

What are Collection Processes?

Unlike discovery, collection tasks run at scheduled intervals throughout the day. Collection tasks collect the types
of data described below. The interval specified is the default interval and can be modified.

* Device availability and device latency (based on the port through which SL1 communicates), every five
minutes.

» CDP relationships between devices, every two hours.

* LLDP relationships between devices, every two hours.

e Critical device availability (if enabled, based on ping to specified port), every 5 seconds, 30 seconds, 60
seconds or 120 seconds (defined by user).

* Ciritical port availability (if enabled, based on ping to specified port), every 5 seconds, 30 seconds, 60
seconds or 120 seconds (defined by user).

» DNS availability based on DNS-monitoring policies, every five minutes.

* Data specified in Dynamic Applications. Collection tasks retrieve data from each aligned device, at the
frequency specified in the Dynamic Application.

 Email round-trip statistics based on Email-monitoring policies, every five minutes.
* File system information, every five minutes.
* File system inventory, every two hours.

* Bandwidth usage on managed interfaces, every minute, 5 minutes, 10 minutes, 15 minutes, 30 minutes, 60
minutes, or 120 minutes (defined by user).
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 Layer-3 relationships between devices, every two hours.

¢ List of all discovered system processes on all discovered devices, every two hours.

* Availability of system processes based on process-monitoring policies, every five minutes.

o List of all discovered Windows services on all discovered devices, every two hours.

* Availability of Windows services based on service-monitoring policies, every five minutes.

* SNMP details for each discovered device, every five minutes.

* Availability of ports based on port-monitoring policies, every five minutes.

 Layer-2 relationships between devices, every hour.

* Virtual machine relationships between devices, every hour.

* Availability of web content based on web content-monitoring policies, every five minutes.

» Web-transaction statistics based on a SOAP/XML-monitoring policy, every five minutes.

o [fthe SL1 agent is installed, SL1 collects a list of all processes running on a device, every five minutes.
For details on collection processes, go to the [Processes] tab of the Device Investigator or the Process

Manager page (System > Settings > Admin Processes) and look for processes with names that start with "Data
Collection".

What Vital Metrics Can SL1 Collect?

The following sections describe the system vitals that can be collected with SL1 and with the SL1 Agent, including
definitions of each metric type and the collection methods that are and are not supported for each.

Metric Descriptions

The following table describes the system vital metrics that can be collected with SL1 and the SL1 Agent:

Metric Type Description
Availability Performance | The ability to communicate with the managed entity or device.
File Systems Configuration |The configuration of the file systems found within @ managed entity that can

include attributes like name, size, and type.

File Systems Performance |Time series data associated with file system utilization that can include metrics
like free space, size, and usage percentage.

Installed Configuration |The software found on a managed entity that can include aftributes like name,
Software version, and installation date.

Network Configuration |The configuration of the network interface found within a managed entity that
Interfaces includes attributes like MAC address, IP address, position, and speed.
Network Performance |Time series data associated with physical memory utilization that includes
Interfaces metrics like inbound and outbound utilization, number of errors, and discard

and usage percentage.

Physical Configuration |The configuration of the physical memory found within a managed entity that
Memory can include attributes like memory size.

14 What Vital Metrics Can SL1 Collect?



Metric Type Description

Physical Performance | Time series data associated with physical memory utilization that can include

Memory metrics like memory used.

Ports Configuration |The ports discovered on a managed entity.

Ports Performance | Time series data associated with port availability.

Ports (Illicit) Performance | An analysis of ports. When a port from the illicit port list is found on @ managed
system, the system will frigger an event indicating an illicit port has been found.

Processes Configuration |The processes found on a managed entity that can include attributes like
name, process ID (PID), and state.

Processes Performance | Time series data associated with process performance that can include metrics
like availability percentage.

Processor Configuration |The configuration of the processor found within @ managed entity that can
include attributes like number of cores, processor model, processor speed,
cache size, and CPU ID.

Processor Performance | Time series data associated with processor utilization that can include metrics
like CPU idle time, CPU wait time, and overall CPU time.

Restarts Performance | An analysis of uptime. When uptime is less than 15 minutes, the system triggers
an event indicating the system was restarted.

SSL Certificates | Configuration [The certificates found on a managed system.

SSL Certificates |Performance | An analysis of certificate expiration date. The system will trigger an event when
certificates are nearing expiration.

Uptime Performance | The timespan since the managed entity was last initialized.

Virtual Memory
(Swap)

Configuration

The configuration of the virtual memory found within a managed entity.

Virtual Memory
(Swap)

Performance

Time series data associated with virtual memory utilization.

Windows Configuration |The services found on a managed entity that can include aftributes like name
Services and state.

Windows Performance |Time series data associated with service performance that can include metrics
Services like availability percentage.

Supported Data Collection Methods for Monitoring Windows

The following table describes which methods of data collection are supported when running SL1 and the SL1
Agent on monitored Windows systems:

) Agentless Agent-Based
Metric
WMI PowerShell Gen-01  Gen-03
Availability Performance Yes Yes Yes Yes Yes
File Systems Configuration Yes Some Yes Some Yes
File Systems Performance Yes Some Yes Some Yes

What Vital Metrics Can SL1 Collect? 15



Agentless Agent-Based
Metric Type
SNMP WMI PowerShell Gen-01  Gen-03

Installed Software Configuration Yes No Yes No Yes
Network Interfaces Configuration Yes Some Yes Some Yes
Network Interfaces Performance Yes Some Yes Some Yes
Physical Memory Configuration Yes Yes Yes Yes Yes
Physical Memory Performance Yes Yes Yes Yes Yes
Ports Configuration Yes No Yes Yes No
Ports Performance Yes No Yes Yes No
Ports (Illicit) Performance Yes No Yes Yes No
Processes Configuration Yes Some Yes Yes Yes
Processes Performance Yes No Yes Yes Yes
Processor Configuration Yes Yes Yes Yes Yes
Processor Performance Yes Yes Yes Yes Yes
Restarts Performance Yes No Yes Yes Yes
SSL Certificates Configuration Yes No No No No
SSL Certificates Performance Yes No No No No
Uptime Performance Yes No Yes Yes Yes
Virtual Memory (Swap) Configuration Yes Yes Yes Yes Yes
Virtual Memory (Swap) Performance Yes Yes Yes Yes Yes
Windows Services Configuration Yes Some Yes No Yes
Windows Services Performance Yes Some Yes No Yes

Supported Data Collection Methods for Monitoring Linux

The following table describes which methods of data collection are supported when running SL1 and the SL1
Agent on monitored Linux systems:

Agentless Agent-Based
Metric Type
SNMP SSH Gen-01 Gen-03

Availability Performance Yes Yes Yes Yes
File Systems Configuration Yes Yes Some Yes
File Systems Performance Yes Yes Some Yes
Installed Software Configuration Yes No No Yes
Network Interfaces Configuration Yes Yes Some Yes
Network Interfaces Performance Yes Yes Some Yes
Physical Memory Configuration Yes Yes Yes Yes
Physical Memory Performance Yes Yes Yes Yes

What Vital Metrics Can SL1 Collect?



Agentless Agent-Based
Metric Type
SNMP SSH Gen-01 Gen-03

Ports Configuration Yes Yes Yes No
Ports Performance Yes Yes Yes No
Ports (Illicit) Performance Yes Yes Yes No
Processes Configuration Yes Yes Yes Yes
Processes Performance Yes Yes Yes Yes
Processor Configuration Yes Yes Yes Yes
Processor Performance Yes Yes Yes Yes
Restarts Performance Yes Yes Yes Yes
SSL Certificates Configuration Yes No No No
SSL Certificates Performance Yes No No No
Uptime Performance Yes Yes Yes Yes
Virtual Memory (Swap) Configuration Yes Yes Yes Yes
Virtual Memory (Swap) Performance Yes Yes Yes Yes
Windows Services Configuration N/A N/A N/A N/A
Windows Services Performance N/A N/A N/A N/A
What Vital Metrics Can SL1 Collect? 17



Chapter

Viewing Details in the Device Reports Panel

Overview

This chapter describes how to view device details in the Device Reports Panel.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

« Toview a page containing all of the menu options, click the Advanced menu icon ( =« ).

This chapter covers the following topics:

What is the Device Reports Panelg . 18
Device Dashboards in the Device Summary Page ... 21
The Default Device Summary Page ... 23
Shortcut Keys for Device Reports Panel ... 30

What is the Device Reports Panel?

The Device Reports panel allows you to view detailed information that SL1 has gathered from each device and
view reports generated from that information. The Device Reports panel is for viewing information, rather than
for administering the device.

To access the Device Reports panel for a device:

What is the Device Reports Panel? 18



1. Go to the Device Manager page (Devices > Device Manager)).

2. Inthe Device Manager page, find the device for which you want to view the Device Reports panel. Select
its bar graph (f]!) icon.

[
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3. The Device Reports panel includes the following tabs and pages:
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Tab

Summary

Description

The Device Summary page provides a one-stop overview of a device. This page displays one
or more Device Dashboards that are aligned with the device. To switch between the
dashboards that are available for a device, select a dashboard in the Device Dashboard
drop-down list in the upper-left of the page.

Performance

The Device Performance page allows you to view many detailed reports for the selected
device, including reports on availability, latency, CPU usage, memory usage, file system
usage, network interfaces and bandwidth usage, domain name availability, Email round-trip
speed, SOAP/XML transactions, system-process availability, TCP/IP Port availability, web
content availability, and custom reports based on data collected from the device by Dynamic
Applications.

Topology

The Device View page displays a map of the device and all of the devices with which the device
has relationships. These relationships include: Layer -2 devices and their clients; Layer-3 devices
and Layer-2 devices; hypervisors and their virtual machines; network devices that use CDP
(Cisco Discovery Protocol) or LLDP (Link Layer Discovery Protocol) and devices that are specified
as neighbors in CDP tables or LLDP tables; links between network devices that use CDP or

LLDP and devices that are specified as neighbors in CDP tables or LLDP tables; device
relationships created with Dynamic Applications; manually created parent-child relationships
that affect event correlation.

Configs

The Configuration Report page displays configuration information collected by Dynamic
Applications. All objects of type "config" are included in the Configuration Report page.

In the Dynamic Applications | Collections Objects page (System > Manage >
Applications > Collections), users can define which objects will be grouped together, which
table each object will appear in, and whether SL1 will track changes in each object's value.

For details on Dynamic Applications and configuration objects, see one of the manuals on
Dynamic Applications.

Journals

The Journal View page displays journal entry information collected from the device by journal
Dynamic Applications.

For details on the Journal View page, see the Snippet Dynamic Application manual.

Interfaces

The Interfaces Found page displays detailed information about the network interfaces on the
device.

Logs

The Device Logs & Messages page displays all the messages SL1 has generated about the
device.

Events

The Viewing Active Events page displays a list of all events associated with the device.

For details on events, see the manual Events.

Tickets

The Ticket History page displays a list of all tickets, both open and resolved, associated with
the device.

For details on tickets and ticket administration, see the manual Ticketing.

Software

The Software Packages page displays a list of all the software installed on the device. If
possible, the installation date is also displayed.

Processes

The System Processes page displays information about the processes running on the device.
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Tab

Services

Description

The Windows Services page displays a list of all Windows services enabled on the device.

TCP Ports

The Port Security page displays a list of all open ports on a device. Every night, SL1 scans all
the ports of each managed device. If any new ports are opened, SL1 adds the port to the list in
the Port Security page.

Organization

Leads to the Organizational Summary page and the Organization Administration panel,
where you can view and edit details about the organization associated with the device.

For details on organizations and organization administration, see the manual Organizations
and Users.

Asset

Leads to the Asset Properties page and the Asset Administration panel, where you can view
and edit the asset record for the device.

For details on asset records and asset administration, see the manual Asset Management.

Device Dashboards in the Device Summary Page

In addition to the default dashboard for a device, you can also view other device dashboards in the Device
Summary page. The other dashboards that are available for a device are based on the device class and device
category assigned to the device and the Dynamic Applications to which the device is subscribed.

To view a device dashboard other than the global default device dashboard:

1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the Device Summary page.

Select its bar graph (f!ﬂ) icon.

3. The Device Summary page appears, displaying either the global default device dashboard or the device
dashboard that has been manually assigned to this device.

4. To select a different device dashboard, select the drop-down menu in the upper-left corner of the Device
Summary page:
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Device Dashboards are defined in the Device Dashboards page (System > Customize > Device Dashboards)

and aligned with the device in the Device Properties page (Devices> Device Manager > wrench icon) in the
Dashboard field:

Device Hostrame

Device Properties
Identification
Device Name P Address Organization
it # [10.055¢ verfied] [+ [Systen] [l
Monitoring & Management Preferences
Device Class  [SeienceLogic, Inc. EM7 Data Callector | 21 Auto-Clear Events
SNMP Read/rte |[EM7 Default V2] [=] ([ Nore | =] Accept AllLogs
Availabiity Port [[UDP] [=][[761-SHMP] =4
Latency Port [TICMP [=][TicHP1 =1 Daity Port Scans
Avail+Latency Alert | [Disable] =]
Auto-Update
User [Disabled] =T Collection Enbled] |
Collection [ [Enabled] [=][icuGr [<] Scan AllP's
Coll. Type | [Standard] [=]
Critical Ping _ | Disabled] [-] Dynamic Discovery
. —
Preserve Hostname
Event Mask [[Group in blocks svery 10 mintes] ]

Disable Asset Update

For information on how to create a device dashboard and how to align it to a device, device class, device

category, or a Dynamic Application, see the Device Management manual.

Device Dashboards in the Device Summary Page
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The Default Device Summary Page

This section describes device dashboard that is configured as the global default when SL1is installed. This default
device dashboard provides a one-stop overview of a device.

NOTE: The global default dashboard can be changed. The dashboard describes in this section might not be
the global default dashboard in your SL1 system.

To access the Device Summary page for a device:
1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the Device Summary page.
Select its bar graph ('ﬂ) icon.
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3. The Device Summary page appears (along with the tabs for the Device Reports panel):
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4. The Device Summary page displays the following read-only information about the device:

o Vitals. Information about the overall health of the device.
o Tickets and Events. List of active tickets and events associated with the device.

o Elements. List of elements associated with the device and links to a page with details on each
element.

e Monitors. List of monitoring policies associated with the device.
o System Component Utilization. Overview of CPU, memory, swap, and file system usage.

o Hourly Interface Usage. Overview of the hourly bandwidth usage of the primary interface.

5. Each pane is described in detail in the sections below.

NOTE: Data can be up to 1 hour old in the Device Summary page.

Read-Only Information

Each page in the Device Administration panel and the Device Reports panel displays read-only information
about the device.

¢ Device Name. Name of the device. Clicking on this field displays the Device Properties page for the
device.

e IP Address /ID. IP address of the device and the device ID of the device. The device ID is a unique numeric
identifier, automatically assigned to the device by SL1. Clicking on this field displays the Device Properties
page for the device.
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o Class. Device class for the device. A device class usually describes the manufacturer of the device.

o Organization. Organization associated with the device. Clicking on this field leads to the Organizational
Summary page for the device's organization.

o Collection Mode. Collection mode. Choices are "active", meaning SL1 is periodically collecting data from
the device, or "inactive", meaning the SL1 is not currently collecting data from the device. Clicking on this
field executes the Remote Port Scanner and displays the Remote Port Scanner modal page.

o Description. For SNMP devices, the SysDescr value as reported by the SNMP agent on the device. If a
device does not support SNMP, this field appears blank.

e Root Device. For component devices, displays the device name or IP address of the physical device where
the system that manages the device resides. Clicking on this value displays the Device Properties page for
the root device.

o Parent Device. For component devices, displays the device name or IP address of the parent device. The
parent device can be either another component device or a physical device. A parent device is the device
between the current component device and the next layer in the component-device hierarchy. Clicking on
this value displays the Device Properties page for the parent device.

o Device Hostname. For devices that are discovered and managed by a hostname (instead of IP address),
this field displays the fully qualified hostname for the device.

« Managed Type. Specifies the protocol used to discover the device and whether or not the device is a

physical device or a virtual device. Clicking on this field executes an SNMP walk of the device's SNMP file
and displays the SNMP Walker modal page.

o Category. The device category associated with the device. The device category usually describes the
function of the hardware.

o Sub-Class. The device sub-class associated with the device. The sub-class usually described the model of a
device.

o Uptime. The number of days, hours, minutes, and seconds that the device has been continuously up and
communicating with SL1. Clicking on this field displays the System Vitals Summary report.

e Collection Time. The date and time that SL1 last collected data from the device.

o Group/Collector. The Collector Group and specific collector used to last collect data from the device. For
All-In-One Appliances, this field will contain the name of the default, built-in Collector Group.

tals

he Default device dashboard includes the Vitals pane. This pane displays information about the overall health
f the device. You can view in formation on the following:

o Device Rating. The amount of the available monitoring capacity of the SL1 system that is used by this
device. The device rating is calculated hourly, based on the license that was used to install the SLT system
and the amount of collection it is performing for this device, among other statistics.

NOTE: The Device Rating field appears only for users of type "Administrator".
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o Overall Health. The condition of the device. This correlates with the condition of the most severe
outstanding events. Clicking on this field leads to the System Vitals Summary Report, in the Device
Performance page. Possible values for this field are:

o [BMMBB. Critical events are those that require immediate attention.

° Major. Major events are those that require immediate investigation.

° Minor. Minor events are those that need to be investigated before problems become severe.
o [ Notice events are those that require attention but are not problem-related.

o [HEBMRY. Healthy events are those that are not urgent.

o Availability. Availability means the device's ability to accept connections and data from the network. The
possible values are "okay" and "critical" or "undefined". Clicking on the value leads to System Availability
Report, in the Device Performance page for the device.

°  Adevice will have an availability of "undefined" if SL1 is not monitoring availability for the device. This
applies mostly to Virtual Devices and Component Devices with no aligned component identifiers of
type "Availability".

o Latency. Latency for the device. Latency means the amount of time it takes SL1 to communicate with the
device. The value in this field specifies the number of milliseconds it takes to communicate with the device.
Clicking on the value leads to System Latency Report, in the Device Performance page for the device.

o Avail (24 Hr.). The device's average availability for the last 24 hours. Availability will be displayed in
percent value. Clicking on this field leads to the System Vitals Summary Report, in the Device Performance
page.

o Latency (24 Hr.). The device's average latency for the last 24 hours. The value in this field specifies the

average number of milliseconds it took to communicate with the device. Clicking on the value leads to
System Latency Report, in the Device Performance page for the device.

o CPU Usage. Displays total CPU usage, in percent. Clicking on the value leads to the Overall CPU
Utilization Report, in the Device Performance page for the device.

o Memory Usage. Displays total memory usage, in percent. Clicking on the value leads to the Overall
Memory Utilization report, in the Device Performance page for the device.

o Swap Usage. Displays total memory usage, in percent. Clicking on the value leads to the Overall Virtual
Memory Utilization report, in the Device Performance page for the device.
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Tickets and Events

The Normal device dashboard (the default dashboard) includes the Tickets and Events pane. This pane displays
a list of active events associated with the device. For each event, the pane displays:

e Date and time. Date and time the event last occurred on the device.

o Message. The event message. The message is color-coded for severity.

o

BB Critical events are those that require immediate attention.
° Major. Major events are those that require immediate investigation.

° Minor. Minor events are those that need to be investigated before problems become severe.

o

BB \otice events are those that require attention but are not problem-related.
BBBIRY. Heclthy events are those that are not urgent.

o

Clicking on an event displays the Event Summary modal page, where you can view details about the event.
For details on events, see the manual Events.

The Tickets and Events pane displays a list of active tickets associated with the device. For each ticket, the pane
displays:

o Ticket ID. Unique numeric ID, automatically assigned to the ticket by SL1.

o Message. The ticket message. The message is color-coded for severity.

o [ Critical tickets are those that require immediate attention.

° Major. Major tickets are those that require immediate investigation.

©  Minor. Minor ticket are those that need to be investigated before problems become severe.
o . Notice ticket are those that require attention but are not problem-related.

o |HEEMRY. Healthy tickets are those that are not urgent.

Clicking on a ticket displays the Ticket Summary modal page, where you can view details about the ticket.
For details on tickets, see the manual Ticketing.

Elements
The Normal device dashboard (the default dashboard) includes the Elements pane. This pane displays

information about the elements associated with the device. This pane can contain entries for one or more of the
following:
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o Active Events. Specifies the number of active events associated with the device. Clicking on the events icon

(1) or the number of events leads to the Viewing Active Events page, where you can view details about

the list of active events associated with the device.
o Cleared Events. Specifies the number of events that have been cleared or automatically resolved. Clicking
on the events icon (%) or the number of events leads to the Viewing Cleared Events page, where you can

view details about the list of active events associated with the device.

o Active Tickets (OWP). Specifies the number of active tickets associated with the device. Clicking on the life-

ring icon (I'_;) or the number of tickets leads to the Ticket History page, where you can view details about
the active tickets for the device.

» Resolved Tickets. Specifies the number of resolved tickets associated with the device. Clicking on the life-

ring icon (I';) or the number of tickets leads to the Ticket History page, where you can view details about
the resolved tickets for the device.

o Log Messages. Specifies the number of log entries associated with the device. Clicking on the page icon (
éﬂ) or the number of log entries leads to the Device Logs & Messages page, where you can view details
about each log entry associated with the device.

» Asset Record. Specifies whether or not an asset record has been created for the device. The possible values

are "Yes" and "No". Clicking on the asset icon (ﬁ') or "Yes" or "No" leads to the Asset Properties page,
where you can create an asset record or view details of an existing the asset report.

o Product Services. Specifies the number of product or service SKUs associated with the device. Clicking on
the barcode icon or the number of products displays the Product Services modal page. In this page, you
can view details about the products associated with the device.

o Software Titles. Specifies the number of software titles found on the device. Clicking on the software icon (
%" Jor the number of software fitles leads to the Software Packages page, where you can view details
about the software titles on the device.

* Processes. Specifies the number of processes running on the device. Clicking on the gear icon (%*) or the
number of processes leads to the System Processes page, where you can view details about the processes
running on the device.

 Services. Specifies the number of Windows services running on the device. Clicking on the gear icon (%) or
the number of services leads to the Windows Services page, where you can view details about the
Windows services running on the device.

* TCP Ports. Specifies the number of open TCP ports on the device. Clicking on the port icon (#) or the
number open ports leads to the Port Security page, where you can view details about the open ports on the
device.

Monitors

The Normal device dashboard (the default dashboard) includes the Monitors pane. This pane displays
information about the monitoring policies associated with the device. This pane can display the following:

o Domain Name. Displays the status of a domain-name, based on the domain-monitoring policy associated
with the device. Clicking on the policy name or the status leads to the DNS Report, in the Device
Performance page for the device.

The Default Device Summary Page 28



System Processes. Displays the status of a system process, based on the system-process monitoring policy
associated with the device. Clicking on the policy name or the status leads to the Process Report, in the
Device Performance page for the device.

SOAP/XML Transactions. Displays the availability of a SOAP/XML server and content, based on the
SOAP/XML transaction policy associated with the device. Clicking on the policy name or the status leads to
the Data Transaction Report | Availability, in the Device Performance page for the device.

Web content. Displays the status of specific web content, based on the web content policy associated with
the device. Clicking on the policy name or the status leads to the Content Verification Report | Availability,
in the Device Performance page for the device.

File systems. For each monitored file system, specifies the percentage current used. Clicking on the name
of the file system or its percentage value displays the File System Report, in the Device Performance page
for the device.

For details on monitoring policies, see the sections on Monitoring Domain Servers and DNS Records,
Monitoring Email Round-Trips, Monitoring SOAP and XML Transactions, and Monitoring Web Content.

System Component Utilization

The Normal device dashboard (the default dashboard) includes the System Component Utilization pane. This
pane displays information about hardware usage by the device. The graph displays information about the
following hardware components:

CPU. Displays the total amount of CPU currently being used, in percent. Clicking on this bar in the graph
leads to the Overall CPU Utilization Report, in the Device Performance page for the device.

Memory. Displays total amount of memory currently being used, in percent. Clicking on this bar in the
graph leads to the Overall Virtual Memory Utilization Report, in the Device Performance page for the
device.

Swap. Displays the total amount of swap space currently being used, in percent. Clicking on this bar in the
graph leads to the Overall Virtual Memory Utilization Report, in the Device Performance page for the
device.

File Systems. For each file-system on the device, displays percent of disk-space used. Clicking on this barin
the graph leads to the File System Report in the Device Performance page for the device.

NOTE: If you hide a file system in the Device Hardware page (Devices > Hardware), that file system does

not appear in the System Component Utilization pane.

Hourly Interface Usage

The Normal device dashboard (the default dashboard) includes the Hourly Interface Usage pane. This pane
displays the bandwidth usage for the a selected interface on the device. The graph uses two distinct colors to
display the average incoming and outgoing bandwidth used by the network interface, in hourly increments.

You can select the following parameters for the graph:
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o Measurement. Based on your account preferences, this field is set to either Utilization (%) or the unit of
measure specified in the Measurement field in the Interface Properties page by default. For the current
login session, you can select a different unit of measure. Choices are: Octets, Utilization (%), Kilobytes,
Megabytes, Gigabytes, Terabytes, or Petabytes. Until you log out of your current Compute Nodes, the
Hourly Interface usage graph will use the unit of measure you select in this field.

o Interface. By default, SL1 displays the interface for which you have selected Display on Summary in the
Interface Properties page. For the current login session, you can select a different interface to display.
Until you log out of your current Compute Nodes, the Hourly Interface usage graph will display data about
the interface you select in this field.

Mousing over any area of the graph displays the bandwidth values and the date and time associated with the data
point.

Highlighting an area on the graph by clicking and dragging zooms in on the selected area. Clicking on the Show-
Allicon returns the graph to its default display.

Shortcut Keys for Device Reports Panel

When you view information for a device by selecting its bar graph icon ('-"m), you enter the Device Reports panel.

When you enter the Device Reports panel, you can use the following shortcut keys to navigate the tabbed pages
and the entries in the menus on a page.

Page or Tab Shortcut Keys
Administer Bookmarks page Ctrl + Alt + B
Configuration Report page Ctrl + Alt +C
Viewing Active Events page Cirl + At + E
Guides page Ctrl + At + G
Interfaces Found page Ctrl + Alt + | ("eye")
Device Logs & Messages page Ctrl + Alt + L
Performance Tab (System Vitals page, by default) Ctrl + Alt + P
Device Summary page Ctrl + Alt + S
Ticket History page Ctrl + At + T
Exit the Device Report panel Cirl + Alt + X
Device Summary page Cirl + Alt + . ("period")
Ticket Editor page Ctrl + Alt + <Enter>
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Chapter

Monitoring Device Availability and Latency

Overview

This chapter describes how to monitor device availability and latency.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

« Toview a page containing all of the menu options, click the Advanced menu icon ( =« ).

This chapter covers the following topics:

Availability 31
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Viewing Reports on Device Availability and Device Latency ... 41

Availability

Availability means a device's ability to accept connections and data from the network. During polling, a device
has two possible availability values:

¢ 100%. Device is up and running.

* 0%. Device is not accepting connections and data from the network.

By default, the method SL1 uses to monitor availability of the device is determined by the first method of
discovery:
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o Ifthe SL1 agent is installed and creates a device record before the device is discovered as an SNMP or
pingable device, availability is measured based on whether the agent is reporting data to SL1.

° |fthe device is discovered as an SNMP or pingable device before the agent is installed, availability is
measured based on the method used to discover the device (SNMP, ICMP, or TCP).

If a device or interface becomes unavailable multiple times in a specified time frame, SL1 can generate an

"availability flapping" event. By default, SL1 generates an event if a device becomes unavailable three times in an
hour, or if an interface becomes unavailable three times in twenty-four hours.

To generate availability reports, SLT must be configured to collect availability and latency data from devices. The
following section describes how to configure SL1 to collect this data.

NOTE: Unlike for hardware-based devices, SL1 does not use ICMP, TCP, or UDP to monitor availability for
component devices. Component Devices use a Dynamic Application collection object to measure

availability. SL1 polls component devices for availability at the frequency defined in the Dynamic
Application.

Configuring Availability Monitoring on a Device

SL1 uses ports to monitor a device's availability. You specify which ports to use for device availability in the
Device Properties page.

NOTE: Unlike for hardware-based devices, SL1 does not use ICMP, TCP, or UDP to monitor availability for
component devices. Component devices use a Dynamic Application collection object to measure
availability. SL1 polls component devices for availability at the frequency defined in the Dynamic

Application. For more information, see the section Configuring Availability for Component
Devices.

To configure availability monitoring for a device:
1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to configure availability monitoring. Click
its wrench icon ( J':3"). The Device Properties page displays:
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Close Properties Thresholds Collections Monitors
= 1921885417 Physical Device
.\ 192.168.54.17] 185 . Servers ]
Cisco Systems -Clz UCS Manager cisco
System Uptime 0 days, 00:00:00 UCS Manager |
Acti Callzction Tir= | 2014-05-15 20:12:00
Group / Collector CUGH | em7_cul
Device Properties Organization Asset
Actions Reset Guide
Identification
Device Name IP Address Organization
[192.16854.17 |34 [[192.168 5417 - verified] [=] < [ [System] [«] #
Monitoring & Management Preferences
Device Class |Osco Systems UCS Manager |- # Auto-Clear Events
SNMP Read/Write ] =][INone] [=] Accept Al Logs
Avaiabity Port [ [UDP] [=] [[161 -enmp] =7
Latency Port | [ICMP] [=1l1cme) [=] Daily Pﬁ Scans
Avail+Latency Alert [ [Disable] [+]
Aute-Update
User Mai ¢ | [Disabled] [=] [ Mairtenance Collection Enabled] |
Collection [ [Enabled] [=][IcuGt [=] Sean All s
Coll. Type | [Standard] El a
Crtical Ping [ [Disabled) =] Dynamic Discovery
Dashboard | None EI
Preserve Hostname
Event Mask [ [Group in blocks every 10 minutes] [w|
Dizable Azset Update
[_Save ] B

3. Inthe Device Properties page, edit the following fields:

« Availability Port . Specifies the protocol (first drop-down menu) and specific port (second drop-down
menu) that SL1 should monitor to determine if the device is available. The list of ports will contain all
the ports discovered by SL1. The data collected from this port will be used in device availability
reports. Protocol options include:

° TCP. Availability is based on whether SL1 can connect to the device using the specified TCP port.

° |ICMP. Availability is based on whether the device responds to an ICMP ping request from SL1. If
you select ICMP as the protocol, you can use the ICMP Availability Thresholds fields in the
Device Thresholds page to further define how SL1 will test the device's availability.

° SNMP. Availability is based on whether the device responds to an SNMP GET request from SL1.

o Sciencelogic Agent. Availability is based on whether the SL1 Agent is reporting data to SL1. The
agent must be installed on the device to use this option.
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o Avail + Latency Alert. Specifies how SL1 should respond when the device fails an availability check,
a latency check, or both. These options allow you to create separate events when SNMP fails on @

device and when a device is not up and running (indicated by the device failing both the availability
check and the latency check). Choices are:

° Enabled. SL1 will create the following events:

® |f the device fails the availability check, generates the event "Device Failed Availability
Check: UDP - SNMP".

= [f the device fails the latency check, generates the event, "Network Latency Exceeded
Threshold: No Response".

® [f the device fails both the availability check and the latency check, generates the
event "Device Failed Availability and Latency checks'".

° Disabled. SL1 will create the following events:
® |f the device fails the availability check, generates the event "Device Failed Availability
Check: UDP - SNMP".

® [f the device fails the latency check, generates the event, "Network Latency Exceeded
Threshold: No Response".

= [f the device fails both the availability check and the latency check, generates the
Maijor event "Device Failed Availability Check: UDP - SNMP". The Minor event "Network
Latency Exceeded Threshold: No Response" is rolled up under the availability event.

4. Click [Save].

NOTE: The Ping & Poll Timeout (Msec) setting in the Behavior Settings page (System > Settings >
Behavior) affects how SL1 monitors device availability. This field specifies the number of milliseconds

the discovery tool and availability polls will wait for a response after pinging a device. After the
specified number of milliseconds have elapsed, the poll will timeout.

Defining Availability Thresholds

SL1 allows you to define global Availability Thresholds that apply to all devices and device-specific Availability
Thresholds that apply to a selected device. When a device fails to meet the availability threshold (that is, is not
available as specified in the threshold), SL1 generates an event about the device.

For details on defining availability thresholds, see the Device Management manual.

NOTE: Unlike for hardware-based devices, SL1 does not use ICMP, TCP, or UDP to monitor availability for
component devices. Component Devices use a Dynamic Application collection object to measure

availability. SL1 polls component devices for availability at the frequency defined in the Dynamic
Application.
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Configuring Availability for Component Devices

Dynamic Applications that create component devices have the Component Mapping checkbox selected in the
Dynamic Applications Properties Editor page and also include the Component Identifiers field.

In the Component Identifiers field, you map the value of a collection object to the Device Name identifier and
Unique Identifier identifier, so SL1 can create one or more component devices.

In the Component Identifiers field, you can also map a collection object to the Availability identifier. For
hardware-based devices, SL1 monitors an ICMP, TCP, or UDP port to determine availability. Because component
devices might not include ICMP, TCP, or UDP ports, you must use a Component Identifier to determine
availability.

To configure SL1 to monitor availability for a component device:

1. Go to the Dynamic Applications Manager page (System > Manage > Dynamic Applications).

2. Find the Dynamic Application that creates and monitors the component devices you are interested in. Click

its wrench icon( a').

3. Inthe Dynamic Applications Properties Editor page, examine the Component Mapping checkbox. If
the checkbox is selected, this is the correct Dynamic Application to edit.

4. Click the [Collections] tab.
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Close Properties Collections Requests Thresholds
Dynamic Applications [529] | Cellection Objects EEEETE
Object Name | Description
XSLT Tags
Class Type | [10] Config Character El
String Type | [Standard] =
Formula
Group / Usage Type | [No Group] [=] [ [Standard] =]
XSLT Request | GetAlignedManager =]
Asset/ Form Link [ [None] [=][Maone] =]
Inventory Link | [Disabled] =
Change Alerting [ [Disabled] =]
Tavk atonmert [l <]
Hide Object [
m D Disable Object Maintenance
Collection Object Registry ol
Class Class Azzet Chang
j=ct Mame 23 G 3 it Date
Object Name e o XSLT Tags Growp 1D Alerting Edit Date [E}

1. PDate Format Config Character 10  dateFormat 4 07113 — DisabledLeft 2014-10-21 18:28:06 [ ||

2z ?Discnvar)r Discovery 100 product — o_708% — — —  20M4-10-21 18:28:06 |:|

3 }H323Enabbd Config Character 10 h323Enabled 1 0_708% — DisabledLefl 2014-10-21 18:28:06 [ |

4. #BHTTP Enabled Config Character 10 hitpEnabled 1 0_7086 — DisabledLeft 2014-10-21 18:28:06 []| |

5. }H'ITPSEnabled Config Character 10 hitpsEnabled 1 0_7087 — DicabledLleft 2014-10-21 18:28:06 [ |

6. ?NTP Enabled Config Character 10 ntpEnabled 1 o0_7090 — Disabled Left 2014-10-21 18:28:06 |:|

T }NTP Server Config Character 10  ntpServerAddress 1 0_7091 — DisabledLeft 2014-10-21 18:28:06 |:|

8. /®Phonebook Managed By Config Character 10 phonebookManagedBy — 0_7081 — DisabledLeft 2014-10-21 18:2806 []

L) _?Phnnabnnk Management URL Config Character 10  phonebookManagementUrl — ©0_7082 — DisabledLeft 2014-10-21 18:28:06 |:|
10. ?Prnvisinning Server HTTP Method Config Character 10 provigioningServerHttpMethod — ©_7095 — DisabledLeft 2014-10-21 18:28:06 |:|
1. }vaisinn'ng Server Manager Address Config Character 10 provisioni VEr ddi — ©0_7096 — DisabledLeft 2014-10-21 18:28:06 |:|
12, ?vaisinning Server Manager Path Config Character 10 provisioningServerManagerPath — 0_7088 — DisabledLeft 2014-10-21 18:28:06 |:|
13 }inisinn'ng Server Manager Protocol Config Character 10 provisioni verManagerProtocol — 0_7097 — DisabledLeft 2014-10-21 18:28:06 [ |
14 ABDr ninn Carrar Decownrd Manfin Charartar an i Mhic aft n14 i a- ok

In the list of Collection Obijects in the Collection Object Registry pane, determine which collection object
will always be available if the component device is available. Click on the wrench icon ( 5*) for that
collection object.

In the Component Identifiers field, select:

* Availability. Object that specifies whether a component device is available. If SL1 can collect a value
for a component device using the aligned collection object and the value is not O (zero) or "false", SL1
considers the component device as "available". If SL1 cannot collect a value for a component device
using the aligned collection object or SL1 collects a value that is O (zero) or "false", SL1 considers the
component device as "unavailable".

° If the collection objects aligned with the Device Name and Unique Identifier component identifiers
return lists of values, SL1 will create multiple component devices. Each component device will be
associated with an index, i.e. a location in the list of values. If all the component devices in the list
should be considered available, the collection object aligned with the Availability component
identifier should return a list of values with a value at each index associated with a component
device. A component device is unavailable when the list of values returned by the collection object
aligned with the Availability component identifier does not include a value at the index or returns @
value of O (zero) or false at the index for the component device. For more information about
Dynamic Application indexing, see the Dynamic Application Development manual.
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° If you align a collection object with this component identifier, SL1 will create a system availability
graph for each component device in the Device Performance page.

° Ifyou align a collection object with this component identifier and SL1 cannot collect a value for a
component device using the aligned collection object SL1 will supply the Value "Unavailable" in
the Collection State column in the Device Components page.

7. Click [Save]. SL1 will now monitor availability and graph availability statistics for the component devices
aligned with the Dynamic Application.

Critical Ping

Critical Ping is a tool that allows you to monitor a device as frequently as every five seconds. If the device does
not respond, SL1 creates an event. You can enable or disable critical ping for a device from its Device Properties
page (Registry > Devices > wrench icon).

SL1 does not use critical ping to create device-availability reports. SL1 will continue to collect device-availability
data only every five minutes, as specified in the process "Data Collection:Availability" in the Process Manager
page (System > Settings > Admin Processes).

Critical Ping uses the following global default values:
o Ping Count. This field specifies the number of packets that should be sent during each critical ping. The

default value is "1".

o Required Ping Percentage. This field specifies the percentage of packets that must be returned during a
critical ping before SL1 considers the device available. The default value is "100%".

o Packet Size. This field specifies the size of each packet, in bytes, that is sent during each critical ping. The

default value is "56 bytes".

To adjust these global values or to allow Critical Ping to inherit the per-device values for ICMP Availability
Thresholds defined in the in the Device Thresholds page (Registry > Devices > Device Manager > wrench icon
> Thresholds), contact Sciencelogic Customer Support.

To define critical ping for a device:
1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to configure availability monitoring. Click
its wrench icon ( a). The Device Properties page displays:
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Daily Port Scans
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3. Inthe Device Properties page, edit the following fields:

« Critical Ping. Frequency with which SL1 should ping the device in addition to the five minute availability

poll. If the device does not respond, SL1 creates an event. The choices are:

° Disabled. SL1 will not ping the device in addition to the five minute availability poll.

° |ntervals from every 120 seconds - every 5 seconds.

NOTE: SL1 does not use this ping data to create device-availability reports. SL1 will continue to collect
device availability data only every five minutes, as specified in the process "Data
Collection:Availability" in the Process Manager page (System > Settings > Admin Processes).

Critical Ping to 5 seconds.

NOTE: Because high-frequency data pull occurs every 15 seconds, you might experience up to 15 seconds
of latency between an unavailable alert and that alert appearing in the Database Server if you set

TIP: You might experience some performance issues if you have a large number of devices using critical ping
on a short polling interval. If you have a large number of devices and are experiencing a delay in events
being generated for a critical ping outage, try increasing the interval time.
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4. Click [Save].

Latency

Latency means the amount of time it takes SL1 to communicate with a device. Specifically, latency refers to the
amount of time between when SL1 initiates communication with a device and when the device responds and
allows communication. Latency is expressed in milliseconds (ms).

SL1 uses ports to monitor a device's latency. You specify which ports to use for device latency on the [Settings]
tab of the Device Investigator page (or the Device Properties page in the classic SL1 user interface).

Configuring Latency Monitoring on a Device

SL1 uses ports to monitor a device's latency. You specify which ports to use for device latency in the Device
Properties page.

To configure latency monitoring for a device:

1. Go to the Device Manager page (Devices > Device Manager).

Device Manager | Devices Found [176] tions Report Rezat Guide
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o 1P ageress = ciase 1 Orgarizstisn e Group
Il [ Il Il J[EST=TE [
w020 0177 o i L i rint Server 42 System D\Minor  CUGT Active
WH020021¢ Unknown Snoreine Teleworks | OEM 15 System A Heatny [T Active Cisco NP2 - Exavz w3 R[]
WI10.200.7 Servers Microsoft] Windows Server 2008 R2 77 System D\Minor  CUGT Active c0smos. V2 R
W10.20.0.249 StorageNAS  Quantum Corp - Snap Division | Snap Server 158 System _T\Minor  CUG1 Active Cisco SNMPv2-ExaV2  mb33RE ]
110200247 Wetwork Switches Juniper Networks | MTi Router 452 System A Heatny (ST Active (CscoSnPv2 Exav2 | iR |
155 W10.20.0.188 Servers Microsoft] Windows CE Version 3.0 (Mukiple 27 System e cuG Active Cisco SNMPv2-Exav2 ey REIC]
MNetwork Switches Extreme Networks | Summit48si Version 7.1.1 101 System 4\ Healthy [ITe]) Active Cisco SNMPY2 - ExaV2 EXNEC]
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2. Inthe Device Manager page, find the device for which you want to configure latency monitoring. Select its
wrench icon (5.)

3. The Device Properties page appears.

4. Inthe Device Properties page, edit the following fields:
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 Latency Port. Specifies the protocol (first drop-down menu) and specific port (second drop-down
menu) SL1 should monitor to determine latency for the device. The list of ports will contain all the
ports discovered by SL1. The data collected from this port will be used in device latency reports.

o If you select ICMP as the protocol, you can use the ICMP Availability Thresholds in the Device
Thresholds page to further define how SL1 will test the device's latency.

o Avail + Latency Alert. Specifies how SL1 should respond when the device fails an availability check,
a latency check, or fails both. These options allow you to create separate events when SNMP fails on
a device and when a device is not up and running. Choices are:

° Enabled. SL1 will create the following events:
® [f the device fails the availability check, generates the event "Device Failed Availability

Check: UDP - SNMP".

= |f the device fails the latency check, generates the event, "Network Latency Exceeded
Threshold: No Response".

= |f the device fails both the availability check and the latency check, generates the
event "Device Failed Availability and Latency checks".
° Disabled. SL1 will create the following events:
® |f the device fails the availability check, generates the event "Device Failed Availability
Check: UDP - SNMP".

= [f the device fails the latency check, generates the event, "Network Latency Exceeded
Threshold: No Response".

= |f the device fails both the availability check and the latency check, generates only the
event "Device Failed Availability Check: UDP - SNMP". The event "Network Latency
Exceeded Threshold: No Response" is suppressed under the availability event.

Defining Latency Thresholds

SL1 allows you to define global Latency Thresholds that apply to all devices and device-specific Latency
Thresholds that apply only to a specific device. When a device fails to meet the latency threshold (that is, takes
longer than the specified time-span to respond), SL1 generates an event about the device. For example, if the
latency threshold is "100 ms", when a device does not respond to a poll within 100 ms, SL1 will generate an event
about that device.

To disable the latency threshold for a single device, set the threshold to 0% (zero percent). When you disable a
threshold, SL1 does not generate an event for the threshold.

For details on defining latency thresholds, see the Device Management manual.
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Viewing Reports on Device Availability and Device Latency

See the section on Viewing Performance Graphs for information and examples of reports for device availability
and device latency.
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Chapter

Viewing Configuration & Journal Data

Overview

This chapter describes how to view data collected by Dynamic Applications that collect configuration and journal
data.

Use the following menu options to navigate the SL1 user interface:

« To view a pop-out list of menu options, click the menu icon [E).

« Toview a page containing all of the menu options, click the Advanced menu icon ( == ).
This chapter covers the following topics:

Viewing Device Configuration Data ... ... 42

Viewing Device Journal Data

Viewing Device Configuration Data

On the [Configs] tab of the Device Investigator, you can view configuration information that has been
collected from the device by Dynamic Applications.

The pane on the left displays a list of Dynamic Applications associated with the device. To view the configuration
data collected by a Dynamic Application, select it from the Dynamic Apps section on the left.

NOTE: Only those Dynamic Applications that have collected data will appear on the Configs tab.

The data displayed on this tab is read-only.
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Generating a Device Configuration Report

On the Device Investigator page, you can generate a detailed report on the configuration data for that device.
To generate a device configuration report:
1. On the Device Investigator page, click the [Report] button in the top navigation bar. The Device Report
modal appears.
2. From the Select Type drop-down, select Config.

3. Inthe Select Format drop-down, select the format for the report. Options include HTML, PDF, DOC, XLS,
or CSV.

4. Click [Create Report] to generate the report.
Viewing Device Configuration Data in the Classic SL1 User Interface
The Configuration Report page displays data collected from the device by configuration Dynamic Applications.

Usually, configuration data contains static information about hardware and configuration settings, such as serial
numbers, version numbers, and hardware status.

NOTE: If you select the Hide Object checkbox for an object in the Collection Objects page (System
> Manage > Dynamic Applications > Create/Edit), the object will not be included in the
Configuration Report page.

You can define the layout of the Configuration Report page in the Collection Objects page for the Dynamic
Application. In the Collection Objects page, you can use the Group field and the Table Alignment fields to
define which objects will be grouped together, and which table each object will appear in.

You can enable change detection for an object in the in the Collection Obijects page for the Dynamic
Application, in the Change Alerting field. If an object's value has changed, it will be highlighted in red in the
Configuration Report page. You can then click on the object's value in the Configuration Report page and
view a list of historical values for the object.

For more information about configuring the table layout and change detection for a configuration Dynamic
Application, see the Collection Objects chapter in the Dynamic Application Development manual.

For objects of type "enum," you can mouseover the object and view all the possible values for the object.

NOTE: The Configuration Report page does not display Dynamic Applications that have Cache Results
selected in the Caching field in the Dynamic Applications Properties Editor page. Dynamic
Applications that cache results are designed to collect data only for other Dynamic Applications and
cannot be used to display data.

To view Configuration Dynamic Application information:
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1. Go to the Device Manager page (Devices > Device Manager).
2. Find the device for which you want to view configuration Dynamic Application data and select its bar graph

icon (I'ﬂ).

3. Inthe Device Administration panel, select the [Configs] tab. The Device Configuration page appears:

Summary Performance Topology Configs
[ pems | Tewn [IICTTTR S R TN organization ]
Device Name | 192.168.54.124 Component Device
S : | ¢ Servers.MMware ﬁl
=== WMware -Clz==  Host Server
r Flexpoed vctr org Uptimz 0 days, 00:00:00 | Host System
= FlexPod-vCenter.Sciencelogic.local Group / Coliector |(CUGT | em?_cu
Farent Device Hosts
Device Hostname
—VMware: Hardware Monitering Confi onfiguration Report | VMware: Hardware Monitoring Configuration Actions
[-VMware: HostSystem Configuration || snap-Shot Date [2014-06-16 13:06:00] | snap-shots |
—WMware: HostSystem ResourcePool ‘
—WMware: HostSystem Root Resource Rollup System Health T
. ) Description Health State
—VMware: HostSystem Virtualapp Dis 1
—VMware: HostSystem VM Discovery =
Processor Health [ Change detection is disabled, Mo history available. ]
Description Health State
1. CPU1 Level1 Cache is 131072 B Green
2. Memory Module 2 DDOR3_P1_CO_EVENT - Limit not exceeded Green
3. Processor 1 P1_PROCHOT - Limit not exceeded Green
4, Processor 1 PI_MEM_VRHOT - Limit not exceeded Green
5. Processor 1 BIST_FAIL - Transition to OK Green
6. Processor 1 CATERR_N - Predictive failure deasserted Green
7. CPU1 Level2 Cache is 1048576 B Green
2. Processor 1 PI_CORE_VRHOT - Limit not exceeded Green
9. CPU1 Level3 Cache is 10485760 B Green
10. Memory Module 0 DDOR3_P1_B0O_EVENT - Limit not exceeded Green
11. Memory Module 4 DDR3_P1_D0_EVENT - Limit not exceeded Green
12, Processor 1 P1_MEMHOT_CD - Limit not exceeded Green
13. Processor 1 PI_THERMTRIP_N - Limit not exceeded Green
14, Processor 1 PI_MEMHOT_AB - Limit not exceeded Green
Fan Health
Description Health State RPMs
Power Health
Description Health State Units. Value
1. Processor 1 WVCCP_P1_CUR_SENS — Mormal Green Amps 624
2. Processor 1 VCCD_BCD_CUR_SEN — Mormal Green Amps 487
3. System Board 0 POWER_USAGE — Normal Green Watts 36.0
4, System Board 0 P12V_CUR_SENS — Normal Green Amps 32
— 5. Processor 1 PVSA_P1_CUR_SENS — Normal Green Amps 296
. 1= 2

Selecting Device Configuration Data to View in the Classic SL1 User Interface

If one or more Dynamic Applications of type "configuration” are associated with the device, the Configuration
Report page will display that list of Dynamic Applications in the left NavBar.

NOTE: The left navigation bar does not display Dynamic Applications that have Cache Results selected in the
Caching field in the Dynamic Applications Properties Editor page. Dynamic Applications that
cache results are designed to collect data only for other Dynamic Applications and cannot be used
to display data.

When you select a Dynamic Application in the left NavBar, the right pane displays data collected from the device
by the Dynamic Application.
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» Some objects may appear in a list at the top of the right pane. These are objects that are not grouped into a
table. For each of these values, no values were specified in the Group field and the Table Alignment field,
in the Collection Objects page. These are usually objects for which there is only one, non-changing value
(like model number, for example).

» Some objects may appear in tables. Tables work best for objects with multiple values, like RAM location.
Each row represents one value from each collection object in the group, which all have the same index.

° Each column heading is the name of an object. Mousing over the column heading displays a
description of the object. To edit the description, click on the column heading. The Collection
Obijects page appears, populated with values from the appropriate object. You can edit the value in
the Description field, and that value will appear when you mouseover the column heading in the
Configuration Report page.

* Mousing over a value can display the following:
° |fthe object is of type "enum", the mouseover text displays the list of all possible values for the object.

For example, "0 unknown, 1 disabled, 2 enabled".

© |f change detection has not been enabled, displays the text "Change detection is disabled. No history
available'.

° |f change detection has been enabled, displays "Click to view change history". If you click, SL1
displays the Change History modal, where you can view all the values collected from the device for
the selected object.

Generating a Device Configuration Report in the Classic SL1 User Interface

You can generate a report about the data in the Configuration Report page. To do so:
1. Inthe Configuration Report page, in the Navigation Bar (left pane), select the Dynamic Application you
want to generate a report from.
2. Inthe Configuration Report page, select the [Actions] menu. Select Print a Report.

3. SL1 generates an HTML report that contains all the data from the Configuration Report page. You can
view, print, or save the report.

Viewing Historical Device Configuration Data in the Classic SL1 User Interface

By default, the Configuration Report page displays data from the latest polling session. However, you can use
the Snap-Shot Selector page to display data from a previous polling session in the Configuration Report

page.

The Snap-Shot Selector page displays a list of polling sessions where a change was discovered in the
configuration data. If none of the data in a Dynamic Application changes from one polling session to the next,
then SL1 does not include an entry in the Snap-Shot Selector page.

To display data from a previous polling session in the Configuration Report page:

1. Inthe Configuration Report page, in the Navigation Bar (left pane), select the Dynamic Application for
which you want to view historical data.

2. When the data is displayed in the right pane, select the [Snap-Shots] button.
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3. The Snap-Shot Selector modal page appears. This page displays a calendar interface, in which you can
select a date for which you want o view a list of Snap-Shots.

Snap-Shot Selector Close | Esc

Select a date, then a snapshot time

— Select a date -
2013-05-08 08:00:00 - (& changes)

View Snapshot

4. To select a date for a Snap-Shot, scroll through the calendar until you find the month that you are interested
in. Click on the date you are interested in.

5. The pane to the right will display a list of all available Snap-Shots for the selected date. Each Snap-Shot is
lobeled with a date and time stamp and specifies how many objects had changed values. To select a Snap-
Shot, click on it and select the [View Snapshot] button.

NOTE: If the pane to the right does not display one or more available Snap-Shots, this means that SL1 did
not detect any changes to the objects on the selected date.

6. The data from the selected Snap-Shot is loaded and displayed in the Configuration Report page.
Editing the Configuration Dynamic Application

From the Configuration Report page, you can edit the properties of a Dynamic Application. When you do so,
you change the behavior of the Dynamic Application for all subscriber devices, not just the current device.

To edit a Dynamic Application from the Configuration Report page:
1. Inthe Configuration Report page, in the Navigation Bar (left pane), select the Dynamic Application you

want to view and edit.

2. When the data from the Dynamic Application is displayed in the right pane, select the [Actions] menu and
choose Edit This Application.

3. The Collection Objects page appears. In this page, you can edit how SL1 retrieves values for an object
and how those values are displayed in the Configuration Report page. You can also access all the other
tabs in the Dynamic Applications panel for the Dynamic Application.
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For information about editing Dynamic Applications, see the Dynamic Application Development manual.

Viewing Device Journal Data

On the [Journals] tab of the Device Investigator, you can view journal entry information that has been
collected from the device by journal Dynamic Applications:

. Windows 2016 Test Info v Report ‘ Tools

Investigator Settings Attributes Collections Configs Events Interfaces Journals Map Monitors Notes Ports Q More v
Microsoft: Windows Server Process L | Journal View | Microsoft: Windows Server Process List [15 entries] [ Actons | Reset | cuide ]
Name PD State ‘Collcted On -
Lastweek v
1. powershell 4548 Open 2020-09-13 16:29:08
2. winrshost 4276 Open 2020-09-13 16:29:08
3 MpCmdRun 2348 Open 2020-09-13 16:29:08
4. winrshost 3760 Closed 2020-09-11 04:27:02
5. conhost 4076 Closed 2020-09-11 04:27:02
6. MpCmdRun 1952 Closed 2020-09-11 04:27:01
7. emd 4468 Closed 2020-09-11 04:27:01
8. conhost 4152 Closed 2020-09-09 06:27:56
9. emd 4116 Closed 2020-09-09 02:25:53
10. MpCmdRun 4880 Closed 2020-09-09 02:25:53
11 WmiPrvSE 5076 Closed 2020-09-09 02:25:53
12. powershell 3136 Closed 2020-09-09 02:25:53
13 winrshost 5068 Open 2020-09-09 02:25:53
14. conhost 4712 Closed 2020-09-09 02:25:53
15. winrshost 4796 Closed 2020-09-09 02:25:52

All information from journal Dynamic Applications is included on the [Journals] tab.

Journal Dynamic Applications collect and store data in log format. Collected data is stored as a series of journal
entries, each entry representing a "log". For example, a journal Dynamic Application might collect telephone call
records, where each journal entry represents a single call, or it might collect system access records, where each
journal entry represents a user session.

NOTE: For more information about journal Dynamic Applications, see the chapter on "Journal Dynamic
Applications" in the Snippet Dynamic Application Development manual.

Viewing Device Journal Data in the Classic SL1 User Interface

The Journal View page displays journal entry information collected from the device by Dynamic Applications. All
information from Dynamic Applications of type journal is included in the Journal View page. Journal Dynamic
Applications store information in log format; for example, telephone call records or access logs.

To view journal Dynamic Application information:

1. Go to the Device Manager page (Devices > Device Manager).

2. Find the device for which you want to view journal Dynamic Application data and select its bar graph icon (
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aff).

3. Inthe Device Reports panel, select the [Journals] tab. The Journal View page appears:

Close Summary

Performance Topology

Configs Journals

KW admin
AWS_ION admin

Device Hostname

ERCTTN organication |

Device Name | CloudFront Service Compenent Device:
0 [2483 o AWS dly
= Amazon Web Services CloudFront Service

Ugtire 1) days, 00:00:00
Group / Celector | CUGR | em7_cu2

AIDAJYILXKKGZBMYBTBWU

e

| CloudFront

L AwS CloudFront Service Health

e

Journal View | AWS CloudFront Service Health [1 entries] m
Date Heslth State Collected On .

I [=] Last week [=]
1. 2014-06-14 15:00:00 Informational message: [RESOLVED] Elevated rates of connection timeouts Open 2014-06-15 05:05:09

Searching & Filtering the List of Data

You can filter the list on the Journal View page by one or more parameters. Only journal entries that meet all the
filter criteria will be displayed in the Journal View page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Journal View page searches for

journal entries that match the text, including partial matches. By default, the cursor is placed in the left-most filter-
while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The list is
dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Viewing Device Journal Data
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Filter the list by one or more of the following parameters:

 Presentation Objects. Each presentation object column has a filter. For columns that contain a text string

or a numeric value, you can enter text to match, including special characters, and the Journal View page

will display only journal entries that have a matching value for that presentation object. For each journal

entry,

the value that is matched for a presentation object is the value of the first collection object that

appears in the presentation object text. For columns that contain a time and date, you can select a time

span,

and the Journal View page will display only journal entries that have a time and date value within the

selected time span. Choices are:

e State

All. Display all journal entries that match the other filters.

Last Minute. Display only journal entries that have been created within the last minute.
Last Hour. Display only journal entries that have been created within the last hour.
Last Day. Display only journal entries that have been created within the last day.

Last Week. Display only journal entries that have been created within the last week.
Last Month. Display only journal entries that have been created within the last month.

Last Year. Display only journal entries that have been created within the last year.

. You can enter text to match, including special characters, and the Journal View page will display

only journal entries that have a matching state. Journal entries can have one of the following states:

Open
Closed
Abandoned
Error

Reopened

o Collected On. You can select a time span, and the Journal View page will display only journal entries that

have

o

o
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been updated within that time period. Choices are:

All. Display all journal entries that match the other filters.

Last Minute. Display only journal entries that have been created within the last minute.
Last Hour. Display only journal entries that have been created within the last hour.
Last Day. Display only journal entries that have been created within the last day.

Last Week. Display only journal entries that have been created within the last week.
Last Month. Display only journal entries that have been created within the last month.

Last Year. Display only journal entries that have been created within the last year.

Viewing Device Journal Data



Special Characters

You can include the following special characters to filter by each column except those that display date and time:

NOTE: When searching for a string, SL1 will match substrings by default, even if you do not include any
special characters. For example, searching for "hel" will match both "hello" and "helicopter'. When
searching for a numeric value, SL1 will not match a substring unless you use a special character.

String and Numeric
* , (comma). Specifies an "OR" operation. Works for string and numeric values. For example:
"dell, micro" matches all values that contain the string "dell" OR the string "micro".
» & (ampersand). Specifies an "AND " operation. Works for string and numeric values. For example:
"dell & micro" matches all values that contain both the string "dell" AND the string "micro", in any order.

* | (exclamation point). Specifies a "not" operation. Works for string and numeric values. For example:

NOTE: You can also use the "I" character in combination with the arithmetical special characters (min-max,
>, <, >=, <=, =) described below.

o * (asterisk). Specifies a "match zero or more" operation. Works for string and numeric values. For a string,
matches any string that matches the text before and after the asterisk. For a number, matches any number
that contains the text. For example:

"hel*er" would match "helpers" and "helicopter" but not "hello".
"325*" would match "325","32561", and "325000".
"*000" would match "1000", "25000", and "10500000".
» 2 (question mark). Specifies "match any one character". Works for string and numeric values. For example:

"I2ver" would match the strings "oliver", "levers", and "lover", but not "believer".

"1352" would match the numbers "1350", "1354", and "1359", but not "135" or "13502"
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String

N\

. (caret). For strings only. Specifies "match the beginning". Matches any string that begins with the specified
string. For example:

"~ sci" would match "scientific' and "sciencelogic", but not "conscious".

" happy$" would match only the string "happy", with no characters before or after.
"1™ micro" would match all values that do not start with "micro".

"I~ $" would match all values that are not null.

oA

would match null values.

* $ (dollarsign). For strings only. Specifies "match the ending". Matches any string that ends with the specified
string. For example:

"ter$" would match the string "renter" but not the string "terrific".

"~ happy$" would match only the string "happy", with no characters before or after.
"Ifer$" would match all values that do not end with "fer".

"I~ $" would match all values that are not null.

"1$" would match null values.

NOTE: You can use both ™ and $ if you want to match an entire string and only that string. For example,
"~ tern$" would match the strings "tern" or "Tern" or "TERN"; it would not match the strings "terne" or
"cistern”.

Numeric

e min-max. Matches numeric values only. Specifies any value between the minimum value and the maximum
value, including the minimum and the maximum. For example:

"1-5"would match 1, 2, 3, 4, and 5.

* - (dash). Matches numeric values only. A "half open" range. Specifies values including the minimum and
greater or including the maximum and lesser. For example:

"1-" matches 1 and greater. So would match 1, 2, 6, 345, etc.
"-5" matches 5 and less. So would match 5, 3, 1, O, etc.
e > (greater than). Matches numeric values only. Specifies any value "greater than". For example:

">7"would match all values greater than 7.
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o < (less than). Matches numeric values only. Specifies any value "less than". For example:
"< 12" would match all values less than 12.

e >= (greater than or equal to). Matches numeric values only. Specifies any value "greater than or equal to".
For example:

"=>7"would match all values 7 and greater.

o <= (less than or equal to). Matches numeric values only. Specifies any value "less than or equal to". For
example:

"=<12"would match all values 12 and less.

* = (equal). Matches numeric values only. For numeric values, allows you to match a negative value. For
example:

"=-5"would match "-5" instead of being evaluated as the "half open range" as described above.
Examples

 "ldell" matches all values that do not contain the string "dell".

* "I micro" would match all values that do not start with "micro".
» "lfer$" would match all values that do not end with "fer".

* "I $"would match all values that are not null.

"I~ " would match null values.
* "13" would match null values.
"1*" would match null values.

* 'happy, !dell" would match values that contain "happy" OR values that do not contain "dell".
» "gio$". Matches only text that ends with "aio".

e "7 shu". Matches only text that begins with "shu".

e ""silo$". Matches only the text "silo", with no characters before or after.

 "Isilo". Matches only text that does not contains the characters "silo".

o "I ~silo". Matches only text that does not start with "silo".

» "l03$". Matches only text that does not end with "0".

o "I ™silo$". Matches only text that is not the exact text "silo", with no characters before or after.
o "I™" Matches null values, typically represented as "--" in most pages.

e "I$". Matches null values, typically represented as "--" in most pages.

o "I™$". Matches all text that is not null.

* silo, laggr'. Matches text that contains the characters "silo" and also text that does not contain "aggr".

* 'silo, 02, laggr". Matches text that contains "silo" and also text that contains "02" and also text that does not
contain "aggr'.
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e 'silo, 02, laggr, 101". Matches text that contains "silo" and also text that contains "02" and also text that does
not contain "aggr' and also text that does not contain "01".

[[IAN (TR ||||| n
’ I

. s*i*[*0$". Matches text that contains the letter 's", "i
these letters. For example "sXiXIXo" would match.

o", in that order. Other letters might lie between

o "™ s*i**0$". Matches all text that does not that contains the letter "s", "i", "I", "o", in that order. Other letters
might lie between these letters. For example "sXiXIXo" would not match.

e "lvol&Isilo". Matches text that does not contain "vol' AND also does not contain "silo". For example, "volume"
would match, because it contains "vol" but not "silo".

* "lvol&02". Matches text that does not contain "vol' AND also contains "02". For example, "happy02" would
match, because it does not contain "vol' and it does contain "02".

* "aggr,!vol&02". Matches text that contains "aggr" OR text that does not contain "vol" AND also contains
"02".

* "aggr,Ivol&linfra". Matches text that contains "aggr" OR text that does not contain "vol" AND does not
contain "infra".

e " Matches all text.

o "I*" Matches null values, typically represented as "--" in most pages.

» 'silo". Matches text that contains "silo".

e "Isilo". Matches text that does not contain "silo".

o "I7silo$ ". Matches all text except the text "silo", with no characters before or after.

e ".3,7-8,11,24,50-". Matches numbers 1,2, 3,7, 8, 11, 24, 50, and all numbers greater than 50.

e ".3,7-8,11,24,50-,a". Matches numbers 1,2, 3, 7,8, 11, 24, 50, and all numbers greater than 50, and
text that includes "a".

e "2n". Matches text that contains any single character and the character "n". For example, this string would

match "an", "bn", "cn”, "1n", and "2n".

e "n*SAN". Matches text the contains "n", zero or any number of any characters and then "SAN". For example,
the string would match "nSAN", and "nhamburgerSAN".

e "7 2n*SANS$”. Matches text that begins with any single character, is following by "n", and then zero or any
number of any characters, and ends in "SAN".

Selecting Data to View

If one or more journal Dynamic Applications are associated with the device, the [Journals] tab of the
Device Investigator (or the Journal View page in the classic SL1 user interface) will display that list of Dynamic
Applications on the left side of the page.

When you select a Dynamic Application on the left side of the page, the right pane displays data collected from
the device by the selected Dynamic Application.

The [Journals] tab of the Device Investigator (or the Journal View page in the classic SL1 user interface)
arranges collected journal entries in tabular format.
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* The table contains a row for each journal entry.

o The table contains a column for each presentation object, plus the State and Collected On columns.
Presentation objects define the text to display in each row in the column, including which collection values
will be displayed. Presentation objects are defined in the Presentation Obijects page for the Dynamic
Application.

The [Journals] tab of the Device Investigator (or the Journal View page in the classic SL1 user interface)
displays the following about each journal entry:

TIP: To sort by descending order, click the column heading again. To sort a column that contains

presentation objects, sorting must be enabled in the Presentation Objects page (System > Manage >
Dynamic Applications > Create/Edit). Date and time column sorts by descending order on the first click;
to sort by ascending order, click the column heading again.

» Presentation Objects. One or more columns in the table of journal entries will be presentation objects
defined in the Dynamic Application. The values in this column can be based on one or more collection
objects, and can be a text string, a number, or a time and date value.

o State. Specifies the current state of the journal entry. Journal entries can have one of the following states:

° Open

° Closed

° Abandoned
° Error

° Reopened

o Collected On. Specifies the last time the journal entry was updated.

Generating a Report of the Device Journal Data

You can generate a report about the data in the [Journals] tab of the Device Investigator (or the Journal View

pa

To

1.

ge in the classic SL1 user interface).

generate a report about the a device's journal data:
Go to the [Journals] tab of the Device Investigator (or the Journal View page in the classic SL1 user
interface).

In the left NavBar, select the Dynamic Application from which you want to generate a report.

You can filter the journal entries to include in the report. Using the search filters at the top of the table of
journal entries, filter the list of journal entries so that only the journal entries you want to include on the
report are displayed.

Click the [Actions] button and then select Generate Report.

The Export current view as a report page displays. Select the output format for the report, optionally
select if SLT must force the browser to save the file to disk, and then click [Generate].

Viewing Device Journal Data
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Editing the Journal Dynamic Application

From the [Journals] tab of the Device Investigator (or the Journal View page in the classic SL1 user interface),
you can edit the properties of a Dynamic Application. When you do so, you change the behavior of the Dynamic
Application for all subscriber devices, not just the current device.

To edit a journal Dynamic Application:

1. Go to the [Journals] tab of the Device Investigator (or the Journal View page in the classic SL1 user

interface).
2. Inthe left NavBar, select the Dynamic Application you want to view and edit.

3. When the data from the Dynamic Application is displayed in the right pane, click the [Actions] button and
then select Edit This Application.

4. The Collection Objects page appears. In this page, you can edit how SL1 retrieves values for an object.
You can also access all the other tabs in the Dynamic Applications panel for the Dynamic Application.

For information about editing Dynamic Applications, see the Dynamic Application Development manual.
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Chapter

Viewing Performance Graphs

Overview

This chapter describes the [Performance] tab of the Device Reports panel on the Device Manager page
(Devices > Device Manager). The [Performance] tab displays performance graphs for hardware, monitoring
policies, and Dynamic Applications.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [&).

« To view a page containing all of the menu options, click the Advanced menu icon ( ==+ ).

This chapter covers the following topics:

Features of the Performance Tab ... 57
Viewing System Vitals for a Device ... 59
Viewing Availability Reports for a Device ... 61
Viewing Latency Reports for a Device ... ... 64
Viewing a Report on CPU Usage fora Device ... 66
Viewing a Report on Physical Memory Usage for a Device ..........................................ccccii . 70
Viewing a Report on Virtual Memory Usage for a Device .............................cc....iiiii i 73
Viewing a Report on File System Usage for a Device ... 75
Viewing Performance Report Graphs on Network Interfaces ... 79
Viewing Reports about DNS Servers and DNS Records for a Device ......................................... 99
Viewing Reports on an Email Round-Trip Monitoring Policy ... 101
Viewing Reports on a SOAP or XML Transaction Policy ... 103
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Viewing Availability Reports for a Single System Process on a Device ........................................... 109

Viewing Port Availability Reports for a Single Device ... 112
Viewing Reports for a Web Content Policy ... ... . . 113
Viewing Availability Reports for a Single Windows Service on a Device ........................................ 120

Features of the Performance Tab

The [Performance] tab of the Device Reports panel displays performance graphs for hardware, monitoring
policies, and Dynamic Applications. From the Performance page, you can view the one or more of the following
types of reports (among others). These reports are described in this section.

o System Vitals. Displays the device's availability, latency, overall CPU usage, overall memory usage, and
overall virtual memory usage, all displayed on separate lines and graphed over time.

o System Availability. Displays the device's availability, graphed over time. Availability means the device's
ability to accept connections and data from the network

o System Latency. Availability. Displays the device's latency, graphed over time. Latency means the amount
of time it takes SL1 to communicate with the device.

o CPU Utilization. Displays the device's total CPU usage, in percentage. If a device contains multiple CPUs,
the report displays the total combined CPU usage, in percent.

o Memory Utilization. This report displays total memory usage over time, in percent.
o Virtual Memory Utilization.This report displays total virtual memory usage over time, in percent.

o File Systems. The File System reports display the amount of disk-space used, in percent, for a device. For
each discovered file system on the device, SL1 generates a file system report. This report displays the file
system usage, over time, in percent. For devices with multiple file systems, SL1 also generates a Composite
report, which displays file system usage, over time, in percent, for each file system, but on a single graph.

NOTE: If you hide a file system in the Device Hardware page (Devices > Hardware), that file system does
not appear in the File System reports in the Device Performance page.

o Network Interfaces. For each discovered network interface on the device, SL1 generates five reports:
o Utilization, Bandwidth Usage, and Bandwidth Usage (Stacked), which display bandwidth usage over
time
° Errors and Discards and Errors and Discards %, which display errors and discards over time
If an interface is configured for CBQoS and you have enabled the field Enable CBQoS Collection
in the Behavior Settings page (System > Settings > Behavior), SL1 will display the collected

CBQoS data in reports. For each CBQoS Policy and each class map under that policy, SL1 can
generate reports on the following based on the CBQoS configuration:
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o Domain Name Monitors. Displays the availability of the domain-name server and the specified record on
that domain server over time, in percent. The report also displays the lookup time for each request (each
time SL1 contacts the server).

o Email Round-Trip Monitors. Displays the number of milliseconds it takes to send a message to an external
mail server and then receive a response message back from that external mail server.

o SOAP/XML Transaction Monitors. For each SOAP/XML transaction monitoring policy, displays multiple
reports, including a report on the availability of the SOAP or XML server and specific content on the server.
Also displays reports on page size, download speed, lookup time, connection time, and transaction time.

o System Process Monitors. The System Process reports displays availability of system processes. For each
monitored system process, SL1 generates a process report. This report displays availability of that process,
in percent. For devices with multiple monitored processes, SL1 also generates a Composite report, which
displays availability of multiple processes over time, but on a single graph.

o TCP/IP Port Monitors. For each monitored port, displays availability of that port, in percent. Availability
means the port's ability to accept connections and data from the network.

o Web Content Monitors. For each web content monitoring policy, displays multiple reports, including a
report on the availability of the web server and specific content on the server. Also displays reports on page
size, download speed, lookup time, connection time, and transaction time.

e Windows Service Monitors. For each monitored Windows Service, displays availability of that Windows
service, in percent. Availability means whether the service is enabled and running.

o Collection Groups and Collection Labels. For each Collection Label assigned to a Dynamic Application
to which the device subscribes, displays collected values for the aligned presentation object, over time.

The list of links in the Navigation Bar can also include links to reports (presentation objects) defined in the
Dynamic Applicationsto which the device subscribes .

NOTE: Component devices that were discovered using component mapping in Dynamic Applications might
display only reports defined in a Dynamic Application.
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Viewing System Vitals for a Device

The System Vitals Summary Report displays multiple device-parameters in a single graph. The System Vitals
Summary Report trends the following parameters:
* System Availability (Availability means the device's ability to accept connections and data from the network.)

* System Latency (Latency means the amount of time it takes SL1 to communicate with the device.)

Overall CPU Usage

Overall Physical Memory Usage
¢ Overall Swap Usage

The graph displays system availability, system latency, memory usage, virtual-memory usage, and CPU usage for
the selected duration.

To view the System Vitals report for a device:

1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the vitals report. Select its bar
graph icon ('ﬂ)

Device Manager | Devices Found [1283]
. . oo
[ [ [ Il [ |[=tea ][
Pz - W10.10010040  Pingable  Ping|ICMP 274 System L) Heathy [1/c}
- WH010010045  Pingable  FreeSSD| ICHP 296 lonto A reatny [S1S User Disabled

- — - — MNetwork App F5 Networks, inc. | BIGIP LTM Node 2779 Systm [ Heathy [} Active SNWPPubicV2 V2 pXORl |
- w = Network App F5 Networks, inc. | BIGPLTH Node 3133 System L3 Heathy [WI) Active SNMPPubicVZ V2 e XORE ]
= - = Network App FS Networks, Inc. | BIGIP LTM Node 2228 System cue Active SupPubic V2 V2 Rl
= w = Network App FS Networks, inc. | BIG-IP LTH Pool Memt 1430 System [ A Heatny [T Active SNMPPuDicVZ V2 mIRRE[]
= w - .App F5 Networks, Inc. | BIG-P LTM Pool Mem! 1204 System [ Ak Heatthy [ul/e] Active SNMPPublic V2| V2 R ]
_ w — Network App F5 Networks, nc. | BIGP LTH Pool Memt 1951 System [Zarieatny [410) Active SwpPwicVZ V2 mEORE ]
= - = .App FS Networks, nc. | BIG-IP LTM Node 2486 System | £h Heathy [SVe] Active SNMP Public V2 V2 a0
= w = Network App F5 Networks, nc. | BIGP LT Node 2331 System L3 Heathy [W1} Active SNMPPubicV2 V2 e IRE]
= - = Network App FS Networks, Inc.| BIGIF LTl Node 2640 System [Zarieatny [1e) Active SuMpPubic V2 V2 Rl
— w — Network App FS Networks, Inc. | BIG-P LTM Pool Memi 1952 System [k Heatthy [dVle] Active SNMP Public V2 V2 WA
= w = Network App F5 Networks, Inc. | BIG-P LTM Pool Memi 1206 System Lk Healthy [&Ve] Active SNMP Public V2 V2 XN
- w = Netvrork App F5 Networks, Inc. | BIGP LT Fool Memi 1431 System [0 Heathy [W1) Active SNWPPubicV2 V2 eI R[]
= - = MNetwork App FS Networks, inc. | BIGIP LTW Node 2080 System [ AHeatny [0} Active SuMpPubic V2 V2 R
= w = Network App F5 Networks, nc. | BIGIP LT Node 2602 System 0y cuG Active SNMPPubIcV2 V2 e IRRE[]
= - — MNetwork App F5 Networks, inc. | BIG-PLTM Node 3058 System 0y UG Active SNMPPublic V2| V2 R [T
_ w — Network App FS Networks, inc. | BIGAP LTH Pool Memi 2102 System [ZaAeatny [411Y Active suuPPwbicv2 V2 pIyREL]
— ) — Network App FS Networks, inc. | BIGIP LTH Pool Meml 1391 System [AHeathy [} Active SNWPPubicV2 V2 pXORl |
- w = Network App F5 Networks, inc. | BIGP LT Pool Memt 855 System L3 Heathy [WI) Active SNMPPubicVZ V2 e XORE ]
= - = NetworkApp FS Networks, Inc. | BIGIP LTM Node 2632 System cue Active SupPubic V2 V2 Rl
= w = Network App FS Networks, inc. | BIG-IP LTH Pool Memt 1423 System y [T Active SNMPPuDicVZ V2 mIRRE[]
= w - .App F5 Networks, Inc. | BIG-P LTM Node System UG Active SNMPPublic V2| V2 R ]
_ w — Network App F5 Networks, inc. | BIGAP LTW Node 2178 System [Darieatny [410) Active SwpPwicVZ V2 mEORE ]
= - = .App FS Networks, nc. | BIGIP LTM Node 2136 System | £h Heathy [SVe] Active SNMP Public V2 V2 a0
= w = Network App F5 Networks, nc. | BIGP LTM Node 2714 System L3 Heathy [W1} Active SNMPPubicV2 V2 e IRE]
= - = Network App FS Networks, Inc.| 5IGIF LTl Node 2981 System [Zarieatny [1e) Active SuMpPubic V2 V2 Rl
— w — Network App FS Networks, Inc. | BIGHP LTM Nede 1979 System [k Heatthy [dVle] Active SNMP Public V2 V2 WA
= w = Network App F5 Networks, Inc. | BIGHP LTM Node 2429 System Lk Healthy [&Ve] Active SNMP Public V2 V2 XN
- w = Netwrork App F5 Networks, Inc. | BIGAP LTH Node 2261 System [DhAeainy [T Active SNWPPubicV2 V2 eI R[]
= - = Network App FS Networks, Inc. | BIGIP LTM Node 2441 System [ZaAeatny [S1) Active SuMpPubic V2 V2 R
= w = Network App F5 Networks, nc. | BIGIP LTM Node 2662 System [ 43 Heathy [} Active SNMPPubIcV2 V2 e IRRE[]
= - — MNetwork App F5 Networks, inc. | BIG-PLTM Node 2371 System | Ak Heatthy [ul/e] Active SNMPPublic V2| V2 R [T
_ w — Network App F5 Networks, inc. | BIGIP LTW Node 2754 System 73 Heatny [S11) Active suPPwicvz V2 pIyREL]
— - — MNetwork App FS Networks, Inc. | BIG-P LT Node 2679 System [fNetiee cuc Active SNMPPuDicVZ V2 IR
- w = Network App F5 Networks, inc. | BIGP LTW Node 3053 System 23 Heathy [WI) Active SNMPPubicVZ V2 e YORE ]
= - = Network.App F5 Networks, Inc. | BIGJP LTW Node 2115 System [Zarieatny [S1e) Active SuMpPubic V2 V2 Rl
= w = Network App FS Networks, inc. | BIGIPLTH Node 3008 System [ Heatny [ Active SNMPPuDicVZ V2 mRIRRE[]
= w - App F5 Networks, Inc. | BIG-P LTM Node 2369 System [k Heatthy [ul/e] Active SNMPPublic V2 V2 R
_ w — Network App F5 Networks, inc. | BIGAP LTW Node 2790 System [Zaieatny [410) Active SwpPwicVz V2 mERE[]
= - = .App FS Networks, Inc. | BIGIP LTM Node 2642  System Active SNMP Public V2 V2 mE™EO
= w = Network App F5 Networks, nc. | BIGIP LTH Node 3206 System Active SNUPPubicV2 V2 m ISR
= - = Network App FS Networks, Inc. | BGIP LT Node 2385 System Active SHMPPuBic V2 V2 R ] -

[Eoksagol — [o]

3. Inthe Device Reports panel, select the [Performance] tab.
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4.
select System Vitals.

In the [Performance] tab, go to the NavBar (list of links in the left pane), expand the Overview link, and
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5. The System Vitals report displays multiple device-parameters for the selected date and time range.

* The y-axis displays usage, in percent, to the left and actual value to the right.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

» Each parameter is represented by a color-coded line.

* Mousing over any point in any line displays the high, low, and average value at that time-point in the
Data Table pane.

* You can use your mouse to scroll the report to the left and right.
* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the

non-normalized data.

The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the

current report.

7. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph
as a report. Displays a list of formats for saving the report.
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8. The Data Table at the bottom of each report allows you to view details about each data point and view
information about the entire report. The data table includes the following:

e Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the check mark toggles on and off the data
in the report.

o Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

¢ Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.
e Avg. This column displays the average value for the data type in the report.

e Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Viewing Availability Reports for a Device

The System Availability report displays information about the device's availability. Availability means the device's
ability to accept connections and data from the network.

During polling, a device has two possibly availability values:

e 100%. Device is up and running.
* 0%. Device is not accepting connections and data from the network.
By default, the method of discovery determines how the SL1 monitors availability for a device:
o Ifthe SL1 agent is installed and creates a device record before the device is discovered as an SNMP or
pingable device, availability is measured based on uptime data collected by the agent.
° |fthe device is discovered as an SNMP or pingable device before the agent is installed, availability is

monitored with the method specified in the discovery session (SNMP, ICMP, or TCP).

For devices that SL1 discovers with the discovery tool (Devices > Add Devices button, or System > Manage >
Classic Discovery in the classic SL1 user interface), SL1 determines availability by checking the status of the port
specified in the Availability Port field in the Device Properties page. SL1 collects device-availability data every
five minutes, as specified in the process "Data Collection: Availability" (in the Process Manager page).

For component devices that SL1 discovers with component mapping Dynamic Applications, SL1 determines
availability by checking the status of a collection object.
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For devices that SL1 discovers with the agent, SL1 collects uptime data from the agent every 5 minutes, and uses
this value to determine device availability.

To view the System Availability report for a device:

1. Goto the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the availability report. Click its bar

graph icon (Fﬂ
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3. Inthe Device Reports panel, click the Performance tab.
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4. In the Performance tab, go to the NavBar (list of links in the left pane), expand the Overview link, and click
System Availability.

5. The System Availability report displays system availability for the selected date and time range.

* The y-axis displays usage, in percent to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays (in the Data Table pane) the high, low, and average
value at the selected time-point.

* You can use your mouse to scroll the report to the left and right.
* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.
6. The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the
current report.

7. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph
as a report. Displays a list of formats for saving the report.

8. The Data Table at the bottom of each report allows you to view details about each data point and view
information about the entire report. The data table includes the following:
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e Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the check mark toggles on and off the data
in the report.

o Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

o Mouseover. When you mouse over the graph, this column displays the exact value for each data
type at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.
e Avg. This column displays the average value for the data type in the report.

e Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Viewing Latency Reports for a Device

The System Latency report displays a graph with information about a single device's latency over time.
To view the System Latency report for a device:
1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the latency report. Select its bar
graph icon (Fﬂ)
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3. Inthe Device Reports panel, select the Performance tab.
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4. Inthe Performance tab, go to the NavBar (list of links in the left pane), expand the Overview link, and select
System Latency.

5. The System Latency report displays system latency for the selected date and time range.

* The y-axis displays latency, in milliseconds, to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays the high, low, and average value at that time-point in the
Data Table pane.

* You can use your mouse to scroll the report to the left and right.
* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.
6. The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the
current report.
7. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph

as a report. Displays a list of formats for saving the report.

8. The Data Table at the bottom of each report allows you to view details about each data point and view
information about the entire report.The data table includes the following:

o Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the check mark toggles on and off the data
in the report.

e Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

e Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.
e Avg. This column displays the average value for the data type in the report.

e Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Viewing a Report on CPU Usage for a Device

For each device for which SL1 discovered a CPU, you can view a CPU Utilization report.

Viewing a Report on CPU Usage for a Device 66



The CPU Utilization report displays the device's total CPU usage, in percentage. If a device contains multiple
CPUs, the report displays the total combined CPU usage, in percent.

To view the CPU Utilization report for a device:
1. You can access the CPU Utilization report from two places:

» Go to the Device Manager page (Devices > Device Manager), find the device where the CPU
resides, and select its bar graph icon (-Iﬂ).

* Go to the Device Hardware page (Devices > Hardware), filter by CPU, find the device where the
CPU resides, and select its bar graph icon (ﬂ)

2. When the Device Reports panel appears, click the Performance tab.

3. Inthe Device Performance page, go to the NavBar (list of links in the left pane), expand the Overview

link, and click CPU Utilization.
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4. The Overall CPU Utilization report displays total CPU usage and average CPU usage over time. If a device
contains multiple CPUs, the report displays the total combined CPU usage, in percent, and the combined
average CPU usage, in percent. The graph displays CPU usage for the selected date and time range.
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The y-axis displays usage, in percent to the left.

The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

Mousing over any point in any line displays (in the Data Table pane) the high, low, and average
value at the select time-point.

You can use your mouse to scroll the report to the left and right.

In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.

5. The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the
current report.

6. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph
as a report, and displays a list of formats for saving the report.

7. The Data Table at the bottom of each report allows you to view details about each data point and view
information about the entire report. The data table includes the following:

Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the checkmark toggles on and off the data in
the report.

Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

Min. This column displays the minimum value for the data type in the report.
Max. This column displays the maximum value for the data type in the report.
Avg. This column displays the average value for the data type in the report.

Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Changing the Dynamic Application Precedence Settings for CPU and
Memory Utilization

SL1 collects CPU and memory utilization metrics using Dynamic Applications. If an SNMP device is monitored
using the SL1 agent, multiple Dynamic Applications can collect CPU and memory utilization metrics. When

multiple Dynamic Applications collect CPU and/or memory utilization for a device, SL1 evaluates precedence
settings to determine which Dynamic Application will be used to represent CPU and memory utilization for that

device.
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By default, the precedence settings are configured so the Dynamic Applications that poll the device (using
methods other than the agent) represent CPU and memory utilization for that device.

You can change the precedence settings so the Dynamic Applications that use data collected by the agent
represent CPU and memory utilization:

» Forall applicable devices discovered in the future

L]

Per-device

To change the precedence settings for all applicable devices discovered in the future:

1.

Go to the Collection Labels page (System > Manage > Collection Labels).

2. The Collection Labels page includes entries for CPU Utilization and Memory Utilization. Select the icon in

3.
4.
5.

precedence. The Aligned Presentations page appears.

Aligned Presentations
Aligned Presentations | Label: CPU | Presentation Objects Found [33]

the Aligned Presentations column (ﬂ) for the utilization metric for which you want to adjust
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[[Select Action]

Locate the entry for the Host Agent: System Perf Dynamic Application. Select its checkbox.

In the Select Action drop-down list, select O in the Change Precedence section.

Click [Gol.

To change the precedence settings per-device:
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1.

Go to the Collection Labels page (System > Manage > Collection Labels).
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2. The Collection Labels page includes entries for CPU Utilization and Memory Utilization. Select the icon in
the Duplicates column (E) for the utilization metric for which you want to adjust precedence. The Current

Duplicates page appears.

Current Duplicates | Label: Memory | Records Found [10]

DD Organizatio Align
- Device Name n Device |P Address Device Class | Sub-class  Dynamic Application Name Presentation Name ed

(i ) ] I O

1 System  10.64.68.20 Sciencelogic, Inc. | EMT ® Host Agent: System FygfiMemory Utiization Yes O

ScienceLogic, Inc. | EM7 2 Net-SNMP: Physical b gf|Physical Memory Utiiza¥es

Micreseft | Windows Sen, ® Fortinet: Memoery  g#fiPhysical Memery UtiizaNo

10.1.0.141 Micresoft | Windows Sen ® Cisco: WLC Memory gffiMemory Utiization Mo

10.1.0.141 Microsoft | Windows Sen @ Netscreen: Memory Cyffj Overall Physical MemorNo ()

10.1.0.141 Micresoft | Windows Sen @ Juniper: Memory «ffl Total Physical Memory Yes O

10.1.0.141 Micreseft | Windows Sen, @ Net-SNMP: Physical hgfj Physical Memory UtiizaNo )
[Select Action]

Administration:
ign Presentation for Device:

Align Presentstion for Device v

3. The Current Duplicates page displays multiple rows for each device; each row specifies a device and
Dynamic Application metric pair. For each group of rows for a device, use the radio button to the right of
the page to select the Dynamic Application metric you want to use for that device.

4. Inthe Select Action drop-down list, select Align Presentation for Device.

5. Click [Go].

Viewing a Report on Physical Memory Usage for a Device

You can view an Overall Memory Utilization report for each device for which SL1 has discovered physical
memory. The Overall Memory Utilization Report displays total memory usage and average memory usage over

time.
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NOTE: If an SNMP device is monitored using the SL1 agent, multiple Dynamic Applications can collect

CPU and memory utilization metrics. When multiple Dynamic Applications collect CPU and/or
memory utilization for a device, SL1 evaluates precedence settings to determine which Dynamic
Application will be used to represent CPU and memory utilization for that device. By default, the
precedence settings are configured so the Dynamic Applications that poll the device using methods
other than the agent represent CPU and memory utilization for that device. However, you can
change the precedence settings so the Dynamic Applications instead use data collected by the agent
to represent CPU and memory utilization. For more information, see the section on Changing the
Dynamic Application Precedence Settings for CPU and Memory Utilization.

To view the Overall Memory Utilization report for a device:
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1. You can access the Memory Utilization report from two places:

* Go to the Device Manager page (Devices > Device Manager), find the device where the memory

resides, and select its bar graph icon (ﬂﬂ)

» Go to the Device Hardware page (Devices > Hardware), filter by CPU, find the device where the

memory resides, and select its bar graph icon (ffﬂ).

2. When the Device Reports panel appears, select the Performance tab.

3. Inthe Device Performance page, go to the NavBar (list of links in the left pane), expand the Overview
link, and select Memory Utilization
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4. The Overall Memory Utilization report displays total memory usage and average memory usage over time.
The graph displays memory usage for the selected date and time range.
» The y-axis displays memory usage, in percent, to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

¢ [fthe report includes both physical memory and virtual memory, each is represented by a color-
coded stack and color-coded line on the graph.

* The line graph represents actual usage and the stack represents average usage.

* Mousing over any point in any line (in the Data Table pane) displays the high, low, and average
value at the selected time-point.

* You can use your mouse to scroll the report to the left and right.
* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.
5. The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the
current report.

6. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph
as a report, and displays a list of formats for saving the report.
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7. The Data Table at the bottom of each report allows you to view details about each data point and view

information about the entire report. The data table includes the following:

e Data Type/Label. For graphs that include multiple types of data on a single graph (for example,

availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the checkmark toggles on and off the data in
the report.

o Graph Type. For selected reports, allows you to specify how you want the data type to be

represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.

e Avg. This column displays the average value for the data type in the report.

Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Viewing a Report on Virtual Memory Usage for a Device

The Overall Virtual Memory Utilization Report displays total virtual memory usage and average virtual memory
usage over fime.

NOTE: If an SNMP device is monitored using the SL1 agent, multiple Dynamic Applications can collect

CPU and memory utilization metrics. When multiple Dynamic Applications collect CPU and/or
memory utilization for a device, SL1 evaluates precedence settings to determine which Dynamic
Application will be used to represent CPU and memory utilization for that device. By default, the
precedence settings are configured so the Dynamic Applications that poll the device using methods
other than the agent represent CPU and memory utilization for that device. However, you can
change the precedence settings so the Dynamic Applications instead use data collected by the agent
to represent CPU and memory utilization. For more information, see the section on Changing the
Dynamic Application Precedence Settings for CPU and Memory Utilization.

To view the Overall Virtual Memory Utilization report for a device:
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You can access the Overall Virtual Memory Utilization report from two places:

* Go to the Device Manager page (Devices > Device Manager), find the device where the virtual
memory resides, and select its bar graph icon (rﬂﬂ).
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* Go to the Device Hardware page (Devices > Hardware), filter by CPU, find the device where the
virtual memory resides, and select its bar graph icon (f!ﬂ‘]).

2. When the Device Reports panel appears, select the [Performance] tab.

3. Inthe Device Performance page, go to the NavBar (list of links in the left pane), expand the Overview
link, and select Virtual Memory Utilization.

4. The Overall Virtual Memory Utilization report displays total memory usage and average memory usage over
time. The graph displays memory usage for the selected date and time range.

* The y-axis displays virtual memory usage, in percent, to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays the high, low, and average value at that time-point in the
Data Table pane.

* You can use your mouse to scroll the report to the left and right.
* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.
5. The [Options] menu in the upper left of the report displays a menu of options you can apply to data in the
current report.

6. The [Reports] menu in the upper left of the report allows you to export and save the current data and graph
as a report, and displays a list of formats for saving the report.

7. The Data Table at the bottom of each report allows you to view details about each data point and view

information about the entire report. The data table includes the following:

e Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the checkmark toggles on and off the data in
the report.

o Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

e Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.
o Avg. This column displays the average value for the data type in the report.

o Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.
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Viewing a Report on File System Usage for a Device

The File System reports display the amount of disk-space used, in percent, for a device. For each discovered file
system on the device, SL1 generates a file system report. This report displays the file system usage, over time, in
percent. For devices with multiple file systems, SL1 also generates a Composite report, which displays file system
usage, over time, in percent, for each file system, but on a single graph.

NOTE: If you hide a file system in the Device Hardware page (Devices > Hardware), SL1 does not generate
a File System Report for that file system.

To view the file-system reports for a device:
1. You can access the File System reports from two places:

* Go to the Device Manager page (Devices > Device Manager), find the device where the file system
resides, and select its bar graph icon ().

* Go to the Device Hardware page (Devices > Hardware), filter by CPU, find the device where the
file system resides, and select its bar graph icon (fﬂﬂ).

2. When the Device Reports panel appears, select the Performance tab.

3. Inthe Device Performance page, go to the NavBar (list of links in the left pane), and expand the File
System Overview link.
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4.

If a device has multiple file systems, you can select from two types of reports:

o Composite. Leads to the File System Composite Report, where you can view percent of disk-space

used for all file systems on the device. Each file system is represented by a color-coded line.

« File System Name. For a selected file system, the File system Report displays file system usage, over

time, in percent.

5. The File System Composite Report displays percent of disk-space used for all file systems on the device.

Viewing a Report on File System Usage for a Device
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6. The File System Composite Report displays the following:
*» The File System Composite Report displays percent of disk-space used on the y-axis and time of day
on the x-axis. The report displays data from the last 24 hours.
* The y-axis displays usage, in percent.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

» Each file system is represented by a color-coded line.

* Mousing over any point in any line displays (in the Data Table pane) the high, low, and average
value on each file system at the selected time-point.

* You can use your mouse fo scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.

7. The File System Report displays file system usage, for a single file system, over time, in percent.
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8. The File System Report displays the following:

* The graph displays a color-coded line for percent usage and a color-coded line for amount used (in

MBs).

* The y-axis displays usage, in percent to the left and actual amount used, in MB, to the right.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

» Each parameter is represented by a color-coded line.

* Mousing over any point in any line displays (in the Data Table pane) the high, low, and average

value at the selected time-point.

* You can use your mouse fo scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the

non-normalized data.

9. In both types of file-system reports, the [Options] menu in the upper left of the report displays a menu of

options you can apply to data in the current report.

10. In both types of file-system reports, the [Reports] menu in the upper left of the report allows you to export

and save the current data and graph as a report, and displays a list of formats for saving the report.

Viewing a Report on File System Usage for a Device
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11. In both types of file-system reports, the Data Table at the bottom of each report allows you to view details
about each data point and view overview information about the entire report.The data table includes the
following:

o Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the checkmark toggles on and off the data in
the report.

o Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

o Mouseover. When you mouseover the graph, this column displays the exact value for each data type
at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
e Max. This column displays the maximum value for the data type in the report.
e Avg. This column displays the average value for the data type in the report.

e Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Viewing Performance Report Graphs on Network Interfaces

For each network interface discovered on a device, SL1 generates five network interface performance report
graphs. These five graphs display:

 Utilization

e Bandwidth Usage

e Bandwidth Usage (Stacked)

* Errors and Discards

* Errors and Discards %
If an interface is configured for CBQoS and you have enabled the field Enable CBQoS Collection in the
Behavior Settings page (System > Settings > Behavior), SL1 will display the collected CBQoS data in
performance report graphs. For each CBQoS Policy and each class map under that policy, SL1 can generate
graphs on the following based on the CBQoS configuration:

* Class Maps

* Policing

* Sefs

* Match Statements
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¢ Queuing

e Sets

* Traffic Shaping
e WRED

Default Performance Graph Reports for Network Interfaces

To view the five default network interface performance report graphs for a device:
1. You can access the network interface performance report graphs from two places:
» Go to the Device Manager page (Devices > Device Manager), find the device with the desired

network interface, and click its bar graph icon (Fd)

* Go to the Device Hardware page (Devices > Hardware), find the device with the desired network
interface, and click its bar graph icon (fﬂ)

2. When the Device Reports panel appears, click the Performance tab.

3. Inthe Device Performance page, go to the NavBar (the list of links in the left pane), and expand the
Network Interfaces link.
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When you expand a network interface, links to each network interface report appear under that interface.
Each report is described in the sections below.

In all of the network interface reports, the [Options] menu in the upper left of the report displays a menu of
options you can apply to data in the current report.

In all of the network interface reports, the [Reports] menu in the upper left of the report enables you to
export and save the current data and graph as a report, and displays a list of formats for saving the report.

In all of the network interface reports, the Data Table at the bottom of each report enables you to view
details about each data point and view overview information about the entire report. The data table
includes the following:

e Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color-coded in the report. Clicking on the check mark toggles on and off the data
in the report.

e Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

o Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

e Mouseover. When you mouse over the graph, this column displays the exact value for each data
type at that time point on the graph.

e Min. The column displays the minimum value for the data type in the report.
o Max. This column displays the maximum value for the data type in the report.
e Avg. This column displays the average value for the data type in the report.

o Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Network Utilization Report

The Network Utilization Report displays trends for the following parameters:

81

 Percentage of bandwidth used by inbound traffic to the device through the selected network interface

* Percentage of bandwidth used by outbound traffic from the device through the selected network interface
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The Network Utilization Report displays a color-coded line for percentage in and a color-coded line for

percentage out.

The y-axis displays usage, in percent, to the left.

The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

menu) and the date range (from the Date Range Selection pane).

Table pane.

normalized data.

Network Bandwidth

Usage Report

Mousing over any point in any line displays the high, low, and average value at that time point in the Data

You can use your mouse to scroll the report to the left and right.

In a graph of normalized data, clicking on a data point zooms in on that time period and shows the non-

The Network Bandwidth Usage Report displays trends for the following parameters:

Viewing Performance Report Graphs on Network Interfaces
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* Number of octets of data traveling into the device through the selected network interface

* Number of octets of data traveling out from the device through the selected network interface
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The Network Bandwidth Usage Report graph displays a color-coded line for octets in and a color-coded line
for octets out.
* The y-axis displays bandwidth usage, in octets.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

* Each parameter is represented by a color-coded line.

* Mousing over any point in any line displays the high, low, and average value at that time point in the Data
Table pane.

* You can use your mouse to scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the non-
normalized data.

Network Bandwidth Usage Report (Stacked)

The Network Bandwidth Report (Stacked) displays trends for the following parameters:
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* Number of octets of data traveling into the device through the selected network interface

* Number of octets of data traveling out from the device through the selected network interface
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The Network Bandwidth Report (Stacked) graph displays a color-coded stack for octets in and a color-coded

stack for octets out.

* The y-axis displays bandwidth usage, over time.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

menu) and the date range (from the Date Range Selection pane).

* Each parameter is represented by a color-coded stack (similar to an area graph).

* Mousing over any point in a stack displays the high, low, and average value at that time point in the Data

Table pane.

* You can use your mouse to scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the non-

normalized data.
Network Error Report

The Network Error Report displays trends for the following parameters:

Viewing Performance Report Graphs on Network Interfaces

84



interface

Number of errors that occurred in data traveling into the device through the selected network interface
Number of errors that occurred in data traveling out from the device through the selected network interface
Number of discards that occurred in data traveling into the device through the selected network interface

Number of discards that occurred in data traveling out from the device through the selected network

Packet errors occur when packets are lost due to hardware problems such as breaks in the network or faulty

adapter hardware.

Discards occur when an interface receives more traffic than it can handle (either a very large message or many

messages simultaneously). Discards can also occur when an interface has been specifically configured to
discard. For example, a user might configure a router's interface to discard packets from a non-authorized IP.
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The Network Error Report graph displays a color-coded line for errors in, errors out, discards in, and discards

out.

* The y-axis displays number of errors and discards.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

menu) and the date range (from the Date Range Selection pane).

* Each parameter is represented by a color-coded line.
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* Mousing over any point in any line displays the high, low, and average value at that time point in the Data
Table pane.

* You can use your mouse to scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the non-
normalized data.

Network Error Report (Percent)

The Network Error Report (%) displays trends for the following parameters:

* Percentage of errors that occurred in data traveling into the device through the selected network interface

* Percentage of errors that occurred in data traveling out from the device through the selected network
interface

* Percentage of discards that occurred in data traveling into the device through the selected network interface
* Percentage of discards that occurred in data traveling out from the device through the selected network

interface

Packet Errors occur when packets are lost due to hardware problems such as breaks in the network or
faulty adapter hardware.
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Discards occur when an interface receives more traffic than it can handle (either a very large message or

many messages simultaneously). Discards can also occur when an interface has been specifically
configured to discard. For example, a user might configure a router's interface to discard packets from a
non-authorized IP.
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The Network Error Report (%) graph displays a color-coded line for errors % in, errors % out, discards % in,
and discards % out.
» The y-axis displays percentage of errors and discards.

» The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

¢ Each parameter is represented by a color-coded line.

¢ Mousing over any point in any line displays the high, low, and average value at that time point in the Data
Table pane.

* You can use your mouse to scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the non-
normalized data.

CBQoS Reports for Network Interfaces

To view the CBQOS reports for a network interface:

87 Viewing Performance Report Graphs on Network Interfaces



1. You can access the network interface reports from two places:

* Go to the Device Manager page (Devices > Device Manager), find the device with the desired

network interface, and click its bar graph icon ('ﬂ)

» Go to the Device Hardware page (Devices > Hardware), find the device with the desired network

interface, and click its bar graph icon (ﬂ)

2. When the Device Reports panel appears, click the Performance tab.

3. Inthe Device Performance page, go to the NavBar (the list of links in the left pane), and expand the

Network Interfaces link.
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4. When you expand a network interface for which CBQoS has been enabled, you will see an entry for Quality
of Services. When you expand the Quality of Service link, you will see entries for the CBQOoS report with a
link to each CBQoS report. Each report is described below.

5. Inall of the network interface reports, the [Options] menu in the upper left of the report displays a menu of
options you can apply to data in the current report.

6. Inall of the network interface reports, the [Reports] menu in the upper left of the report enables you to
export and save the current data and graph as a report, and displays a list of formats for saving the report.
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7.

In all of the network interface reports, the Data Table at the bottom of each report enables you to view
details about each data point and view overview information about the entire report. The data table
includes the following:

Data Type/Label. For graphs that include multiple types of data on a single graph (for example,
availability and latency), each data type has its own row in this table. This column displays the type of
data and how it is color coded in the report. Clicking on the check mark toggles on and off the data
in the report.

Graph Type. For selected reports, allows you to specify how you want the data type to be
represented in the report. Choices include candlestick, line, stepline, column, area, or stacked. For
some reports, the graph type is static and you cannot select a graph type.

Trend. Toggles on and off a trendline. The trendline shows a bi-directional weighted average, which
"smooths" the data for easier consumption. This trending appears as a shaded area superimposed
over the graph.

Mouseover. When you mouse over the graph, this column displays the exact value for each data
type at that time point on the graph.

Min. The column displays the minimum value for the data type in the report.
Max. This column displays the maximum value for the data type in the report.
Avg. This column displays the average value for the data type in the report.

Missed Polls. This column displays the number of times SL1 was unable to collect the data within the
time span of the report.

Class Map Overview

For the selected interface, the Class Map Overview Report displays trends for the following parameters:

89

total interface utilization, in either % used (versus total available), bytes, bps, or packets, over time before
applying the CBQoS policy

total interface utilization, in either % used (versus total available), bytes, bps, or packets, over time after
applying the CBQoS policy

total dropped traffic, in either % used (versus total available), bytes, bps, or packets, over time for the class
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The graph displays a color-coded line for Pre-Policy, Post-Policy, and Dropped.

* The y-axis displays volume in either Mbytes, bps, or packets.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

¢ Mousing over any point in any line displays the Pre-Policy, Post-Policy, and Dropped value at that time
point.

* You can use your mouse to scroll the report to the left and right.
Match Statements Overview

For the selected interface, the Match Statements Overview Report displays trends for the following
parameters:

* total packets (in either bps, bytes, or packets) over time that match the U32 filter before the Match Statement
is applied

* total packets (in either bps, bytes, or packets) over time that match the L32 filter before the Match Statement
is applied

* total packets (in either bps, bytes, or packets) over time before the Match Statement is applied
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The graph displays a color-coded line for Pre-Policy Inbound (U32), Pre-Policy Inbound (L32), and Pre-Policy

Inbound.

The y-axis displays volume in either Mbytes, bps

, or packets.

menu) and the date range (from the Date Range Selection pane).

time-point.

Policing Overview

You can use your mouse to scroll the report o the left and right.

The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

Mousing over any point in any line displays the Conforming, Non-Conforming, and Violations values at that

For the selected interface, the Policing Overview Report displays trends for the following parameters:

* total traffic (in either bytes, bps, or packets) over time that conform to the policing policy

« total traffic (in either bytes, bps, or packets) over time that do not conform to the policing policy

« total traffic (in either bytes, bps, or packets) over time that violate the policing policy
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The graph displays a color-coded line for Conforming, Non-Conforming, and Violations.

¢ The y-axis displays volume in either Mbytes, bps, or packets.

» The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays the Conforming, Non-Conforming, and Violations values at that
time-point.

e You can use your mouse to scroll the report to the left and right.
Queueing Overview

For the selected interface, the Queuing Overview Report displays trends for the following parameters:

* total discarded traffic (in either bytes or bps) over time for the queuing policy

» queue depth (in either bytes or bps) over time for the queuing policy

NOTE: If a queue is marked as "priority" in CBQoS, the text Priority appears in parentheses next to the entry
in the navbar.
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The graph displays a line for total discarded traffic:

¢ The y-axis displays volume in either bytes or bps.

» The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

¢ Mousing over any point in any line displays the number or discards at that time-point.

* You can use your mouse to scroll the report to the left and right.
Set Overview

For the selected interface, the Set Overview Report displays trends for the following parameters:

« total traffic (in either bps, bytes, or packets) over time where the Discard Class field is marked by the Set
policy

« total traffic (in either bps, bytes, or packets) over time where the DSCP field is marked by the Set policy

« total traffic (in either bps, bytes, or packets) over time where the DSCP Tunnel field is marked by the Set
policy

« total traffic (in either bps, bytes, or packets) over time where the Frame Relay DE bit is marked by the Set
policy
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« total traffic (in either bps, bytes, or packets) over time where the Frame Relay FECN BECN bit is marked by
the Set policy

o total traffic (in either bps, bytes, or packets) over time where the MPLS Experimental Implosion field is
marked by the Set policy

« total traffic (in either bps, bytes, or packets) over time where the MPLS Experimental TopMost field is
marked by the Set policy

« total traffic (in either bps, bytes, or packets) over time where the Precedence field is marked by the Set policy
« total traffic (in either bps, bytes, or packets) over time where the QoS Group field is marked by the Set policy

« total traffic (in either bps, bytes, or packets) over time where the SRP Priority field is marked by the Set policy
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The graph displays a color-coded line for each of the metrics described above.

* The y-axis displays volume in either Mbytes, bps, or packets.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays the values for each metric at that time-point.

* You can use your mouse to scroll the report to the left and right.
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Traffic Shaping Overview

For the selected interface, the Traffic Shaping Overview Report for each traffic shaping policy includes two
reports:

* Overview (boolean)

* Overview (in either byes or packets)
Overview (boolean)
For the selected interface, the Overview (boolean) report displays trends for the following parameters:

e Active. Specifies whether the traffic shaper is active over time for the traffic shaping policy. Possible values
are "0" for "Not active" and "1" for "active". However, you might see values other than 1 or O in this report. If
a report contains any other value, it is an average of multiple readings. For example, if during a five-minute
interval, SL1 gathered five readings and during one of those readings, there was no traffic, so the traffic
shaper was not active, the average would be 0.8 (1 + 1+ 1 + 1 + 0 =4;4/5 =0.8).

Summary Performance Topology
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The graph displays a color-coded line for each of the metrics (described previously):

* The y-axis displays volume in either Mbytes or packets.
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* The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays a value for the metric described above at that time-point.

* You can use your mouse to scroll the report to the left and right.

Overview (in either bytes or packets)

For the selected interface, the Overview (bytes) and Overview (packets) reports display trends for the following

parameters:
» Delayed packets (in either bytes or packets) over time that match the U32 filter for the traffic shaping policy
» Delayed packets (in either bytes or packets) over time that match the L32 filter for the traffic shaping policy
» Delayed packets (in either bytes or packets) over time for the traffic shaping policy
» Dropped packets (in either bytes or packets) over time that match the U32 filter for the traffic shaping policy
» Dropped packets (in either bytes or packets) over time that match the L32 filter for the traffic shaping policy
» Dropped packets (in either bytes or packets) over time for the traffic shaping policy
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The graph displays a color-coded line for each of the metrics (described previously):
e The y-axis displays volume in either Mbytes or packets.
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The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

Mousing over any point in any line displays a value for each of the metrics described above at that time-
point.

You can use your mouse to scroll the report to the left and right.
WRED Overview

For the selected interface, the RED Overview report for each WRED policy includes two reports:

* Overview (in either bytes or packets)

¢ Overview (items)

Overview (in either bytes or packets)
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For the selected interface, the Overview (bytes) and Overview (packets) reports display trends for the following
parameters:

* Random drops (in either bytes or packets) over time for the RED policy

* Random drops (in either bytes or packets) over time that match the U32 filter for the RED policy

* Random drops (in either bytes or packets) over time that match the L32 filter for the RED policy

* Tail drops (in either bytes or packets) over time for the RED policy
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* Tail drops (in either bytes or packets) over time that match the U32 filter for the RED policy

 Tail drops (in either bytes or packets) over time that match the L32 filter for the RED policy

» Transmitted traffic (in either bytes or packets) over time that match the L32 filter for the RED policy

» Total packets (in either bytes or packets) over time where the ECN bit is marked by the RED policy

* Total packets (in either bytes or packets) over time that match the U32 filter and where the ECN bit is

marked by the RED policy
The graph displays a color-coded line for each of the metrics described above:

¢ The y-axis displays volume in either Mbytes or packets.

» The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]

menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays a value for each of the metrics described above at that time-

point.

* You can use your mouse fo scroll the report to the left and right.
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For the selected interface, the Overview (items) report displays trends for the following parameters:
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» Average Queue Size (in items) over time for each queue aligned with the RED policy.
The graph displays a color-coded line for each queue:

e The y-axis displays volume in items.

» The x-axis displays time. The increments vary, depending upon the selected data type (from the [Options]
menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays a value for average queue size at that time-point.

* You can use your mouse to scroll the report to the left and right.

Viewing Reports about DNS Servers and DNS Records for a
Device

When you define a domain-name monitoring policy, SL1 automatically collects data associated with the policy.
SL1 graphs that data in the Performance tab for the device associated with the policy.

There are two ways to navigate to the report for domain-name monitoring:
1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that is associated with the monitoring policy. Select the
bar-graph icon (fﬂm for the device.

* In the Device Reports panel, select the Performance tab.

* Inthe left NavBar, expand Domain Name Monitors and select the policy for which you want to view
the report.

Or:
1. From the Domain Name Monitoring page (Registry > Monitors > Domain Name):

* Inthe Domain Name Monitoring page, find the domain-name policy for which you want to see a
report.

* Select the bar graph icon in the Domain/Zone field(ffm).

2. The Device Performance page appears, with the DNS Report displayed.
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parameters:

3. The DNS Report displays multiple parameters in a single graph. The DNS Report trends the following

« Availability. Availability of the specified name server and of a specific record and specific content in
that record. Availability is 100% for a poll if the name server responded, the lookup returned a
record, and the result match specified in the policy did not generate an event. If availability is not
100% for a poll, availability is 0% for that poll.

o Lookup Time. The amount of time it took the DNS server to access the specified DNS record, search

it, and return a result to SL1.

The graph displays a color-coded line for availability and for latency, for the selected duration.

* The y-axis displays availability, in percent to the left, and latency time, in milliseconds to the right.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

» Mousing over any point in any line displays the high, low, and average value at that time-point in the

Data Table pane.

* You can use your mouse fo scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the

non-normalized data.
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Viewing Reports on an Email Round-Trip Monitoring Policy

When you define a policy to monitor Email round-trips, SL1 automatically collects data associated with the policy.
SL1 graphs that data in the Performance tab for the device associated with the policy.

There are two ways to navigate to the report for Email round-trip monitoring:
1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that is associated with the monitoring policy. Select the
bar graph icon (,m) for the device.

* In the Device Reports panel, select the Performance tab.

* Inthe NavBar, expand Email Round-Trip Monitors and select the policy for which you want to view
the report.

Or:
1. From the Email Round-Trip Monitoring page (Registry > Monitors > Email Round-Trip):

¢ In the Email Round-Trip Monitoring page, find the Email round-trip policy for which you want to
see a report.

* Select its bar graph icon in the Policy Name field (ffﬂ)

2. The Device Performance page appears, with the Email Round-Trip Report displayed.
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3. The Email Round-Trip Report displays results from an Email round-trip policy. The report trends the following
parameters:

« Availability. The availability of an Email server. Availability means whether SL1 received a reply
Email from the Email server.
o Round-Trip Time. The amount of time it takes to send an Email message from SL1 to an external

mail server and then back to SL1.

The graph displays the total time for the entire Email transaction from SL1 to the external server and back
to SLT.

* The y-axis displays the speed of the entire Email transaction from SL1 to the external server and back
to SL1, in seconds.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

* Mousing over any point in any line displays the high, low, and average value at that time-point in the
Data Table pane.

* You can use your mouse to scroll the report to the left and right.

* In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.
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Viewing Reports on a SOAP or XML Transaction Policy

The Data Transaction Reports page display results from a SOAP/XML transaction policy. Each of these policies
monitors a server-to-server transaction that uses HTTP and can post files or forms (for example, SOAP/XML or
Email). SL1 sends a request and some data and then examines the result of the transaction and compares it to a
specified expression match.

There are two ways to navigate to the reports for SOAP/XML Transactions policies:
1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that is associated with the monitoring policy. Select the
bar graph icon (fm) for the device.

* In the Device Reports panel, select the Performance tab.

* Inthe NavBar, expand SOAP/XML Transaction Monitors and select the policy for which you want to
view the report.

Or:
2. From the SOAP/XML Transaction Monitoring page (Registry > Monitors > SOAP-XML Transactions):

* Inthe SOAP/XML Transaction Monitoring page, find the SOAP/XML transaction policy for which
you want fo see a report.

* Select its bar graph icon in the Policy Name field(‘Pﬂ).

3. The Device Performance page appears, with the Data Transaction Report | Availability report displayed.
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4. The Data Transaction Report | Availability report displays results from a SOAP/XML Transaction policy. The
report trends the parameters described below. The Data Transaction Report | Availability report displays the
availability of the external server and the availability of the specified data.

The y-axis displays availability, in percent to the left.

The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

Mousing over any point in any line displays the high, low, and average value at that time-point in the
Data Table pane.

You can use your mouse to scroll the report to the left and right.

In a graph of normalized data, clicking on a data point zooms in on that time period and shows the
non-normalized data.

5. Foreach SOAP/XML Transaction policy, you can also view the following additional reports. To view them,
select the appropriate entries in the NavBar:

o Page Size. The Data Transaction Report | Page Size report displays information about the size of the

page specified in the URL of the policy. The graph displays the page size of the specified URL for the
selected duration.
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° The y-axis displays size in kilobytes per second (Kb).

© The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).
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o Download Speed. The Data Transaction Report | Download Speed report displays the speed at
which data was downloaded from the server (specified in the server policy) to SL1. The graph displays
the speed at which data was downloaded from the specified server to SL1 for the selected duration.
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° The y-axis displays the speed at which data was downloaded from the server to SL1, in (bits per
second) Bps.

° The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).
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o Lookup Time. The Data Transaction Report | Domain Lookup Time report displays the speed at

for the specified duration.

which your DNS system was able to resolve the name of the server in the server policy. The graph
displays the speed at which your DNS system was able to resolve the name of the server in the policy
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° The y-axis displays the speed at which your DNS system was able to resolve the name of the server,

© The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).
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o Connection Time. The Data Transaction Report | Connection Time report displays the time it takes
for SL1 to establish communication with the external server. In other words, the time it takes from the
beginning of the HTTP request to the TCP/IP connection. The graph displays the speed at which SL1
was able to make a TCP/IP connection to the external server in the policy for the specified duration.
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° The y-axis displays the speed at which SL1 was able to make a TCP/IP connection to the external
server, in seconds.

° The y-axis displays the speed at which SL1 was able to make a TCP/IP connection to the external
server, in seconds.
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 Transaction Time. The Data Transaction Report | Transaction Time report displays the total time it
took to make a connection to the external server, send the HTTP request, wait for the server to parse
the request, receive the requested data from the server, and close the connection.The graph displays
the total time for the entire transaction from SL1 to the external server and back to SL1 for the
specified duration.
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° The y-axis displays the speed of the entire transaction from SL1 to the external server and back to
SLT, in seconds.

° The x-axis displays the speed of the entire transaction from SL1 to the external server and back to
SL1, in seconds.

Viewing Availability Reports for a Single System Process on a

Device

When you define a process monitoring policy, SL1 automatically collects data associated with the policy. SL1
graphs that data in the Performance tab for the device associated with the policy.

If the SL1 agent is installed on a device, data collected by the agent is used by default for process monitoring
policies on that device. For more information about monitoring processes with the agent, see the Monitoring

Using the SL1 agent manual.
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For policies that monitor system processes, SL1 generates one or more of the following reports:

o The Process Report displays the availability of a single monitored process on the device and also displays
the number of instances of that process running on the device.

 The Process Availability Composite Report displays the availability of all monitored processes on the
device.

Availability means the process is running.
During polling, a process has two possible availability values:

* 100%. Process is up and running.

* 0%. Process is not up and running.

However, you might see values other than 100 or O in an availability report. If a report contains any other
percentage, it is an average of multiple readings. For example, if SL1 gathered five readings and during one of
those readings, a process was unavailable, the average would be 80% (100 + 100 + 100 + 100 + 0 = 400;
400/5 = 80).

There are two ways to navigate to the reports for process monitoring:
1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that is associated with the monitoring policy. Select the
bar graph icon (rﬂ"J) for the device.

* Inthe Device Reports panel, select the Performance tab.

* Inthe NavBar, expand System Process Monitors and select the policy for which you want to view the
report.

Or:
1. From the System Process Monitoring page (Registry > Monitors > System Processes):

* In the System Process Monitoring page, find the system process policy for which you want to see a
report.

¢ Select its bar graph icon in the Process Name field(ffm).

2. The Device Performance page appears, with the Process Report displayed.
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3. The Process Report displays a color-coded line for the availability of the monitored process over time and
another color-coded line that represents the number of instances of the process running on the device.

* The y-axis displays the availability of the process, in percent to the left and the number of processes to
the right.
* The x-axis displays time. The increments vary, depending upon the selected data type (from the

[Options] menu) and the date range (from the Date Range Selection pane).

4. If you have defined monitoring polices for multiple processes on a single device, you can also view the
Process Availability Composite Report.

5. The Process Availability Composite Report displays the availability of all monitored processes on the device.

* The graph displays the availability of each monitored process. Each monitored process is represented
with a color-coded line.

* The y-axis displays the availability of the process, in percent.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).
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Viewing Port Availability Reports for a Single Device

When you define a policy to monitor port availability, SL1 automatically collects data associated with the policy.
SL1 graphs that data in the Performance tab for the device associated with the policy.

If the SL1 agent is installed on a device, data collected by the agent is used by default for policies that monitor
port availability on that device.

The Port Availability Report displays the availability of a monitored port.

Availability means the port's ability to accept connections and data from the network. During polling, a port has
two possible availability values:

* 100%. Portis up and running.

* 0%. Port is not accepting connections and data from the network.

However, you might see values other than 100 or 0 in an availability report. If a report contains any other
percentage, it is an average of multiple readings. For example, if SL1 gathered five readings and during one of
those readings, a port was unavailable, the average would be 80% (100 + 100 + 100 + 100 + 0 = 400;
400/5 = 80).

There are two ways to navigate to the reports for process monitoring:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that is associated with the monitoring policy. Click the
bar graph icon (ffm) for the device.

* Inthe Device Reports panel, click the Performance tab.

* Inthe NavBar, expand TCP/IP Port Monitors and select the policy for which you want to view the
report.

Or:
1. From the TCP/IP Port Monitoring page (Registry > Monitors > TCP-IP Ports):

* Inthe TCP/IP Port Monitoring page, find the port policy for which you want to see a report.
 Click its bar graph icon (fm) in the Port Number field.

2. The Device Performance page appears, with the Port Availability Report displayed:
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3. The Port Availability Report displays the availability of a single monitored port over time.

* The y-axis displays the availability of the port, in percent.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

Viewing Reports for a Web Content Policy

The Content Verification Reports display results from a Web Content policy. These reports display availability and
other statistics about the website and its content.

Availability means whether or not the specified content was found on the website. During polling, a webserver has
two possible availability values:

e 100%. Content was found.

¢ 0%. Content was not found.
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However, you might see values other than 100 or O in the report. If a report contains any other percentage, it is
an average of multiple readings. For example, if SL1 gathered five readings and during one of those readings,
the specified content was not found, the average would be 80% (100 + 100 + 100 + 100 + 0 = 400; 400/5

= 80).
There are two ways to navigate to the reports for a web content policy:
1. From the Device Manager page Devices > Device Manager):

* Inthe Device Manager page, find the device that is associated with the monitoring policy. Select the
bar graph icon (FB’) for the device.

* In the Device Reports panel, select the Performance tab.

* Inthe NavBar, expand Web Content Monitors and select the policy for which you want to view the
report.

Or:
1. From the Web Content Monitoring page (Registry > Monitors > Web Content):

* Inthe Web Content Monitoring page, find the policy for which you want to see a report.

* Select its bar graph icon in the Policy Name field (rJﬂ)

2. The Device Performance page appears, with the Content Verification Report | Availability report
displayed.
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The Content Verification Report | Availability report displays the availability of the specified content on the
specified web-server for the selected duration.

* The y-axis displays availability, in percent to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

For each Web Content policy, you can also view the following additional reports. To view them select the

entries in the NavBar:

o Page Size. The Content Verification Report | Page Size report displays information about the size of
the page specified in the URL of the policy. The graph displays the page size of the specified URL for

the selected duration.

Viewing Reports for a Web Content Policy
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° The y-axis displays size in kilobytes (Kb).

° The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

o Download Speed. The Content Verification Report | Download Speed report displays the speed at
which data was downloaded from the website (specified in the policy) to SL1. The graph displays the
speed at which data was downloaded from the specified website to SL1 for the selected duration.
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° The y-axis displays the speed at which data was downloaded from the website to SL1, in bits per

second (Bps).

° The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

o Lookup Time. The Content Verification Report | Domain Lookup Time report displays the speed at
which your DNS system was able to resolve the name of the website specified in the policy. The graph
displays the speed at which your DNS system was able to resolve the name of the website for the

specified duration.
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° The y-axis displays the speed at which your DNS system was able to resolve the name of the
website, in seconds.

° The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

o Connection Time. The Content Verification Report | Connection Time report displays the time it
takes for SL1 to establish communication with the external website. In other words, the time it takes
from the beginning of the HTTP request to the TCP/IP connection. The graph displays the speed at
which SL1 was able to make a TCP/IP connection to the external website for the specified duration.
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° The y-axis displays the speed at which SL1 was able to make a TCP/IP connection to the external

website, in seconds.

° The x-axis displays time. The

increments vary, depending upon the selected data type (from the

[Options] menu) and the date range (from the Date Range Selection pane).

 Transaction Time. The Content Verification Report | Transaction Time report displays the total time
it took to make a connection to the external website, send the HTTP request, wait for the website to
parse the request, receive the requested data from the website, and close the connection. The graph
displays the total time for the entire transaction from SL1 to the external website and back to SL1 for

the specified duration.
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° The y-axis displays the speed of the entire transaction from SL1 1o the external website and back to

SL1, in seconds.

° The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).

Viewing Availability Reports for a Single Windows Service on a

Device

When you define a Windows service -monitoring policy, SL1 automatically collects data associated with the
policy. SL1 graphs that data in the Performance tab for the device associated with the policy.

For policies that monitor Windows service, SL1 generates the following report:

o The Service Report displays the availability of a single monitored Windows Service on the device

During polling, a service has two possible availability values:

¢ 100%. Service is up and running.

¢ 0%. Service is not up and running

Viewing Availability Reports for a Single Windows Service on a Device 120



However, you might see values other than 100 or 0 in an availability report. If a report contains any other

percentage, it is an average of multiple readings. For example, if SL1 gathered five readings and during one of
those readings, a service was unavailable, the average would be 80% (100 + 100 + 100 + 100 + 0 = 400;
400/5 = 80).

There are two ways to navigate to the reports for Windows Service monitoring:

1.

Or:

1.

From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that is associated with the monitoring policy. Select the

bar graph icon (M) for the device.

* Inthe Device Reports panel, select the Performance tab.

* Inthe NavBar, expand Windows Service Monitors and select the policy for which you want to view the

report.

From the Windows Service Monitoring page (Registry > Monitors > Windows Services):

* Inthe Windows Service Monitoring page, find the policy for which you want to see a report.

* Select its bar graph icon in the Windows Service name ﬂeld(fﬂ).

2. The Device Performance page appears, with the Service Report displayed.
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3. The Service Report displays a color-coded line for the availability of the monitored Windows service over
fime.

* The y-axis displays the availability of the service in percent to the left.

* The x-axis displays time. The increments vary, depending upon the selected data type (from the
[Options] menu) and the date range (from the Date Range Selection pane).
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Chapter

Monitoring Networks

Overview

During discovery, SL1 discovers all IP networks. The list of all networks is displayed in the IPv4 Networks page
(Registry > Networks > IPv4 Networks).

The IPv4 Networks page allows you to view a list of all networks, manage networks and IPs, view devices and
interfaces in each network, and view maps and reports for each network.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [&).

« To view a page containing all of the menu options, click the Advanced menu icon ( ==+ ).

This chapter covers the following topics:

IPvA Networks ... 124
Viewing the List of IPv4 Networks ... . 125
Browsing a Network . 128
Viewing Used and Unused IP Addresses ina Network ... 129
Viewing Devices Aligned with a Network .. . 130
Viewing Interfaces Aligned with a Network ... . 130
Viewing a Map of a Network ... 130
Generating a Report for a Network ... .. 131
Defining a New NetWork ... 132
Merging One or More Networks ... . 133
Synchronizing One or More Networks ... 134



Editing a Network's Properties ... 135
Performing Dynamic Discovery for a Network ... ... ... 135
Creating a Ticket About a Network ... 136
Deleting One or More IPv4A Networks ... 137

IPv4 Networks

The IPv4 Networks page (Registry > Networks > IPv4 Networks) lists all networks and subnets detected by
Sciencelogic auto-discovery and all manually defined (new) networks.

The IPv4 Networks page allows you to easily manage networks and IP addresses. From the IPv4 Networks
page, you can view detailed data about the network, keep records of subnets, and determine which IP addresses
are in use and which IP addresses are available.

NOTE: Users of type "user" can view only IPv4 networks that are aligned with the same organization(s) to
which the user is aligned. Users of type "administrator" can view all IPv4 networks.
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Viewing the List of IPv4 Networks

The table in the IPv4 Networks page (Registry > Networks > IPv4 Networks) contains an entry for each network
managed by SL1:

NOTE: Users of type "user" can view only IPv4 networks that are aligned with the same organization(s) to
which the user is aligned. Users of type "administrator" can view all IPv4 networks.

1Pv4 Netwaorks | Networks Found [5]
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The IPv4 Networks page displays the following about each managed network:

TIP: To sort the list of networks, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort by descending order, click the column heading again. The Edit Date column
sorts by descending order on the first click; to sort by ascending order, click the column heading again.

o Network. IP address of the entire network.
« Subnet Mask. Subnet mask for the subnet.
e Bits. The number of bits used for the network address.

e Used/Max. Number of IP addresses discovered and monitored by SL1 and the maximum number of IP
addresses allowed in the subnet.
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% Used. Percentage of total addresses in the network that have been discovered and monitored by SL1. In
the Account Preferences page, you can specify whether or not you want to include empty networks
(networks with no devices or interfaces) in the list of networks. These networks will have 0% in the % Used
column.

Devs. Number of devices in the subnet.
IFs. Number of interfaces in the subnet.

Collection Group. The collector group associated with the network. For All-In-One Appliances, this field
displays only the built-in Collector Group (and any virtual Collector Groups).

Organization. Organization associated with the network.

Net ID. Unique network ID, assigned by SL1.

Creation Date. Date the network was discovered or manually defined.
Edit User. User who created or last edited the network's properties.

Edit Date. Date the network was created or last edited, whichever is later.

Tools. For each network in the table, the following tools are available:

o View/Edit Network Properties (:#). Displays the Network Properties modal page, where you can

view and edit the basic properties of an IPv4 network.

o Browse Network (#4). Leads to the Network Browser page. From this page, you can view a list of IP
addresses (used and unused) included in a network, a list of devices included in a network, and a list
of interfaces included in a network.

o View/Edit Aligned Devices (). Leads to the Network Browser page, where you can view a list of

devices associated with a network.

o View/Edit Aligned Interfaces (). Leads to the Network Browser page, where you can view a list of
interfaces associated with a network.

o View/Edit Organization (). Leads o the Organizational Summary page, where you can view
and edit information associated with the organization.

o View Network Map (). Leads to the Layer-2 Maps page, where you can view and edit a graphical
representation of a layer-2 network.

o View a Network Report (®). Opens the Report Creator modal page, where you can specify
information to include in the report and the format in which to generate the report.

o Add Network to Dynamic Discovery (). Adds the network to the dynamic-discovery queue. SL1 will
perform dynamic-discovery on all of the IP addresses in the network and gather information about
any devices and interfaces in the network. Leads to the Discovery Control Panel page, with the
selected network as the value in the discovery list.

o Create a Ticket (¥3). Leads to the Ticket Editor page, where you can create a ticket that will be
associated with the selected network.

o Delete ). To delete the network, select this checkbox and then click the [Delete] button. To select
all the checkboxes, click the large red check icon.
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Filtering the List of Networks

You can filter the list on the IPv4 Networks page by one or more parameters. Only IPv4 subnets that meet all the
filter criteria will be displayed in the IPv4 Networks page.

To filter by parameter, enter text into the desired filter-while-you-type field. The IPv4 Networks page searches for
IPv4 subnets that match the text, including partial matches. By default, the cursor is placed in the left-most filter-
while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The list is
dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Network. You can enfer text to match, including special characters (comma, ampersand, and exclamation
mark), and the IPv4 Networks page will display only subnets that have a matching network IP.

o Subnet Mask. You can enfer text to match, including special characters (comma, ampersand, and
exclamation mark), and the IPv4 Networks page will display only subnets that have a matching subnet
mask.

* Bits. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the IPv4 Networks page will display only subnets that have a matching number of bits in the
network address.

o Used/Max. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the IPv4 Networks page will display only subnets that have a matching number of
monitored IP addresses and/or a matching number of maximum allowed IP addresses.

e % used. You can enter fext to match, including special characters (comma, ampersand, and exclamation
mark), and the IPv4 Networks page will display only subnets that have a matching percentage of
monitored IP addresses in the subnet.

o Devs. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the IPv4 Networks page will display only subnets that have a matching number of discovered
devices in the subnet.

o IFs. You can enter text to match, including special characters (comma, ampersand, and exclamation mark),
and the IPv4 Networks page will display only subnets that have a matching number of discovered network
interfaces in the subnet.

o Collection Group. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the IPv4 Networks page will display only subnets that have a matching collector
group.

» Organization. You can enter text to match, including special characters (comma, ampersand, and

exclamation mark), and the IPv4 Networks page will display only subnets that are associated with a
matching organization.

o Net ID. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the IPv4 Networks page will display only subnets that have a matching network ID.

o Creation Date. Only those subnets that match all of the previously selected fields and have the specified
creation date will be displayed. The choices are:
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o All. Display all subnets that match the other filters.
° Last Minute. Display only subnets that have been created within the last minute.
°© Last Hour. Display only subnets that have been created within the last hour.
°© Last Day. Display only subnets that have been created within the last day.
° Last Week. Display only subnets that have been created within the last week.
° Last Month. Display only subnets that have been created within the last month.
°© Last Year. Display only subnets that have been created within the last year.
o Edit User. You can enter text to match, including special characters (comma, ampersand, and exclamation

mark), and the IPv4 Networks page will display only subnets that have a matching username in the Edit
User field.

o Edit Date. Only those subnets that match all of the previously selected fields and have the specified last-
edited date will be displayed. The choices are:

Browsing a Network

From the IPv4 Networks page, you can browse a network and view the IPs, devices, and interfaces within the
network. To do this:

NOTE: Users of type "user" can view only devices that are aligned with the same organization(s) to which the
user is aligned. Users of type "administrator" can view all devices. Users of type "user" can view only
interfaces that are aligned with the same organization(s) to which the user is aligned or have been
emissaried to the user's organization(s). Users of type "administrator' can view all interfaces.
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1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).
In the IPv4 Networks page, find the network you want to browse.

Click the binocular icon (#) for that network.

M e

The Network Browser page appears.

Network Browser Close | Esc

Network Browser | For Network [10.0.9.0/24] | Addresses Found [254]

[ View All IPs | =

IF Address Device Interface Type Use Modified

] »

1. 10.0.9.1
2.10.092
3. 10.093
4 10094
5 10095
6 10098
710,097
& 10.09.8
9. 10.099
10. 10.0.9.10
11, 10.0.9.11
12100912
13100913
14 100914
15. 10.0.8.15
16. 10.0.9.16
17. 10.0.9.17
18. 10.0.9.18
19. 10.0.9.19
20. 10,0920
21100921
22 1008922
23 10.0.9.23
24, 10.0.9.24
25. 10,0925

[ Mewing Page: 1] [=] [Select Action] [=]

m

1

5 o o e o s e o 6

5. Inthe drop-down menu in the upper left, you can choose to view all IP addresses in the network, all devices
in the network, or all interfaces in the network.

Viewing Used and Unused IP Addresses in a Network

From the IPv4 Networks page, you can view a list of all IP addresses, used and unused, in a network. To do this:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).
In the IPv4 Networks page, find the network you want to view.

2
3. Click the binocular icon (ﬂ) for that network.
4. The Network Browser page appears.

5

In the drop-down menu in the upper left, you can choose to view all IP addresses in the network, all devices
in the network, or all interfaces in the network.
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Viewing Devices Aligned with a Network

From the IPv4 Networks page, you can view a list of all devices in a network To do this:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).

2. Inthe IPv4 Networks page, find the network you want to view.

3. Click the devices icon (i) for that network.

4. The Network Browser page appears and displays the list of devices in the network.
5

In the drop-down menu in the upper left, you can choose to view all IP addresses in the network, all devices
in the network, or all interfaces in the network.

Viewing Interfaces Aligned with a Network

From the IPv4 Networks page, you can view a list of all interfaces in a network To do this:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).

In the IPv4 Networks page, find the network you want to view.

2

3. Click the interface icon () for that network.

4. The Network Browser page appears and displays the list of interface in the network.
5

In the drop-down menu in the upper left, you can choose to view all IP addresses in the network, all devices
in the network, or all interfaces in the network.

Viewing a Map of a Network

From the IPv4 Networks page, you can view a layer-2 topology map of the network. To view a network map for
a particular network:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).
2. Inthe IPv4 Networks page, find the network for which you want to view a map.

3. Click the map icon (&) for that network.
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4. The Layer-2 Maps page appears, with the current network displayed.
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Generating a Report for a Network

To generate a report for a network:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).

2. Inthe IPv4 Networks page, find the network for which you want to view a map.

3. Click the printericon (E) for that network.
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4. The Report Creator modal page appears. In this page, you can specify information to include in the report
and the format in which to generate the report.

Reporter Close [ Esc

Report Selector | For Network [1]

"~ Notws

| [Create Report Az HTML Document] El

Defining a New Network

In the IPv4 Networks page, you can manually define a network. To do this:

1. Go to the IPv4 Networks page (Registry > Networks > IPv4 Networks).

2. Inthe IPv4 Networks page, click the [Actions] button and select Create.
3. The Network Properties modal page appears.
4

In the Network Properties modal page, supply values in the following fields:

Create new IPv4 Network Close | Esc
Network Properties | Hew Network

Metwork |
Subnet Maszk / Bitz

Descripticn

Qrganization | Hoenn

Network Type | [mone |

| N [ |

Metwork Usage | [mone |

Save

o Network. IP address of the entire network (first IP). This field is read-only.
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e Description. Description of the new network. This field is read-only.

o Subnet Mask. The subnet mask for the network, in use standard dotted-decimal format and the
number of bits used for the network address.

o Organization. Select from the drop-down list. The drop-down contains a list of all organizations in

SL1.
o Network Type. Description of the network type. Choices are:

° ARIN Registered Public
° Private Admin Network
° Private Backup Network
° Private NAT to ARIN Public
° Provider Leased Public
o Network Usage. Description of how the network will be used. The entries in this drop-down can be
edited in the Select Objects Editor page (System > Customize > Selected Obijects). The default
values are:
° DHCP Block
° DNS Servers
° Email/Messaging Servers
° File Server
° Firewalls
© Printers

° Web Servers

5. Click the [Save] button to save the new network.

Merging One or More Networks

From the IPv4 Networks page, you can merge two or more networks. To merge networks, select a network to
merge into and then select networks to add to the "merge into" network. When you merge networks, all devices in
each selected network will become part of the "merge into" network. In the future, SL1 will automatically move any
devices from the selected networks to the "merge into" network.

To merge networks:

1. Go to the IPv4 Networks page (Registry > Networks > IPv4 Networks).
2. Inthe IPv4 Networks page, click the [Actions] button and select Merge.
3. The IPv4 Network Merge modal page appears.
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4. Inthe IPv4 Network Merge modal page, supply a value in the following fields:

Merge IPv4 Hetworks Cloze | Esc
IPv4 Hetwork Merge

Available Networks Networks to Merge
| [ Select network to merge into |

10.0.0.0/2550.00 6] s
10.0.5.0/255.255.255.0 [0]

169.254.0.0/255.255.0.0 [3]
172.0.0.0/255.255.255.0 [1]
192.168.32.0/255.255.252.0 [3]

 Available Networks. Select one or more networks that you want to merge. Use the arrow button
[>>]to add each network to the list of Networks to Merge.

« Select network to merge into. From the list of networks in the Networks to Merge list, you must

select one network to be the "merge into" network. The other networks in the Networks to Merge list
will be added to the "merge into" network.

5. Click the [Merge] button to save the newly merged network.

Synchronizing One or More Networks

When you synchronize a network, you remove any duplicate IPs from the network. The synchronize tool will

remove only duplicate IPs from a single subnet where all the devices use the same Data Collector or Collector
Group. To remove duplicate IPs:

1. Goto the IPv4 Networks page (Registry > Networks > |Pv4 Networks).
2. Inthe IPv4 Networks page, click the [Actions] button and select Synchronize.
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3. Text appears in the upper left of the page detailing how many networks were searched and how many
addresses were synchronized.

1Pv4 Network:: | Addresses Sy

ized | Yetworks Found [§]

Het o ate it Date
[ Il 11 1 [ Il Il Il | -] L=l ][an [
1. Ba410000 255000 5B BIMETTT214 0% 53 ws cue Hsystem 1 2014.04.0320:3228  em7admin 2014.04.0320:3228 | /X))
2 P3A10090 2652652650 124 01254 0% = T ihisystem 14 2014-04-0320:4622  em7admin 2014040320482 WS [
3 P3A16925400 25525500 M6 365534 % A3 w8 e tem 33 201407-10150027  emfadmin 20140710 15:0027 | e / X9 (]
& P@AIT2000 2552552550  f24 1254 ve% 21w UG #isystem 35 2014.0815200810  em7admin 2014081520010 W/ [
5 PHA192168320 2652552520 M2 3M022 0% A3 we e Hisystem 2 2014040320375 em7admin

20140403 20:37:15 | S X))

[Select Action] [ co |

Editing a Network's Properties

In the IPv4 Networks page, you can edit the basic properties of a network. To do this:

1. Goto the IPv4 Networks page (Registry > Networks > |Pv4 Networks).

2. Inthe IPv4 Networks page, find the network you want to edit.

3. Click the wrench icon ( 5.) for that network. The Network Properties modal page appears.

4. Inthe Network Properties modal page, you can edit the values for one or more parameters.
5

To save your changes to the network, click the [Save] button.

Performing Dynamic Discovery for a Network

You can perform dynamic discovery for a selected network. SL1 will then use Dynamic Applications to retrieve

information about each device and application in the network. To manually trigger dynamic discovery for a
network:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).

2. Inthe IPv4 Networks page, find the network for which you want to perform dynamic discovery. Click the
lightning bolt icon () for that network.
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3. The Discovery Control Panel page appears, with the field IP Address Discovery List already populated with
the IP range from the selected network.

Discovery Control Panel | Sessions Found [11]

Search where Start IP contains.

Session Register

Session Name |P/Hostname List Coliestor Organization Pings. Rediscovery User Edit Last Edit

1. B Viware 10.100.100.46 em?_ao. System Yes Disabled em7admin 2014-07-30 13:05:05 EeEED

2. 4B SupportENT 192.168.33.50 - 192.168.33.52 em7_ao System Mo Disabled em7admin 2014-07-28 18:52:11 R@7E0

3. B KM 10.100.100.40 em7_so. System Yes Disabled em7admin 2014-07-28 18:31:31 ReAE

4. B Windows Servers 10.100.100.21,10.100.100.22,10.100.100.23 em7_ao System Yes Disabled em7admin 2014-07-10 15:10:01 Re7E0

5. | NetApp 10.0.8.45 en_ao ntel Yes Disabled emadmin 20140521 17:52:32 Vi

6. B Netapp 10.100.100.20 em7_ao ntel Yes Dsabled em7admin 20140821 17:52:32 R@7E0

7. PSUSEN 10.100.100.30 - 10.100.100.34 em?_ao ntel Yes Disabled em7admin 20140516 17:08:23 V=

8. B Extreme Swich 192.168.34.179 en?_ao intel No Disabled emPadmin 2014-05-16 17:06:03 Y=

5. e system 10.100.100.13,10.100.100.15,10.100.100.17 em7_so0 System No Disabled em7admin 2014-05-16 17:07:35 i

0. g Cisco Switch 10001 em7_ac Intel ves Disabled em7admin 2014-05-16 17:07:25 Fa=n|
1. P SUSE 1D 10.100.100.35 - 10.100.100.40 e _ao ntel Yes Disabled emadmin 20140516 17:07:14 =)

Creating a Ticket About a Network

From the IPv4 Networks page, you can create a ticket about a network (the ticket's element will be the selected
network). To do this:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).
In the IPv4 Networks page, find the network for which you want to create a ticket.

Click the ticket icon (Q) for that network.

M e

The Ticket Editor page appears.
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5. To create a ticket, supply a value in each field. Click the [Save] button to save the new ticket.

Ticket Editor | New Ticket |

Actions Reset Guide
Description (New Ticket) Import Template [ [ (No template) | v
Organization a\ [ System] ¥ ][ Sciencelogic Support | support@sciencelogic.com | (703)-354-1010 | 1D: 0]

Element i System [ )

Ticket Properties

Ticket Description Ticket State Status
[TICKET FOR ORGANIZATION: System | 1D: 0 | v | [open v
Severity Category Source Queve Assigned User
| [ Sev 4 Notice ] ¥ | | sbuse ¥ |+ [Automated v |+ [AssetManagement ¥ | [[em7admin] v |
Example Custom

[ J
Notes & Attachments [ Maxmee | Descending | New Note |
#1) Cloak # Enabled s &
B- B I USA-T- 8-9- /-5 EBEESEE — SHLMrop

Deleting One or More IPv4 Networks

You can delete one or more networks from the IPv4 Networks page. When you delete a network, the devices
and inferfaces associated with the network still remain in SL1 and are unchanged. When you delete a network

from the IPv4 Networks page, only the information in the IPv4 Networks page and related pages is deleted;
the network itself and the devices and interfaces are not affected.

To delete one or more networks from the IPv4 Networks page:

1. Goto the IPv4 Networks page (Registry > Networks > [Pv4 Networks).

2. Inthe IPv4 Networks page, find the network you want to delete from the page.

3. Select the checkbox () for the network.

4. Repeat steps 2-3 for each network you want to delete.

5. From the Select Action field (in the lower right), choose Delete Monitors. Click the [Go] button.
6.

Each selected network will be deleted from the IPv4 Networks page.
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Chapter

Monitoring Network Interfaces

Overview

This chapter describes how to monitor network interfaces in SL1.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

» To view a page containing all of the menu options, click the Advanced menu icon ( + ).

This chapter covers the following topics:

Discovering Interfaces ... .. 138
Viewing a List of All Interfaces Discovered by SLT ... .. .. 139
Viewing Interfaces for a Single Device ... 142
Global Settings that Affect Interfaces ... 147
Defining Interface Monitoring Policies and Thresholds ................... ... 161
Class-Based Quality of Service (CBQOS) ... ... 176
Concurrent Network Interface Collection ... 182
Viewing Performance Graphs and Reports About Interfaces ... 185

Discovering Interfaces

During the discovery process, SL1 discovers all interfaces on each discovered device. SL1 applies a default
monitoring policy to every discovered interface (excluding loopback interfaces). The default policy collects
inbound and outbound bandwidth statistics every 5 minutes.
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The Network Interfaces page (Registry > Networks > Interfaces) allows you to view a list of all discovered
interfaces, view details about each interface, edit the monitoring policy for an interface, and view bandwidth

reports for each interface.

Viewing a List of All Interfaces Discovered by SL1

During discovery, SL1 discovers all interfaces on each discovered device. The list of all interfaces is displayed in

the Network Interfaces page.

The Network Interfaces page allows you to view a list of all interfaces, view details about each interface,
a monitoring policy for an interface, and view bandwidth reports for each interface.

To view a list of all interfaces discovered by SL1:

1. Goto the Network Interfaces page (Registry > Networks > Interfaces).
2. The Network Interfaces page displays a list of all network interfaces discovered by SL1.

define

Network Interfaces | Interfaces Found [130] Report Reset Guide
Auto- =
Detice wac Admin/Oper Infrfzce Hame  Colecion Colect Colect Collect Collect Counter
Hame - PortSub | F Name Tags Organization sias sddtess IFIncex Salus Messwe Speed Alring Updsle Freavenc st
B )( )( I )( )( [ )( )

[N =, 101684850  [RAONGUENCIVIE - = System - 3 08:40:9158:ccAe 10112 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  ]5Min. No No  Yes Yes 64  Enabledpm |
2 ENRRC T w0 it 4 = System Linkto WAN-R1 B OBA09f58coc) 1 propViral Upiup Mega 1Gbps Yes Yes  gfl5Min. No MNo  Yes Yes 64  Enabled e[|
E =, 101684859  [BLCLALIENCIITS # = System -  08:40:9158:cc:8e 10114 ethemetCsmacd UpDonn  Mega 10Mbps Yes Yes  ]5Min. No No  Yes Yes 64 Enabledpm |
+ ENERC D 2 w0115, Gions » = System = B 08:00:9858:cc 87 10115 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gflsMin. No No  Yes Yes 64  Enabledpm| |
5. EAL L 2 w0/10116,Giorts B - System = $08:d0:958:ccc2 10116 ethemetGsmacd Uplup Mega 100MbpsYes Yes  gfi5Min. No No Yes Yes 64  Enabledpg
o EMREC LI 2 wos,vis 4 = System = W0800:9TSBCE3 5 propVirual DownDown Mega 1Gbps Yes Yes  gfsMin. No No  Yes Yes 64  Enabled s |
7 ERRE L # w0/10118, Giois. & = System. - 3 08:00:9158:c:92 10118 ethemetCsmacd Upiup Mega 1Gbps Yes Yes  gf}5Min. No No Yes Yes 64 Enabledp |
3 2 wo/10113, 6013 4 - System = W 0B:A0:9758:cC:80 10113 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  g5Min. No No  Yes Yes 64  Enabled [ |
BN, 10.168.4850 [ LIAVEEE 2 = System - P 08:d0:9158:cc5 666 propVirtual UpDown  Mega 1Gbps Yes Yes  yfi5Min. No No  Yes Yes 64  Enabledps
0 2 W0/10501.Nuo 4 - System = = 10501 other Upp Mega 10Gbps Yes Yes  gflsMin. No MNo  Yes Yes 32  Enabled [
1. ERAC L ? w0/10117, GiOAT 2 = System - P 08:d0:9758:cc91 10117 ethemetCsmacd UplUp. Mega 1Gbps Yes Yes  gfisMin. No No Yes Yes 64  Enabledps) |
2 2 wore, vies 4 - System = B 0BADOTSECCCA 99 propVirtual UpDown  Mega 1Gbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
REN =, 10.168.4850  [BLLTCCEAVEESS 2 = System Link to WAN-R1 P 08:d0:9158:cc:c6 999 propVirtual UplUp. Mega 1Gbps Yes Yes  gfisMin. No No Yes Yes 64  Enabledps) |
1 2 w0101, G0 4 - System = W 0809158 cccl 10101 ethemetCsmacd Upup Mega 100MbpsYes Yes  gf]sMin. No No  Yes Yes 64  Enabled [
15. EIRAL L 2 w0/10102, Gion 2 = System - P 08:d0:958:c:82 10102 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  yfi5Min. No No  Yes Yes 64  Enabledps
i 2 wo/10103,Gi03 4 - System = W 0B:0:958:cC:83 10103 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
17 ERAL L 2 wi010104, Gio4. 2 = System - P 08:d0:9758:cc:84 10104 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  yfi5Min. No No  Yes Yes 64  Enabledps
18 2 W0/10105, G0’ 4 - System = W 0B:40:9758:cC:85 10105 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
19. EIRAE L 2 w0/10106, Gio/ -2 - System - P 08:d0:958:c:86 10106 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfi5Min. No No  Yes Yes 64  Enabledps
20 2 wor10107, Gior # - System = B B:0:958:cC:87 10107 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
21. EIRRC L 2 0/10108, Gi/s B = System = 3 08:00:9758:cc:88 10108 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  fi5Min. No No  Yes Yes 54 Enabledpm |
22 2 w0/10109,Gio 4 - System = 3 0B:40:958:cC:89 10109 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
23. EIRRC L 2 0/10110, Gi0/0. B = System = 3 08:00:9158:cc:83 10110 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  fi5Min. No No  Yes Yes 54 Enabledpm |
2 2 woron,Gont » - System = B 0B:A0:9158:ccBb 10111 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gl5Min. No No  Yes Yes 64  Enabled [ |
25 _ 2 w0 Tean - = System Connection CRS-1-P '$0024:14:4b:484 1 ethemetCsmacd UpDown  Mega 10Gbps Yes Yes  ]sMin. No No  Yes Yes 64 Enabledpm |

% 2 won, e s = System = WO0024:144b:4842  ethemetCsmacd Upp Mega  — Yes Yes  gf5Min. No No  Yes Yes 64  Enabled m | |
(IViewing Page: 11 v ({Seloct Acton] 2] co |

3. The Network Interfaces page displays the following for each interface:.

TIP: To sort the list of interfaces, click on a column heading. The list will be sorted by the column value,
ascending order. To sort the list by descending order, click the column heading again.

n

o Device Name. Name of the device where the interface resides.
e Port/Sub. Port and sub-port (if applicable) of the interface.

o IF Name. The name of the network interface. The auto-name, generated by SL1, is device
name:interface_number. You can define a different name in the Interface Properties page.
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Tags. Displays a comma-delimited list of descriptive tags that have been manually defined for the
interface. Interface tags are used to group interfaces in an IT service policy. To add or edit the tags for
an interface, click its wrench icon ( JE3"). In the Edit Network Interface Tags modal that appears,
supply a comma-delimited list of tags in the Tags field, and then click the [Save] button.

Organization. Organization associated with the network interface. This can be the organization
associated with the device where the interface resides, or it can be an organization that has emissary
rights to the interface.

Alias. User-defined name assigned to the inferface.

MAC Address. A unique number that identifies the interface. MAC Addresses are defined by the

hardware manufacturer.

IF Index. A unique number (greater than zero) that identifies each interface on a device. These
numbers are defined within the device.

IF Type. A string that describes the type of interface, as defined by the standards group Internet
Assigned Numbers Authority (IANA).

Status. Consists of two parts:

°  Administration Status. Specifies how the network interface has been configured on the device. Can
be one of the following:

® Up. Network interface has been enabled.

® Down. Network interface has been disabled.
° Operation Status. Specifies current state of the network interface. Can be one of the following:

® Up. Network interface is transmitting and receiving data.

® Down. Network interface cannot tfransmit or receive data.

NOTE: SL1 generates an event when a network interface has an administrative status of "up" and an
operation status of "down".

e Measure. Unit of measurement for bandwidth reports for the interface. The choices are:

° Mega
° Giga
° Kilo
° Tera

° Peta

o Interface Speed. The number of megabits per second that can pass through the network interface.
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o Alerting. Specifies whether or not events will be generated for the selected interfaces.
° Yes. SL1 monitors the network interface and generates events when the required conditions are
met.

° No. SL1 monitors the network interface, but events are not generated for the interface.

o Auto-Name Update. Specifies whether or not SL1 will update and/or overwrite the interface name
during auto-discovery.
° Yes. SL1 can update and/or overwrite the interface name during auto-discovery.
° No. SL1 will not update and/or overwrite the interface name during auto-discovery.

« Collection Frequency. When you define a monitoring policy for an interface, you must specify how
frequently you want SL1 to collect data from the interface. Your choices are every:
° 1 Minute
° 5 Minutes
° 10 Minutes
° 15 Minutes
° 30 Minutes
° 60 Minutes
° 120 Minutes

o Collect Errors. Specifies whether or not SL1 will collect data about packet errors on the interface.
Packet errors can occur when packets are lost due to network outages or faulty adapter hardware.
Your choices are:
° Yes. SL1 will collect data on packet errors that occur on the interface.
© No. SL1 will not collect data on packet errors that occur on the interface.

 Collect Discards. Specifies whether or not SL1 will collect data about interface discards. Discards
can occur when an interface receives more traffic than it can handle. Discards can also occur when
an interface has been specifically configured to discard packets. For example, a network
administrator might configure a router's interface to discard packets from an unauthorized IP. Your
choices are:
° Yes. SL1 will collect data about packet discards that occur on the interface.

© No. SL1 will not collect data about packet discards that occur on the interface.
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o Collect CBQoS. Specifies whether SL1 will collect CBQoS (Class-Based Quality-of-Service) data for
this interface. This column appears only if you have enabled the field Enable CBQoS Collection in
the Behavior Settings page (System > Settings > Behavior). If Collect CBQOS is enabled for an
interface, SL1 will display the collected CBQoS data in Device Performance reports associated with
the device that contains this interface. Choices are:

° Yes. SL1 will collect CBQoS data for this interface.
° No. SL1 will not collect CBQoS data for this interface.

For more information about CBQOS, see the Infrastructure Health manual.

o Collect Packets. Specifies whether SL1 will collect network traffic data, in packets, for this interface. If
Collect Packets is enabled for an interface, SL1 will display the collected data in Device Performance
reports associated with the device that contains this interface. Choices are:

° Yes. SL1 will collect packet data for this interface.
° No. SL1 will not collect packet data for this interface.

« Counter Setting. Specifies whether the interface uses a 32-bit counter or a 64-bit counter to
measure bandwidth on the interface.

NOTE: If an interface has a status of "down" during initial discovery, SL1 will discover the interface but assign
the interface the default Counter Setting of "32". During re-discovery or nightly auto-discovery, SL1
will update Counter Setting to "64" if applicable.

« State. Specifies whether SL1 monitors the network interface and collects data about the network
interface for reports. Can be either Enabled or Disabled.

« Edit Date. Date and time the monitoring policy for the interface was created or last edited. If the

interface is using the default monitoring policy, the edit date reflects the date that the interface was
discovered by SL1.

Viewing Interfaces for a Single Device

You can view detailed data about a specific device by clicking the device name on the Devices page () to
open the Device Investigator page for that device.

On the [Interfaces] tab of the Device Investigator page, you can view information about each network
interface on the device. From this tab, you can also define monitoring policies for interfaces on the device.
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NOTE: The data displayed on this tab is read-only.

The [Interfaces] tab displays the following for every interface used by a device:
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Name. The name of the network interface. You can open the Interface Properties page in a pop-up
window by clicking the interface name from the list.

Alias. The name assigned by SL1 to the interface.

Hardware Description. Description of the network interface. Usually a description of a network interface
card.

Port. The interface port.

MAC Address. A unique number that identifies the interface. MAC Addresses are defined by the hardware
manufacturer.

Connection Speed. The amount of data, in Megabytes per second, that the interface can process.

Collection State. Specifies whether the platform monitors the network interface and collects data from the
network interface for reports. Can be either Enabled or Disabled.

Admin Status. Specifies how the network interface has been configured on the device. Can be one of the
following:

* Up. Network interface has been enabled.

» Down. Network interface has been disabled.
Operational Status. Specifies current state of the network interface. Can be one of the following:

* Up. Network interface is tfransmitting and receiving data.

e Down. Network interface cannot transmit or receive data.
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 Collection Rate. Specifies (in minutes) how often SL1 collects data from the interface.

o Collect Errors. Specifies whether SL1 will collect data about packet errors on the interface. Packet errors
can occur when packets are lost due to network outages or faulty adapter hardware.

o Collect Discards. Specifies whether SL1 will collect data about interface discards. Discards occur when an
interface receives more traffic than it can handle. Discards can also occur when an interface has been
specifically configured to discard. For example, a network administrator might configure a router's interface
to discard packets from an unauthorized IP address.

o Alerts. Specifies whether SL1 will generate events for the interface. Can be Enabled or Disabled. When
disabled, the interface is monitored, but events are not generated for the interface.

 Rollover Alerts. Specifies whether SL1 will generate an event when the counter for the interface rolls over.
« Index. A unique number greater than zero that identifies each interface on a device. These numbers are

defined by the device.

Clicking an interface Name opens the Interface Properties page for that interface. This page enables you to
view the properties for that interface and define a monitoring policy for the inferface.

NOTE: You can also access the Interface Properties page by clicking the [Actions] button (=) for that
interface and selecting Manage Interface.

When you define a monitoring policy for an interface, SL1 will monitor the interface and gather usage data from
the interface. SL1 uses the data retrieved from the interface to generate bandwidth reports for the interface.

Viewing Interfaces for a Single Device in the Classic User Interface

In the Device Administration panel for a device, you can view the Device Interfaces page. The Device
Interfaces page displays detailed information about each network interface on the device and allows you to
define monitoring policies for interfaces on the device. When you define a monitoring policy for an interface, SL1
will monitor the interface and gather usage data from the interface. SL1 uses the data retrieved from the interface
to generate bandwidth reports for the interface.

In the Device Reports panel for a device, you can view the Interfaces Found page. The Interfaces Found
page displays detailed information about each network interface on the device. The Interfaces Found page
allows you to view a list of all interfaces on the device, view details about each interface, and view bandwidth
usage reports for each interface.

To view details about the network interfaces on a device:

1. Go to the Device Manager page (Devices > Device Manager).
2. Find the device for which you want o view the list of network interfaces, then do one of the following:
()

¢ Click its wrench icon , followed by the [Interfaces] tab, to view the Device Interfaces page.

 Click the bar graph icon (ffﬂ), followed by the [Interfaces] tab, to view the Interfaces Found page.

Viewing Interfaces for a Single Device 144



3. Both pages display icons to represent the interfaces on the device:
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The page displays an icon for each interface on the device. Each icon provides a visual overview of the
interface.

For details on interface icons, click the [Legend] button, or in the [Actions] menu, select Interface Legend.
The Interface Legend modal page displays each type of interface icon with explanatory callouts.
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6. When you mouse over the icon for that interface, the Interface Details pop-up window appears. This
window displays details about the interface and its current monitoring policy.
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7. The Interface Details pop-up window displays the following about an interface:
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Port / Sub. Port and sub-port (if applicable) of the interface.

Interface Name. The name of the network interface. The auto-name, generated by SL1, is device
name:interface_number.

Alias. Easy-to-remember, human-readable name for the network interface.

Hardware Desc. Description of the network interface. Usually a description of a network-interface
card.

MAC Address. A unique number that identifies network hardware. MAC Addresses are defined by
the hardware manufacturer.

MAC Vendor. Manufacturer of the network interface.
Connection Speed. The amount of data per second that can pass through the network interface.

Collect State. Specifies whether or not SL1 monitors the network interface and collects data from the
network interface for reports.

Admin Status. Specifies how the network interface has been configured on the device. Can be one
of the following:

° Up. Network interface has been configured to be up and running.

° Down. Network interface has been disabled.
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Operational Status. Specifies current state of the network interface. Can be one of the following:
° Up. Network interface is transmitting and receiving data.
° Down. Network interface cannot transmit or receive data.

Collect Freq. Frequency at which SL1 will poll the interface to collect data. Choices are 1 minute, 5
minutes, 10 minutes, 30 minutes, 60 minutes, and 120 minutes.

Collect Errors. Specifies whether or not SL1 will collect data about packet errors on the interface.
Packet errors occur when packets are lost due to hardware problems such as network outages or
faulty adapter hardware.

Collect Discards. Specifies whether or not SL1 will collect data about interface discards. Discards
occur when an interface receives more traffic than it can handle. Discards can also occur when an
interface has been specifically configured to discard. For example, a network administrator might
configure a router's interface to discard packets from an unauthorized IP address.

Alerts. Specifies whether or not SL1 will generate events for the interface. When disabled, the
interface is monitored, but events are not generated for the interface.

Rollover Alerts. Specifies whether or not SL1 will generate an event when the counter for the
interface rolls over.

NOTE: Rollovers and Rollover Alerts apply only to 32-bit counters and not to 64-bit counters.

o IP. IP address and network mask assigned to the interface.

« Counter Type. Specifies whether the interface uses a 32-bit counter or a 64-bit counter to measure

bandwidth on the interface.

NOTE: |

f an interface has a status of "down" during initial discovery, SL1 will discover the interface but assign
the interface the default Counter Type of "32". During re-discovery or nightly auto-discovery, SL1
will update the Counter Type to "64" if applicable.

o IANA Type. A string that describes the type of interface, as defined by the standards group Internet

Assigned Numbers Authority.

o Interface Index. A unique number (greater than zero) that identifies each interface on a device.

These numbers are defined by the device.

8. Inthe Device Interfaces page, clicking on an interface icon leads to the Interface Properties page.

9. Inthe Interfaces Found page, clicking on an interface icon leads to the Network Bandwidth Usage report
in the Device Performance page.

Global Settings that Affect Interfaces

The following pages contain settings that affect interfaces:
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Behavior Settings

The Behavior Settings page (System > Settings > Behavior) allows you to define global parameters that affect:

e User Logins

e Discovery

 Data collection

* Sefttings that affect the display and behavior of the user interface
* Expiration warnings for asset warranties and SSL certificates

The parameters in the Behavior Settings page affect all pages, devices, and discovery functionality in SL1. For
most settings, you can define a one-time, manual override in the affected page. You can also override many of
these settings per device. For example, you can define global parameters for nightly discovery in this page, but

you can override these settings for a specific device on the Settings tab of the Device Investigator page or the
Device Properties page (Devices> Device Manager > wrench icon) in the classic user interface.

To define or edit the settings in the Behavior Settings page:

1. Go to the Behavior Settings page (System > Settings > Behavior).

2. Inthe Behavior Settings page, the following fields affect how SL1 manages all interfaces:

« Initially Discovered Interface Poll Rate. This field specifies the frequency with which SL1 will poll
newly discovered interfaces. This setting does not affect interfaces that have been previously
discovered with a different value in this field or interfaces for which the Frequency field has been
manually edited in the Interface Properties page. Choices in this field are:

© T min. SL1 will poll the newly discovered interfaces every minute.

° 5 mins. SL1 will poll the newly discovered interfaces every five minutes. This is the default value for

this field.
© 10 mins. SL1 will poll the newly discovered interfaces every 10 minutes.
° 15 mins. SL1 will poll the newly discovered interfaces every 15 minutes.
© 30 mins. SL1 will poll the newly discovered interfaces every 30 minutes.
© 60 mins. SL1 will poll the newly discovered interfaces every 60 minutes.

© 120 mins. SL1 will poll the newly discovered interfaces every 120 minutes.

o Event Interface Name Format. Specifies the format of the network interface name that you want to
appear in events. If you selected Interface Alias for the deprecated Interface Name Precedence
field in a previous release of SL1, the format for existing interfaces is set to {alias}. If you selected
“Interface Name” for the deprecated Interface Name Precedence field in a previous release of SL1,
the format for existing interfaces is set to {name}. The default format is {name}.
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e Enable CBQoS Collection. If selected, SL1 will collect configuration data about Class-Based
Quality-of-Service (CBQOS) from interfaces that are configured for CBQOS. If selected, you can
enable collection of CBQoS metrics per-interface. The collected CBQoS metrics are displayed in
Device Performance reports associated with the device that contains those interfaces. This setting is
disabled by default. (For more information about CBQOoS, see the section on Class-Based Quality
of Service.)

o Enable Variable Rate Interface Counters. If selected, enables more accurate collection of data
from interfaces. If enabled, when SL1 retrieves data from an interface, that data is stored in the
Sciencelogic database along with the timestamp associated with the exact collection time. Before
normalization occurs, SL1 applies an interpolation function that spaces the data at regular time
intervals. For example, suppose you have specified that SL1 should collect interface data every five
minutes. However, due to network traffic across the Data Collectors, SL1 might collect data from an
interface at 13:01 and then 13:05. Because the Sciencelogic normalization process expects data
that has been collected every five minutes, SL1 first applies an interpolation to the data to prepare the
data for normalization.

e Enable Concurrent Network Interface Collection. If selected, enables asynchronous concurrent
SNMP collection for all network interfaces. This provides better scalability for large networks by
allowing multiple collection tasks to run at the same time with a reduced load on Data Collectors.
(For more information, see the section on Concurrent Network Interface Collection.)

NOTE: You can also enable or disable concurrent network interface collection for individual collector
groups using the Enable Concurrent Network Interface Collection field on the Collector Group
Management page (System > Settings > Collector Groups). This setting overrides the global
setting for concurrent network interface collection for the selected collector group. For more
information, see the section on Configuring Concurrent Network Interface Collection for a
Collector Group.

NOTE: If you do not enable concurrent network interface collection, then Sciencelogic recommends that
you maintain a limit of no more than 10,000 interfaces per SL1 Data Collector; there is no
recommended limit to the number of interfaces you can monitor per Data Collector if concurrent
network interface collection is enabled.

3. Click the [Save] button to save any changes in this page.

Interface Threshold Defaults

The Interface Thresholds Defaults page (System > Settings > Thresholds > Interface) allows you to define
global thresholds for interfaces.

The settings in the Interface Thresholds Defaults page apply to all interfaces. However, you can override these

system settings on a case-by-case basis for each interface in the Thresholds tab on the Interface Properties
page (Registry > Networks > Interfaces > interface wrench icon).
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If you have specified that SL1 should monitor an interface, SL1 will collect data about the interface and also
monitor performance thresholds for the interface. SL1 will use either the default thresholds defined in the
Interface Thresholds Defaults page (System > Settings > Thresholds > Interface or the custom threshold you
define in the Thresholds tab on the Interface Properties page (Registry > Networks > Interfaces > interface
wrench icon). When the values for an interface exceed one or more thresholds, SL1 will generate an event.

To define global thresholds for interfaces:

1. Goto Interface Thresholds Defaults page (System > Settings > Thresholds > Interface.

Interface Threshold Defaults

Bandwidth In

Bandwidth Out

nnnnn

Outbound Percent [ 65,000 ([Enabled] v]

([bps] v)

Inbound Bandidth 0009 ([Disabled] v]

nnnnnnnnnnnnnnnnnnnn

2. The following global thresholds are defined by default in the Interface Thresholds Defaults page:

NOTE: You can specify the unit of measure for all the metrics in Bandwidth In and Bandwidth Out. You
can select bps, kbps, Mbps (the default), or Gbps.

Threshold Default Value Default Status
Utilization % In > Inbound Percent 65.000 Enabled
Utilization % Out > Outbound Percent 65.000 Enabled
Bandwidth In > Inbound Bandwidth 0.000 Disabled
Bandwidth Out > Outbound Bandwidth 0.000 Disabled
Errors % In > Inbound Error Percent 1.000 Enabled
Errors % Out > Outbound Error Percent 1.000 Enabled
Errors In > Inbound Errors 1000.000 Enabled

Global Settings that Affect Interfaces

150



Threshold Default Value Default Status
Errors Out > Outbound Errors 1000.000 Enabled
Discard % In > Inbound Discard Percent 1.000 Enabled
Discards % Out > Outbound Discard Percent 1.000 Enabled
Discards In > Inbound Discards 1000.000 Enabled
Discards Out > Outbound Discards 1000.000 Enabled
Multicast % In > Rising Medium 30.000 Disabled
Multicast % In > Rising Low 20.000 Disabled
Broadcast % Out > Rising Medium 30.000 Disabled
Broadcast % Out > Rising Low 20.000 Disabled

3. Selecting the Show Hidden Thresholds checkbox displays the following default thresholds:

NOTE: You can specify the unit of measure for all the metrics in Bandwidth In and Bandwidth Out. You
can select bps, kbps, Mbps (the default), or Gbps.

Threshold Default Value Default Status
Utilization % In > Rising High 0.000 Hidden
Utilization % In > Rising Medium 0.000 Hidden
Utilization % In > Rising Low 0.000 Hidden
Utilization % In > Falling Low 0.000 Hidden
Utilization % In > Falling Medium 0.000 Hidden
Utilization % In > Falling High 0.000 Hidden
Utilization % In > Inbound Percent 65.000 Enabled
Utilization % Out> Rising High 0.000 Hidden
Utilization % Out > Rising Medium 0.000 Hidden
Utilization % Out > Rising Low 0.000 Hidden
Utilization % Out > Falling Low 0.000 Hidden
Utilization % Out > Falling Medium 0.000 Hidden
Utilization % Out > Falling High 0.000 Hidden
Utilization % Out > Outbound Percent 65.000 Enabled
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Threshold

Default Value

Default Status

Bandwidth In > Rising High 0.000 Hidden
Bandwidth In > Rising Medium 0.000 Hidden
Bandwidth In > Rising Low 0.000 Hidden
Bandwidth In > Falling Low 0.000 Hidden
Bandwidth In > Falling Medium 0.000 Hidden
Bandwidth In > Falling High 0.000 Hidden
Bandwidth In > Inbound Bandwidth 0.000 Disabled
Bandwidth Out > Rising High 0.000 Hidden
Bandwidth Out > Rising Medium 0.000 Hidden
Bandwidth Out > Rising Low 0.000 Hidden
Bandwidth Out > Falling Low 0.000 Hidden
Bandwidth Out > Falling Medium 0.000 Hidden
Bandwidth Out > Falling High 0.000 Hidden
Bandwidth Out > Outbound Bandwidth 0.000 Disabled
Errors % In > Rising High 0.000 Hidden
Errors % In > Rising Medium 0.000 Hidden
Errors % In > Rising Low 0.000 Hidden
Errors % In > Falling Low 0.000 Hidden
Errors % In > Falling Medium 0.000 Hidden
Errors % In > Falling High 0.000 Hidden
Errors % In > Inbound Error Percent 1.000 Enabled
Errors % Out > Rising High 0.000 Hidden
Errors % Out > Rising Medium 0.000 Hidden
Errors % Out > Rising Low 0.000 Hidden
Errors % Out > Falling Low 0.000 Hidden
Errors % Out > Falling Medium 0.000 Hidden
Errors % Out > Falling High 0.000 Hidden
Errors % Out > Outbound Error Percent 1.000 Enabled
Errors In > Rising High 0.000 Hidden
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Threshold

Default Value

Default Status

Errors In > Rising Medium 0.000 Hidden
Errors In > Rising Low 0.000 Hidden
Errors In > Falling Low 0.000 Hidden
Errors In > Falling Medium 0.000 Hidden
Errors In > Falling High 0.000 Hidden
Errors In > Inbound Errors 1000.000 Enabled
Errors Out > Rising High 0.000 Hidden
Errors Out > Rising Medium 0.000 Hidden
Errors Out > Rising Low 0.000 Hidden
Errors Out > Falling Low 0.000 Hidden
Errors Out > Falling Medium 0.000 Hidden
Errors Out > Falling High 0.000 Hidden
Errors Out > Outbound Errors 1000.000 Enabled
Discards % In > Rising High 0.000 Hidden
Discards % In > Rising Medium 0.000 Hidden
Discards % In > Rising Low 0.000 Hidden
Discards % In > Falling Low 0.000 Hidden
Discards % In > Falling Medium 0.000 Hidden
Discards % In > Falling High 0.000 Hidden
Discards % In > Inbound Discard Percent 1.000 Enabled
Discards % Out > Rising High 0.000 Hidden
Discards % Out > Rising Medium 0.000 Hidden
Discards % Out > Rising Low 0.000 Hidden
Discards % Out > Falling Low 0.000 Hidden
Discards % Out > Falling Medium 0.000 Hidden
Discards % Out > Falling High 0.000 Hidden
Discards % Out > Outbound Discard Percent 1.000 Enabled
Discards In > Rising High 0.000 Hidden
Discards In > Rising Medium 0.000 Hidden
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Threshold

Default Value

Default Status

Discards In > Rising Low 0.000 Hidden
Discards In > Falling Low 0.000 Hidden
Discards In > Falling Medium 0.000 Hidden
Discards In > Falling High 0.000 Hidden
Discards In > Inbound Discards 1000.000 Enabled
Discards Out > Rising High 0.000 Hidden
Discards Out > Rising Medium 0.000 Hidden
Discards Out > Rising Low 0.000 Hidden
Discards Out > Falling Low 0.000 Hidden
Discards Out > Falling Medium 0.000 Hidden
Discards Out > Falling High 0.000 Hidden
Discards Out > Outbound Discards 1000.000 Enabled
Broadcast % In > Rising High 0.000 Hidden
Broadcast % In > Rising Medium 30.000 Disabled
Broadcast % In > Rising Low 20.000 Disabled
Broadcast % In > Falling Low 0.000 Hidden
Broadcast % In > Falling Medium 0.000 Hidden
Broadcast % In > Falling High 0.000 Hidden
Broadcast % Out > Rising High 0.000 Hidden
Broadcast % Out > Rising Medium 30.000 Disabled
Broadcast % Out > Rising Low 20.000 Disabled
Broadcast % Out > Falling Low 0.000 Hidden
Broadcast % Out > Falling Medium 0.000 Hidden
Broadcast % Out > Falling High 0.000 Hidden
Broadcast In > Rising High 0.000 Hidden
Broadcast In > Rising Medium 0.000 Hidden
Broadcast In > Rising Low 0.000 Hidden
Broadcast In > Falling Low 0.000 Hidden
Broadcast In > Falling Medium 0.000 Hidden

Global Settings that Affect Interfaces

154



Threshold

Default Value

Default Status

Broadcast In > Falling High 0.000 Hidden
Broadcast Out > Rising High 0.000 Hidden
Broadcast Out > Rising Medium 0.000 Hidden
Broadcast Out > Rising Low 0.000 Hidden
Broadcast Out > Falling Low 0.000 Hidden
Broadcast Out > Falling Medium 0.000 Hidden
Broadcast Out > Falling High 0.000 Hidden
Multicast % In > Rising High 0.000 Hidden
Multicast % In > Rising Medium 00.000 Hidden
Multicast % In > Rising Low 00.000 Hidden
Multicast % In > Falling Low 0.000 Hidden
Multicast % In > Falling Medium 0.000 Hidden
Multicast % In > Falling High 0.000 Hidden
Multicast % Out > Rising High 0.000 Hidden
Multicast % Out > Rising Medium 00.000 Hidden
Multicast % Out > Rising Low 00.000 Hidden
Multicast % Out > Falling Low 0.000 Hidden
Multicast % Out > Falling Medium 0.000 Hidden
Multicast % Out > Falling High 0.000 Hidden
Multicast In > Rising High 0.000 Hidden
Multicast In > Rising Medium 0.000 Hidden
Multicast In > Rising Low 0.000 Hidden
Multicast In > Falling Low 0.000 Hidden
Multicast In > Falling Medium 0.000 Hidden
Multicast In > Falling High 0.000 Hidden
Multicast Out > Rising High 0.000 Hidden
Multicast Out > Rising Medium 0.000 Hidden
Multicast Out > Rising Low 0.000 Hidden
Multicast Out > Falling Low 0.000 Hidden
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Threshold

Default Value

Default Status

Multicast Out > Falling Medium 0.000 Hidden
Multicast Out > Falling High 0.000 Hidden
Unicast % In > Rising High 0.000 Hidden
Unicast % In > Rising Medium 00.000 Hidden
Unicast % In > Rising Low 00.000 Hidden
Unicast % In > Falling Low 0.000 Hidden
Unicast % In > Falling Medium 0.000 Hidden
Unicast % In > Falling High 0.000 Hidden
Unicast % Out > Rising High 0.000 Hidden
Unicast % Out > Rising Medium 00.000 Hidden
Unicast % Out > Rising Low 00.000 Hidden
Unicast % Out > Falling Low 0.000 Hidden
Unicast % Out > Falling Medium 0.000 Hidden
Unicast % Out > Falling High 0.000 Hidden
Unicast In > Rising High 0.000 Hidden
Unicast In > Rising Medium 0.000 Hidden
Unicast In > Rising Low 0.000 Hidden
Unicast In > Falling Low 0.000 Hidden
Unicast In > Falling Medium 0.000 Hidden
Unicast In > Falling High 0.000 Hidden
Unicast Out > Rising High 0.000 Hidden
Unicast Out > Rising Medium 0.000 Hidden
Unicast Out > Rising Low 0.000 Hidden
Unicast Out > Falling Low 0.000 Hidden
Unicast Out > Falling Medium 0.000 Hidden
Unicast Out > Falling High 0.000 Hidden

4. Foreach threshold, you can edit the following:

e Value. The value at which the threshold will trigger an event.

° Forthresholds that include the word Rising, when a value exceeds the specified value, SL1 triggers

an event.
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© For thresholds that include the word Falling, when a value falls below the specified value, SL1
triggers an event.

© For thresholds that do not include the word Rising or Falling, when a value exceeds the specified
value, SL1 triggers an event.

* Status. Specifies whether the threshold is active and whether the threshold will appear in the
Thresholds tab on the Interface Properties page (Registry > Networks > Interfaces > interface
wrench icon). Choices are:

° Enabled. The threshold is applied to all interfaces and is monitored by SL1. The threshold appears
in the Thresholds tab on the Interface Properties page (Registry > Networks > Interfaces >
interface wrench icon). Users can edit the Value and Status of the threshold.

° Disabled. The threshold is applied to all interfaces but is not monitored by SL1. The threshold
appears in the Thresholds tab on the Interface Properties page (Registry > Networks >
Interfaces > interface wrench icon) with a status of Disabled. In the Thresholds tab on the
Interface Properties page, users can edit the Value and Status of the threshold.

© Hidden. The threshold is not applied to all interfaces, and is not monitored by SL1. The threshold
does not appear in the Thresholds tab on the Interface Properties page (Registry > Networks >
Interfaces > interface wrench icon).

¢ Unit of Measure. For all the metrics under Bandwidth In and Bandwidth Out, you can select the
unit of measure. Choices are:

° kbps
° Mbps
° Gbps

Quality of Service Threshold Defaults

The Quality of Service Threshold Defaults page (System > Settings > Thresholds > Quality of Service) allows
you to define global thresholds for CBQoS objects.

The settings in the Quality of Service Threshold Defaults page (System > Settings > Thresholds > Quality of
Service) apply to all CBQoS objects. However, you can override these system settings on a case-by-case basis for
each interface in the Quality of Service (QoS) page (Registry > Networks > Quality of Service).

If you have specified that SL1 should monitor an interface, SL1 will collect data about the interface and also
monitor performance thresholds for the interface. For interfaces that are part of a CBQoS class, SL1 will use
either the global CBQoS thresholds defined in the Quality of Service Threshold Defaults page (System >
Settings > Thresholds > Quality of Service) or the custom threshold you define in the Quality of Service Object
Thresholds page (Registry > Network > Quality of Service (QoS) > wrench icon). When the values for an
interface exceed one or more thresholds, SL1 will generate an event.
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To edit the global thresholds for a CBQoS object:

1. Go to the Quality of Service Threshold Defaults page (System > Settings > Thresholds > Quality of

Service.

Quality Of Service Threshold Defaults

Pre-Policy Inbound Utilization

Post Policy Outbound Utilization

Shew Hidden Thresholds

bps

([Disabled Y

8 8

([Disabled Y

8

([Disabled iY)

8

([Disabled Y

=l

[[Disablea 1Y)

Risng Medium (40000 ([Disabed] ]

El

([Disabled )

8

([Disabled Y

([Disabled iY)

8 8

([Disabled Y

2. The following global thresholds are defined by default in Quality of Service Threshold Defaults page:

Threshold Default Value Default Status
Drop Rate > Rising High 1.000 Disabled
Drop Rate > Rising Medium 0.500 Disabled
Violation Rate > Rising High 1.000 Disabled
Violation Rate > Rising Medium 0.500 Disabled
Pre-Policy Inbound Utilization % > Rising High 60.000 Disabled
Pre-Policy Inbound Utilization % > Rising Medium 40.000 Disabled
Pre-Policy Outbound Utilization % > Rising High 60.000 Disabled
Pre-Policy Outbound Utilization % > Rising Medium 40.000 Disabled
Discard Rate > Rising High 1.000 Disabled
Discard Rate > Rising Medium 0.500 Disabled
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3. Selecting the Show Hidden Thresholds checkbox displays the following default thresholds:

Threshold Default Value Default Status
Pre-Policy Rate > Rising High 0.000 Hidden
Pre-Policy Rate > Rising Medium 0.000 Hidden
Pre-Policy Rate > Rising Low 0.000 Hidden
Pre-Policy Rate > Falling Low 0.000 Hidden
Pre-Policy Rate > Falling Medium 0.000 Hidden
Pre-Policy Rate > Falling High 0.000 Hidden
PostPolicy Rate > Rising High 0.000 Hidden
Post-Policy Rate > Rising Medium 0.000 Hidden
Post-Policy Rate > Rising Low 0.000 Hidden
Post-Policy Rate > Falling Low 0.000 Hidden
Post-Policy Rate > Falling Medium 0.000 Hidden
Post-Policy Rate > Falling High 0.000 Hidden
Drop Rate > Rising High 1.000 Disabled
Drop Rate > Rising Medium 0.500 Disabled
Drop Rate > Rising Low 0.000 Hidden
Drop Rate > Falling Low 0.000 Hidden
Drop Rate > Falling Medium 0.000 Hidden
Drop Rate > Falling High 0.000 Hidden
Conforming Rate > Rising High 0.000 Hidden
Conforming Rate > Rising Medium 0.000 Hidden
Conforming Rate > Rising Low 0.000 Hidden
Conforming Rate > Falling Low 0.000 Hidden
Conforming Rate > Falling Medium 0.000 Hidden
Conforming Rate > Falling High 0.000 Hidden
Non-Conforming Rate > Rising High 0.000 Hidden
Non-Conforming Rate > Rising Medium 0.000 Hidden
Non-Conforming Rate > Rising Low 0.000 Hidden
Non-Conforming Rate > Falling Low 0.000 Hidden
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Threshold

Default Value

Default Status

Non-Conforming Rate > Falling Medium 0.000 Hidden
Non-Conforming Rate > Falling High 0.000 Hidden
Violation Rate > Rising High 1.000 Disabled
Violation Rate > Rising Medium 0.500 Disabled
Violation Rate > Rising Low 0.000 Hidden
Violation Rate > Falling Low 0.000 Hidden
Violation Rate > Falling Medium 0.000 Hidden
Violation Rate > Falling High 0.000 Hidden
Current Queue Depth > Rising High 0.000 Hidden
Current Queue Depth > Rising Medium 0.000 Hidden
Current Queue Depth Current Queue Depth > Rising Low | 0.000 Hidden
Current Queue Depth > Falling Low 0.000 Hidden
Current Queue Depth > Falling Medium 0.000 Hidden
Current Queuve Depth > Falling High 0.000 Hidden
Pre-Policy Inbound Utilization > Rising High 60.000 Disabled
Pre-Policy Inbound Utilization > Rising Medium 40.000 Disabled
Pre-Policy Inbound Utilization > Rising Low 0.000 Hidden
Pre-Policy Inbound Utilization > Falling Low 0.000 Hidden
Pre-Policy Inbound Utilization > Falling Medium 0.000 Hidden
Pre-Policy Inbound Utilization > Falling High 0.000 Hidden
Post-Policy Inbound Utilization > Rising High 60.000 Disabled
Post-Policy Inbound Utilization > Rising Medium 40.000 Disabled
Post-Policy Inbound Utilization > Rising Low 0.000 Hidden
Post-Policy Inbound Utilization > Falling Low 0.000 Hidden
Post-Policy Inbound Utilization > Falling Medium 0.000 Hidden
Post-Policy Inbound Utilization > Falling High 0.000 Hidden
Discard Rate > Rising High 1.000 Disabled
Discard Rate > Rising Medium 0.500 Disabled
Discard Rate Discard Rate > Rising Low 0.000 Hidden

Global Settings that Affect Interfaces
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Threshold Default Value Default Status

Discard Rate > Falling Low 0.000 Hidden
Discard Rate > Falling Medium 0.000 Hidden
Discard Rate > Falling High 0.000 Hidden

4. Foreach threshold, you can edit the following:
o Value. The value at which the threshold will trigger an event.

© For thresholds that include the word Rising, when a value exceeds the specified value, SL1 triggers
an event.

© For thresholds that include the word Falling, when a value falls below the specified value, SL1
triggers an event.

° For thresholds that do not include the word Rising or Falling, when a value exceeds the specified
value, SL1 triggers an event.

o Status. Specifies whether the threshold is active and whether the threshold will appear in the Quality
of Service (QoS) page (Registry > Networks > Quality of Service) page. Choices are:

° Enabled. The threshold is applied to all CBQoS-enabled interfaces and is monitored by SL1. The
threshold appears in the Quality of Service (QoS) page (Registry > Networks > Quality of
Service). Users can edit the Value and Status of the threshold.

° Disabled. The threshold is applied to all CBQoS-enabled interfaces but is not monitored by SL1.
The threshold appears in the Quality of Service (QoS) page (Registry > Networks > Quality of
Service) with a status of Disabled. In the Quality of Service (QoS) page), users can edit the
Value and Status of the threshold.

° Hidden. The threshold is not applied to all interfaces, and is not monitored by SL1. The threshold
does not appear in the Quality of Service (QoS) page (Registry > Networks > Quality of
Service).

Defining Interface Monitoring Policies and Thresholds

A monitoring policy for an interface tells SL1 how frequently to poll the interface for data and which data to
collect. SL1 uses this collected data to generate bandwidth reports and trigger events.

NOTE: By default, SL1 monitors each discovered interface. By default, SL1 will poll the interface every 15
minutes, will not collect data on errors, will not collect data on discards, enables alerting, and allows
SL1 to update the interface name during discovery.

There are two ways to define monitoring policies for interfaces:
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* Define a detailed policy for a single interface at a time.

» Define a single policy setting for multiple interfaces at a time.

The following sections describe both methods.

Defining a Detailed Monitoring Policy for a Single Interface

To define a monitoring policy for one or more interfaces on a single device:

1. Goto the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to define interface monitoring. Click its
wrench icon (P)

Device Manager | Devices Found [2]

ateqory evice s oD raanization e “Group State Version

) J( [ a— )[>=Heattny = ] J( [

»1020052 Unknown ASKEY Computer Corp. | OEM 3 System Healtny 4 [V Active: SNMPPublicv2 V2 e R [l
19216837155 Network Router  Cisco Systems | Cisco 2911 1 system MG CUG Unavalable gossimu V2 mRRE [

[Select Action] |

3. Inthe Device Administration panel, click the [Interfaces] tab.

-~ PhyscaiDeves
 Network Router aluln
+ 70095 cisco
= 336 days, 03:32:34 Router
+ 20160527 143000

< cus|entac

‘‘‘‘‘‘

4. Inthe Device Interfaces page, find the icon for the interface you want to monitor. Click on the icon.
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5. The Interface Properties page appears. In this page, you can define a detailed monitoring policy for the
selected interface.

For Interface [ 12 ]

[Editing: ens160]

Properties Thresholds [
Interface Name |ens160 |
Port Description | ens160

WMAC Address  00:50:58:85:C8:54 / Vmware
laNA Type  ethernetCsmacd [5]
Speed & Counter 10000 Mbps. [Counter 64]
Position & Ifindex (242
Admin/Oper Status [Up /! Up
TCP P Address 10.2.9.20/255.255.255.0 [10.2.5.0]

Interface Name |ens160 | [ pisable Discovery Name Update
Interface Event Dizplay Name [enslSD ]
Interface Tags | | o
Interface Speed 10000000000 |[Bite] [~ [pisable interface Speed Update
Linked-Device [ [None] " ]
Linked-Interface | ~|a
Collect State / Frequency [ [Enabled] o ].‘[ [5 Min.] e ] (7]
Alerting / Rollovers [ [Enabled] e ].‘[ [Disablad] ~ ] 0
Event Severity Adjust [ [ Default Severity ] v
Errors / Discards [[Disabled] R ].‘[ [Disabled] R ] (7]
Quality of Service I [Disabled] | (7]
Packets [ [Disabled] ~ ] (7]
Measurement / Percentile [ [Mega] ~ ].’[ [Accumulative] v ] (7]

Display on Summary [ ] &l

Emissary [[saC_sanity_IC_Test] ~|a

6. To define a monitoring policy in the Interface Properties page, supply a value in each of the following
fields in the Monitoring Options pane:

NOTE: For SL1 to monitor an interface, you must set Collect State to Enabled.

o Interface Name. The name of the network interface. The auto-name, generated by SL1, is "device
name". You can supply a different name in this field.

« Disable Discovery Name Update. When selected, prevents SL1 from updating and/or overwriting
the interface name during auto-discovery.
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NOTE: Inthe Network Interfaces page (Registry > Networks > Interfaces), the option "Select Action >
Auto-Name Update > Enable" will unselect the Disable Discovery Name Update field for each
interface selected in the Network Interfaces page.

« Interface Event Display Name. The name of the network interface that you want to appear in
events.

NOTE: If Disable Discovery Name Update is selected for an interface in its Interface Properties page,
SL1 cannot change the interface name during nightly auto-discovery and during re-discovery,
regardless of the settings in the Interface Event Display Name field. To apply a new naming
convention to interfaces, you must first ensure that Disable Discovery Name Update is not selected
for those interfaces. You can do this in the Network Interfaces page (Registry > Networks >
Interfaces): select the interfaces you want to rename, select the Select Actions field (in the lower
right), and choose Auto-Name Update > Enable.

o Interface Tags. Displays a comma-delimited list of descriptive tags that have been manually defined
for this interface. Interface tags are used to group interfaces in an IT service policy. To add or edit the
tags for this interface, click the wrench icon ( a'). In the Edit Network Interface Tags modal that
appears, supply a comma-delimited list of tags in the Tags field, and then click the [Save] button.

« Interface Speed. The speed of the network interface reported by the device. If the device reported an
incorrect speed, you can supply a different speed in this field. In the drop-down list to the right of this
field, you can select the unit of measurement for the speed you specified.

o Disable Interface Speed Update. When selected, prevents SL1 from updating and/or overwriting
the interface speed during nightly auto-discovery.

NOTE: Inthe Network Interfaces page (Registry > Networks > Interfaces), the option "Select Action >
Interface Speed / Counter Type Update > Enable" will unselect the Disable Discovery Name
Update field for each interface selected in the Network Interfaces page.

« Linked Device. Device to associate with this interface. You can select from the drop-down list of all
devices in SL1.

« Linked Interface. Interface to be associated with this interface. You can select from a drop-down list
of interfaces on the selected device (specified in the Linked Device field).

NOTE: The Linked Device and Linked Interface fields let you manually create relationships that will be
reflected in the topology maps in the [Views] tab.

o Collect State. This field can have one of two values:
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©  Enabled: SLT monitors the network interface and collects data on the network interface for
reports.

° Disabled: SL1 does not monitor the network interface and collect data on the network interface for

reports.

o Frequency. When you enable monitoring (collection) for an interface, you must specify how
frequently you want SL1 to collect data from the interface. Your choices are every:
° 1 Minute
° 5 Minutes
° 10 Minutes
° 15 Minutes
° 30 Minutes
° 60 Minutes
° 120 Minutes

The Network Interface reports will display the average incoming and outgoing bandwidth-usage for the
current day in the time-intervals specified in the Frequency field.

o Alerting. Alerting for this interface can be enabled or disabled. When disabled, the interface is
monitored, but events are not generated for the interface.

 Rollovers. Specifies whether or not SL1 will generate an event when the counter for the interface rolls
over. This field does not affect the Network Usage graphs. This field is most helpful for interfaces that
are busy and require frequent monitoring, but for which the device supports only 32-bit counters
(instead of 64-bit counters). The counters on such interfaces roll over frequently.

NOTE: Rollovers and alerting for Rollovers apply only to 32-bit counters and not to 64-bit counters.

« Event Severity Adjust. Allows you to specify a severity for this interface. You can then configure one
or more interface events to use this custom severity when creating events for this interface. For
example, if this interface is part of a mission-critical operation, you might want all events associated
with this interface to have a severity of "critical". Choices are:
© Sev-3. Reduces the severity by 3.

° Sev-2. Reduces the severity by 2.

© Sev-T.Reduces the severity by 1.

o Default Severity. Uses the default severity for each event.
° Sev +1. Increases the severity by 1.

° Sev +2. Increases the severity by 2.

° Sev +3. Increases the severity by 3. The highest possible severity is "Critical.
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NOTE: Event severities have the following numeric values:

5 = Healthy
4 = Notice
3 = Minor
2 = Maijor
1 = Critical

In the Event Severity Adjust field, you cannot change a severity of "Notice" or higher to a severity of
"Healthy". In the Event Severity Adjust field, you also cannot change the severity of a "Healthy"
event.

o Errors. Specifies whether or not SL1 will collect data on packet errors on the interface. Packet errors
occur when packets are lost due to hardware problems such as breaks in the network or faulty
adapter hardware. Choices are:

o Enabled. If Errors is enabled for an interface, the [Thresholds] tab for the interface will display
thresholds for errors in and errors out. If Errors is enabled for an interface, SL1 will display the
collected data in the Device Performance page (Registry > Devices > Device Manager > bar-
graph icon > Performance) associated with the device that contains this interface.

° Disabled. SL1 will not collect data about errors for this interface.

o Discards. Specifies whether or not SL1 will collect data on interface discards. Discards occur when
an interface receives more traffic than it can handle (either a very large message or many messages
simultaneously). Discards can also occur when an interface has been specifically configured to
discard. For example, a user might configure a router's interface to discard packets from a non-
authorized IP. Choices are:

o Enabled. If Discards is enabled for an interface, the [Thresholds] tab for the interface will display
thresholds for discards in and discards out. If Discards is enabled for an interface, SL1 will display
the collected data in the Device Performance page (Devices > Device Manager > bar-graph
icon > Performance) associated with the device that contains this interface.

° Disabled. SL1 will not collect data about discards this interface.

e Quality of Service. Specifies whether SL1 will collect CBQoS (Class-Based Quality-of-Service)
configuration data for this interface. This option appears only if you have enabled the field Enable
CBQoS Collection in the Behavior Settings page (System > Settings > Behavior). If Collect
CBQOS is enabled for an interface, SL1 will display the collected CBQoS data in the Device
Performance page (Devices > Device Manager > bar-graph icon > Performance) associated with
the device that contains this interface. Choices are:

© Enable. SL1 will collect CBQoS configuration data for this interface.

° Disable. SL1 will not collect CBQoS configuration data for this interface.
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NOTE: If you set Collect CBQOoS to Enable for an interface that is not configured for CBQoS, SL1 will display
an error message. For more information about CBQOoS, see the section on Class-Based Quality of
Service (CBQOoS).

e Packets. Specifies whether SL1 will collect data for unicast, multicast, and broadcast traffic in
packets, for this interface. Choices are:

o Enabled. If Packets is enabled for an interface, the [Thresholds] tab for the interface will display
thresholds for unicast, multicast, and broadcast traffic. If Packets is enabled for an interface, SL1
will display the collected data in the Device Performance page (Devices > Device Manager >
bar-graph icon > Performance) associated with the device that contains this interface.

° Disabled. SL1 will not collect data for unicast, multicast, and broadcast traffic, in packets, for this
interface.

e Measurement. Unit of measurement for bandwidth reports for the interface. The choices are:

° Mega
° Giga
° Kilo
° Tera

° Peta
 Percentile. The basis for bandwidth billing for this interface. The choices are:

° Accumulative. Customer is billed for total inbound and outbound bandwidth for all applicable
interfaces. Billing is at the specified percentile point.

° Inbound. Customer is billed for the total inbound bandwidth for all applicable interfaces. Billing is
at the specified percentile point.

° Qutbound. Customer is billed for the total outbound bandwidth for all applicable interfaces.
Billing is at the specified percentile point.

° Highest Poll. Customer is billed for either the total inbound or total outbound, whichever is

highest, for each applicable interface. Billing is at the specified percentile point.

o Display on Summary. If selected, a usage graph for this interface will appear in the Device
Summary page.

NOTE: Only one interface per device can be disployed on the Device Summary page.

o Emissary. Select an organization from the list to enable all users in that organization to view this
interface. The members of the selected organization will be able to view reports about the interface,
include the interface in dashboards, and view bandwidth billing policies associated with the interface.
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7. Click [Save].

Defining Thresholds for a Single Interface

The Thresholds tab on the Interface Properties page (Registry > Networks > Interfaces > interface wrench
icon) allows you to define custom thresholds for the monitored interface. If you have specified that SL1 should
monitor an inferface, SL1 will collect data about the interface and also monitor performance thresholds for the
interface. SL1 will use either the global thresholds defined in the Interface Thresholds Defaults page (System >
Settings > Thresholds > Interface or the custom threshold you define for a specific interface in the Thresholds
tab. When the values for an interface exceed one or more thresholds, SL1 will generate an event.

NOTE: The thresholds defined in the Interface Thresholds Defaults page (System > Settings > Thresholds
> Interface) determine which thresholds will appear in this page. For a list of all possible thresholds
that can appear in this page, see the section on Global Settings that Affect Interfaces.

NOTE: The thresholds defined for a specific interface in the Thresholds tab on the Interface Properties
page (Registry > Networks > Interfaces > interface wrench icon) override the global thresholds
defined in the Interface Thresholds Defaults page (System > Settings > Thresholds > Interface.

To define custom thresholds for an interface:
1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to define custom interface thresholds.
Click its wrench icon ( P)

Device Manager | Devices Found [2]

o ollection ection
rqanization State ou State
J( — ) (z=He: =l( ] J( C_J
1020052 Uninown 3 ssem [ Heainy 4 [S0S Acve sniPPuBicV2 V2 RS
»192.168.37.155 Network Router 1 System [EEeRITY) cuc Unavailable cbgos_simu V2 mXORE [
[Select Acton] -

3. Inthe Device Administration panel, click the [Interfaces] tab.
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In the Device Interfaces page, find the icon for the interface you want to monitor. Click on the icon.

5. The Interface Properties page appears.

169

[Editing: ens160]

Properties Thresholds

Interface Name | ns160
Port Description | &ns160
WAC Address |00:50:56:85:C8:54 | Vmware:
IANA Type | ethemetCsmacd [6]
Speed & Counter 10000 Mbps. [Counter 64]
Position & Ifindex |22
Admin/Oper Status |Up/Up.
TCP P Address |10.2.9.20 1 255.255.255.0 [10.2.9.0]

nteface Name [ cisabie Discovery Name Usdiate

Interface Tags |

|

Linked-Device | [ None ]

v]

Linksd-Interface |

ML)

Collect State / Frequency | [Enabled] |1 [5Min]

Jje

Alerting / Rollovers | [Enabled] ~ | 1] [Disabled]

=)

Event Severty Adjust [ [ Default Severity ]

-]

Errors / Discards | [Disabled] |1 Disabled]

Je

Qualty of Service | [Disabled] @
— e

Measurement / Percentie | [Megal | 1] [Accumulative]

M)

Display on Summary | [] &3

Emissary [ [SAC_Sanity_IC_Test]

Jje

nterfacs Speed| Bits] | [pisable nterface Speed Uptate
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6. Click the Thresholds tab.

For Interface [ 7200]

[Editing: Ethernet0]

Properties Thresholds

Wetric @ Defaut Overridden
[ |
Utilization % In Defaulls in Use
% Defaults ¥ Enable All
Inbound Percent | 85.000 65000  [[Enabled] ¥ |
Utilization % Out Defaulls in Use
% Defauits | Enable All
Outbound Percent [ 65.000 85000  ([Enabled] v
Bandwidth In Defaults in Use
[IMbps] ) Defaulls Enable All
Inbound Bandwidth | 0.000 0000  ([Disabled] ¥
Bandwidth Out Defauls in Use
[[Mbps] ] Defaults Enable All
Outbeund Bandwidth | 0.000 0000  ([Disabled] ¥
.

7. The following global thresholds are defined in the Interface Thresholds Defaults page (System > Settings
> Thresholds > Interface) and also appear in the Thresholds tab:

NOTE: You can specify the unit of measure for all the metrics in Bandwidth In and Bandwidth Out. You
can select bps, kbps, Mbps (the default), or Gbps.

Threshold Default Value Default Status
Utilization % In > Inbound Percent 65.000 Enabled
Utilization % Out > Outbound Percent 65.000 Enabled
Bandwidth In > Inbound Bandwidth 0.000 Disabled
Bandwidth Out > Outbound Bandwidth 0.000 Disabled
Errors % In > Inbound Error Percent 1.000 Enabled
Errors % Out > Outbound Error Percent 1.000 Enabled
Errors In > Inbound Errors 1000.000 Enabled
Errors Out > Outbound Errors 1000.000 Enabled
Discard % In > Inbound Discard Percent 1.000 Enabled
Discards % Out > Outbound Discard Percent 1.000 Enabled
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Threshold Default Value Default Status

Discards In > Inbound Discards 1000.000 Enabled
Discards Out > Outbound Discards 1000.000 Enabled
Multicast % In > Rising Medium 30.000 Disabled
Multicast % In > Rising Low 20.000 Disabled
Broadcast % Out > Rising Medium 30.000 Disabled
Broadcast % Out > Rising Low 20.000 Disabled

NOTE: To edit thresholds for errors in and errors out, you must enable Errors in the Properties tab for the
interface. To edit thresholds for discards, you must enable Discards in the [Properties] tab for the
interface. To edit thresholds for unicast, multicast, and broadcast traffic, you must enable Packets in
the [Properties] tab for the interface.

8. Foreach threshold in the Thresholds tab, you can edit the following:
o Value. The value at which the threshold will trigger an event.

° Forthresholds that include the word Rising, when a value exceeds the specified value, SL1 triggers
an event.

° Forthresholds that include the word Falling, when a value falls below the specified value, SL1
triggers an event.

° Forthresholds that do not include the word Rising or Falling, when a value exceeds the specified

value, SL1 triggers an event.

 Status. Specifies whether the threshold is active and whether the threshold will appear in the
Thresholds tab of the Interface Properties page (Registry > Networks > Interfaces > interface
wrench icon). Choices are:
° Enabled. The threshold is applied to the interface and is monitored by SL1.
o Disabled. The threshold appears in the Thresholds tab but it not monitored by SL1.

o Unit of Measure. For all the metrics under Bandwidth In and Bandwidth Out, you can edit the unit
of measure. Choices are:

° bps

° kbps
° Mbps
o Gbps
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#Defining_a_Detailed_Monitoring_Policy_for_a_Single_Interface

Defining Monitoring Settings for Multiple Interfaces

In the Network Interfaces page, the Select Actions drop-down menu (in the lower right corner of the page)
allows you to apply or change the monitoring settings for one, multiple, or all interfaces in the Network
Interfaces page.

To apply a monitoring option to one or more interfaces:

1. Go to the Network Interfaces page (Registry > Networks > Interfaces).

2. Inthe Network Interfaces page, find each interface to which you want to apply a monitoring option and
select its checkbox.

3. To select all checkboxes, select the red checkbox icon () in the column heading.

Network Interfaces | Interfaces Found [2] Report Reset Guide
Auto-
Device maC E Admin/Oper Interface Name  Collection Colect Collect Collect Counter
Name * Portisub |IF Name Tags Organization as address index ETye Stetus  Measure Speed Aleting Updale Frequency Erors Discards Fackels Seffng State
- —  — —

“B005056:85c85:2  ethernetCsmacd  UplUp Mega 10Gbps Yes Yes M5Min. No No No 64  Enabled )

1. ZMISAC-PATCHA 2 W012, ens160 = - System -
No 64  Enabled m [ |

2 _ 2 w012 ens32 System - W005056:85/:802  ethenetCsmacd  UplUp Mega 1Gbps Yes Yes  g5Min. No No

e

[Select Action] B
Report Measurement:

|_Kilobytes

|_Megabytes

|_Gigabytes

|_Enable (Yes)
|_Disable (No)
Rollover Alerting:
|_Enable (Yes)
|_Disable (No)
Auto-Name Update:
|_Enable (Yes)
Disable (No)

|_Clear all Tags

|_Remove Tags

LAdd Tags <
[Select Action] 3| co |

Inc. All ights reserved. 8.13.0.BETA - build 1175

4. Inthe Select Action drop-down, select the option you want to apply to the checked interfaces. Your choices

are:
o Report Measurement. Unit of measurement for bandwidth reports for the interface. The choices are:
° Mega
° Giga
° Kilo
° Tera

° Peta
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« Interface Alerting. Specifies whether or not events should be generated for the selected interfaces.

Choices are:

o

o

Enabled. SLT monitors the network interface and generates events when the required conditions
are met.

Disabled. SL1 monitors the network interface, but events are not generated for the interface.

¢ Rollover Alerting. This checkbox is for interfaces that are busy and require frequent monitoring, but

for which the device supports only 32-bit counters (instead of 64-bit counters). The counters on such
interfaces roll over frequently. If enabled, each time the counter rolls over (is set back to zero), SL1
will generate an event. Choices are:

[0}

Enabled. SL1 monitors the network interface and generates an event when the counter rolls over
and is reset o zero.

Disabled. SL1 monitors the network interface, but does not generate an event when the counter
rolls over and is reset to zero.

NOTE: Rollovers and Rollover Alerting apply only to 32-bit counters and not to 64-bit counters.
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o Auto-Name Update. Specifies whether or not events should be generated for the selected

interfaces. Choices are:

Enable. Allows nightly auto-discovery to update the interface name of each selected interface. For
each interface selected in the Network Interfaces page, the Disable Discovery Name Update
fieldfield will be unselected in the Interface Properties page (Registry > Networks > Interfaces >
interface wrench icon).

Disable. Does not allow nightly auto-discovery to update the interface name of each selected
interface. For each interface selected in the Network Interfaces page, the Disable Discovery
Name Update field will be selected in the Interface Properties page (Registry > Networks >
Interfaces > interface wrench icon).

e Tags. For each interface in SL1, you can manually define a comma-delimited list of descriptive tags.

Interface tags are used to group interfaces in an IT service policy. The following options allow you to
manage interface tags:

o

o

Clear all Tags. Removes all existing tags from the selected interfaces.

Remove Tags. Displays the Bulk Remove Network Interface Tags modal, where you can
remove one or more tags from the selected interfaces. In the Bulk Remove Network Interface
Tags modal, select the checkbox for each tag that you want to remove, and then click the
[Remove] button.

° Add Tags. Displays the Bulk Add Network Interface Tags modal, where you can add one or

more tags to the selected interfaces. In the Bulk Add Network Interface Tags modal, select the
checkbox for each existing tag that you want to add and/or supply a comma-delimited list of new
tags, and then click the [Save] button.
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« Collection Frequency. When you define a monitoring policy for an interface, you must specify how
frequently you want SL1 to collect data from the interface. Your choices are every:
° 1 Minute
° 5 Minutes
° 10 Minutes
° 15 Minutes
° 30 Minutes
° 60 Minutes
° 120 Minutes

« Collection State. Specifies whether collection should be active or disabled. Choices are:

° Enabled. SL1 monitors the network interface and collects data on the network interface for reports.

° Disabled. SL1 does not monitor the network interface and collect data on the network interface for
reports.

NOTE: For SL1 to monitor an interface, you must define Collect State as enabled.

« Collection Errors. Specifies whether or not SL1 will collect data on packet errors on the interface.
Packet errors occur when packets are lost due to hardware problems such as breaks in the network or
faulty adapter hardware. Choices are:

° Enabled. SL1 will collect data on packet errors that occur on the interface.

° Disabled. SL1 will not collect data on packet errors that occur on the interface.

 Collection Discards. Specifies whether or not SL1 will collect data on interface discards. Discards
occur when an interface receives more traffic than it can handle (either a very large message or many
messages simultaneously). Discards can also occur when an interface has been specifically
configured to discard. For example, a user might configure a router's interface to discard packets
from a non-authorized IP. Choices are:

° Enabled. SL1 will collect data on packet discards that occur on the interface.
° Disabled. SL1 will not collect data on packet discards that occur on the interface.

e Collect CBQOS. Specifies whether SL1 will collect CBQoS (Class-Based Quality-of-Service) data for
this interface. This option appears only you have enabled the field Enable CBQoS Collection in the
Behavior Settings page (System > Settings > Behavior). If Collect CBQOS is enabled for an
interface, SL1 will display the collected CBQoS data in the Device Performance page (Devices >
Device Manager > bar-graph icon > Performance) for the device that contains this interface.
Choices are:
© Enable. SL1 will collect CBQoS data for this interface.

° Disable. SLT will not collect CBQoS data for this interface.
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NOTE: If you set Collect CBQOoS to Enable for an interface that is not configured for CBQoS,SL1 will display
an error message.
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o Packets. Specifies whether SL1 will collect data for unicast, multicast, and broadcast traffic, in

packets, for this interface. If Collect Packets is enabled for an interface, SL1 will display the collected
data in the Device Performance page (Devices > Device Manager > bar-graph icon >
Performance) associated with the device that contains this interface. Choices are:

° Enabled . SL1 will collect data for unicast, multicast, and broadcast traffic, in packets, for this
interface.

° Disabled. SL1 will not collect data for unicast, multicast, and broadcast traffic, in packets, for this
interface.

Collection Counter Setting. Specifies whether the interface uses a 32-bit counter or a 64-bit
counter to measure bandwidth on the interface. During auto-discovery, SL1 automatically discovers
which type of counter is associated with each interface. A 32-bit counter will roll-over (restart at 0)
after about four billion octets (bytes) have passed through the interface. A 64-bit counter will roll-over
after 1.85 x 1016 octets (bytes) have passed through the interface. Most high-speed interfaces use a
64-bit counter to measure bandwidth on the interface. If a 64-bit counter is available, SL1 will use it
by default. Choices are:

° Counter 32. Specify that the interface uses a 32-bit counter.
o Counter 64. Specify that the interface uses a 64-bit counter.

Interface Speed / Counter Type Update. Specifies whether SL1 can update or over-write the
interface name during nightly auto-discovery. This field also specifies whether nightly auto-discovery
can update the interface speed and counter type of an interface. Options are:

° Enable. Allows nightly auto-discovery to update the interface speed and counter type of each
selected interface. For each interface selected in the Network Interfaces page, the Disable
Interface Speed Update field will be unselected in the Interface Properties page (Registry >
Networks > Interfaces > interface wrench icon).

° Disable. Does not allow nightly auto-discovery to update the interface speed and counter type of
each selected interface. For each interface selected in the Network Interfaces page, the Disable
Interface Speed Update field will be selected in the Interface Properties page (Registry >
Networks > Interfaces > interface wrench icon).

Percentile Factor. Many service providers use a percentile bandwidth measure when billing
customers for bandwidth usage. In this field, you can select the percentile factor, and SL1 will perform
the calculations for you at billing time. For example, if a provider chose the percentile factor "95", SL1
would collect bandwidth data every 5 minutes for an entire month. At billing time, the highest 5% of
readings are dropped. The customer is charged for the 95% highest reading. This prevents customers
from being billed for unusual spikes. Choices are:

°© 100% - 1%, in increments of 1%.
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o Event Severity Adjust. Allows you to specify a severity for this interface. You can then configure one
or more interface events to use this custom severity when creating events for this interface. For
example, if this interface is part of a mission critical operation, you might want all events associated
with this interface to have a severity of "critical". Choices are:

° Sev-3. Reduces the severity by 3.

° Sev-2. Reduces the severity by 2.

© Sev-T.Reduces the severity by 1.

o Default Severity. Uses the default severity for each event.
° Sev +1. Increases the severity by 1.

° Sev +2. Increases the severity by 2.

o Sev +3. Increases the severity by 3. The highest possible severity is "Critical".

NOTE: Event severities have the following numeric values:

5 = Healthy
4 = Notice
3 = Minor
2 = Major
1 = Critical

In the Event Severity Adjust field, you cannot change a severity of "Notice" or higher to a severity of
"Healthy". In the Event Severity Adjust field, you also cannot change the severity of a "Healthy"
event.

5. Click the [Go] button.

6. You can repeat these steps to change another monitoring option for the selected interface or for a different
group of interfaces.

Class-Based Quality of Service (CBQoS)

Class-Based Quality of Service (CBQoS) is a Cisco technology, available on Cisco devices. CBQoS allows you
to manage and prioritize network traffic. SL1 can retrieve configuration information about CBQoS from Cisco
devices that are configured to use CBQoS.

To collect CBQoS data about an interface, you must enable CBQoS monitoring in two places in SL1:

o Inthe Behavior Settings page (System > Settings > Behavior), enable the field Enable CBQoS
Collection. This setting allows SL1 to collect configuration data from interfaces that are configured for
CBQoS. SL1 will check for new CBQoS interfaces during initial discovery, during manual discovery, and
once a day when the process Data Collection: CBQoS Inventory runs.
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* Inthe Network Interfaces page (Registry > Networks > Interfaces) or the Interface Properties page
(Registry > Networks > Interfaces > interface wrench icon, enable CBQoS reporting for each interface for
which you want to view CBQoS data. This setting allows SL1 to collect performance data for interfaces that
are configured for CBQoS and generate performance graphs for those interfaces.

You must enable CBQoS for the SL1 System and also for each interface.

If both settings are enabled, the SL1 System will display the collected CBQoS configuration data in the reports in
the Device Performance page (Devices > Device Manager > bar-graph icon > Performance) for the device
that contains this inferface.

Viewing the List of Discovered CBQoS Objects

The Quality of Service (QoS) page displays a list of all Class-Based Quality of Service (CBQoS) classes and
policies that are aligned with devices and interfaces discovered by SL1.

SL1 collects CBQoS data only if you have enabled the field Enable CBQoS Collection in the Behavior Settings
page (System > Settings > Behavior).

If Quality of Service is enabled for an interface in the Interface Properties page (Registry > Networks >
Interfaces > interface wrench icon), SL1 will display:

* graphs about the collected CBQoS data in the Device Performance page (Devices > Device Manager >
bar-graph icon > Performance) associated with the device that contains this interface.

e alistall CBQoS classes and policies that are aligned with the interface in the Quality of Service (QoS)
page (Registry > Networks > Quality of Service).

To view the list of all CBQoS classes and policies that are aligned with devices and interfaces discovered by SL1:

1. Go to the Quality of Service (QoS) page (Registry > Networks > Quality of Service).

Quality of Service (QoS) Reset Guide
Quality of Service Obiect Index Policy Tupe Device Name IF Name IF Alias

( J( ( ( J( J( J( )
1. 2Maten 327681 B MatchStatement 7608S-NPE3 cisco.com B B
2. BMatch 327682 = MatchStatement 76095-NPE3 cisco.com = =
3. 2Mateh 131073 B MatchStatement 7608S-NPE3 cisco.com B B
4. BWatch 65539 = MatchStatement 76095-NPE3 cisco.com = =
5 Bqueue 524200 524200 - Queueing 76095-NPE3 cisco.com - -
6. Bqueue.196612 196612 - Queueing 7609S-NPE3 cisco.com - -
7 BGEIN 1 inbound PolicyMap 7609S-NPE3 cisco.com - -

g we - T
9. = 0 B REDValug 7609S-NPE3 cisco.com - -
10 - 1 = REDValue 76095-NPE3.cisco.com = =
. [BE 2 = REDValue 7609S-NPE3.cisco.com = =
12. BMatch 198609 = MatchStatement 76095-NPE3 cisco.com = =
13, @Mateh 383219 B MatchStatement 7608S-NPE3 cisco.com = =
14, BMatch 65538 = MatchStatement 76095-NPE3 cisco.com = =
15. BPRECO 458752 B ClassMap 7609S-NPE3 cisco.com = =
16. B queue 327684 327684 = Queueing 76095-NPE3 cisco.com - -
17, 2Mateh 383219 B MatchStatement 7608S-NPE3 cisco.com B B
18. BMatch 327681 = MatchStatement 76095-NPE3 cisco.com = =
19, _@policing. 131076 131076 = Policing 76085-NPE3.cisco.com = =
20, #Match 262145 = MatchStatement 76095-NPE3 cisco.com = =
21 PBqueue262148 262148 - Queueing 76095-NPE3 cisco.com - -
22. BPRECD 458752 - ClassMap 7609S-NPE3 cisco.com - -
23 $queue131076 131076 - Queueing 7609S-NPE3 cisco.com - -
24. #Match 196609 B MatchStatement 7609S-NPE3 cisco.com - -
25, Pclass-default 524288 B ClassMap 7609S-NPE3.cisco.com - -
26, #Match 458755 = MatchStatement 76095-NPE3.cisco.com = =
27, paueue 327684 327684 B Queueing 76095 NPE3,cisco.com - -

28 BMatch 458754 = MatchStatement 76095-NPE3 cisco.com = = .

|GoToPage 1 v |
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2. The Quality of Service (QoS) page displays the following for each QoS object:

TIP: To sort the list of QoS objects, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort by descending order, click the column heading again.

* Quality of Service Object. Name of the CBQOoS class or policy. Can be the name of a class map,

policing policy, sets policy, match statement, queuing policy, traffic shaping policy, WRED policy, or
RED value.

« Index. Index value for the CBQOoS object on a specific device. This value is generated by the CISCO-
CLASS-BASED-QOS-MIB.

 Policy. Name of the parent CBQoS policy.
o Type. CBQOoS object type. Possible values are:

° ClassMap

° MatchStatement
° Policing

° PolicyMap

° Queuing

° REDValue

o Set

° TrafficShaping

° WRED

o Device Name. Name of the device where SL1 found the CBQoS object.
o IF Name. If applicable, name of the interface where SL1 found the CBQoS object.
« IF Alias. If applicable, alias for the interface where SL1 found the CBQoS object.

Filtering the List of Quality of Service (QoS) Objects

You can filter the list on the Quality of Service (QoS) page by one or more parameters. Only CBQoS objects
that meet all the filter criteria will be displayed in the Quality of Service (QoS) page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Quality of Service (QoS) page
searches for CBQoS objects that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter the list by one or more of the following parameters:
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Quality of Service Object. You can enter text to match, including special characters, and the Quality of
Service (QoS) page will display only CBQoS objects with a matching name.

Index. You can enter text to match, including special characters, and the Quality of Service (QoS) page
will display only CBQoS objects with a matching index value.

Policy. You can enter text to match, including special characters, and the Quality of Service (QoS) page
will display only CBQoS obijects aligned with a matching policy.

Type. You can enter text to match, including special characters, and the Quality of Service (QoS) page
will display only CBQoS objects of the specified type.

Device Name. You can enter text to match, including special characters, and the Quality of Service
(QoS) page will display only CBQoS objects aligned with the specified device.

IF Name. You can enfer text to match, including special characters, and the Quality of Service (QoS)
page will display only CBQOoS objects aligned with the specified interface name.

IF Alias. You can enter text to match, including special characters, and the Quality of Service (QoS) page
will display only CBQoS obijects aligned with the specified interface alias.

Editing Thresholds for a Quality of Service (QoS) Object

From the Quality of Service (QoS) page (Registry > Networks > Quality of Service), you can access the
Quality of Service Obiject Thresholds page (Registry > Network > Quality of Service (QoS) > wrench icon)
and edit the thresholds for a CBQoS obiject. The threshold will apply to that specific CBQoS object on a specific
device and specific interface.

If you have specified that SL1 should monitor an interface, SL1 will collect data about the interface and also
monitor performance thresholds for the interface. For interfaces that are part of a CBQoS class, SL1 will use
either the global CBQoS thresholds defined in the Quality of Service Threshold Defaults page (System >

Settings > Thresholds > Quality of Service) or the custom threshold you define in the Quality of Service Object

Thresholds page (Registry > Network > Quality of Service (QoS) > wrench icon). When the values for an
interface exceed one or more thresholds, SL1 will generate an event.

NOTE: The thresholds defined in the Quality of Service Threshold Defaults page (System > Settings >
Thresholds > Quality of Service) determine which thresholds will appear in Quality of Service
Obiject Thresholds page (Registry > Network > Quality of Service (QoS) > wrench icon. For a list
of all possible thresholds that can appear in this page, see the section on Global Settings that
Affect Interfaces.

NOTE: The thresholds defined in the Quality of Service Object Thresholds page (Registry > Network >
Quality of Service (QoS) > wrench icon) for a specific interface override the global thresholds
defined in the Quality of Service Threshold Defaults page (System > Settings > Thresholds >
Quality of Service).
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To edit the interface thresholds for a CBQoS object on a specific device and specific interface:

1. Go to the Quality of Service (QoS) page (Registry > Networks > Quality of Service).

Quality of Service (Q0S)

‘Ouaity of Service Cbiect

16. B queue 327684

S S|

18. B Match

2. Find the CBQoS object for which you want to edit interface thresholds.

Class-Based Quality of Service (CBQoS) 180



3. Click the wrench icon ( }ﬁ')

PREC-0 | 458752 | 76095-NPE3.cisco.com Reset Guide:
| Threshods |
Metric @ Default Overridden
|

Drop Rate Defaults in Use
bps Defaulis Enahle All

Rising High | 1.000) 1000  [[Disabled] v |

Rising Medium | 0.500) 0.500  [[Disabled] ¥ |
Violation Rate Defaults in Use
bps Defaulis Enable All

Rising High | 1.000 1000  [[Disabled] v |

Rising Medium | 0.500) 0500  [[Disabled] ¥ |
Pre-Policy Inbound Utilization Defaults in Use
% Defaults Enable All

Rising High [ 60.000 60.000  [[Disabled] ¥ |

Rising Medium | 40.000/ 40000  [[Disabled] v |
Post-Policy Outbound Utilization Defaults in Use
% Defaulis Enable All

Rising High [ 60.000) 60.000  [[Disabled] v |

Rising Medium [ 40.000/ 40000  [[Disabled] ¥ |
Discard Rate Defaults in Use
Bps Defaulis Enable All

Rising High | 1.000) 1000  [[Disabled] ¥ |

Rising Medium | 0,500 0500  [[Disabled] ¥ |

| see |

4. The Quality of Service Object Thresholds page (Registry > Network > Quality of Service (QoS) >
wrench icon) appears. On this page, you can edit one or more thresholds, which are applied to the
interfaces aligned with the CBQoS object. SL1 examines the thresholds in the Quality of Service Object
Thresholds page and generates events when the thresholds are exceeded.

NOTE: The thresholds defined in the Quality of Service Object Thresholds page (System > Settings >
Thresholds > Quality of Service) determine which thresholds will appear in this page. For a list of all
possible thresholds that can appear in this page, see the section on Global Settings that Affect
Interfaces.

5. The following global thresholds are defined in the Quality of Service Object Thresholds page (System >
Settings > Thresholds > Quality of Service and also appear in the Quality of Service Object Thresholds
page (Registry > Network > Quality of Service (QoS) > wrench icon):

Threshold Default Value Default Status

Drop Rate > Rising High 1.000 Disabled

181 Class-Based Quality of Service (CBQoS)



Threshold Default Value Default Status

Drop Rate > Rising Medium 0.500 Disabled
Violation Rate > Rising High 1.000 Disabled
Violation Rate > Rising Medium 0.500 Disabled
Pre-Policy Inbound Utilization % > Rising High 60.000 Disabled
Pre-Policy Inbound Utilization % > Rising Medium 40.000 Disabled
Pre-Policy Outbound Utilization % > Rising High 60.000 Disabled
Pre-Policy Outbound Utilization % > Rising Medium 40.000 Disabled
Discard Rate > Rising High 1.000 Disabled
Discard Rate > Rising Medium 0.500 Disabled

6. Foreach threshold in the Thresholds tab, you can edit the following:
e Value. The value at which the threshold will trigger an event.

© For thresholds that include the word Rising, when a value exceeds the specified value, SL1 triggers
an event.

© For thresholds that include the word Falling, when a value falls below the specified value, SL1
triggers an event.

° Forthresholds that do not include the word Rising or Falling, when a value exceeds the specified
value, SL1 triggers an event.

« Status. Specifies whether the threshold is active. Choices are:

° Enabled. The threshold is applied to the interface and is monitored by SL1.

o Disabled. The threshold appears in the Quality of Service Object Thresholds page (Registry >
Network > Quality of Service (QoS) > wrench icon) but it not monitored by SL1.

Concurrent Network Interface Collection

The standard network interface collection process uses the SLT SNMP APl to collect data directly from interfaces,
one device at a time. Because this data is collected in a serial fashion, any issue or delay in collecting metrics can
have a domino effect. For this reason, you should monitor no more than 10,000 interfaces per SL1 Data
Collector using this standard interface collection process.

However, to increase the scale at which you can collect data for network interfaces, you can enable Concurrent
Network Interface Collection. Concurrent network interface collection uses asynchronous SNMP collection for
all network interfaces. This provides better scalability for large networks by allowing multiple collection tasks to
run at the same time with a reduced load on Data Collectors.
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With concurrent network interface collection, SL1 can run thousands of SNMP collection tasks in parallel and wait
for the results to be returned independently. A single failed task will not prevent other tasks from completing.
Therefore, there is no recommended limit to the number of interfaces you can monitor per Data Collector with
concurrent network interface collection enabled.

TIP: Because concurrent network interface collection requires each Data Collector to do additional work, you
should consider device latency when determining whether to enable concurrent network interface
collection. Generally speaking, if your device latencies are under 10 ms, then legacy network interface
collection will likely outperform concurrent collection across vital key performance measures such as
CPU, memory utilization, and elapsed time.

Enabling Concurrent Network Interface Collection for All Interfaces

NOTE: This feature is disabled by default.

To enable concurrent network interface collection for all interfaces:

1. Go to the Behavior Settings page (System > Settings > Behavior).
2. Select the Enable Concurrent Network Interface Collection checkbox.

3. Click [Save].

Configuring Concurrent Network Interface Collection for a Collector
Group

You can enable or disable concurrent network interface collection for individual collector groups on the
Collector Group Management page (System > Settings > Collector Groups). When you do so, this setting
overrides the global setting for concurrent network interface collection for the selected collector group.

To configure concurrent network interface collection for a collector group:

1. Goto the Collector Group Management page (System > Settings > Collector Groups).
2. Click the wrench icon (:#) for the collector group you want to edit. The fields at the top of the page are
updated with the data for that collector group.

3. Select an option in the Enable Concurrent Network Interface Collection field:
» Use system-wide default. Select this option if you want this collector group to use or not use
concurrent network interface collection based on the Enable Concurrent Network Interface
Collection field on the Behavior Settings page (System > Settings > Behavior). This is the default.

* Yes. Select this option to enable concurrent network interface collection for this collector group, even
if you did not enable it on the Behavior Settings page.

* No. Select this option to prevent this collector group from using concurrent network interface
collection, even if you did enable it on the Behavior Settings page.

4. Click [Save].
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Additional Configuration for Concurrent Network Interface Collection

There are several configuration settings that can affect the concurrent network interface collection performance.

By default, the asynchronous SNMP service will send a single SNMP OID per PDU request. While asynchronous

collection will generally perform well without it, you can improve your chances of better performance by packing
more than one SNMP OID in a PDU.

Several methods for doing so are described below.
Enabling PDU Packing

You can enable the asynchronous SNMP service to pack up to five OIDs into a single PDU by enabling
PDU packing in SNMP-enabled device classes.

To do so:

1. Goto the Device Class Editor page (System > Customize > Device Classes).
2. Click the wrench icon (:#) for the SNMP-enabled device class that you want to edit. The fields at the top of
the page are updated with the properties for that device class.

3. Select the PDU Packing checkbox.
4. Click [Save].

Increasing the Maximum Number of PDUs in a Single SNMP Request

When an SNMP device class has PDU packing enabled, the default maximum number of OIDs that the
asynchronous SNMP service will pack up into a single PDU is five. However, you can change the maximum
number of PDUs that are packed into a single SNMP GET request by editing the GETMULTI CHUNK_SIZE value
in the /opt/em7/services/snmp collector/snmp collector shared.env file.

To set the maximum number of PDUs in a single SNMP request:

1. Either go to the console of the SL1 server or use SSH to access the SL1 appliance.
2. Llogin as userem7admin.

3. Atthe command line, use the vi editor to edit the SNMP collector file for one of the SNMP collectors
(containers) on your Data Collector:
* sudo vi /opt/em7/services/snmp collector/snmp collector shared.env,to set
the value across all service replicas on the Data Collector and for all devices with PDU packing
enabled.

e sudo vi /opt/em7/services/snmp collector/snmp collector<collector
number>. env, where you replace <collector number> with the number of the container, to set
the value over an individual service replica's PDU packing limit.
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NOTE: [f you set the value across all service replicas, then you cannot customize the GETMULTI CHUNK
SIZE setting per device. On the other hand, if you set the value for an individual service replica, you
cannot control which device uses which PDU packing limit.

4. Edit the value for the GETMULTI CHUNK SIZE sefting to represent the maximum number of PDUs you want
the asynchronous SNMP service to pack into a single SNMP GET request. This value must be an integer. The
default value is 5.

5. Optionally, you can update the USE_ GETMULTT setting to True to pack multiple PDUs into a single
SNMP GET request for all devices, regardless of the PDU Packing setting for each device class. The default
value is False, which causes the service to consider the PDU Packing setting for each device class.

6. Save your changes and exit the file (: wq).

Troubleshooting Concurrent Network Interface Collection

For information about troubleshooting concurrent network interface collection, which uses asynchronous SNMP
collection, see the section on Troubleshooting Concurrent SNMP Collection in the SNMP Dynamic Application

Development manual.

Viewing Performance Graphs and Reports About Interfaces

SL1 enables you to view a number of performance graphs and generate text-based reports about interfaces.
The following sections describe how to generate the text-based reports that are available for interfaces.

For information about interface performance graphs, see the chapter on Viewing Performance Graphs.

Generating a Report for a Single Network Interface

From the Network Interfaces page, you can generate a text-based, bandwidth-usage report for a single
interface. You can choose to generate a report on outbound traffic, inbound traffic, all traffic, errors, discards, or
all.
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™

Interface Activity Report

Management Systems April 17, 2015, 4:00 am
Device Name 355.State
Device Address 172.16.0.187
Interface Name Interface: NULL 0 | Name: NULL 0| Type: other | MAC: 00:00:00:00:00:00
Interface Descr. NULL O
Blade / Port / Sub f1107705856/0
Measurement Mbps.
Report Duration Last 24 Hours

Interface Usage / Errors / Discards

Date Octets In Octets Octets Mbps. In~ Mbps. Mbps. Errors Errors Errors Discards Discards Discards
Time Out Total Out Total In Out Total In Out Total
406 339 745 LIE-5  9.0E-6 2.0E-5 0 0 0 0 0 0
249 412 661 T.0E-6 1.1E-5 1.8E-5 0 0 0 0 0 0
525 501 1026 1.4E-5 1.3E-5 2.7E-5 0 0 0 0 0 0
607 514 1121 1.6E-5 1.4E-5 3.0E-5 0 0 0 0 0 0
452 303 55 12E-5  8.0E-6 2.0E-5 0 0 0 0 0 0
511 428 939 1.4E-5 L1E-5 2.5E-5 0 0 0 0 0 0
313 435 T48 8.0E-6 1.2E-5 2.0E-5 0 0 0 0 0 0
468 406 874 1.2E-5 1L1E-5 2.3E-5 0 0 0 0 0 0
572 46 1018 1.5E-5 1.2E-5 2.7E-5 0 0 0 0 0 0
396 385 781 1.1E-5 1.0E-5 2.1E-5 0 0 0 0 0 0
364 379 743 1.OE-5 1.OE-5 2.0E-5 0 0 0 0 0 0
498 465 963 1.3E-5 1.2E-5 2.5E-5 0 0 0 0 0 0
476 366 842 1.3E-5 1.OE-5 2.3E-5 0 0 0 0 0 0
ol3 743 1356 1.6E-5  2.0E-5 3.6E-5 0 0 0 0 0 0
424 420 844 1.1E-5 1L1E-5 22E-5 0 0 0 0 0 0
545 622 1167 1.5E-5 1.7E-5 3.2E-5 0 0 0 0 0 0
272 460 732 T.0E-6 1.2E-5 1.9E-5 0 0 0 0 0 0

To generate the report:

1. Goto Network Interfaces (Registry > Networks > Interfaces).

2. Inthe Network Interfaces page, find the interface for which you want to generate a bandwidth report.

Click its printer icon (™). The Report Creator modal page is displayed.

3. Select from the following list of formats to select a format in which to generate the report:

¢ Create Report as HTML Document
¢ Create Report as PDF Document
¢ Create Report as MS Word Document

* Create Report as MS Excel Document

CSV - Comma Separated Values
4. Select one of the following buttons to specify the information to include in the device report:

 [Full Report]. Include all information about outbound data through the interface, inbound data
through the interface, combined bandwidth through the interface, errors on the interface, and
discards on the interface.

* [Outbound]. Include all information about outbound data through the interface.
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[Inbound]. Include all information about inbound data through the interface.
* [Usagel]. Include all information about inbound data and outbound data through the interface.
* [Errors]. Include all information about errors on the interface.

* [Discards]. Include all information about discards on the interface.
5. SL1 will generate the report. You can immediately view the report or save it fo your local computer.

Generating a Report for Multiple Network Interfaces

On the Network Interfaces page (Registry > Networks > Interfaces) you can generate a report on all, multiple,
or a single interface in SL1. The report will contain all the information displayed in the Network Interfaces page.

Network Interfaces Report generated by em7admin on 2016-06-27 14:20:22
Device Name Port/Sub [ IF Name Alias WAC Address [IF Index| _IF Type IFStafus | Measure | Speed Update Collect Rate State
7.[10.168.4859 [0/10112, GiO7i 0 10112 |ethernetCsmacd [ ega_ [10Mbps _[Yes es /5 Min. No [No 64 bils__[Enabled
70.168.4859  [0/1, VIT ik to WAN-RT g 7 prop 7 ega__ [1Gbps _[Ves s /5 Min. No [No 64 bits__[Enabled
3.[10.168.4859 (0710114, Gi07i4 g 0774 |ethernetCsmacd ega__ [10Mbps _[Ves es /5 Min. No [No 64 bits__[Enabled
4.[10.168.4859 (0710115, G015 0 70775 _[ethernetCsmacd [ Gga __ [10Mbps _[Ves e 5 Mim, No [No 64 bits_[Enabled
5.[10.168.4859 __[0/10116, GiO/i6 5 0716 |ethernetCsmacd ega__ [100 Mbps [Yes s /5 Min No [No 64 bits__[Enabled
6.[10.168.4850 (05, VI5 d 5 propVi i ega__ [1Gbps __[Ves es /5 Min. No [No 64 bits__[Enabled
7.[10.168.4859 __|0/10118, Gi0/i8 2 [T0718 _|ethernetCsmacd [ ega__ [1Gbps _[Ves es /5 Min. No |No (64 bits__|Enabled
8.[10.168.4850 (0710113, Gi0/i3 T TToTT3[omarnatCamacd |7 ega__ [10 Mbps _[Ves e /5 Min. No [No i Bis[Enabled |
9.[10.168.48.59 __[0/666, V666 5 666 |prop i ega__ [1Gbps _[Ves s /5 Min No [No 64 bits__|Enabled
70.[10.168.48.59 _[0/10501, Nud 0501 [other ega__ [10 Gops _[Ves es /5 Min. No |No 32 bits__|Enabled
T1.[10.168.4859 [0/10117, GiOAi7 0 T [10117 _|etherneiCsmacd |/ ega__ [1Gbps _[Ves es /5 Min. No [No 64 bits__[Enabled
72.[10.168.4859 __[0/99, VIo9 g 59 prop i ega__ [1Gbps _ [Ves s /5 Min. No [No 64 bits _[Enabled
73 [10.1684859  [0/999, V993 ink to WAR-RT 5 595 Jprop 7 ega _ [1Gbps _ [Ves s /5 Min. No [No 64 bits__[Enabled
T4.[10.168.48.59 (0710101, Gio7i T_[10701 _|ethernetCsmacd [ g2 [100 Mbps_[Ves & /5 Min. N [No /64 bits__[Enabled
T5.[10.168.4859 __[0/10102, G072 [ethernetCsmacd |/ Gga_ [10Mbps [Ves 3 5 Mim No —[No (64 bits__[Enabled
76.[10.168.48.59 ___[0/10103, Gio/3 [ethernetCsmacd |/ ega__ [10 Mbps _[Yes s /5 Min. No [No 64 bits__[Enabled
77.]10.168.48.59 __[0/10104, Gio/d 9758 cc [ethernetCsmacd |/ ega___[10Mbps _[Yes es /5 Min. No |No 64 bits__|Enabled
T4, {10-168.48 59 Jo/T0105. GO FiRlE W‘@_r s [0 Wbps [Yes Ve o C— @.EET%—
79.[10.168.48.59 __ [0/10106. Gi0/6 58 cc [ethernetCsmac 7—|Wm es es /5 Min No  |No 64 bits__|Enable
0.[10.168.48.50 __[0/10107, Gi0, lethernetCsmacd |/ ega__ [10Mbps _[Ves es /5 Min No [No 64 bits_|Enabled
7.[10.168.48.59 (0710108, Gi0/8 [ethernetCsmacd |/ gga__ [10Mbps _[Ves & /5 Min. No [No /64 bits__|Enabled
7.[10.168.4859 [0/10109, G0/ [ethernetCsmacd |/ ega_ [10Mbps _[Ves e /5 Wi No —[No (64 bits _[Enabled
3.[10.168.4859 (0710110, Gio7i0 lethernetCsmacd |/ ega__ [10Mbps _[Ves es /5 Min No [No 64 bils__[Enabled
4. [10.168.4859 (0710111, GiOri 5 [ethernetCsmacd |/ gga_ [10Mbps [Ves e /5 Min. No [No /64 bits__|Enabled
5_[7609S-NPE: [0, T/t CRSTP [ethernetCsmacd |/ ega__ [10Gbps _[Ves & 5 Wi, No [No 64 bits__[Enabled
6. [76095-NPE3 cisco]072, Tedr: [ethernetCsmacd |/ ega |- s s /5 Min. No [No 64 bits _[Enabled
27. |76095-NPES.cisco [0/3, Tedld lethernetCsmacd |/ ega _ [10Gbps _[Ves es /5 Min. No [No 64 bits__[Enabled
2 [ethernetCsmacd |/ gga__ [10Gbps _[Ves &5 /5 Min. No |No 64 bits__|Enabled
9. [7608S-NPE3 cisco [ethernetCsmacd |/ Mega _ [1Gbps _ [Yes  [Yes /5 Min. No [No /64 bits _|Enabled
76095-NPE3 cisco [ethernetCsmacd |/ ega__ [1Gbps _[Ves s /5 Min No [No 64 bits__|Enabled
[7609S-NPE3 cisco [ethernetCsmacd ega TGbps es es /5 Min- No|No 64 @‘EE@:
[ 32.|76095-NPE3 cisco] lethernetiCsmacd |/ 'MFW_GWS es es /5 Min No  [No 64 bits__|[Enable
33, |76095-NPES.cisco |0/, Gid/5 00 lethernetCsmacd |/ ega__ [1Gbps _[Ves s /5 Min. No [No 64 bits__|Enabled
34, | 76095-NPEB.cisco 0710, G5 102951 0 etherneiCsmacd ega__ [1Gbps _ [Ves es /5 Min. No [No 64 bits__[Enabled
35. [T609S-NPES.cisco 0711, Gia77 T [ethernetCsmacd |/ ega _ [1Gbps _[Ves e /5 Min. No [No 64 bits__[Enabled
36. [76095-NPE3.cisco [0/12, G/ 2 [ethernetCsmacd |/ ega _ [1Gbps _ [Yes s, /5 Min. No [No 64 bits__[Enabled
7. [76095-NPES.cisco 0713, Gidi3 3 [ethernetCsmacd |/ ega _ [1Gbps _ [Ves s /5 Min. No [No 64 bils__[Enabled
38, |76095-NPEB.cisco 0714, GAA0 i [ethernetCsmacd |/ ega__ [1Gbps _[Ves es /5 Min. No |No (64 bits__|Enabled
[ 39. [76095 NPE3.cisco 0715, GIAAT [connected 1o ASASEJZ 75 "—elhemelcgmacd 7 ega__ [1Gbps _[Ves es /5 Min. No [No = b_|—ns Enabled
40. |76095-NPE3.cisco 0716, GIAAZ 6 [ethernetCsmacd [/ ega__ [1Gbps _[Yes s /5 Min No [No 64 bits__[Enabled
47, |76095-NPEB.cisco 0717, GAA3 77 [ethernetCsmacd |/ ega__ [1Gbps __[Ves es /5 Min. No [No 64 bits__|Enabled
A ] CISC0J0718, Gidr4 18 lethernetCsmacd |/ ega T Gbps. e s [5 Min. No  [No 64 bits _|Enable:
|43 |76095-NPE3 cisco 0/19, G5 i [ethernefCsmac 7—'W1_Gﬁs es es 15 Min N [No 64 bits__|[Enable
44 [76095-NPES cisco 0720, GIA6 ) lethernetCsmacd |/ ega__ [1Gbps _ [Ves es /5 Min No [No 64 bits__|Enabled
5. |76095-NPES.cisco 0721, GAM i} [ethernetCsmacd |/ gga__ [1Gbps _[Ves e /5 Min. No |No /64 bits__[Enabled
5. | T6095-NPE3 cisco 0722, GIAE 2 [ethernetCsmacd |/ Gga _ [1Gbps [Ves e /5 Wi No [No 64 bits__[Enabled
47, [76095-NPES cisco 0723, GIAA9 i) [ethernetCsmacd |/ ega _ [1Gbps _ [Ves s /5 Min. No [No 64 bils__[Enabled
48, [76095-NPES.cisco 0724, GA/20 Z) [etherneiCsmacd ega__ [1Gbps _ [Ves e /5 Min. No [No 64 bits__[Enabled
9. |T6095-NPE3.cisco 0125, Gia721 5 [ethernetCsmacd |/ Gga _ [1Gbps _[Ves e 5 Mim, No [No 64 bits_[Enabled
50. [76095-NPE3.cisco 0/26, GIalZ2 76 [ethernetCsmacd |/ Mega _ [1Gbps _ [Yes  [Yes /5 Min. No [No /64 bits _|Enabled
57, [76095-NPES.cisco 0727, G423 27 lethernetCsmacd |/ ega__ [1Gbps _[Ves es /5 Min No [No 64 bits__[Enabled
A 2 .CiSC0.| , Gidi24 lethernett T ega 1 Gbps. &S 3 15 Min. INo No. 164 bits nable:
53 [76095-NPE3 cisco] 75 I fUegs [TGbps Yes s 5 in Mo [No @ %

To view a report on all or multiple discovered interfaces:
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1. Goto the Network Interfaces page (Registry > Networks > Interfaces).

Network Interfaces | Interfaces Found [13| Report [
Auto. 5
™ uac Admin/oper Interace fiame  Colecion Coled Colect Coled Colect Counter

Mame - PorySub LIF Name Teas Oraanizaion sias scdress  IEndex EToe Silus  Messwe Speed Aering Updale Fresvency Errors Oicards Fadiels Sefing _state
| ] S— I [t ) ) G| | G G G G| | o
1 ERRE L # woii0112,Gioi2 & = ‘System = P 08:00:9158:cc:8c 10112 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  4fi5Min. No No  Yes Yes 54 Enabledp
2. ERC L » w0 vit & = System Linkto WAN-R1 $0800:9tS8ccc0 1 propVirual Upp Mega 1Gbps Yes Yes  gf5Min. No No  Yes Yes 64  Enabledm [ |
3 EREE L E I # w0/i0114, Gioi4. & = System. - 3 08:00:9t58:cc:8e 10114 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gflsMin. No No  Yes Yes 64  Enabledp
T » worors.cors » - Eee - ST T e Tl el o el R e T Pl R R Tl e R
5. AL L # w0/10116,Giots 2 = System - P 08:d0:9758:cc:c2 10116 ethemetCsmacd UplUp. Mega 100MbpsYes Yes  gfisMin. No No  Yes Yes 64  Enabledps) |
+ OO » v vs » - Eee - T R e e e e b e = B e
7. ERAL L 2 w0/10118 Gioig 2 = System - P 08:d0:9758:cc92 10118 ethemetCsmacd UplUp. Mega 1Gbps Yes Yes  gfisMin. No No Yes Yes 64  Enabledps) |
+. EEIE » wororm o » - Eee - T T e Tl el i el R e T e R R T e
BN, 10.1684850 [ LIAVEEE 2 = System - P 08:d0:9158:cc5 666 propVirtual UpDown  Mega 1Gbps Yes Yes  yfi5Min. No No  Yes Yes 64  Enabledps
o D » - Eee - T = T i resm e Timb b E e B el
1. ERAC L ? w0/10117, GiOAT 2 = System - P 08:d0:9758:cc91 10117 ethemetCsmacd UplUp. Mega 1Gbps Yes Yes  gfisMin. No No Yes Yes 64  Enabledps) |
2. ERTYTI » woes veo » - Eee - e e T e e T P b e = B e
REN =, 10.168.4850  [BLLTCCEAVEESS B = System Link to WAN-R1 P 08:d0:9158:cc:c6 999 propVirtual UplUp. Mega 1Gbps Yes Yes  gfisMin. No No Yes Yes 64  Enabledp) |
1 T CEEEn » _ p - R e e e T e e Vool ey P T gy gy ey ey o
15. EIRAL L 2 w 010102, GioR -2 - System - P 08:d0:9758:c:82 10102 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfi5Min. No No  Yes Yes 64  Enabledps
18 2 wo/10103,Gios & = System = B 08:40:9758:cc83 10103 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfi5Min. No No  Yes Yes 64  Enabled pm ]
17. IR L 2 0/10104, Gi0i4 B = System = 3 08:00:9158:c:84 10104 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  fi5Min. No No  Yes Yes 54 Enabledpm |
18 2 W0/10105,Gi0s ¢ = System = B 08:40:9758:cc85 10105 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfi5Min. No No  Yes Yes 64  Enabled pm ]
19. EIMRRE R 2 ®0/10106, Gi0/s B = System = 3 08:00:9158:cc:86 10108 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  fi5Min. No No  Yes Yes 54 Enabledpm |
2 2 wo/10107,GioT & = System = B 08:40:9758:cc87 10107 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfi5Min. No No  Yes Yes 64  Enabled pm ]
21. EIRRC L 2 ®0/10108, Gio/s B = System = 3 08:00:9758:cc:88 10108 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  fi5Min. No No  Yes Yes 54 Enabledpm |
2 CRRE L 2 wo/i0109, Gios ] = System = B 08:00:9¢58:cc:89 10109 ethemetCsmacd UpDomn  Mega 10Mbps Yes Yes  gl5Min No No  Yes Yes 64  Enabled g ]
23. EIRRC L 2 0/10110, Gi0/0. B = System = 3 08:00:9158:cc:83 10110 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  4fl5Min. No No  Yes Yes 54 Enabledpm
2. ERRL T & wortoit, Gioit & = System = B 08:40:0£58:cc8b 10111 ethemetCsmacd UpDown  Mega 10Mbps Yes Yes  gfl5Min. No No  Yes Yes 64  Enabled s [ ]
2 _ Pwon, Tednt B = System connection CRS-1-P 0024:144b:48:41  ethemetCsmacd UpDomn  Mega 10Gbps Yes Yes  ,fi5Min No No Yes VYes 64  Enabledps |
26. [E)WMI7600S-NPESise 2 W 012, Te32 ¢ = System = WO0024:14:4b:4842  ethemetCsmacd Uplup Mega  — Ve Ves  gf5Min. No Mo  Ves Yes 64 Enabledm( | v

NOTE: If you want to include only certain interfaces in the report, use the "search as you type" fields at
the top of each column. You can filter the list by one or more column headings. You can then
click the [Report] button, and only the interfaces displayed in the Network Interfaces page
will appear in the report.

2. Click the [Report] button. The Export current view as a report modal page appears.

3. Select the format in which SL1 will generate the report. Your choices are:

* Acrobat document (.pdf)

* Web page (.html)

* Excel spreadsheet (.xIsx)

* OpenDocument Spreadsheet (.ods)
» Comma-separated values (.csv)

4. Click the [Generate] button. The report will contain all the information displayed in the Network
Interfaces page. You can immediately view the report or save it to a file for later viewing.
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Chapter

Hardware and Software

Overview

The Device Hardware page (Devices > Hardware) displays a list of all hardware components discovered by
SL1. The list includes hardware components from all devices that have been discovered by SL1. The Software
Titles page (Devices > Software) displays a list of all software on all devices discovered by SL1. From this page,
you can view the list of software titles, generate an Excel report on all discovered software, or generate an
exclusion report.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon (&)

« To view a page containing all of the menu options, click the Advanced menu icon ( == ).

This chapter covers the following topics:

Viewing the List of All Discovered Hardware Components ... 190
Generating a Report for Multiple Hardware Components on Multiple Devices ............................. 192
Hiding a File System ... ... 193
Changing Thresholds for One or More File Systems ... 194
Viewing the List of All Discovered Software Titles ... ... ...l 195
Viewing a List of Software Titles for a Single Device ... 197
Generating a Report on All Software on All Devices ... 200
Generating an Exclusion Report for a Single Software Title ... 201
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Viewing the List of All Discovered Hardware Components

The Device Hardware page allows you to easily view details on device components and generate reports on
device components. The Device Hardware page can display information about the following types of
components:

+ CPU

* Disk

« File system

¢ Memory

¢ Virtual Memory

¢ Components
To view a list of hardware components in the Device Hardware page:

1. LogintoSLI.

2. Go to the Device Hardware page (Devices > Hardware).

Device Hardware | Records Found [803] LSS s RaRNG [ Report . Resel | Guide ]
Devies s Organizst  pcress Devive Cisss | Device S, CompType Descrvton Tiee e tijden  CompiD .
[ i I I i 1 Il I 10 ]

1 _ W1084.171.130  ScienceLogic. Inc. | EMT Database File System / Othar 10230M8 Ne 27 e
2 _ W1084.171.130  ScienceLogic. Inc. | EMT Database File System fvar Other 6,134 KB Mo 28 e
3, _ W1084.171.130  ScienceLogic. Inc. | EMY Database File System fvarllog Other 2206 MB Ne 20 e
4 _ W1084.171.130  ScienceLogic. Inc. | EMY Database File System ivarlioglaudit Other 2038 M8 Ne 30 e
B _ W 1084171130 ScienceLogic. Inc. | EMT Daisbase File System - Qthar 500 ME Mo 3t ]
6. _ W 1084171120 Siencelogie. Ine. | EMT Daissase File System fimg Other 184228 Mo 2 a
7. _ W 1084171120 Siencelogie. Ine. | EMT Daissase File System idatalocalidh Other 203,847 MB Mo % a
[ W 10216823477 ScienceLogic. Inc. | EMT AlkinOne Fle Eysiem i Other s.113nB No 83 a
| ARAID33TTT W 162 16333177 Sciencelogic. Inc: | EMT AlkinOne Fle Eysiem har Other 813418 No B4 a
1 W 1821882377 Seizncelogie Ins. | EUT AlinOne Fle Syzizm fvarleg Other sii0MB Ho 85 a
1 W 1821882377 Seizncelogie Ins. | EUT AlinOne Fle Syzizm ferlegaudt  Oher z0mMB He 88 a
12 18218823077 Seizncelogie Ins. | EUT AlinOne Sie Syzizm neme Oer 08 MB L a
1= . 18218823077 Seizncelogie Ins. | EUT AlinOne Sie Syzizm o Oer 20 M8 Ne 88 a
1, W18218823.077  Seizncelogie, ins. | EUT AlinOne Sie Syzizm mmicsaiss  Oer 812218 Ne g0 a
Dy wiozise Seizncelogie, Ine. | EUT AlinOne Sie Syziem : Omer 1020M8 e 20 @
8. _ wio21ss2 StiznceLogie, Inz. | EMT AlinOne File System e Otrar 6,134 1B Mo 208 @
17. _ w0215 ScisnceLogic, Ine. | EM7 AlinOne File Sysiem Othar 5,110M8 No 208 2
18. _ w0215 ScisnceLogic, Ine. | EM7 AlinOne File Sysiem Othar 2038 1B Mo 210 2
1. _ w0215 ScisnceLogic, Ine. | EM7 AlinOne File Sysiem Othar 508 MB Mo 2m 2
2. _ w0215 ScisnceLogic, Ine. | EM7 AlinOne File Sysiem fmo Othar 2,800 1B Mo 212 2
21 _ w0215z SdienceLogic. Ing. | EM7 AllinOne File System saloesiy  Other 40408 Mo 213 e
22 _ w1021510 SdienceLogic. Ing. | EM7 AllinOne File System / Othar 10230M8 Ne 532 e

2, _ 1021510 SdienceLogic. Ing. | EM7 AllinOne File System fvar Othar 8134 1B Ne 534 e B

(s e—

3. The Device Hardware page displays the following for each hardware component:

TIP: To sort the list of hardware, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort the list by descending order, click the column heading again.

o Device Name. Name of the device associated with the hardware component.

¢ Organization. Name of the organization associated with the hardware component.
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o IP Address. IP address of the device or of the hardware component, if applicable.

o Device-Class / Device Sub-class. The manufacturer (device class) and type of device (sub-class).
The Device-Class/Sub-Class is automatically assigned during auto-discovery, at the same time as the
Category.

o Comp Type. Description of the hardware component. The choices are:

° CPU

o Disk

° File system
° Memory

° Swap

° Components

o Description. Description of the hardware component.
o Type. Further categorization of the hardware component.
« Size. If applicable, the size of the hardware component.

« Hidden. For file systems, specifies whether or not the component is "hidden", meaning "not
monitored" by SL1.

e Comp ID. Unique, numeric ID assigned to the component by SL1.

¢ Tools. For each hardware component, one or more of the following tools are available:

° Report of all hardware inventory for this device (¢). Leads to the Hardware Profile Report page,
where you can view information about all the hardware and components for a selected device.

° View asset record (ﬁ'). This icon appears if an asset record has already been defined for the
device. This icon leads to the Asset Properties page, where you can view the asset record for the
device.

° Checkbox (). Applies the action in the [Select Actions] drop-down menu to the hardware
component. To select all the checkboxes, select the checkmark icon above the list of hardware
components.

Filtering the List of Hardware Components

You can filter the list on the Device Hardware page by one or more parameters. Only hardware components
that meet all filter criteria will be displayed in the Device Hardware page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Device Hardware page searches
for hardware components that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter by one or more of the following parameters:
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Device Name. You can enter fext to match, including special characters, and the Device Hardware page
will display only hardware components that have a matching policy name.

Organization. You can enter text to match, including special characters, and the Device Hardware page
will display only hardware components that have a matching organization.

IP Address. You can enter text to match, including special characters, and the Device Hardware page will
display only hardware components that have a matching IP address.

Device-Class / Device Sub-class. You can enfer text to match, including special characters, and the
Device Hardware page will display only hardware components from devices that have a matching device
class.

Comp Type. You can enter text to match, including special characters, and the Device Hardware page
will display only hardware components that have a matching component type. Choices are: CPU, Disk, File
System, Memory, Swap, Components.

Description. You can enfer text to match, including special characters, and the Device Hardware page
will display only hardware components that have a matching description.

Type. You can enter text to match, including special characters, and the Device Hardware page will
display only hardware components that have a matching sub-type.

Size. You can enfer text to match, including special characters, and the Device Hardware page will display
only hardware components that have a matching size.

Hidden. You can enfer text to match, including special characters, and the Device Hardware page will
display only hardware components that have a matching value. This column applies to file systems. Choices
are: Yes, No, and null.

Comp ID. You can enter text to match, including special characters, and the Device Hardware page will
display only hardware components that have a matching ID. SL1 automatically assigns this unique, numeric
ID to each hardware component.

Generating a Report for Multiple Hardware Components on
Multiple Devices

The Device Hardware page allows you to generate an Excel report that contains all the information on the
Device Hardware page. You can immediately view the information or save it to a file for later viewing.

192

Generating a Report for Multiple Hardware Components on Multiple Devices



[] The linked image cannat Device Hardware Report
displayed. The file may
have besn moved.
April 17, 2015, 3:53 am
Device Device D| P Address Device Class Sub-Class Component Type Description Type Size (KB) | Hidden | Component I

15-2008-5FFND_0.185 50 172.16.0.185_|RHEL Redhat 5.5 0.0 No _ [161576
115-2008-5FFND_0.185 50 17216.0.185 |RHEL Redhat 5.5 0.0 No  [161577
1S-2008-SFFND_0.185 50 17216.0.185  |RHEL Redhat 5.5 0.0 No  |161578
115-2008-5PFND_0.185 50 172.16.0.185 | RHEL Redhat 5.5 0.0 No  |161579
MS-2008-SPFND_0.185 50 172.16.0.185 RHEL Redhat 5.5 0.0 No 478523
EN7 ACME AIO 811 172.16.0221 ScienceLogic, Inc. OEM No 478717
EN7 ACME AIO 811 172.16.0221 ScienceLogic, Inc. OEM No 478718
ENT ACHE AID 311 17246.0.221 _|ScienceLogic, Inc. | OEM 18490772 |No  |478T18
ENT ACHE AID 311 172.46.0.221 _|ScienceLogic, Inc. | OEM No__|478720
ENT ACHE AID 311 172.46.0.221 _|ScienceLogic, Inc. | OEM Mo |478731
EN7 ACHE AID 811 172.18.0.221 _|ScienceLogic, Inc. | OEH 37046688 _|No _|478722
EN7 ACHE AID 81 172.16.0221 _|Sciencelogic, inc. |OEM Idatalocal Other 89863300 |No |478723
EN7 ACHE AID 81 172.16.0221 _|Sciencelogic, inc. |OEM fusr LinuxExt2 4061540 |No |478T24
EN7 ACHE AID 81 172.16.0221 _|Sciencelogic, inc. |OEM ! LinuxExt2 2030736 |Mo |478725
EN7 ACME AIO 811 172.16.0221 ScienceLogic, Inc. OEM var LinuxExt2 6092388  |No 478726
EN7 ACME AIO 811 172.16.0221 ScienceLogic, Inc. OEM 'home: LinuxExt2 505604 No 4787127
cucms 1058 10.168.44.22 Cisco Systems. Cisco MCS 7835 (IBM) u LinuxExt2 24914564 |No 478784
cucus 1058 101634422 |CiscoSystems  |Cisco MCS 7835 (BM) fproc Other 0 Yes |478785
cucKs: 1058 101634422 |Cisco Systems |Cisco MCS 7835 (BM) Isys Unknown 0 ves |478786
cucKs: 1058 101634422 |Cisco Systems |Cisco MCS 7835 (BM) tdevipts Unknown 0 ves 478787
cucks 1058 101684422 |CiscoSystems |Cisco MCS 7835 (BM) fcommon LinuxExt2 88093440 |No _|478788
cucus 1058 |10.168.4422 |CiscoSystems |Cisco MCS 7835 (BM) Idevishm Other 2008368 |ves |478789
cucus 1058 |10.168.4422 |CiscoSystems |Cisco MCS 7835 (BM) frub LinuxExt2 256665 |Mo |478780
cucws 1058 |10.168.4422 |CiscoSystems |Cisco MCS 7835 (BM) fpariB LinuxExt2 25316476 |No |478791
CUCHE 1058 101684422 |Cisco Systems Cisco MCS 7835 (BM) Iprocisys/isibinfmt_misc Unknown 0 ves |478TeR

To generate a report on all hardware components in SL1:

1. Go to the Device Hardware page (Devices > Hardware).

2. Inthe Device Hardware page, click the [Report] button.

3. When prompted, specify whether you want to save the report to your local computer or open the report

immediately.

Hiding a File System

When you hide a file system:

» SL1 stops collecting information about the file system.

 SL1 does not generate events about the file system.

* SL1 does not monitor the file system for thresholds (defined in the Device Thresholds and Global

Threshold Settings pages).

e SL1 does not include the file system in the Device Summary page.

¢ SL1 does not include the file system in file system reports in the Device Performance page.

The following rules are applied during discovery to automatically hide file systems:

o Ifthe NFS Detection Disable checkbox is selected in the Behavior Settings page (System > Settings >

Behavior), NFS file systems are automatically hidden during discovery.

¢ File systems of type "is09660" are automatically hidden during discovery.

¢ File systems for which the storage size is not reported or the storage size is less than 1024 MB are

automatically hidden during discovery.

* File systems of type "Other" are automatically hidden during discovery.

Hiding a File System
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NOTE: If the type for a discovered file system changes, the auto-hide rules are re-applied to that file system.
For example, suppose a Windows drive letter is initially discovered as a removable disk and is auto-
hidden. If that drive-letter is later re-used for a fixed drive, this change will cause the file system to be
automatically un-hidden.

To manually hide one or more file systems:

1. Go to the Device Hardware page (Devices > Hardware).

Filter the list to display only Comp Type of "file system".

Select the checkbox for one or more file systems you would like to hide.
From the Select Actions field (in the lower right), select Hide File Systems.

Click the [Go] button.

S

Each selected file system will be hidden in SL1.
To manually unhide one or more file systems:

1. Go to the Device Hardware page (Devices > Hardware).

Filter the list to display only Comp Type of "file system".

Select the checkbox for one or more file systems you would like to unhide.
From the Select Actions field (in the lower right), select Unhide File Systems.
Click the [Go] button.

o O AW N

SL1 will resume collection for each selected file system and will include each selected file system in the
Device Summary and Device Performance pages.

Changing Thresholds for One or More File Systems

From the Device Hardware page (Devices > Hardware), you can change the Major and Critical thresholds for
one or more file systems. These thresholds appear on the Device Thresholds page (Devices > Device Manager
> wrench icon > Thresholds). Changes made to file system thresholds from the Device Hardware page update
the settings in the Device Thresholds page. Changes made to file system thresholds in the Device Thresholds
page override thresholds defined in the Global Threshold Settings page (System > Settings > Thresholds).

o Major Threshold. This threshold will trigger a "low disk space" event. The default threshold is 85%. When a
file system has used more disk-space than the specified percentage, SL1 will generate a "file system usage
exceeded threshold" event with a status of "major". To disable this threshold, set the threshold to 0% (zero
percent). When you disable a threshold, SL1 does not generate an event for the threshold.

o Critical Threshold. This threshold will trigger a "low disk space" event. The default threshold is 95%. When
a file system has used more disk-space than the specified percentage, SL1 will generate a 'file system usage
exceeded threshold" event with a status of "critical". To disable this threshold, set the threshold to 0% (zero
percent). When you disable a threshold, SL1 does not generate an event for the threshold.
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To change a Major file system threshold:

4.
5.

Find the file system for which you want to change the Major threshold. Select its checkbox ().

Select the checkbox for each additional file system for which you want to change the Major threshold.

In the Select Action drop-down list, find Change Major Threshold and select a new threshold (between O -

100).
Select the [Go] button.

SL1 will change the Major threshold for each selected file system.

To change a Critical file system threshold:

Find the file system for which you want to change the Critical threshold. Select its checkbox ().

Select the checkbox for each additional file system for which you want to change the Critical threshold.

In the Select Action drop-down list, find Change Critical Threshold and select a new threshold (between O -

100).
Select the [Go] button.

SL1 will change the Critical threshold for each selected file system.

Viewing the List of All Discovered Software Titles

The Software page displays a list of all software on all devices discovered by SL1. From this page, you can view
the list of software titles, generate an Excel report on all discovered software, or generate an exclusion report (that
is, a report for a single software title that specifies devices where the software is installed and devices where the
software is not installed.)

To view a list of all software discovered on all devices:

1.

Go to the Software page (Devices > Software).

Software Titles | Titles Found [1443] Report Reset Guide
Device Name ~ Or 1P Address Device Class | Sub-Class Software Title Date of Install -
( I ) )l )@ <)
1 _Sysiem 110.100.10025  ScienceLogic, Inc. | EM7 Database “Facl-2251-15.el7 2020-05-29 21:19:32 [
2 _ System W10100.10025 ScienceLogic, Inc. | EM7 Database @ adwaita-cursor-theme-3 28.0-1.el7 2020-05-19 17:36:01 [ s
3 _Sysiem W/10100.10025 ScienceLogic, Inc. | EM7 Database @ adwaita-icon-theme-3.28.0-1 elT 2020-05-19 17:36:07 e
4 _ System W10100.10025 Sciencelogic, Inc. | EM7 Database “Balsa-lib-1.1.8-1.el7 2020-05-19 17:32:11 [ ewh
5 _Sysiem W/10100.10025 ScienceLogic, Inc. | EM7 Database @ at-spiz-atk-2 26 2-1 el7 2020-05-19 17:34:18 (e
6 _ System W10100.10025 Sciencelogic, Inc. | EM7 Database @ at-spi2-core-2.28.0-1 el7 2020-05-19 17:34:18 [ s
7 _Sysiem W10100.10025  ScienceLogic, Inc. | EM7 Database “Patk-2.281-2 el7 20200529 21:19:14 [
s _ System W10100.10025 Sciencelogic, Inc. | EM7 Database P atir-2 4 46-13.el7 2020-05-19 17:32:25 [
) _Sysiem W10100.10025  ScienceLogic, Inc. | EM7 Database B audit-2.8 5-4 el 2020-05-19 17:36:47 (e
10 _ System W10100.10025 Sciencelogic, Inc. | EM7 Database @ audit-libs-2.8.5-4 Il 2020-05-19 17:31:18 [0
1 _Sysiem W1010010025  Sciencelogic, Inc. | EM7 Database B audit-ibs-python-2 8 5-4 el7 20200519 17:3154
12 _ System W10.100.10025  ScienceLogic, Inc. | EM7 Database B authconfig-6.2.8-30.e7 2020-05-19 17:36:47 R
13 _Sysiem w1000 10025  ScienceLogic, Inc. | EM7 Database “Fautocorr-en-5.3 61-24.0.1 el7 20200529 21:2628 [
14 _ System W10.100.10025  ScienceLogic, Inc. | EM7 Database B autogen-libopts-5.18-5.e17 20200519 17:31:40 R
15 _Sysiem w1000 10025  ScienceLogic, Inc. | EM7 Database Bautossh-1.4g-1.l7 20200529 21:28:35 [
16. _ System W10.100.10025 SciencelLogic, Inc. | EM7 Database “$ avahi-libs-0.6.31-20.l7 2020-05-29 21:19:12 as
17. [ifiABblab. . system W10100.10025  ScienceLogic, Inc. | EM7 Database B basesystem-10.0-7.0.1.el7 20200519 17:31:09 [ ~
[Viewing Page: 1] v
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2.

The Software page displays the following about each installed software title:

TIP: To sort the list of software, click on a column heading. The list will be sorted by the column value, in

ascending order. To sort the list by descending order, click the column heading again.

o Device Name. Name of the device where the software title is installed. For devices running SNMP or
with DNS entries, the name is discovered automatically. For devices without SNMP or DNS entries,
the device's IP address will appear in this field.

« Organization. Organization associated with the software.
o [P Address. IP address of the device where the software is installed.

« Device Class / Sub-Class. The manufacturer (device class) and type of device (sub-class). The
Device Class/Sub-Class is automatically assigned during auto-discovery.

o Software Title. Name of the software.

¢ Date of Install. Date the software was installed.

Filtering the List of Software Titles

You can filter the list on the Software Titles page by one or more parameters. Only software titles that meet all
the filter criteria will be displayed in the Software Titles page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Software Titles page searches for
software titles that match the text, including partial matches. By default, the cursor is placed in the left-most filter-
while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The list is
dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter by one or more of the following parameters:

196

Device Name. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Software Titles page will display only software titles installed on a matching
device name.

Organization. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Software Titles page will display only software titles that have a matching
organization.

IP Address. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Software Titles page will display only software titles installed on a device with a
matching IP address.

Device Class. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Software Titles page will display only software titles installed on devices with @
matching device class.
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o Software Title. You can enter text to match, including special characters (comma, ampersand, and

exclamation mark), and the Software Titles page will display only software titles that have a matching
name.

o Date of Install. Only those software titles that match all the previously selected fields and have the specified
install date will be displayed. The choices are:

o All. Display software titles with all installed dates.
° Last Minute. Display only software titles that have been installed within the last minute.
° Last Hour. Display only software titles that have been installed within the last hour.

° Last Day. Display only software titles that have been installed within the last day.

° Last Week. Display only software fitles that have been installed within the last week.

Last Month. Display only software titles that have been installed within the last month.

Last Year. Display only software titles that have been installed within the last year.

Viewing a List of Software Titles for a Single Device

On the [Software] tab of the Device Investigator, you can view a list of all the software installed on the device.

Devices @ Heb A Acity  Enadnin v SClencelogic
£ 10.2.14.91 Tools
Investigator Settings Interfaces Configs Events Software Q More v
= ]

2 Grid Setfings +

Name Install Date

at-spi2-core-2.28.0-1el7 Dec 16, 2020, 9:00 AM

atk-2.28.1-1el7 Dec 18, 2020, 8:57 AM

attr-2.4.46-13.e17 Dec 18, 2020, 8:58 AM

audit-2.8.5-4.el7 Dec 18, 2020, 9:03 AM

For each installed software title, the [Software] tab displays the following information:

« Name. Name of the software.

o Install Date. Date and time the software was installed on the device.

NOTE: For more information about this tab, see the chapter on "Monitoring Hardware and Software" in the
Monitoring Device Infrastructure Health manual.

For each installed software title, the [Software] tab displays the following information:
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« Name. Name of the software.

o Install Date. Date and time the software was installed on the device.

Viewing a List of Software Titles for a Single Device in the Classic SL1
User Interface

The Software Packages page displays a list of all the software installed on the device. If possible, the installation
date is also displayed.

To view the list of software installed on a single device:

1. Go to the Device Manager page (Devices > Device Manager).

2. Find the device for which you want to view the list of installed software. Select the bar graph icon (M) for
that device.

Device Manager | Devices Found [1293] Guide

Al Il [ Il [ |[>=tean]w][
- Ping | ICMP 274 System |4k Heatthy [dVe] EENED
- Pingable  FreeBSD | ICHP 294 Johto [ L3 Heathy [WI) User-Disabled = - mERED
= - = Network App FS Networks, Inc. | BIGIP LTM Node 2779 System (DA Heatny [0} Active SuPPubie V2 V2 R
= w = Network App FS Networks, nc. | BIGIPLTM Node 3193 System [ Heatny [ Active SNMPPuDICVZ V2 W IYRE [
= = MNetwork App F5 Networks, inc. | BIGJP LT Node 2226 System cue Active SNMPPubicVZ  VZ  pXUR [
_ w — Network App F5 Networks, nc. | BIGIP LT Pool Memt 1430 System [Darieatny [410) Active SwPPwicVZ V2 e R
— - — Network App FS Networks, inc. | BIGIP LTH Pool Meml 1204 System [AHeathy [} Active SNMPPubicV2 V2 YRl
= w = Network App F5 Networks, inc. | BIGP LT Pool Memt 1951 System L3 Heathy [W1} Active SNMPPubicV2 V2 e IRE [
= - = Network App FS Networks, Inc.| BIGIF LTl Node 2486 System [Zarieatny [1e) Active SuMPPubic V2 V2 R ]
— w — Network App FS Networks, Inc. | BIGHP LTM Nede 2391  System [k Heatthy [dVle] Active SNMP Public V2 V2 myEN
= w = Network App F5 Networks, Inc. | BIGHP LTM Node 2840 System Lk Healthy [&Ve] Active SNMP Public V2 V2 RN
- w = Netvrork App F5 Networks, Inc. | BIGIP LT Fool Memi 1852 System [DhAeainy [T Active SNWPPubicV2 V2 IR []
= - = Network App FS Networks, inc. | BIGP LTW Pool Memi 1206 System [ZaAeatny [S1) Active SMPPubic V2 V2 R
= w = Network App F5 Networks, inc. | BIGP LT Pool Memt 1431 System [ 43 Heathy [} Active SNMPPubICV2 V2 pIRE [
- - MNetwork App F5 Networks, inc. | BIG-IPLTM Node 2080 System |k Heatthy [ul/e] Active SNWPPublic V2 V2 YR ]
B - w - Netuwork App FS Networks, Inc. | BIG-P LTI Node 2502 System [Tilisties | cuG Active swpRuicvz V2 pRIZREIL]
— - — Network App F5 Networks, Inc. | BIG-P LTM Node 3058 System [Niotice cuc Active SNMPPubicVZ V2 R[]
- w = Network App F5 Networks, inc. | BIGP LT Pool Memt 2102 System 23 Heathy [WI) Active SNMPPubIcVZ V2w YORE [
= - = MNetwork App FS Networks, inc. | BIGP LTW Pool Memi 1391 System B Active SMpPubic V2 V2 R
= w = Network App FS Networks, nc. | BIGIP LTH Pool Memt 855 System Active SNMPPuDICVZ V2 W IYRE [
= w = MNetwork App F5 Networks, Inc. | BIGJP LT Node 2632 System Active SNMPPubicVZ  VZ  pXUR [
_ w — Network App F5 Networks, nc. | BIGIP LT Pool Meml 1423 System Active SwPPwicVZ V2 e R
— - — Network App FS Networks, Inc. | BIGIP LTM Node 2333 System Active SNMPPubicV2 V2 YRl
= w = Network App F5 Networks, nc. | BIGP LTM Node 2178 System Active SNMPPubicV2 V2 e IRE [
= - = Network App FS Networks, Inc. | BIGIF LTl Node 2136 System [Zarieatny [1e) Active SuMPPubic V2 V2 R ]
— w — Network App FS Networks, Inc. | BIGHP LTM Nede 2714 System [k Heatthy [dVle] Active SNMP Public V2 V2 myEN
= w = Network App F5 Networks, Inc. | BIGHP LTM Node 2981 System Lk Healthy [&Ve] Active SNMP Public V2 V2 RN
- w = Netwrork App F5 Networks, Inc. | BIGAP LTH Node 1878 System [DhAeainy [T Active SNWPPubicV2 V2 IR []
= - = Network App FS Networks, Inc. | BIGIP LTM Node 2420 System [ Heatny [S1) Active SMPPubic V2 V2 R
= w = Network App F5 Networks, nc. | BIGIP LTM Node 2261 System [ 43 Heathy [} Active SNMPPubICV2 V2 pIRE [
= - — MNetwork App F5 Networks, inc. | BIG-IPLTM Node 2441 System | Ak Heatthy [ul/e] Active SNMPPublic V2 V2 IR
_ w — Network App F5 Networks, inc. | BIGAP LTW Node 2662 System 73 Heatny [S11) Active sPPwicV2 V2 mRREL]
— ) — Network App FS Networks, inc. | BIGIP LTH Node 2371 System [AHeathy [} Active SNWPPubicV2 V2 mXORl |
- w = Network App F5 Networks, inc. | BIGP LTH Node 2754 System [Z3Acatny [ Active SNMPPubIcVZ V2w YORE [
- - = Netwrork App FS Networks, nc [BIGP LTl Node 2679 System TiNeties UG Active SHHPPUBICVZ V2 Rl |
= w = Network App FS Networks, inc. | BIGIPLTM Node 3053 System [ A Heatny [T Active SNMPPUDICVZ V2 W IYRE [
= - — MNetwork App F5 Networks, Inc. | BIGPLTM Node 2115 System [k Heatthy [ul/e] Active SNMPPublic V2 V2 R
_ — Network App F5 Networks, inc. | BIGAP LTH Node 3008 System [Zarieatny [410) Active SwPPwicVZ V2 mRE]
- - Network App FS Networks, Inc. | BIGIP LTM Node 2369 System [k Heathy [dVle] Active SNMPPubicV2 V2 mIRRE[
= = Network App F5 Networks, nc. | BIGP LTH Node 2790 System Y Active SNMPPubIcV2 V2 pIRRE [
= = Network App FS Networks, Inc.| BIGJF LTl Node 2642 System Active SuMPPubic V2 V2 R ]
_ - Network App F5 Networks, inc. | BIGAP LTW Node 3206 System Active suPPwicv2 V2 mRREL]
4. — - Network App F5 Networks, Inc. | BIGIP LTM Node 2395 i SNWPPubicV2 V2 R
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3. Inthe Device Reports panel, select the Software tab. The Software Packages page appears.

‘Caliection Time
Group / Collestor

Software Package Name Install Date -

4. For each installed software title, the Software Packages page displays the following information:

« Software Package Name. Name of the software.

« Install Date. Date and time the software was installed on the device.
Filtering the List of Software

You can filter the list of software titles in the Software Packages page. The list dynamically updates as you enter
the regular expression to use as a filter.

o Inthe Filter field, you must enter a regular expression. SL1 will search for software package names that
match the regular expression. You can use the following special characters in each filter:

° * Match zero or more characters preceding the asterisk. For example:
"dell*" would match "dell", "dell2650", "dell7250" and "dell 1 700N".

"*dell*" would match "mydell", "dell", "dell2650", "dell7250" and "dell1700N".
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° % Match zero or more characters preceding the percent. This special character behaves in the same
way as the asterisk.

Generating a Report on All Software on All Devices

From the Software Titles page (Devices > Software) you can generate a report on all, multiple, or a single
software fitle in SL1. The report will contain all the information displayed in the Software Titles page.

Devices that have [Arra

] installed

Software Titles Report generated by banderton on 2015-04-17 03:50:56

Device Name Qrganization IP Address Device Class | Sub-Class Software Title Date of Install

0. /ACME - DB MSSQL 2 - WACME 192.168.32.113 Microsoft | MSSQL Server BOINC 2012-10-05 05:52:20
1. {/ACME - DB MSSQL 2 - VeACME 192.1668.32.113 Microsoft | MSSQL Server Microsoft Application Error Reporting 2012-10-03 17:49:50
2 ACME - DB MSSQL 2 - WACME 192 168.32.113 Microsoft | MSSQL Server Microsoft SQL Server 2008 R2 (64-bit) 2012-10-04 07:06:20
3. /ACME - DB M3SQL 2 - VeACME 192 168 32 113 Microsoft | MSSQL Server Microsoft SQL Server 2008 R2 (64-bit) 2012-10-04 07:06:20
4. /ACME - DB MSSAL 2 - Ve ACME 192.168.32.113 Microsoft | MSSQL Server Microsoft SQL Server 2008 R2 Native Client  :2012-10-04 07:04:48
5 ACME - DB MSSQL 2 - WACME 192.168.32 113 Microsoft | MSSQL Server Microsoft SQL Server 2008 R2 RsFx Driver 2012-10-04 07:08:14
6. /ACME - DB MSSQL 2 - WeACME 192.168.32.113 Microsoft | MSSQL Server Microsoft SQL Server 2008 R2 Setup (English)i2012-10-03 17:64:38
7. 'ACME - DB MSSQL 2 - Ve ACME 192.168.32 113 Microsoft | MSSQL Server Microsoft SQL Server 2008 Setup Support File2012-10-04 07:06:10
8. /ACME - DB MSSQL 2 - WACME 192.168.32.113 Microsoft | MSSQL Server Microsoft SQL Server System CLR Types (x64:2012-10-04 07:04:56
9. {ACME - DB MSSQL 2 - WACME 192.168.32.113 Microsoft | MSSQL Server Microsoft SQL Server VS5 Writer 2012-10-04 07:04:54
10. ‘ACME - DB MSSQL 2 - VeACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Analysis Senvices 2012-10-04 07:08:06
11 /ACME - DB MSSQL 2 - Ve ACME 192 168.32 113 Microsoft | MSSQL Server SQL Server 2008 R2 Analysis Senvices 2012-10-04 07:08:12
12 ACME - DB MSSQL 2 - WACME 192 168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Client Tools 2012-10-04 07:07:46
13. !ACME - DB MSSQL 2 - Vi ACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Client Tools 2012-10-04 07:07:30
14. /ACME - DB MSSQL 2 - WeACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Common Files 2012-10-04 07:07:34
15, (ACME - DB MSSQL 2 - Ve ACME 192.166.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Common Files 2012-10-04 07:06:20
16. /ACME - DB MSSQL 2 - W ACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Database Engine Services2012-10-04 07:08:38
17 {ACME - DB MSSQL 2 - We ACME 192 168 32 113 Microsoft | MSSQL Server SQL Server 2008 R2 Database Engine Service:2012-10-04 07:08:32
18. {ACME - DB MSSQL 2 - WeACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Database Engine Shared {2012-10-04 07:06:30
19. {ACME - DB MSSQL 2 - W ACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Database Engine Shared :2012-10-04 07:07:40
20 ACME - DB MSSQL 2 - WACME 192 168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Management Studio 2012-10-04 07:07:44
21 |ACME - DB M3SQL 2 - VeACME 192 168 32 113 Microsoft | MSSQL Server SQL Server 2008 R2 Management Studio 2012-10-04 07:07:04
22 {ACME - DB MSSQL 2 - Ve ACME 192.168.32.113 Microsoft | MSSQL Server SQL Server 2008 R2 Reporting Services 2012-10-04 07:11:08
23. |ACME - DB MSSQL 2 - WACME 192.168.32.113 Microsoft | MSSQL Server SQAL Server 2008 R2 Reporting Senvices 2012-10-04 07:11:00
24. 'ACME - DB MSSQL 2 - VeACME 192.168.32.113 Microsoft | MSSQL Server Sql Server Customer Experience Improvement :2012-10-04 07:04:56
25 {ACME - DB-MSSQL - WelACME 192.168.32 112 Microsoft | Windows Server 2008 R2 :Microsoft Application Error Reporting 2012-10-03 17:49:50
26. {:ACME - DB-MSSQL - WelACME 192 168.32. 112 Microsoft | Windows Server 2008 R2 Microsoft SQL Server 2008 R2 (64-bit) 2012-10-04 07:06:20
27. {ACME - DB-MSSAL - WelACME 192.168.32.112 Microsoft | Windows Server 2008 R2  {Microsoft SQL Server 2008 R2 (64-bit) 2012-10-04 07:06:20
28. 'ACME - DB-MSSQL - WetACME 192 168.32 112 Microsoft | Windows Server 2008 R2  :Microsoft SQL Server 2008 R2 Native Client  :2012-10-04 07:04:48
29. {ACME - DB-MSSQL - WetACME 192 168.32 112 Microsoft | Windows Server 2008 R2  :Microsoft SQL Server 2008 R2 RsFx Driver 2012-10-04 07:08:14
30. /ACME - DB-MSSQL - WefACME 192 16832 112 Microsoft | Windows Server 2008 R2 Microsoft SQL Server 2008 R2 Setup (English):2012-10-03 17:54-38
31. 'ACME - DB-MSSQL - WelACME 192.168.32.112 Microsoft | Windows Server 2008 R2  iMicrosoft SQL Server 2008 Setup Support File<2012-10-04 07:06:10
32. /ACME - DB-MSSAL - WetACME 192.168.32.112 Microsoft | Windows Server 2008 R2 :Microsoft SQL Server System CLR Types (x64:2012-10-04 07:04:56
33. ACME - DB-MSSQL - WetACME 192.168.32 112 Microsoft | Windows Server 2008 R2  Microsoft SQL Server VSS Writer 2012-10-04 07:04:54
34. ' ACME - DB-MSSQL - WefACME 192 168.32 112 Microsoft | Windows Server 2008 R2 !SQL Server 2008 R2 Analysis Senices 2012-10-04 07:08:06
356 {ACME - DB-MSSQAL - WetACME 192 168 32 112 Microsoft | Windows Server 2008 R2  :SQL Server 2008 R2 Analysis Senvices 2012-10-04 07-08:-12
36. {ACME - DB-MSSQAL - WetACME 192.168.32.112 Microsoft | Windows Server 2008 R2  :SQL Server 2008 R2 Client Tools 2012-10-04 07:07:46

To generate a report on all or multiple software titles in SL1:

1. Goto the Software Titles page (Devices > Software).

2. On the Software Titles page, click the [Report] button. The Export current view as a report modal
appears:

NOTE: If you want to include only certain software titles in the report, use the "find while you type"
fields at the top of each column. You can filter the list by one or more column headings. You
can then select the [Report] button, and only the software titles displayed in the Software
Titles page will appear in the report.

3. Inthe Export current view as a report page, you must select the format in which SL1 will generate the
report. Your choices are:
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e Comma-separated values (.csv)

¢ Web page (.html)

¢ OpenDocument Spreadsheet (.ods)

» Excel spreadsheet (.xIsx)

* Acrobat document (.pdf)

4. Click the [Generate] button. The report will contain all the information displayed in the Software Titles
page. You can immediately view the report or save it to a file for later viewing.

Generating an Exclusion Report for a Single Software Title

From the Software Titles page you can generate Software Exclusion Reports. These reports can help
administrators manage patches and software versions. Software Exclusions Reports are generated in .XLSX
format.

Software Exclusion Report generated by banderton on 2015-04-17 03:45:57

Report Summa

Total Devices

Unique Device Categories
Unigue Device Classes
Titles Found

Titles Mot Found

Microsoft S5QL Server 2008 R2 (64-bit)]

102
3

1

6
96

Software Exclusion Report generated by banderton on 2015-04-17 03:45:57

Organization

Device Name

IP Address

Device Class | Sub-Class

Software Title

Date of Install

_IACME - DB MSSQL 2 -

ACME

192 168.32 113

Microsoft | MSSQL Server

Microsoft SQL Server 2008 R2 (64-bit)

2012-10-04 07:06:20

ACME - DB MSSQL 2 - VEACME

192 168.32 113

Microsoft | MSSQL Server

Microsoft SQL Server 2008 R2 (64-bit)

2012-10-04 07:06:20

ACME - DB-MSSQL - WelACME

192.168.32.112

Microsoft | Windows Server 2008 R2

2012-10-04 07:06:20

. IACME - DB-MSSQL - WelACME

192.168.32.112

Microsoft | Windows Server 2008 R2

(!

(!
Microsoft SQL Server 2008 R2 (64-bit)
Microsoft SQL Server 2008 R2 (64-bit)

2012-10-04 07:06:20

- iDEMO-SP-01

HQ Data Center

192.168.41.

108

Microsoft | Windows Server 2012

Microsoft SQL Server 2008 R2 (64-bit)

2014-12-17 05:01:44

mikiwiniaio

. iDEMO-SP-01

HQ Data Center

192.168.41.

108

Microsoft | Windows Server 2012

Microsoft SAL Server 2008 R2 (64-bit)

2014-12-17 05:01:44

Software Exclusion Report generated by banderton on 2015-04-17 03:45:57

Devices that do not have [Microsoft SQL Server 2008 R2 (64-bit)] installed

Device Name Organization IP Address Device Class | Sub-Class Software Title Date of Install
0. !ACME - WEB IIS 2 - Webi ACME 192.168.32.110 Microsoft | Windows Server 2008 R2  BOINC 2012-10-05 07:01:42
1. /ACME - WEB-IIS-1 - Web: ACME 192.168.32.111 Microsoft | Windows Server 2008 R2  BOINC 2012-10-05 10:06:00
2 {DEMQ-AP-01 demo scientHQ Data Center 192 168 .41 107 Microsoft | Windows Server 2012 MHone -
3. . DEMO-3QL-01.demo.scieiHQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 Microsoft Help Wiewer 1.1 2014-08-28 14:07:48
4. 'DEMO-SQL-01.demo.scieiHQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 Microsoft SQL Server 2012 (64-bit) 2014-08-28 14:10:16
5. 'DEMO-SQL-01.demo.scie:HQ Data Center 192.166.41.109 Microsoft | Windows Server 2012 Microsoft SQL Server 2012 (64-bit) 2014-08-28 14:10:16
6. \DEMO-5QL-01 demo_scie:HQ Data Center 192 168 41 109 Microsoft | Windows Server 2012 Microsoft SQL Server 2012 Mative Client 2014-08-28 14:10-18
7. .DEMO-5QL-01.demo.scieiHQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 Microsoft SQL Server 2012 Transact-SQL Comi2014-08-28 14:10:26
8. \DEMO-5QL-01.demo_scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 Microsoft Visual C++ 2010 x64 Redistributable 2014-08-27 12:48:!
9. DEMO-5QL-01 demo_scie;HQ Data Center 192 168 .41 109 Microsoft | Windows Server 2012 Microsoft VSS Writer for SQL Server 2012 2014-08-28 14-10-.
10 {DEMQ-5QL-01 demo scie:HQ Data Center 192 168 41 109 Microsoft | Windows Server 2012 Mone 2014-08-28 14:10-02
11. DEMO-SQL-01.demo.scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 Senice Pack 2 for SQL Server 2012 (KB29584;2014-09-12 10:21:
12. DEMO-5QL-01.demo.scie!HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Common Files 2014-08-28 14:15:
13 'DEMO-SQL-01 demo scieiHQ Data Center 192 168 .41 109 Microsoft | Windows Server 2012 SAL Server 2012 Common Files 2014-08-28 14:13-10
14. \DEMO-SQL-01.demo.scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Data guality client 2014-08-28 14:15:54
15. \DEMO-5QL-01.demo.scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Data quality service 2014-08-28 14:16:44
16. :DEMO-5QL-01.demo_scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Data guality service 2014-08-28 14:16:46
17. :DEMO-SQL-01.demo scieiHQ Data Center 192 168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Data quality service 2014-09-12 10:12-:04
18. DEMO-SQL-01.demo.scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Database Engine Services  12014-08-28 14:16:30
19. ‘DEMO-SQL-01.demo.scieiHQ Data Center 192 168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Database Engine Services  12014-09-12 10:11:22
20. {DEMO-SQL-01.demo_scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Database Engine Shared 2014-08-28 14:16:20
21. {\DEMO-SQL-01.demo.scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Distributed Replay 2014-08-28 14:
22. :\DEMO-SQL-01.demo.scie{HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Distributed Replay 2014-08-28 14:14:
23. 'DEMQO-3QL-01.demo.scie:HQ Data Center 192 168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Full text search 2014-08-28 14:16:42
24 'DEMO-SQL-01.demo_scie:HQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Integration Services 2014-08-28 14:15:
25. \DEMO-3QL-01.demo.scieiHQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Integration Services 2014-08-28 14:14:
26. \DEMQ-3QL-01.demo.scieiHQ Data Center 192.168.41.109 Microsoft | Windows Server 2012 SQL Server 2012 Management Studio 2014-08-28 14:19:58
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A Software Exclusions Report displays the following:

Name of the software title and the date the report was generated.

List of all devices in SL1 that have the software installed.

List of all devices in SL1 that don't have the software installed. SL1 includes only appropriate servers in this
report. For example, Solaris servers would not appear in a report for a Windows 2000 patch.

The last row in the report displays:

[0}

[0}

[0}

[0}

[0}

Total number of devices in report.

Total number of device categories included in the report.
Total number of device classes included in the report.
Number of devices where software is installed.

Number of devices where software is not installed.

To generate a software exclusion report:
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Go to the Device Software page (Devices > Software).

On the Software Titles page, find an instance of the software title you want to generate an exclusion report

for.

Click its printer icon (™). You will be prompted to save or view the generated report.

Generating an Exclusion Report for a Single Software Title



Chapter

10

Viewing Device Logs

Overview

This chapter describes Device Logs in SL1.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

» To view a page containing all of the menu options, click the Advanced menu icon ( + ).

This chapter covers the following topics:

Viewing Device Logs and Messages ... ... . 203
Viewing Events Associated with a Log Entry ... . 207
Creating an Event Policy from a Log Entry ... . . 208
Redirecting Log Data from One Device to Another ... 209
Viewing Logs for All Devices ... 211

Viewing Device Logs and Messages

You can view logs and messages for a device in the [Investigator] tab of the Device Investigator page.

The [Investigator] tab displays a customizable set of metrics and panels that display information about the
selected device. One of those panels is the Logs panel:
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Investigator Settings Interfaces Configs Events Software Attributes Ports Collections Processes Redirects Rel Q More v
10.64.172.187 - Cisco Systems CRS-1 165 in  System  organization A Logs ~ =
30 of 287 EDIT
N 1 d = Eed
@ Majc A\ Events o . o o . « Collecting B8
24H
% DEVICEN DATE/TIME.. SOURCE  SEVERIT.. MESSAGE
Events 10.64.1.. Feb12,20.. internal ‘Completed CDP inventory
~
1of1 10.64.1.. Feb12,20.. internal ® Healtl Device Now Available
10.64.1.. Feb12,20.. internal @ Healtl Network Latency below threshold
\ v = o 10.64.1.. Feb12,20.. internal @ Major Device Failed Availability Check: ICMP Ping
10.64.1.. Feb12,20.. internal Network latency exceeded threshold: No Response
V. SEVERITY MESSAGE TICKETID LAST DETECTED
10.64.1.. Feb12,20.. internal Completed CDP inventory
143519 [ ] RBA major - 7 days 16 hours
10.64.1... Feb 12, 20. internal @® Healtl Device Now Available

Availability (%)

Device Vitals

The Logs panel displays all of the messages SL1 and the SL1 Agent,

if applicable, have collected from the device.

You might find it helpful to view these log entries during troubleshooting or to manually check on the status of a
device.

Agent manual.

NOTE: For more information about Log File Monitoring Policies and using the SL1 Agent to monitor device
logs, see the chapter on "Monitoring Logs Using the SL1 Agent" in the Monitoring with the SL1

The Logs panel displays the following information about each device log entry:

o Device Name. The name of the device on which the log message was collected.

e Date/Time. The date and time the entry was made in the log.

e Source. The entity or process that generated the message. Options include:

° Syslog. Entry was generated from standard system log generated by device.

[0}

Internal. Entry was generated by SL1.

Trap. Entry was generated by an SNMP trap.

Dynamic. Entry was generated by a Dynamic Application.

API. Entry was generated by another application.

Email. Entry was generated by an email message from a third-party application to SL1.

Sciencelogic Agent. Entry was generated by the SLT Agent.

o Severity. The color-coded severity of the event that generated the log entry, if applicable. Possible values
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are:

Viewing Device Logs and Messages



©  Critical. Indicates a condition that can seriously impair or curtail service and requires immediate
attention (for example, service or system outages).

° Major. Indicates a condition that impacts service and requires immediate investigation.

° Minor. Indicates a condition that does not currently impair service, but the condition needs to be
corrected before it becomes more severe.

© Notice. Indicates a condition that does not affect service but about which users should be aware.
° Healthy. Indicate that a device or condition has returned to a healthy state. Frequently, a healthy

event is generated after a problem has been fixed.

e Message. Text of the log entry.

Viewing Device Logs and Messages in the Classic SL1 User Interface

In the Device Administration panel, the Device Logs & Messages page displays all the messages SL1 and the
SL1 agent, if applicable, have collected from the device. You might find it helpful to view these log entries during
troubleshooting or to manually check on the status of a device.

To access the Device Logs & Messages page for a device:

1. Go to the Device Manager page (Devices > Device Manager).

2. Inthe Device Manager page, find the device for which you want to view the device logs. Select its wrench

icon (5')

| =
- WI0.100100.45  Pngable  FreeBSD| CHP 24 oo cus User-Disabled = -~ mRRE
= w - Network App F5 Networks, . | BIG-P LTH Node 2779 System cue A ‘SNPPUbIEV2 V2 IR ]
- w - NetworkApp F5 Networks, . | BIG-P LTh Node 3193 System cus Act SwPPbicv2 V2 mBREL]
= w - BG-PLTiNode 2225 System cue Actve ‘ShupPublic V2 (V2 )R]
- w - BIG-P LTH Pool Memt 1430 _ System cus Act SwpPbicv2 V2 mBREL
= R BIG-P LTH Pool Memt 1204 System cue Actve ‘SPPUbIc V2 V2 R ]
- w - BIG-P LTH PoolMemt 1951 _ System cus Act SwpPbicv2 V2 mBREL
= w - cue Actve ‘SPPUbIc V2 V2 R ]
- w - cus Act SwpPbicv2 V2 mBREL
= w - cue Actve ‘SPPUbIc V2 V2 R ]
- w - cus Act SwpPbicv2 V2 mBREL
= w cue Actve ‘SNPPUblIc V2 (V2 R ]
— w - cus Act swpPbicv2 V2 mBREL
= w - cue Actve ‘SPPUbIc V2 V2 R ]
- w - Act SwpPbicv2 V2 mBREL
= w - Actve ‘SPPUbIc V2 V2 R ]
- w - Act SwpPbicv2 V2 mBREL
= w - Actve ‘SPPUbIc V2 V2 R ]
- w - Act SwpPbicv2 V2 mBREL
= w - Actve ‘SPPUbIc V2 V2 R ]
- w - Act SwpPuicv2 V2 mYs Rl
= R 223 Actve ‘SPPUbIc V2 V2 YR ]
- w - e 2178 System Act SwpPbicv2 V2 mBREL
= R 2% System Actve ‘SPPUbIc V2 V2 R ]
- w - 2714 System Act SwpPbicv2 V2 mBREL
= R 2081 System Actve ‘SPPUbIc V2 V2 R ]
- w - 1979 system Act SwpPbicv2 V2 mBREL
= R 229 System Actve ‘SPPUbIc V2 V2 R ]
- w - 1 system Act SwpPbicv2 V2 mBREL
= v - 2441 System Active SNUPPUbICV2 V2 Rl
— w - System Act SwpPbicv2 V2 mBREL
= R 271 System Actve ‘SPPUbIc V2 V2 R ]
- w - 275¢  System Act SwPPbicv2 V2 mBREL
= R %79 System Actve ‘SPPUblIc V2 V2 IR ]
- w - 3053 system cus Act SwpPbicv2 V2 mBREL]
= R 2115 System cue Actve ‘SNPPUblIc V2 V2 IR ]
- w - 3008 system cus Act SwPPbicv2 V2 mBREL]
= R , 269 System cue Actve ‘SNPPUblc V2 V2 YR ]
— w - Network App FS Networks, c. | BG-PLTH Node 2790 System cue Actve SuPRbicV2 V2 mERE
= w - Network App F5 Networks, . |BIG-P LTH Node 2642 System cue Actve ‘SNPPUblc V2 V2 R ]
- w - Network App F5 Networks, . | BIG-P LTH Node 3206 System cus Actve SwpPbicv2 V2 mBREL
= w - NetworkApp F5 Networks, . |BIG-P LTh Node 2395 System cue Actve ‘SNMPPUblc V2 V2 R ] ~

{Select Acton] =
|

3. Inthe Device Administration panel, select the Logs tab.
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Close Properties Thresholds Collections Monitors
Schedule | lcksts | Redirests |  Motes |

Root Device Ip440d.ussact

Group / Collector |CUG| emf_ao

Device Mame | storeboard-rest-prd nike net_80 - Component Device
o 418 Network Application f
Clzs= FS Networks, Inc Clzz: BIG-P LTM Virtual Server ey
Organization | System Uptime 0 days, 00:00:00 VIRTUAL SERVER

Parent Device BIG-IP LTM Service

Device Hostname

Actions Reset Guide

Device Logs & Messages | Messages Found [ 5]
[Search All Messages] | | whers Message is like

Date Time Source  Event|D  Priority
2014-10-09 18:00:52 Internal 32964 -
. 2014-10-08 17:56:08 Internal =
. 2014-10-09 17:56:08 Internal 38148
. 2014-10-09 17:56:08 Internal 32149
. 2014-10-09 17:56:08 Internal 32150

Message

o M

4. The Device Logs & Messages page displays the following about each log entry:
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o Date Time. The date and time the entry was made in the log.

o Source. The entity or process that generated the message.

° Syslog. Entry was generated from standard system log generated by device.
° Internal. Entry was generated by SL1.
° Trap. Entry was generated by an SNMP trap.
° Dynamic. Entry was generated by a Dynamic Application.
° API. Entry was generated by another application.
° Email. Entry was generated by an email message from a third-party application to SL1.
o Sciencelogic Agent. Entry was generated by the SL1 Agent.
e Event ID. If an event was created, a unique event ID, generated by SL1. If the log entry is not
associated with an event, no ID appears in this column.

e Priority. lf applicable, specifies the priority of the syslog message.

° Info. An error occurred.
© Notice. An error has not occurred. Entry denotes normal system activity.

°© N /A. Notapplicable. Entry was not generated by syslog.
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Message. Text of the log entry, color coded to match event severity (if applicable).

Viewing Events Associated with a Log Entry

From the Device Logs & Messages page you can view the event generated by each log entry. To do so:

1. Go to the Device Manager page (Devices > Device Manager).
2. Inthe Device Manager page, find the device whose log you want to view. Select its wrench icon (L?)

3. Inthe Device Administration panel, select the Logs tab.

[ imteriaces | Golsuonships | Dokets | Rerects | Hotes |

Device Mame | 10.7.12.125:5391 Component Device

Iz (1606 Catzzory Network.Application
==z FS5 Networks, Inc. Sub-Clzzz  BIG-IP LTM Pool Member I
System Uptime | 0 days, 00:00:00 MEMBER

Root Device  |Ib440d.ussacl Group / Collector (CUG | em?_ao A |_'_. | o= '3
Pzrznt Device  Ori-niketown.nike.com_8013

Device Hostname

Device Logs & Messages | Messages Found [ 31 ] Actions
[Search All Messages] |- [ where Message is like

Date Time Source  EwventID Priority e
2014-10-20 17:11:29 Dynamic 54443 - i Mem 8 able (message repeats
. 2014-10-13 15:01:50 Internal 53321 -
. 2014-10-13 15:01:50 Internal 53321 -
2014-10-13 15:01:50 Internal 53321 -
2014-10-13 15:01:50 Internal 53321 -
. 2014-10-13 15:01:50 Internal 53321 -
. 2014-10-13 15:01:50 Internal 53321 -
. 2014-10-13 15:01:50 Internal 53321 -
9. 2014-10-13 15:01:50 Internal 53321 -
10. 2014-10-13 15:01:50 Internal = 53321 -
1. 2014-10-13 15:01:50 Internal 53321 -
12. 2014-10-13 15:01:50 Internal 53321 -
13. 2014-10-13 15:01:50 Internal = 53221 -
14. 2014-10-13 15:01:50 Internal =~ 53321 -
15, 2014-10-13 15:01:50 Internal 53321 -
16. 2014-10-13 15:01:49 Internal 53321 -
17. 2014-10-13 15:01:48 Internal
18. 2014-10-13 15:01:49 Internal =~ 53321 -
19. 2014-10-13 15:01:49 Internal 53321 -
20. 2014-10-13 15:01:49 Internal 53321 -
21. 2014-10-13 15:01:48 Internal 53321 -
22, 2014-10-13 15:01:49 Internal 53321 -
23. 2014-10-13 15:01:49 Internal 53321 -
24, 2014-10-13 15:01:49 Internal 53321 -
25, 2014-10-13 15:01:49 Internal 53321 -
26. 2014-10-13 10:27:06 Internal 50868 -

[N T R NS R

EEEEEEEEEEEEEEEEEEEEEEE

:

—

4. Inthe Device Logs & Messages page, find the log entry you are interested in. Select its event icon (JJ .

5. The Viewing Events page appears for the device and displays the event associated with the selected log
entry. For details on events, see the manual Events.
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Creating an Event Policy from a Log Entry

From the Device Logs & Messages page, you can create a new event policy based on a log entry. If a log entry
does not have an event policy already associated with it, the pencil icon (rﬂ) will appear next to the entry. You
can click on this icon to create a new event policy. After you create an event policy, each time this log entry is
generated for a device, SL1 will trigger an event in the Events page.

For devices on which the SL1 agent is installed, you can also define a Log File Monitoring policy. Log

File Monitoring policies specify the log files the agent should monitor, and which lines from those log files the
agent should send to the platform. You can define event policies to trigger an event based on Log File Monitoring
policies.

NOTE: For more information about Log File Monitoring Policies and using the SL1 Agent to monitor device
logs, see the chapter on "Monitoring Logs Using the SL1 Agent" in the Monitoring with the SL1
Agent manual.

To create an event policy from a log entry:

1. Go to the Device Manager page (Devices > Device Manager).
2. Inthe Device Manager page, find the device whose log you want to view. Select its wrench icon ( a‘).

3. Inthe Device Administration panel, select the Logs tab.
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Close Properties Thresholds Collections Monitors
Schedule | licksts | Redirects |

emr_ao Typz  Physical Device
10.100.100.8 177 sory | SystemEM7
= Sciencelogic, Inc. Sub-Clzzs | EMT Aln-One
System Uptime | 9 days, 20:26:38
Callection Mode | Active Collection Time | 2014-10-21 11:20:00
Deszriptior  Seiencelogic EMT G3 - Alln-One Group / Colector |CUGT | MOSS_ISO_CU
Device Hostname
Device Logs & Messages | Messages Found [ 26 ] Actions

[Search All Messages] | | whers Message is like

Datz Time Scurce  Event D Priority o
1. 2014-10-21 11:21:47 Trap — —  Trap Received (No name found for this Trap QID) | Trap Detail: (Trap OID: .1.2.3.4.5.6)
2. 2014-10-21 11:20:04 Dynamic GE06 —  Physical Memory has : (B0%) Iy (B4%) ’
3. 2014-10-21 11:15:04 Dynamic G206 - Physical Memory has exceeded threshold: (80%) currently (80%) (message repeats 2 times) B
4. 2014-10-21 11:00:09 Dynamic - - -
5. 2014-10-21 10:56:16 Internal - —  Completed application discovery on device -
6. 2014-10-21 10:55:16 Internal - - Completed TCP/P port scan -
7. 2014-10-21 10:56:16 Internal - —  Completed scan for SSL certificates -
8. 2014-10-21 10:58:16 Internal - - Completed IP address classification
5. 2014-10-21 10:55:18 Internal - - Completed detailed discovery session -
10. 2014-10-21 10:55:51 Internal - - Started detailed discovery session (message repeats 1 time) -

11. 2014-10-21 10:55:15 Dynamic - -
12. 2014-10-21 10:55:02 Internal - -
13. 2014-10-21 10:55:02 Internal - -
14. 2014-10-21 10:55:01 Internal ~ 6795 -
15, 2014-10-21 10:55:01 Internal ~ 6796 -
16. 2014-10-21 10:55:01 Internal ~ 6797 -
17, 2014-10-21 10:55:01 Internal 6758 -
18. 2014-10-21 10:55:01 Internal ~ 6759 -

-

IP address -
Completed detailed discovery session

mn

a4
19, 2014-10-21 10:55:01 Internal BB00 - D
20. 2014-10-21 10:55:01 Internal 6801 - L
21. 2014-10-21 10:55:01 Internal 6802 - B
22. 2014-10-21 10:55:01 Internal 6803 - L
23. 2014-10-21 10:55:01 Internal - —  Completed application discovery on device —
24, 2014-10-21 10:55:01 Internal — - Completed TCP/P port scan —
25, 2014-10-21 10:55:01 Internal - —  Completed scan for SSL certificates -
28. 2014-10-21 10:54:47 Internal - —  Device record created (Class: Sciencelooic. Inc. | EM7 Albin-One} Sciencelogic. Inc. | EM7 Alkin-One -7

4. Inthe Device Logs & Messages page, find the log entry from which you want to create an event policy.
Select its pencil icon (crﬂ).

5. The Event Policy Editor page appears, with some of the fields automatically populated with values from the
selected log entry. For details on defining event policies, see the manual Events.

Redirecting Log Data from One Device to Another

The [Redirects] tab of the Device Investigator (or the Redirect Policy Editor page in the Device
Administration panel in the classic SL1 user interface) enables you to redirect log entries from one IP-based
device to another IP-based device, or from an IP-based device to a virtual device.

This is perhaps most useful for devices that do not support TCP/IP. Using a redirect, SL1 can push data from a
device that does not support TCP/IP to another device that does, and then collect the data from the device that
does support TCP/IP.

In this scenario, you can create a virtual device in SL1 to represent the device that does not support TCP/IP. You
can then move the data from the TCP/IP device that is monitored by SL1 to the virtual device in SL1. The
[Redirects] tab of the Device Investigator (or the Redirect Policy Editor page in the Device Administration
panel in the classic SL1 user interface) allows you to move data and log entries generated by inbound SNMP
Trap, Syslog, or Email messages from the TCP/IP device to the virtual device. However, if you do so, be aware of
the following:
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 Log entries that are redirected to a virtual device will no longer appear in the log files for the IP-based
device.

* Log entries that are redirected to a virtual device are no longer associated with the IP address of the original
device.

* Log entries with a Source of Internal, Dynamic, or APl that match a redirect policy are not moved from the
IP-based device to the current device.

To redirect data from one IP-based device to another IP-based device or a virtual device:

1. Goto the [Redirects] tab of the Device Investigator for the virtual or IP-based device to which you want to
redirect data. (Alternatively, in the classic SL1 user interface, go to the Redirect Policy Editor page in the
Device Administration panel. To do so, go to the Device Manager page Devices > Device Manager),
find the device to which you want to direct data, click its wrench icon ( P), and then click the [Redirects]

tab.)

Redirect Policy Editor

Source Device [Select Device v )

Expression Match | J

Active State [ [Enabled] v ]

Redirect Policy Registry

There are no redirect policies aligned with this device.

2. To move SNMP Trap, Syslog, or Email log messages from an IP-based device to the current device, provide
values in each of the following fields:

o Source Device. This is the TCP/IP device from which you want to redirect log messages. Data from

this device will be moved to the current device. Select from a drop-down list of all IP-based devices
discovered by SL1.

o Expression Match. A regular expression used to locate the log entry to redirect. This can be any
combination of alphanumeric and multi-byte characters, up to 64 characters in length. SL1's
expression matching is case-sensitive. For details on the regular-expression syntax allowed by SL1,
see http://www.python.org/doc/howto/ .

« Active State. Specifies whether or not SL1 will execute the redirection policy. The choices are:

° Enable. SL1 will execute the redirection policy.

° Disable. SLT will not execute the redirection policy.

3. Click [Save].

4. You can repeat steps 2 and 3 to redirect data from more than one device or from more than one type of log
message.
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Viewing Logs for All Devices

The Audit Logs page (System > Monitor > Audit Logs) displays a list of all actions that have occurred on all
devices.

For details on the Audit Logs page, see the manual System Administration.

Viewing Logs for All Devices
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11

Monitoring SSL Certificates

Overview

This chapter describes how to monitor SSL certificates in SL1.

Secure Sockets Layer (SSL) is a cryptographic protocol that provide security and data integrity for communications
over TCP/IP networks such as the Internet. SSL allows client/server applications to communicate across a network
in a way that prevents eavesdropping, tampering, and message forgery.

SSL uses certificates to verify communication and encrypt message. The certificate issuer (also known as the
certificate authority or CA) is an organization that issues digital certificates (digital IDs). These digital IDs (called
keys) authenticate the identity of people and organizations over a public system such as the Internet. These keys
also allow senders and receivers to encrypt messages and un-encrypt replies.

During discovery and nightly auto-discovery, SL1 can search for all SSL certificates. If you specify a discovery level
and/or a rediscovery level of "2" or greater (in the Behavior Settings page), SL1 will then collect information
about each discovered SSL certificate. You can specify values in the Asset & SSL Certificate Expiry fields (also in
the Behavior Settings page), and SL1 will generate the following events to remind you when an SSL certificate is
about to expire or has expired:

¢ SSL Certificate due to expire soon. This event will be launched at the time specified in the Behavior Settings
page, in the SSL Certificate Expiry Soon field.

 SSL Certificate due to expire imminently. This event will be launched at the time specified in the Behavior
Settings page, in the SSL Certificate Expiry Imminent field.

* SSL certificate has expired.

e SSL certificate has been renewed. This event will be launched when an SSL certificate has been renewed.

In the SSL Certificate Monitoring page (Registry > Monitors > SSL Certificates) you can view a list of all
discovered SSL certificates and their expiration dates.

Use the following menu options to navigate the SL1 user interface:
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« To view a pop-out list of menu options, click the menu icon [&).

» To view a page containing all of the menu options, click the Advanced menu icon ( = ).

This chapter covers the following topics:

System Settings that Affect SSL Certificates in SLT ... . 213
Viewing the List of SSL Certificates ... 214
Filtering the List of SSL Certificates ... 216

System Settings that Affect SSL Certificates in SL1

In the Behavior Settings page (System > Settings > Behavior), the following settings affect how SL1 monitors
SSL Certificates:

Behavior Settings Resot Guide
Interface URL  [htps/em7.mydomain.com | Use CDP Topology Enable Community String Indexing (VLAN Topology) [
Force Secure HTTPS ] Default Country [ [ Unted States |
Password Expraton [ asatiea | = System Timezone  [[_uTC] [=]
Password Hash Method [ (DS (egacy) ] = NS Detection Disable
Password Minimum Length 5 ] Port Poling Type | [ alf Open [=]
Account Lockout Type [ Lockout by Username (defaut)] =] Intial Discovery Scan Level [[ 4. Advanced Porl Discovery | =]
Account Lockout atiempts {3 atompts | = Rediscovery Scan Level (Nghty) [ {4 Advanced PortDiscavery | =
Login Delay [[ Disabled] = Teovery Scan THoHe | {Disablea] =1
Single Instance Login (Admins) | [ Disabled | E| ‘4 ‘ Port Scan All Ps. | [1 Enabled | E|
Single Instance Login (Users) | [ Disabled | ][ ] Port Scan Timeout [ [ 120000 Msec. ]
Account Lockout Duration [ hour ] [+] Restart Windows Services (Agent required) [0, Disabled ] =]
Lockout Contact information |SDILSCLLUGIC ‘ Hostname Precedence | [SNMP 1 E|
Login Header Tite | ‘ Interface Name Precedence | [ Interface Name]
System dentifier | ] DNS Hostnames [ [ Strip Domain Name (Hostname) | =]
Ping & Pl Tmeout (Wsee ) [ 1000 = Event Ciering ode [ Glear Al n Grous ] =
SNHP Poll Timeout (Wsec.) [ [1000] =] Patch Waintenance Minimum Severty [10 Heatthy] =1
SNWP Faiure Retries (1] =] SSL Certificate Expiry Soon |4 months ] [=]
Inttially Discovered interface Poll Rate | 15 minutes | E| SEL Certificate Expiry Imminent | [1 wesk]
DHCP Community Strings  [pubiic 3 VERBIY (1 month ] =1
(Comma seperatec) Domain Name Expiry [[1 montn] =
Strip FQDN From Inbound Email Bevice Name [ [ Enabled] [=] Validate Phone Nurber [ [ Disabled ]
Event Console Ticket Life Ring Button Gehavior [ [ Create / View EM7 Ticket] [~] Dashboard Waximum Series Count Per Widget  [[&] =]
Prevent Browser Saved Credentia () Display Previous Login In Footer ]
Ignore trap agent-addr varbind [
| o] |

« Initial Discovery Scan Level. Specifies the data to be gathered during the discovery session. The options
are:

° 0. Model Device Only. Discovery tool will discover if device is up and running and if so, collect the
make and model of the device. SL1 will then generate a device ID for the device, so it can be
managed by SL1.

°© 1. Initial Population of Apps. Discovery tool will search for Dynamic Applications to associate with the
device. Discovery will also perform "0. Model Device Only" discovery.

o 2. Discover SSL Certificates. Discovery tool will search for SSL certificates and retrieve SSL data.
Discovery tool will also perform "1. Initial Population of Apps", and "0. Model Device Only".
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o 3. Discover Open Ports. Discovery tool will search for open ports. Discovery tool will also perform "2.
Discover SSL Certificates", "1. Initial Population of Apps", and "0. Model Device Only".

NOTE: If your system includes a firewall and you select option 4, discovery may be blocked and/or may be
taxing to your network.

° 4. Advanced Port Discovery. Discovery tool will search for open ports, using a faster TCP/IP
connection method. Discovery tool will also perform "2. Discover SSL Certificates", "1. Initial
Population of Apps", and "0. Model Device Only".

° 5. Deep discovery. Discovery tool will perform advanced OS/service fingerprinting on detected open
ports.

NOTE: If your system includes a firewall and you select option 4, some auto-discovered devices may remain
in a pending state (purple icon) for some time after discovery. These devices will achieve a healthy
status, but this might take several hours.

» Rediscovery Scan Level (Nightly). Specifies the data to be gathered/updated each night during the
rediscovery process. The Rediscovery process will find any changes to previously discovered devices and will
also find any new devices added to the network. The options are the same as those described for Initial
Discovery Scan Level.

o SSL Certificate Expiry Soon. Specifies when SL1 should notify the user that the SSL Certificate is about to
expire soon. The choices range from 1 day to 9 months. When the time between the current date and the
expiry date of an SSL Certificate is less than the selected value, SL1 will generate an event with a severity of
Minor. The event message will say "SSL certificate due to expire soon." When you renew the certificate, SL1
will generate a healthy event which will clear the outstanding SSL expiration event(s).

o SSL Certificate Expiry Imminent. Specifies when SL1 should send a more urgent notification to the user
that the SSL Certificate is about to expire imminently. The choices range from 1 day to 9 months. When the
time between the current date and the expiry date of an SSL Certificate is less than the selected value, SL1
will generate an event with a severity of Major. The event message will say "SSL certificate due to expire
imminently." When you renew the certificate, SL1 will generate a healthy event which will clear the
outstanding SSL expiration event(s).

Viewing the List of SSL Certificates

To view the list of discovered SSL certificates:

1. Go to theSSL Certificate Monitoring page (Registry > Monitors > SSL Certificates).
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2. The SSL Certificate Monitoring page displays a list of all SSL Certificates discovered by SL1.

SSL Certificate Monitoring | Certificates Found [17] Reset Guide
ExistonDste  CenlD IP Adsress e ory
J[a [=l Il Il IL IL

1. e e 2024081021343 285 System Fyrioenn

2. @ScienceLogi, inc 2024-07-04 14:18:32 293 System #iHoenn

3. [DSci . nc. 2004072211338 292 FHoenn

4. @ScinceLogic, Inc. 2024041521403 291 System Fyrioenn

£ ESciencelLogic, inc. 2024-06-07 15:54:119 289 #Hoenn

6. @ScienceLogic, nc. 2024-07-21 231238 280 System #Hoenn

7. | @Scencelopic,LLC. P T oy | System Fpcenn

5 @ScenceLogic, LLC 2018070301350 185 w92 1633350 System Fysystem

9. E@SciencsLogic, LLC. 2018-07-03 01:35:10 31 L - - ) -
10. E)ScienceLogic, LLC. 2018-07-03 013510 30 [ - = & =
1. @Seineatogio LLC ooz v R v = = & =
12. @ScienceLogic, LLC. 20180703 01:35:10 16 [ = = ® =
13. )SomeOrganization 2015-07-1016:25:07 172 IR I /10 100.100.40. Pingable

16 @Vitware nstaler 2072041207207 190 10100 100 5 Pingavle Fponto

1, @Vitware Instalir 20250922 1m0 12 IS v = = & =
16. @Viware Installer 2024-11-15123055 12 [ v - = ® =
17, Vi, ne e, - [ = = # =

3. Foreach discovered SSL certificate, the SSL Certificate Monitoring page displays the following
information:

TIP: To sort the list of SSL certificates, click on a column heading. The list will be sorted by the column value,
in ascending order. To sort by descending order, click the column heading again. The Expiration Date
column sorts by descending order on the first click; to sort by ascending order, click the column heading
again.

« Certificate Organization. Name of the certificate issuer. If the certificate does not include this
information, this field will display "Not Specified".

o Expiration Date. Date and time at which the SSL certificate expires. To continue to use the SSL
certificate, you must renew it before this date and time.

e Cert ID. Unique, numeric ID, assigned to the monitoring policy automatically by SLT1.
e Device Name. Name of the device associated with the SSL certificate.

o [P Address. IP address of the device associated with the SSL certificate. This is the IP address SL1 uses
to communicate with the device.

« Device Category. Device category of the device associated with the SSL certificate.

» Organization. Organization for the device associated with the SSL certificate.
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Filtering the List of SSL Certificates

You can filter the list on the SSL Certificate Monitoring page by one or more parameters. Only SSL certificates
that meet all the filter criteria will be displayed in the SSL Certificate Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The SSL Certificate Monitoring page
searches for SSL certificates that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:
« Certificate Organization. The organization that issued the certificate. This is sometimes called a Certificate
Authority.
o Expiration Date. Only those SSL certificates that have the specified expiration date will be displayed. The
choices are:
o All. Display all SSL certificates that match the other filters.
° Past. Display only SSL certificates that have already expired.
° Next Week. Display only SSL certificates that will expire within the next week.
° Next Month. Display only SSL certificates that will expire within the next month.
°  Next Six Months. Display only SSL certificates that will expire within the next six months.
° Next Year. Display only SSL certificates that will expire within the next year.
o Cert ID. You can enfer text to match, including special characters, and the SSL Certificate Monitoring
page will display only SSL certificates that have a matching cert ID.

o Device Name. You can enter text to match, including special characters, and the SSL Certificate
Monitoring page will display only SSL certificates aligned with a device with a matching device name.

o IP Address. You can enter text to match, including special characters, and the SSL Certificate Monitoring
page will display only SSL certificates aligned with a device with a matching IP address.

o Device Category. You can enter text to match, including special characters, and the SSL Certificate
Monitoring page will display only SSL certificates aligned with a device with a matching device category.

» Organization. You can enter text to match, including special characters, and the SSL Certificate
Monitoring page will display only SSL certificates that have a matching organization.
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12

Monitoring Domain Servers and DNS Records

Overview

Domain-name monitoring policies allow you to monitor the availability and lookup time for a specific domain-
name server and a specific record on a domain name server.

SL1 will send a request to the domain-name server asking the domain-name server to search a specified DNS
record for the specified text string. If the domain-name server responds, SL1 considers the server "available".

SL1 also monitors the amount of time it takes for the domain-name server to respond and collects this data to
calculate and graph lookup time.

For each domain name policy, SL1 will collect data and create trend reports.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [&).

« Toview a page containing all of the menu options, click the Advanced menu icon ( «+ ).

This chapter covers the following topics:

Viewing the List of Domain Name Monitoring Policies ... 218
Defining a Monitoring Policy for a Domain Name ... 220
Editing a Monitoring Policy for a Domain Name ... 223
Executing the Domain Name Monitoring Policy ... ... . . . .. 224
Deleting a Domain Name POliCy ... 224
Viewing Reports for a Domain Name Monitoring Policy ... 225
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Viewing the List of Domain Name Monitoring Policies

You can view a list of domain name policies from the Domain Name Monitoring page (Registry > Monitors >
Domain Name). The Domain Name Monitoring page displays the following about each domain name
monitoring policy:

Domain Name Monitoring | Monitors Found [1]

1. 2 gifidocmail sciencelogic.com 10.100.100.8

Errra—] c- |
S

¢ Domain/Zone Name. Domain or zone name of the domain being monitored by the policy.
e Name Server. Name server being monitored by the policy.

e Policy ID. Unique, numeric ID, assigned to the policy automatically by SLT.

o State. Whether the policy is enabled or disabled.

o Device Name. Name of the device associated with the policy.

e IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

¢ Device Category. Device category of the device associated with the policy.

o Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

» Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.
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* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

» Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.

Filtering the List of Domain Name Monitoring Policies

You can filter the list of policies on the Domain Name Monitoring page by one or more parameters. Only policies
that meet all the filter criteria will be displayed in the Domain Name Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Domain Name Monitoring
page searches for policies that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Domain/Zone Name. You can enfer text to match, including special characters, and the Domain Name
Monitoring page will display only policies that act upon a matching domain name or zone name.

o Name Server. You can enter text to match, including special characters, and the Domain Name
Monitoring page will display only policies that act upon a matching name server.

» Policy ID. You can enter text to match, including special characters, and the Domain Name Monitoring
page will display only policies that have a matching policy ID.

o Device Name. You can enter text fo match, including special characters, and the Domain Name
Monitoring page will display only policies aligned with a device with a matching device name.

o IP Address. You can enter text to match, including special characters, and the Domain Name Monitoring
page will display only policies aligned with a device with a matching IP address.

o Device Class. You can enter text to match, including special characters, and the Domain Name
Monitoring page will display only policies aligned with a device with a matching device class.

o Organization. You can enter text to match, including special characters, and the Domain Name
Monitoring page will display only policies that have a matching organization.

Viewing the List of Domain Name Monitoring Policies 219



Defining a Monitoring Policy for a Domain Name

You can define a domain name monitoring policy for a device on the [Monitors] tab of the Device Investigator.

tions Processes Redirects Relationships Schedules Journals Services Map Monitors Thresholds Tickets Notes Q More v
Monitoring Policies Create Actions Refresh Guide
Poicy Name URL Content Encoding £t Date 4
1 M 'SOAP/XML Policy http://www.sciencelogic.com textixml 2021-01-27 19:57:07 a
IP Address Port Number Protocol Edit Date -
2 ’,‘ 102.11.119 2 TCPAP 2021-01-27 19:56:39 ‘/_

cscol119 Info v Report ‘ Tools

To define a domain name monitoring policy:
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Go to the Devices page and click the Device Name of the device for which you want to define a domain
name monitoring policy. The Device Investigator displays.

Click the [Monitors] tab.

Click [Create], and then select Create Domain Name Policy. The Create Domain Name Policy modal
appears:

Create Domain Name Policy

Create New Policy New Reset

Select Device

[device_1 v]
Domain Name Record Type
[docmail sciencelogic com | [A-Address Record M
Name Server IP Address Timeout
[192.168.10.21 | ([0 sec] v

Result Match

State
[192.163.10.201 ] [[Enabled]

Alert if Found

(] 2
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4. Inthe Create Domain Name Policy modal, supply a value in each of the following fields:

o Select Device. Select a device from the drop-down list to align with this policy. By default, the current
device is selected in this field.

NOTE: Before you can define a domain name policy, you must decide which managed device you want to
associate with the policy. You might want to associate the policy with the DNS you will be monitoring
with the policy, but you aren't required to do so. The requests to the DNS will be sent from an SL1
appliance, but you must still associate the policy with a device.

e Domain Name. Name of the domain you want to monitor with this policy.

o Name Server IP Address. IP address of the name-server device you want to monitor with this policy.
SL1 will use this IP address to communicate with the name-server.

o Record Type. Type of DNS record you want to check for availability and lookup speed.

o Timeout. Number of seconds SL1 should wait for a response from the DNS. If SL1 does not receive a
response message after the specified number of seconds, SL1 generates an event.

o Result Match. Text string to search for. SL1 will search the selected DNS record for this string. You
can enter either a string that should always appear in the specified record or you can enter a string
that you do not want to appear in this record (that is, a string that indicates an illicit entry).

o Alert if Found. You can use this field in one of two ways: generate an event when the normal content
is not found in a record or generate an event when illicit content is found in a record. The resulting
event is of severity "Major" and has the message "DNS expression match failure". Your choices are:

© Yes. Use this setting to look for illicit content in a DNS record.
® | SL1 finds the illicit string (specified in the Result Match field), SL1 will generate an event.

® [ SL1 does not find the illicit string (specified in the Result Match field), SL1 will not
generate an event.

° No. Use this setting to ensure that a DNS record contains the expected content.

® [ SL1 finds the expected string (specified in the Result Match field), SL1 does not generate
an event.

® |fSL1 does not find the expected string (specified in the Result Match field), SL1 generates

an event.

« State. Specifies whether SL1 should start collecting data specified in this policy from the device.
Choices are:

° Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency
specified in the Process Manager page (System > Settings > Admin Processes) for the Data
Collection: DNS Policy Monitoring process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field
is set to Enabled.

5. Click [Save].
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Example Policy for Domain Name

Create Domain Name Policy

Create New Policy New Reset
Select Device
[device_1 v]

Domain Name Record Type

[decmail.sciencelogic.com ] [A-Address Record v]

Name Server IP Address Timeout

[192.168.10.21 | ([0 sec] v
Result Match Stats

[192.168.10.201 ] [[Enabled] &
Alert if Found

(] 9

* In this policy, we associated the device "device 1" with our policy.

e Onthe name server 192.168.10.21, we searched for the domain "docmail.sciencelogic.com”. Specifically,
we searched the "A" record for the domain.

* We expect the "A" record to include the IP address "192.168.10.201" (this is the IP address of the device
"device 1").

If the "A" record doesn't exist or doesn't include the specified IP address, SL1 will generate an event.

Defining a Monitoring Policy for a Domain Name in the Classic SL1
User Interface

There are two places in SL1 from which you can define a monitoring policy for a domain name:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Select the wrench icon (}i) for the device.

* Inthe Device Administration panel, select the [Monitors] tab.

o From the [Create] menu in the upper right, select Create Domain Name Policy.

Or:

2. From the Domain Name Monitoring page (Registry > Monitors > Domain Name):
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* Go to the Domain Name Monitoring page.

¢ Click the [Create] button.
3. The Create Domain Name Policy modal page appears.

For information about completing the fields in the System Process Policy modal page, see the section on
Defining a Monitoring Policy for a Domain Name.

Editing a Monitoring Policy for a Domain Name

To edit a domain name monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.
2. Click the [Monitors] tab.
@
(<7)

3. Find the policy you want to edit and click its wrench icon . The Domain Name Policy modal appears.

4. Inthe Domain Name Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for Domain Names.

5. Click [Save].

Editing a Monitoring Policy for a Domain Name in the Classic SL1
User Interface

There are two places in SL1 from which you can edit a monitoring policy for a domain name:

1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
. . & .
Click the wrench icon (7)) for the device.

¢ |nthe Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( ﬁ).
Or:

2. From the Domain Name Monitoring page (Registry > Monitors > Domain Name):

¢ Inthe Domain Name Monitoring page, find the policy you want to edit and click that policy's

wrench icon ﬁ‘).

3. The Domain Name Policy modal appears.

4. Inthe Domain Name Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for Domain Name.

5. Click [Save].
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Executing the Domain Name Monitoring Policy

After creating or editing a domain name monitoring policy, you can manually execute the policy and view
detailed logs of each step during the execution.

NOTE: After you define a domain name monitoring policy and enable the policy, SL1 will automatically
execute the policy every five minutes. However, you can use the steps in this section to execute the
policy immediately and see debug information about the execution of the policy.

To execute a domain name monitoring policy:
1. Goto the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.
2. Click the [Monitors] tab.

3. Find the policy you want to run manually and click its lightning bolt icon ().

4. The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is helpful for diagnosing possible problems with a

policy.

Executing the Domain Name Monitoring Policy in the Classic SL1 User
Interface

To execute a domain name monitoring policy in the classic SL1 user interface:
1. In the Domain Name Monitoring (Registry > Monitors > Domain Name) page, find the policy you want
to run manually.
2. Click the lightning bolt icon (+ ) to manually execute the policy.

3. While the policy is executing, SL1 opens a modal called Session Logs. The Session Logs page provides
detailed descriptions of each step during the execution. This is helpful for diagnosing possible problems with
a policy.

Deleting a Domain Name Policy

You can delete a domain name policy from the [Monitors] tab of the Device Investigator. When you delete a
monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a monitoring
policy will also remove all data that was previously collected by the policy.

To delete a domain name monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.
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2. Click the [Monitors] tab.

3. Find the policy you want to delete and click its bomb icon (§"). A confirmation prompt appears.

4. Click [OK].

Deleting a Domain Name Policy in the Classic SL1 User Interface

You can delete one or more domain-name policies from the Domain Name Monitoring page. When you
delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a domain name monitoring policy in the classic SL1 user interface:

1. Go to the Domain Name Monitoring page (Registry > Monitors > Domain Name).

2. Inthe Domain Name Monitoring page, select the checkbox(es) for each domain name policy you want to

delete. Click the checkmark icon () to select all of the domain-name monitoring policies.

3. Inthe [Select Action] menu in the bottom right of the page, select Delete Monitors.

G |

4. Select the [Go] button to delete the selected domain name monitoring policies.

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Viewing Reports for a Domain Name Monitoring Policy

See the section Viewing Performance Graphs to view information and examples of reports for domain name
monitoring.
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Monitoring Email Round-Trips

Overview

An email round-trip policy monitors the total amount of time it takes to:

* Send an email message from SL1 to an external email server.

* Receive a response from the external email server.

In the policy editor, you specify which mailbox SL1 should send messages to. For each email policy, SL1 will
collect data and create trend reports about availability and round-trip time.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

« To view a page containing all of the menu options, click the Advanced menu icon ( + ).

This chapter covers the following topics:

Required Settings and Configuration ... 227
How SL1 Collects and Calculates Round-Trip Time ... 229
Viewing the Email Round-Trip Monitoring Policies ... 229
Defining an Email Round-Trip Monitoring Policy ... ... . . .. .. 231
Events for Email Round-Trip Policies ... . 234
Editing an Email Round-Trip Monitoring Policy ... 235
Deleting an Email Round-Trip Monitoring Policy ... 236
Viewing Reports on an Email Round-Trip Monitoring Policy ... 237
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Required Settings and Configuration

The following sections describe the system settings you must define in SL1 and the required configuration that
must happen on the external email client before you can define an email round-trip monitoring policy.

Required System Settings in SL1

Before you can define a monitoring policy for round-trip email, you must define the following system settings for
SL1:

1. Go to the Email Settings page (System > Settings > Email).

Email Settings

your-domain-goes-here com

Authorized Email Domains

System From Email Address  [root@your-domain-goes-here.com

Email Formal Name  [EM7 Event Notifier

E

ay |

Email Gateway Alt [192.168.0.2

J
J
m J
J
J

Escalation Notify Subject [TICKET ESCALATED: #%t | %M | %T | %F

2. Inthe Email Settings page, you must define the value of the following fields to use email round-trip
monitoring policies:

¢ Authorized Email Domains. The fully qualified domain name of the Database Server or the All-In-
One Appliance.

© A DNS MX record must already exist or be created for each domain specified in this field. Each All-
In-One Appliance and each Database Server includes a built-in email server. When creating the
required DNS MX record, you can specify the fully-qualified domain name of the Database Server
or the fully-qualified domain name of the All-In-One Appliance as the name of the email server.

e System From Email Address. Full email address from which SL1 will sent all outbound email.
Specify a mailbox and an email domain from the list specified in the Authorized Email Domains
field. For example, if company.com is one of the authorized email domains, you could specify
"mailbox@company.com". SL1 would then check this mailbox for email messages associated with
email round-trip policies.

o Email Formal Name. Name that will appear in "from" field in email messages sent from SL1.
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e Email Gateway. IP address or fully-qualified name of SL1's SMTP Relay server. To use the relay
server that is built-in to SL1, enter the IP address or fully-qualified domain name of the Database
Server of the All-In-One Appliance.

If SL1 cannot use its built-in SMTP relay server to route email messages directly to their destination
server (for example, due to firewall rules or DNS limitations), SL1 can use another relay server. You
can specify the IP address or fully-qualified domain name of the relay server in this field. Make sure
you have configured your network to allow the SL1 appliance to access this SMTP Relay server.

o Email Gateway Alt. IP address or fully-qualified domain name of the secondary SMTP Relay server.
If the SMTP Relay server specified in the previous field fails or is unavailable, SL1 will use the
secondary SMTP Relay server. Make sure you have configured your network to allow the SL1
appliance to access this SMTP Relay server.

3. Click [Save].

Required Configuration on the External Email Client

NOTE: As soon as you save the email round-trip policy, SL1T will begin sending email messages to the
external email server. Sciencelogic recommends that you define system settings and configure the
external email system before saving the email round-trip policy.

For an email round-trip policy to work correctly, the external email system must automatically send a reply
message to SL1. To make this happen, you must define an auto-forwarding policy or rule on the external email
system that causes the external email system to send a reply email message back to SL1. The following guidelines

apply:
* You must define an auto-forwarding policy on the external email system.

o The auto-forwarding policy should look for email with a "from" address defined in the Address
Masquerade field of the email policy.

* If necessary, the auto-forwarding policy can also search for text in the message body. The text will be that
defined in the Message Body field of the email policy.

* The auto-forwarding policy should send a return message from the same email address as that specified in
the Send To Address field of the email policy.

o The auto-forwarding policy should include the subject from the original message and the body from
the original message (from SL1) in the reply email. This is easiest to achieve by forwarding the original
email message to SL1.

* The auto-forwarding policy should send the email to the following address:
notify@domain-name-of-SL1

Where "domain-name-of-SL1" is one of the domain names of the Database Server or All-In-One
Appliance, i.e., one of the domain names you entered in the Authorized Email Domains field in the
Email Settings page.
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How SL1 Collects and Calculates Round-Trip Time

After an email round-trip monitoring policy has been configured, SL1 will send one email every five minutes to the
Send To Address defined in the policy. SL1 keeps a record of every sent email. The same process also checks to
see if a response has been received from previously sent emails.

The response email that SL1 receives must contain the body of the email that was sent by SL1, which contains a
unique ID number. SL1 compares the unique ID in the response email to the record of emails that SL1 sent. By
matching the response to the original email using the unique ID, SL1 can handle cases where the response emails
are received out of order.

After SL1 has matched the response email to the corresponding sent email, SL1 calculates the round-trip time. To
calculate the round-trip time, SL1 subtracts the time the original email was sent from the time the response was
received. The time the response was received is determined by the timestamp in the "Received" header of the
response email.

NOTE: The smallest unit of time recorded in the "Received" header of a response email is seconds; therefore,
email round-trip times are accurate only to the nearest second. If the response email is received in
the same second the original email was sent, SL1 will record a round-trip time of zero seconds.

Viewing the Email Round-Trip Monitoring Policies

You can view a list of Email round-trip monitoring policies from the Email Round-Trip Monitoring page. The
Email Round-Trip Monitoring page displays the following about each Email policy:
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o Email Round-Trip Policy Name. Name of the policy.

o Send Address. Address to which the policy sends test messages.

 Policy ID. Unique, numeric ID, assigned to the policy automatically by SL1.
 State. Whether the policy is enabled or disabled.

o Device Name. Name of the device associated with the policy.

o IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

» Device Category. Device category of the device associated with the policy.
o Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

» Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.

 Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

* Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.
Filtering the List of Email Round-Trip Monitoring Policies

You can filter the list on the Email Round-Trip Monitoring page by one or more parameters. Only policies that
meet all the filter criteria will be displayed in the Email Round-Trip Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Email Round-Trip Monitoring
page searches for policies that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type.Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:
» Policy Name. You can enter text to match, including special characters, and the Email Round-Trip

Monitoring page will display only policies that have a matching name.

o Send Address. You can enter text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies that have a matching send address.

o Policy ID. You can enfer text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies that have a matching policy ID.

o Device Name. You can enter text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies aligned with a device with a matching device name.

o [P Address. You can enter text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies aligned with a device with a matching IP address.
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o Device Class. You can enter text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies aligned with a device with a matching device class.

¢ Organization. You can enter text to match, including special characters, and the Email Round-Trip
Monitoring page will display only policies that have a matching organization.

Defining an Email Round-Trip Monitoring Policy

NOTE: As soon as you save an email round-trip policy, SL1 will begin sending email messages to the
external email server. Sciencelogic recommends that you define system settings and configure the
external email system before saving the email round-trip policy. For more information, see the
section on Required Settings and Configuration.

You can define an email round-trip monitoring policy for a device on the [Monitors] tab of the
Device Investigator.

CSCO|119 Info v Report ‘ Tools

tions Processes Redirects Relationships Schedules Journals Services Map Monitors Thresholds Tickets Notes Q More v

Monitoring Policies

Policy Name URL Content Encoding Edit Date
1.2 ,f) SOAP/XML Policy hitp:/iwww.sciencelogic.com textixm 2021-01-27 19:57:07

1P Address Port Number Protocol Edit Date
2. Byl 10211119 2 TCPIP 2021-01-27 19:56:39

o axE

To define an email round-trip monitoring policy:

1. Go to the Devices page and click the Device Name of the device for which you want to define an email
round-trip monitoring policy. The Device Investigator displays.

2. Click the [Monitors] tab.
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3. Click [Create], and then select Create Email Round-Trip Policy. The Create Email Round-Trip Policy
modal appears:

Create Email Round-Trip Policy X

Select Device
[[10.64.172.187] v

Paolicy Name

[silo_email_rt ] Message Body

Example body text
Validation Type
[ [Email Round Trip] v

Send To Address
[example @sciencelogic.com ]

Address Masquerade

[ ]

Timeout
[2 minutes v]

State
[ [Enabled] v

.

4. In the Email Round-Trip Policy modal, supply values in each of the following fields:

o Select Device. Select a device from this drop-down list to align with this policy. By default, the current
device is selected in this field.

NOTE: Before you can define an email round-trip policy, you must decide which managed device you want
to associate with the policy. You might want to associate the policy with the device to which SLT will
send fest messages, but you aren't required to do so. Alternately, you might want to create a virtual
device to associate with an email round-trip policy. Although SL1 will use only the Send To Address
to execute the policy, the reports that result from the email round-trip policy will be aligned with the
device you specify in the Select Device field.

e Policy Name. Name of the email round-trip policy. This can be any combination of letters and
numbers.

« Validation Type. You can select only Email Round Trip.

+ Send To Address. Email address for the external email server. This must be a valid email address.
This mailbox must be configured to auto-respond to messages from the email round-trip policy.

¢ Address Masquerade. Email address to use as the "From" address. This must be a valid email
address. You should choose an address that allows the external email client to easily identify the
incoming email as one from the email round-trip policy.
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5.

e Timeout. Number of seconds SL1 should wait for a response email message. If SL1 does not receive

a response message after the specified number of seconds, SL1 generates an event.

« State. Specifies whether SL1 should start collecting data specified in this policy from the device.

Choices are:

° Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency
specified in the Process Manager page (System > Settings > Admin Processes) for the Data
Collection: E-Mail round-Trip process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field

is set to Enabled.

o Message Body. Body of the email message to be sent. In some cases, the auto-responder on the

external email server may search this message body. Therefore, you should choose a message body
that allows the external email client to easily identify the incoming email as one from the email round-

trip policy.

Click [Save]. SL1 will immediately begin sending email messages to the Send To Address.

Example Email Round-Trip Monitoring Policy
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¢ In this example, we associated the policy with the device "192.168.44.220".

Create Email Round-Trip Policy X

Create New Policy

Select Device

[[10.64.172.187]

v]

Paolicy Name

[silo_email_rt

Validation Type

[ [Email Round Trip] v
Send To Address
[example@sciencelogic. com ]
Address Masquerade
Timeout
[2 minutes v]
State
[ [Enabled] v

Save

Example body text

The policy sent an Email message to "example@sciencelogic.com". The message contained the body

"testing Email round trip".

The mailbox for example@sciencelogic.com included a rule to automatically forward the message back to

the original sender.
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Defining an Email Round-Trip Monitoring Policy in the Classic SL1
User Interface

There are two places in SL1 from which you can define a monitoring policy for round-trip email:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Select the wrench icon ( I'1') for the device.

* Inthe Device Administration panel, select the [Monitors] tab.

o From the [Create] menu in the upper right, select Create Email Round-Trip Policy.
Or:
2. From the Email Round-Trip Monitoring page (Registry > Monitors > Email Round-Trip):
* Inthe Email Round-Trip Monitoring page select the [Create] button.
3. The Email Round-Trip Policy modal appears.

For information about completing the fields in the Email Round-Trip Policy modal, see the section on Defining
an Email Round-Trip Monitoring Policy.

Events for Email Round-Trip Policies

If the email round-trip policy encounters problems, SL1 will trigger events. You can view these events in the Event
Console.

An email round-trip policy can generate one or more of the following events:

Event Message Severity Description Cause Clears
Event(s)
Mail arrived late - Notice External email system A delay occurred at some pointin | N/A
round trip time: %V (%Y sent an email back to the path from the external email
is replaced with the SL1, but not within the systemto SL1.
value returned by SL1) Timeout period for the
policy.
Mail did not arrive Maijor External email system did | A block occurred at some pointin | N/A
within threshold time not send an email back to | the path from the external email
SL1. system to SL1.
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Event Message

Email Round Trip
Outage Ended

Severity

Healthy

Description

Round-trip email policy is
working again as
expected.

Cause

Previous problem was solved.

Clears
Event(s)

Mail
arrived
late -
round trip
time: %V
Mail did
not arrive
within
threshold

time

Mail returned to sender
- reason: %V %V is
replaced with the value
returned by SL1)

Maijor

SL1 was unable to
successfully send an
email to the external
email system.

There is a problem with the
destination mailbox, or rules on
the destination server prevent
mail from being delivered from
SLT.

N/A

Editing an Email Round-Trip Monitoring Policy

To edit an email round-trip monitoring policy:

1. Goto the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to edit and click its wrench icon

appears.

( &

). The Email Round-Trip Policy modal

4. Inthe Email Round-Trip Policy modal, you can change the values in one or more of the fields described in
the section on Defining an Email Round-Trip Monitoring Policy.

5. Click [Save].

Editing an Email Round-Trip Monitoring Policy in the Classic SL1 User

Interface

There are two places in SL1 from which you can edit a monitoring policy for a round-trip email:

1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that you want to associate with the monitoring policy.

Click wrench icon (

I'1‘) for the device.

* In the Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( I:"').
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Or

2. From the Email Round-Trip Monitoring page (Registry > Monitors > Email Round-Trip):
¢ In the Email Round-Trip Monitoring page, find the policy you want to edit and click its wrench icon
().
3. The Email Round-Trip Policy modal appears.

4. In the Email Round-Trip Policy modal, you can change the values in one or more of the fields described in
the section on Defining an Email Round-Trip Monitoring Policy.

5. Click [Save].

Deleting an Email Round-Trip Monitoring Policy

You can delete an email round-trip policy from the [Monitors] tab of the Device Investigator. When you delete
a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device.

WARNING: Deleting a monitoring policy will also remove all data that was previously collected by the
policy. SL1 also deletes the reports associated with the policy.

To delete an email round-trip monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to delete and click its bomb icon (@"). A confirmation prompt appears.

4. Click [OK].

Deleting an Email Round-Trip Monitoring Policy in the Classic SL1
User Interface

You can delete one or more email round-trip policies from the Email Round-Trip Monitoring page. When you
delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device.

WARNING: Deleting a monitoring policy will also remove all data that was previously collected by the
policy. SL1 also deletes the reports associated with the policy.

To delete an email round-trip monitoring policy in the classic SL1 user interface:
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1. Go to the Email Round-Trip Monitoring page (Registry > Monitors > Email Round-Trip).

2. Inthe Email Round-Trip Monitoring page, select the checkbox(es) for each email round-trip monitoring

policy you want to delete. Click the checkmark icon () to select all of the email round-trip monitoring
policies.

Email Round-Trip Monitoring | onitors Found [4]

Pty Hame Seng pssss

Deos Name e paess e
[ Il [ I[ [ Il
2 JfAAA Folk EmailRT fok@sciencelogi.com 7

OEEO =

! [ fAAAFokEmal
2. P2 sty ] oy @S Sinelogie com I 203044 ] ek st |
° [ Z iMest EmailRT T bleyland@sciencelogiecom 13 JoEmeiRt o DO el gslen
4 Byfffest for Ml bethanabotia@scincelogie.com 4 0203043

3. Inthe [Select Action] menu in the bottom right of the page, select Delete Monitors.
4. Click the [Go] button to delete the selected email round-trip monitoring policies.

The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Viewing Reports on an Email Round-Trip Monitoring Policy

See the section Viewing Performance Graphs to view information and examples of reports for email round-trip
monitoring.
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Chapter

14

Monitoring Ports

Overview

This chapter describes how to create policies that monitor ports in SL1 using NMAP or the SL1 agent.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

» To view a page containing all of the menu options, click the Advanced menu icon ( + ).

This chapter covers the following topics:

What is a Porte ... 239
POt SECUIIY 239
Port Availability ... 239
System Settings that Affect Port Availability Monitoring ... . 240
Viewing the List of TCP/IP Port Monitoring Policies ... 241
Defining a Port Monitoring Policy ... 242
Editing a Port Monitoring Policy ... . 245
Executing a Port Monitoring PoliCy ... 246
Deleting a Port Monitoring POliCy ... 247
Viewing a List of AII TCP/IP POItS ... 248
Viewing a List of All Open Ports on All Devices ... ... 251
Viewing a List of All Open Ports on a Single Device ... 254
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What is a Port?2

Ports are used to route packets on a server to the appropriate application. Ports are like an apartment number in
an apartment building; the street address (IP address) gets the message to the right building, and the apartment
number (port number) gets the message to the right person. For example, port 80 is the standard port number for
HTTP traffic, and port 80 packets are processed by a Web server.

Ports can use the UDP protocol or the TCP protocol. UDP does not include a handshake, does not ensure packets
are sent in a particular order, does not return error messages, and will not automatically try to resend or re-
receive a packet; TCP will do all these things. Commonly used UDP ports include port 53 for DNS and port 161
for SNMP. Commonly used TCP ports include port 80 for HTTP, port 25 for SMTP, and port 20 for FTP.

Ports 0-1023 are used by common Internet applications such as HTTP, FTP, and SMTP. Ports 1024-49151 can
be registered by vendors for proprietary applications.

Port Security

The Port Security page (Devices > Device Manager > bar-graph icon > TCP/UDP Ports tab) displays a list of all
open ports on a device.

For SNMP and pingable devices, SL1 scans each device's TCP ports using NMAP.

For devices monitored using the SL1 Agent, the agent reports open TCP and UDP ports. By default, the list of
discovered ports is then automatically updated in SL1 every 5 minutes per agent.

The Port Security page displays open port information collected using NMAP and the SL1 agent, where
applicable.

For SNMP and pingable devices, SL1 scans all the ports of each managed device every day. If any new ports are
opened, SL1 updates the Port Security page and creates an event to notify users. You can explicitly ask that a
device not be scanned nightly using NMAP, but if you do, SL1 will not notify you of newly opened ports on the
device.

Port Availability

SL1 can monitor ports for availability. When a port monitor is created, SL1 monitors the port for availability every
five minutes.

You can choose whether a policy is executed by SL1 using NMAP or locally on the device by the SL1 Agent.
During polling, a port has two possible availability values:

* 100%. Portis up and running.

* 0%. Port is not accepting connections and data from the network.

The data gathered by the port monitor is used to create port-availability reports.
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If a port is not available, SL1 creates an event with the message "port not responding to connection".

To monitor port availability, you must define a port monitoring policy. This is described in the following sections.

System Settings that Affect Port Availability Monitoring

Although you are not required to define system settings for port availability, you might find it useful to understand

how these settings affect port monitoring.

The Behavior Settings page (System > Settings > Behavior) includes the following settings that affect policies

for port availability:

Behavior Settings.

Resat Guide

Interface URL  |nttp:srem7 mygomain.com

Force Secure HTTPS [

Passurord Expration [ { disabled ]

Password Hash Method | [WDS (egacy)]

Password Ui Length [5

Account Lockout Type [ [ Lockout by Usemame (defaulty]

AccountLockout atempts |3 avenpts]

Logn Delay | [ Disabled ]

HEELEE

Single Instance Login (Admins) [ [ Disabled | =]

Single nsiance Logi (Users) [ Disablea] BiE

Account Lockout Duration [ 1 hour ]

Lockout Cantact information  [g00-sCi-LoGIC

Login Header Tite

System Identifier

Fing & Pl Tmeot (sec) [[1000]

SNIP PollTimeout (Msec.) (110001

SNP Faiure Retries (1]

MEEMLLLE

iy Discovered terface Pl Rate [ [ s |

DHCP Communty Strings  [public:
(Comma seperated)

Strip FQDN From Inbound Email Bevice Name [ [ Enabled]

Event Console Ticket Life Ring Button Behavior | [ Create / View EMT Ticket]

<[]

Prevent Browser Saved Credenti ) Dispiay Previous Login n Footer ]

lgnore trap agent-addr varbind [

Use CDP Topology

Default Country

Enable Community String Indexing (VLAN Topology) ]

[tuntea states ]

EE

System Timezone [ UTC]
NES Detection Disable (7]
[(Harropent

| Fort Foling Type
Intia DS covery Sean Level
Rediscovery Scan Level (Nightly)
Discovery Scan Throttie

Port Scan All Ps

Port Scan Timeout

Restart Windows Services (Agent required)
Hostname Precedence

Interface Name Precedence

DNS Hostames

Event Clearing ode

Patch Maintenance Minimum Severity

S5L Certificate Expiry Soon

S5L Certificate Expiry Imminent
AssetWarranty Expiry

Domain Name Expiry

‘Valigate Fhone Humber

Dashboard aximum Series Count Per Widget

|4 Advanced Port Discovery |

{2 Avvancea PortDscovery |

| (Disabled ]

[11. Enabled]

1120000 Wsec.]

[ (0. Disabled 1

[[510F Systermiare]

[Untertace name

[1tro Domain Hame (Hostname) I

[ Clear Allin Group |

[ 0. Heatthy 1

[ta mone]

[11 weex1

[ 1 month1

[rmonn

| (oisablea

[te1

0 e | o o e e

e Port Polling Type. Specifies how SL1 should poll ports for availability using NMAP. The choices are:

° Half Open. Uses a faster TCP/IP connection method (a TCP SYN scan, nmap -sS) and does not

appear on device's logs.

° Full Connect. Uses the standard TCP/IP connection (TCP connect() scan, nmap -sT) to detect open

ports.

System Settings that Affect Port Availability Monitoring
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Viewing the List of TCP/IP Port Monitoring Policies

You can view a list of TCP/IP port monitoring policies from the TCP/IP Port Monitoring page (Registry >
Monitors > TCP-IP Ports).

The TCP/IP Port Monitoring page displays the following information for each TCP/IP port monitoring policy:

NOTE: Users of type "user" can view only IP ports that are aligned with the same organization(s) to which the
user is aligned. This means that the device associated with the port(s) must be aligned with one of the
organizations to which the user is aligned. Users of type "administrator' can view all IP ports.

e TCP/IP Port Number. Port number of the port to be monitored.

o Monitor IP Address. IP address associated with the port to be monitored. For devices with multiple IP
addresses, the IP address for the port policy might be different than the IP address used by SL1 to
communicate with the device.

e Policy ID. Unique, numeric ID, assigned to the policy automatically by SLT.
o State. Whether the policy is enabled or disabled.
o Device Name. Name of the device associated with the policy.

e IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

¢ Device Category. Device category of the device associated with the policy.

o Organization. Organization for the device associated with the policy.

241 Viewing the List of TCP/IP Port Monitoring Policies



From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

» Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.

* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

 Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.
Filtering the List of TCP/IP Port Monitoring Policies

You can filter the list of discovered port monitoring policies on the TCP/IP Port Monitoring page by one or more
parameters. Only policies that meet all the filter criteria will be displayed in the TCP/IP Port Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The TCP/IP Port Monitoring page
searches for policies that match the text, including partial matches. By default, the cursor is placed in the left-most
filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The
list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Port Number. You can enter text to match, including special characters, and the TCP/IP Port Monitoring
page will display only policies that monitor ports with matching port number.

o Monitor IP Address. You can enter text to match, including special characters, and the TCP/IP Port
Monitoring page will display only policies that monitor a port with a matching IP address.

» Policy ID. You can enter text to match, including special characters, and the TCP/IP Port Monitoring page
will display only policies that have a matching policy ID.

o State. You can enter text to match, including special characters, and the TCP/IP Port Monitoring page will
display only policies that have a matching state (enabled or disabled).

o Device Name. You can enter text to match, including special characters, and the TCP/IP Port Monitoring
page will display only policies aligned with a device with a matching device name.

o IP Address. You can enfer text to match, including special characters, and the TCP/IP Port Monitoring
page will display only policies aligned with a device with a matching IP address.

o Device Category. You can enter text to match, including special characters, and the TCP/IP Port
Monitoring page will display only policies aligned with a device with a matching device category.

» Organization. You can enter text to match, including special characters, and the TCP/IP Port Monitoring
page will display only policies that have a matching organization.

Defining a Port Monitoring Policy

SL1 enables you to create policies that monitor ports. When a port monitoring policy is created, SL1 monitors the
port for availability every 5 minutes. You can choose whether a policy monitors port availability.
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NOTE: Non-administrator users can view only IP ports that are aligned with the same organization(s) to
which the user is aligned. This means that the device associated with the port(s) must be aligned with
one of the organizations to which the user is aligned. Administrator users can view all IP ports.

To define a port monitoring policy:

1. Go to the Devices page and click the Device Name of the device for which you want to define a port
monitoring policy. The Device Investigator displays.

2. Click the [Monitors] tab.
3. Click [Create], and then select Create TCP/IP Port Policy. The TCP/IP Port Policy modal appears:

Create New TCP/IP Port Policy

Create New Policy

Select IP Device

[ [Select Device] E'
Monitor Method
Device IP Address Part Scan (NMAP) Timeout (ms}
[+] 5000
Maonitor State
[ [Enabled] [=]
Port / Service
Critical Poll
1/ tcpmux Save
[ [=] | [Disabled] [«]

4. Inthe TCP/IP Port Policy modal, supply a value in each of the following fields:
o Select IP Device. Select a device from this drop-down list to align with this policy. By default, the
current device is selected in this field.
« Device IP Address. IP address through which SL1 communicates with the device.
 Port/Service. Port number and the corresponding service running on the port.

o Monitor Method. Select whether the policy will be executed using NMAP or using the SL1 Agent.
This option is available only if you selected a device on which the agent is installed.

o Monitor State. Specifies whether SL1 should start collecting data specified in this policy from the
device. Choices are:

© Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency
specified in the Process Manager page (System > Settings > Processes) for the Data Collection:
TCP Port Monitor process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field
is set to Enabled.
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e Critical Poll. Frequency with which SL1 should "ping" the device. If the device does not respond, SL1
creates an event. The choices are:

° Disabled. SL1 will not ping the device.
© Enabled. SL1 will ping the device every 15, 30, 60, or 120 seconds, as specified.

NOTE: SL1 uses Critical Poll data to create events when mission-critical ports are not available. SL1 does

not use this critical poll data to create port-availability reports. SL1 will continue to collect port
availability only every five minutes.

5. Click [Save].

Example Policy for TCP/IP Port Availability

TCPIIP Port Policy X

Editing Policy [1]

Select Device

[ [em7ao] EI
Monitor Method
Device IP Address [Port Scan (NMAP) ] Timeout (ms}

[[10.64.68.20] [=] (5000 |

Monitor State
[ [Enabled] [=]
Port / Service 3
[22/ssh] Critical Poll Save
[ =] [ Disabled]

e This policy monitors a TCP/IP port on the device "cisco_10.2.1.29", at IP address 10.1.0.205.
¢ The policy will monitor port 22 for availability.

Defining a Port Monitoring Policy in the Classic SL1 User Interface

You can define a port monitoring policy in the TCP/IP Port Policy modal. You can access theTCP/IP Port Policy
page either from the Device Manager page (Devices > Device Manager) or from the TCP/IP Port Monitoring

page (Registry > Monitors > TCP-IP Ports).
To access the TCP/IP Port Policy modal from the Device Manager page:

1. Go to the Device Manager page (Devices > Device Manager)

2. Inthe Device Manager page, find the device that you want to associate with the monitoring policy. Click
the wrench icon ( 5') for the device.
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3. Inthe Device Administration panel for the device, click the [Monitors] tab.
4. From the [Create] menu in the upper right, select Create TCP/IP Port Policy.
5. The TCP/IP Port Policy modal appears.

To access the TCP/IP Port Policy modal from the TCP/IP Port Monitoring page:

1. Go to the TCP/IP Port Monitoring page (Registry > Monitors > TCP-IP Ports).
2. Click the [Create] button.
3. The TCP/IP Port Policy modal appears.

For information about completing the fields in the TCP/IP Port Policy modal, see the section on Defining a Port
Monitoring Policy.

Editing a Port Monitoring Policy

To edit a port monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.
2. Click the [Monitors] tab.
i
()

3. Find the policy you want to edit and click its wrench icon . The TCP/IP Port Policy modal appears.

4. Inthe TCP/IP Port Policy modal, you can change the values in one or more of the fields described in the
section on Defining a Port Monitoring Policy.

5. Click [Save].

Editing a Port Monitoring Policy in the Classic SL1 User Interface

You can edit a port monitoring policy on the TCP/IP Port Policy modal. You can access the TCP/IP Port Policy
modal either from the Device Manager page (Devices > Device Manager) or from the TCP/IP Port Monitoring
page (Registry > Monitors > TCP-IP Ports).

To access the TCP/IP Port Policy modal from the Device Manager page:

1. Go to the Device Manager page (Devices > Device Manager)

2. Inthe Device Manager page, find the device that you want to associate with the monitoring policy. Click
the wrench icon ( a) for the device.

In the Device Administration panel, click the [Monitors] tab.
In the Monitoring Policies page, find the port policy you want to edit and click its wrench icon ( a).

The TCP/IP Port Policy modal appears.

R

In the TCP/IP Port Policy modal, you can change the values in one or more of the fields described in the
section on Defining a Port Monitoring Policy.

7. Click [Save].
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To access the TCP/IP Port Policy modal from the TCP/IP Port Monitoring page:

1. Goto the TCP/IP Port Monitoring page (Registry > Monitors > TCP-IP Ports).

( a) for the

2. Find the device and port for which you want to edit the monitoring policy. Click the wrench icon
port.
3. The TCP/IP Port Policy modal appears.

4. Inthe TCP/IP Port Policy modal, you can change the values in one or more of the fields described in the
section on Defining a Port Monitoring Policy.

5. Click [Save].

Executing a Port Monitoring Policy

After creating or editing a TCP-IP port monitoring policy, you can manually execute the policy and view detailed
logs of each step during the execution.

NOTE: After you define a TCP-IP port monitoring policy and enable the policy, SL1 or the SL1 agent will
automatically execute the policy every five minutes. However, you can use the steps in this section to
execute the policy immediately and see debug information about the execution of the policy.

To manually execute a port monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.
2. Click the [Monitors] tab.

3. Find the policy you want to run manually and click its lightning bolticon ().

4. The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is helpful for diagnosing possible problems with a
policy.

Executing a Port Monitoring Policy in the Classic SL1 User Interface

After creating or editing a TCP-IP port monitoring policy, you can manually execute the policy and view detailed
logs of each step during the execution. To do so:

NOTE: After you define a TCP-IP port monitoring policy and enable the policy, SL1 or the SL1 agent will
automatically execute the policy every five minutes. However, you can use the steps in this section to
execute the policy immediately and see debug information about the execution of the policy.

1. Inthe TCP/IP Port Monitoring page (Registry > Monitors > TCP-IP Ports), find the policy you want to run
manually.
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Click the lightning bolt icon () to manually execute the policy.

While the policy is executing, SL1 spawns a modal called Session Logs. The Session Logs page provides
detailed descriptions of each step during the execution. This is helpful for diagnosing possible problems with
a policy.

Deleting a Port Monitoring Policy

You can delete a port monitoring policy from the [Monitors] tab of the Device Investigator. When you delete a
monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a monitoring
policy will also remove all data that was previously collected by the policy.

To delete a port monitoring policy:

1.

2.
3.

4.

Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.

Click the [Monitors] tab.
Find the policy you want to delete and click its bomb icon [@"). A confirmation prompt appears.

Click [OK].

Deleting a Port Monitoring Policy in the Classic SL1 User Interface

You can delete one or more port monitoring policies from the TCP/IP Port Monitoring page. When you delete a
monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a monitoring
policy will also remove all data that was previously collected by the policy.

To delete a port monitoring policy in the classic SL1 user interface:

1.
2.
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Go to the TCP/IP Port Monitoring page (Registry > Monitors > TCP-IP Ports).

In the TCP/IP Port Monitoring page, select the checkbox(es) for each port monitoring policy you want to
delete. Click the checkmark icon () to select all of the system process policies.
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3. Inthe [Select Action] menu in the bottom right of the page, select Delete Monitors.

4. Click [Go] to delete the port monitoring policy.

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Viewing a List of All TCP/IP Ports

The TCP/IP Port Editor page (System > Customize > TCP-IP Ports) allows you to view the properties of TCP
ports. SL1 uses this list of ports and their definitions when scanning devices to discover open ports.

For each port defined in the TCP/IP Port Editor page, SL1 can search each device to see if the port exists and if it
is operational. For each device, SL1 displays the list of discovered, open ports in the Port Security page.

NOTE: TCP ports are logical connections that applications use to communicate between computers. TCP
ports are not to be confused with interfaces, which are hardware based.

SL1 includes definitions of all IANA "well-known ports" (O - 1023) as well as many IANA registered ports (1024 -
49151) and application-specific or user-defined dynamic ports (49152 and greater). If your network includes a
port that is not already defined in the TCP/IP Port Editor page, you can define the port manually.

The TCP/IP Port Editor page contains a pane at the bottom of the page called the Registry of Manageable
Ports. This pane displays all the ports defined in SL1. These are the ports that SL1 can scan for and manage. For
each port, the TCP/IP Port Editor page displays the following:

¢ Name. Name or alias of the port. For well-known ports, use the IANA port name.

e Port Number. Port number for the TCP port.
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Protocol. Currently SL1 scans only TCP ports.
Description. A brief description of the port, including the service/application that uses the port.

Poll State. Specifies whether SL1 should poll this port for availability data. This data is used by SL1 in
availability reports. Choices are Enabled or Disabled.

Hlicit Port Alarm. Specifies whether SL1 will generate an event if the port is discovered. This option should
be enabled only for unauthorized ports. Choices are On or Off.

GUI Feature. For devices that include this port, specifies the tools that should appear in the Device
Toolbox page to perform diagnostics and administration on the port.

Defining a New TCP/IP Port

If your network includes one or more ports that aren't defined in the TCP/IP Port Editor page, you can define
these ports manually. To manually define a port:

1.
2.
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Go to the TCP/IP Port Editor page (System > Customize > TCP-IP Ports) .
In the TCP/IP Port Editor page, go to the registry pane at the bottom of the page. Find the port definition

you want o edit. Select its wrench icon | JE3").
In the editor pane (at the top of the page), supply a value in each of the following fields:
o Description. A brief description of the port, including the service/application that uses the port. Can
be any combination of alpha-numeric characters, up to 128-characters in length.

o Port Name. Name or alias of the port. For well-known ports, use the IANA port name. Can be any
combination of alpha-numeric characters, up to 48-characters in length.

o Port Number. Port number for the TCP port. Can be any combination of numbers, up to 5-digits in
length.

« Poll State. Specifies whether SL1 should poll this port for availability data. This data is used by SL1 in
availability reports. Choices are:
° Enabled. Poll this port to gather availability data.
° Disabled. Don't poll this port to gather availability data.

o lllicit Port Alarm. Specifies whether SL1 should generate an event if the port is discovered. This
option should be enabled only for unauthorized ports. Choices are:
° Enabled. Generate an event if SL1 discovers this port on a device.
© Disabled. Do not generate an event if SL1 discovers this port on a device.

o Toolbox Feature. For devices that include this port, specifies the tools that should appear in the
Device Toolbox page. Choices are:
° None

° Web. Opens a new browser window and attempts to make an HTTP connection to the current
device.

° FTP. Opens a new browser window and attempts to make an FTP connection to the current device.
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° Secure Web. Opens a new browser window and attempts to make an https connection to the
current device.

° Telnet. Opens a browser session or terminal session using the IP address of the current device and
prompts you for the telnet user name and password.

° Terminal. Opens the Terminal Services Client Web Connection modal page, where you can
enter the login information for the terminal services session.

© SSH. Opens a browser session for a secure SSH connection to the device.

4. Click [Save].

Editing the Properties of a Port

You can edit one or more parameters of a port definition. When you edit a port's properties, you change how SL1
manages the port on each device where the port is discovered.

To edit a port definition:

1. Go to the TCP/IP Port Editor page (System > Customize > TCP-IP Ports).
2. Click the [Refresh] button to clear any values from the editor pane.

3. Locate the TCP/IP port definition that you want to edit and click its wrench icon (#). The editor pane (at the
top of the page) is populated with values from the port definition.

TIP: You can use the search fields immediately below the editor pane to help you locate the port definition
that you want to edit.

4. Edit the values in one or more of the fields in the editor pane.

5. Click [Save] to save any changes to the port definition.
Deleting a Port Definition

From the TCP/IP Port Editor page, you can delete the definitions for one or more TCP ports.

CAUTION: If you delete the definition of a TCP port, SL1 will not be able discover that port on any devices in
the network. To discover open ports and to monitor ports for availability, SLT must include a
definition of the port in the TCP/IP Port Editor page.

To delete one or more port definitions from SL1:

1. Go to the TCP/IP Port Editor page (System > Customize > TCP-IP Ports).

2. Inthe TCP/IP Port Editor page, go to the registry pane at the bottom of the page. Locate the port definition
you want to delete and select its checkbox ().
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TIP: You can use the search fields immediately above the registry pane to help you locate the port definition
that you want to delete.

3. Repeat step 2 to select any additional port definitions you want to delete.

4. Click [Delete]. All selected port definitions are deleted.

Viewing a List of All Open Ports on All Devices

The Network IP Ports page displays a list of all open ports on all devices discovered by SL1 using NMAP and the
SL1 agent.

NOTE: Users of type "user" can view only IP ports that are aligned with the same organization(s) to which the
user is aligned. This means that the device associated with the port(s) must be aligned with one of the
organizations to which the user is aligned. Users of type "administrator' can view all IP ports.

To view the Network IP Ports page:

1. Go to the Network IP Ports page (Registry > Networks > IP Ports).
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2. The Network IP Ports page displays a list of all discovered ports. For each port, the Network IP Ports
page displays the following:
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TIP: To sort the list of ports, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort the list by descending order, click the column heading again.

o Device Name. Name of the device where the port resides. For devices running SNMP or with DNS
entries, the name is discovered automatically. For devices without SNMP or DNS entries, the device's
IP address will appear in this field.

« Device Classification. The manufacturer (device class) and type of device (sub-class). The Device-
Class/Sub-Class is automatically assigned during auto-discovery, at the same time as the Category.

¢ Organization. The Organization associated with the device and port.
o IP Address. IP address associated with the open port.
o Service Name. The service accessed through the port.
e Port. The port number.
e Protocol. Either TCP or UDP.
o Monitored. Specifies whether SL1 is monitoring this port for availability.
o State. This column has a value only if a port-monitoring policy has been defined for the port. This
field can have one of two values:
° Enabled. The port-monitoring policy has been activated. SL1 monitors the port and collects
availability data about the port.

° Disabled. The port-monitoring policy has not been activated. SL1 will not monitor the port and
does not collect availability data about the port.

Filtering the List of Network IP Ports

You can filter the list of discovered IP ports on the Network IP Ports page by one or more parameters. Only IP
ports that meet all the filter criteria will be displayed in the Network IP Ports page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Network IP Ports page searches
for IP ports that match the text, including partial matches. By default, the cursor is placed in the left-most filter-
while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The list is
dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Device Name. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that are associated with a
matching device name.

o Device Classification. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that are associated with a
matching device class.
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Organization. You can enter fext to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that are associated with a
matching organization.

IP Address. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that are associated with a
matching IP address.

Service Name. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that have a matching service
name.

Port. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the Network IP Ports page will display only IP ports that have a matching port number.

Protocol. You can enfer text to match, including special characters (comma, ampersand, and exclamation
mark), and the Network IP Ports page will display only IP ports that have a matching protocol.

Monitored. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Network IP Ports page will display only IP ports that have a matching value for
Monitored. Choices are Yes and No.

State. You can enfer text to match, including special characters (comma, ampersand, and exclomation
mark), and the Network IP Ports page will display only IP ports that have a matching value for policy State.
Choices are Enabled and Disabled.
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Viewing a List of All Open Ports on a Single Device

On the [Ports] tab of the Device Investigator, you can view a list of all open ports on a device:

Devices @ Help N Activity  Em7admin Vv SCI'encel_OgiC

appwiz-35 Report ‘ Tools | Cancel
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Interface IP Port Number Service Protocol Certificate Issuer Certificate Expiration

102235 22 ssh TCcP -

102235 80  http TCcP

102235 443 https TCcp Silo Nov 29,2031, 4:54 PM

102235 8008 TCcP

1721701 22 ssh TCcP

1721701 80  http TCcP

1721701 111 sunrpc TCcP

1721701 443 https TCcp Silo Nov 30,2031, 12:04 PM

1721701 514 shell TCcP

Every night, SL1 scans all the ports of each managed device. If any new ports are opened, SL1 adds the port to
the list on the [Ports] tab.

NOTE: Users of type "user" can view only IP ports that are aligned with the same organization(s) to which the
user is aligned. This means that the device associated with the port(s) must be aligned with one of the
organizations to which the user is aligned. Users of type "administrator' can view all IP ports.

For each open port on the device, the Port Security page displays the following information:

Interface IP. IP address through which SL1 communicates with the device.
e Port Number. The ID number of the port.

o Service. The service accessed through the port.

e Protocol. Either TCP or UDP.

o Certificate Issuer. If the service on this port uses a certificate, this column contains the name of the
certificate authority.

Viewing a List of All Open Ports on a Single Device 254



NOTE: Certificates are used by secure services like HTTPS, SSL, SSH, and SFTP to verify communication and
encrypt message. The certificate issuer (also known as the certificate authority or CA) is an
organization that issues digital certificates (digital IDs). These digital IDs (called keys) authenticate
the identity of people and organizations over a public system such as the Internet. These keys also
allow senders and receivers to encrypt messages and un-encrypt replies.

o Cert. Expiration. The expiration date of the certificate.

Viewing a List of All Open Ports on a Single Device in the Classic SL1
User Interface

NOTE: Users of type "user" can view only IP ports that are aligned with the same organization(s) to which the
user is aligned. This means that the device associated with the port(s) must be aligned with one of the
organizations to which the user is aligned. Users of type "administrator" can view all IP ports.

The Port Security page displays a list of all open ports on a single device.
To view the Port Security page for a device:
1. There are two ways to view the Port Security page:

* Go to the Device Manager page (Devices > Device Manager). Find the device where you want to
view the Port Security page. Select the bar graph icon (rﬂ"J) for that device.

» Go to the Network IP Ports page (Registry > Networks > IP Ports). Find the device for which you
want to view the Port Security page. Select the flashlight icon (” ) for that device.
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2. Inthe Device Reports panel, select the [TCP/UDP Ports] tab. The Port Security page appears.
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3. Foreach open port on the device, the Port Security page displays the following information:

o Interface IP. IP address through which SL1 communicates with the device.
o Port Number. The ID number of the port.
o Service. The service accessed through the port.

¢ Protocol. Either TCP or UDP.

« Certificate Issuer. If the service on this port uses a certificate, this column contains the name of the

certificate authority.

encrypt message. The certificate issuer (also known as the certificate authority or CA) is an

allow senders and receivers to encrypt messages and un-encrypt replies.

NOTE: Certificates are used by secure services like HTTPS, SSL, SSH, and SFTP to verify communication and

organization that issues digital certificates (digital IDs). These digital IDs (called keys) authenticate
the identity of people and organizations over a public system such as the Internet. These keys also

o Cert. Expiration. The expiration date of the certificate.

Viewing Port Availability Reports for a Single Device

See the section on Viewing Performance Graphs for information and examples of reports for port availability.
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Chapter

15

Monitoring SOAP and XML Transactions

Overview

A SOAP/XML transaction policy can monitor any server-to-server transaction that uses HTTP and can post files or
forms (most commonly SOAP or XML but also Email or RSS feeds). SL1 sends a request and some data and then
examines the result of the transaction and compares it to a specified expression match.

For each SOAP/XML policy, SL1 will collect data and create trend reports about availability, page size, download
speed, lookup time, connection time, and transaction time.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [&).

« To view a page containing all of the menu options, click the Advanced menu icon ( == ).

This chapter covers the following topics:

Viewing the SOAP/XML Transaction Monitoring Policies ... 258
Defining a SOAP/XML Transaction Monitoring Policy ... ... 259
Editing a SOAP/XML Transaction Monitoring Policy ... .. ... ... ... ... 265
Executing a SOAP/XML Transaction Monitoring Policy ... .. . . .. ... 266
Deleting a SOAP/XML Transaction Monitoring Policy ... 266
Viewing Reports on a SOAP/XML Transaction Policy ... 267
Viewing Raw Data from a SOAP/XML Policy ... ... 268
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Viewing the SOAP/XML Transaction Monitoring Policies

You can view a list of SOAP/XML transaction monitoring policies from the SOAP/XML Transaction Monitoring
page. The SOAP/XML Transaction Monitoring page displays the following information on each policy:

[ —

o SOAP/XML Policy Name. Name of the policy.

e Policy URL. URL to which the policy sends test transactions.

e Policy ID. Unique, numeric ID, assigned to the policy automatically by SL1.
o Device Name. Name of the device associated with the policy.

o IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

o Device Category. Device category of the device associated with the policy.
o Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

» Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.

* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

 Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.
Filtering the List of SOAP/XSL Transaction Policies

You can filter the list of policies on the SOAP/XML Transaction Monitoring page by one or more parameters.
Only policies that meet all the filter criteria will be displayed in the SOAP/XML Transaction Monitoring page.
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To filter by parameter, enter text into the desired filter-while-you-type field. The SOAP/XML Transaction
Monitoring page searches for policies that match the text, including partial matches. By default, the cursor is
placed in the left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor
through the fields. The list is dynamically updated as you type.Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter by one or more of the following parameters:

Policy Name. You can enter text to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies that have a matching name.

Policy URL. You can enter text to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies that act on a matching URL.

Policy ID. You can enter text to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies that have a matching policy ID.

Device Name. You can enter text to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies aligned with a device with a matching device name.

IP Address. You can enter text to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies aligned with a device with a matching IP address.

Device Category. You can enter text to match, including special characters, and the SOAP/XML
Transaction Monitoring page will display only policies aligned with a device with a matching device
category.

Organization. You can enter fext to match, including special characters, and the SOAP/XML Transaction
Monitoring page will display only policies that have a matching organization.

Defining a SOAP/XML Transaction Monitoring Policy

You can define a SOAP/XML transaction monitoring policy for a device on the [Monitors] tab of the
Device Investigator.
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To define a SOAP/XML transaction monitoring policy:

1. Go to the Devices page and click the Device Name of the device for which you want to define a SOAP/XML
transaction monitoring policy. The Device Investigator displays.

2. Click the [Monitors] tab.
3. Click [Create], and then select Create System Process Policy. The SOAP/XML Transaction Policy modal

appears:
Create SOAP/XML Transaction Policy x
Create New Policy New Resat
Select Device
[[10.64.172.187] v
Policy Name Uniform Resource Locator (URL) Auth Account:Password
[VMware || |[heeps:r7m0/ssi/vinservice usal ( J
State Bort HTTP Auth Method
Default] v
[ [Enabled] 413 ] y [[Default] |
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Timsout Post String [[Auto Detect] ~|
[[10 Sec] ~]
Expression Check #1
Proxy Server:Port [ l
( J &
Expression Check #2
Proxy Account:Password Content Encoding Request Method [ ]
text/xml| ~ Post ~
[ ] [[ ] ] [[ ] ] Custom Header Elements
Proxy Auth Method Post Data /Content
[ [Default] ~] <?xml version="1.8" encoding="IS0-8859-1"?> Compatibity
< JEny
xmlns:soapenv="http://schemas.xmlsoap.org/soap/envelope” [[Defaull] vl
Post File Name anlns;iucn="urn:vim25">
spapeny;Header,
[ ] < /> Y Save

4. Inthe SOAP/XML Transaction Policy modal, supply a value in each of the following fields:

o Select Device. Select a device from this drop-down list to align with this policy. By default, the current
device is selected in this field.

NOTE: Before you can define a SOAP/XML policy, you must decide which managed device you want to
associate with the policy. You might want to associate the policy with the device where the SOAP
server or XML datastore resides, but you aren't required to do so. Alternately, you might want to
create a virtual device to associate with a SOAP/XML transaction policy. Although SL1 will not use
the device name to determine where to send the policy data, the reports that result from the policy
will be aligned with the device you specify in the Select Device field.

e Policy Name. Name of the new policy. This can be any combination of letters and numbers.
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« State. Specifies whether SL1 should start collecting data specified in this policy from the device.
Choices are:

© Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency
specified in the Process Manager page (System > Settings > Processes) for the Data Collection:
Web Transaction Verifier process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field
is set o Enabled.

e Port. Port on web-server to which SL1 will send queries. This is usually port 80 (the HTTP port), or port
443 (the HTTPS port).

o Timeout. After the specified number of seconds, SL1 should stop trying to connect to the server. If the
timeout period elapses before SL1 can connect to the server, an event is generated.

o Proxy Server:Port. For companies or organizations that use proxy servers, enter the URL and port for
the proxy server in this field. Use the format:

URL:port_number

¢ Proxy Account:Password. For companies or organizations that use proxy servers, enter the
username and password for the proxy server in this field. Use the format:

usernome:possword

o Proxy Auth Method. For companies or organizations that use proxy servers, specify the type of
authentication:

° Default. By default, no authentication parameters are sent. Use this option for proxy servers that
do not require authentication. However, if you supply a value in another field that requires
authentication, such as Proxy Username:Password, the Any authentication parameter will be
used.

© Basic. Most widely compatible authentication across platforms. Sends a Base64-encoded string
that contains a user name and password for the client. Base64 is not a form of encryption and
should be considered the same as sending the username and password in clear text.

° Digest. Password is transmitted as encrypted text, but the username and content of the message
are not encrypted. Digest authentication is a challenge-response scheme that is intended to
replace Basic authentication. The server sends a string of random data called a nonce to the
client as a challenge. The client responds with a hash that includes the username, password, and
nonce, among additional information.

°  (GSS-Negotiate. Authenticates using Kerberos and the GSS-API. Kerberos authentication is faster
than NTLM and allows the use of mutual authentication and delegation of credentials to remote
machines.

© NTLM. NT LAN Manager (NTLM) authentication is a challenge-response scheme that is a more
secure variation of Digest authentication. NTLM uses Windows credentials to transform the
challenge data instead of the unencoded username and password. NTLM authentication requires
multiple exchanges between the client and server. The server and any intervening proxies must
support persistent connections to successfully complete the authentication
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° Any. Accept any type of authentication.

°  Any except Basic (Any Safe). Accept any type of authentication except Basic.

¢ Post File Name. Some server-to-server transactions require data to be uploaded or sent as a Post

File. For example, such a file may contain an XML or RSS feed. To send a Post File, specify a name,
such as "myrss.xml" in this field. Supply the deliverable data in the Post Data Content field.

o Uniform Resource Locator (URL). URL or URI of the server to send the transaction to.

¢ Post String. If the URL is very long or requires data that cannot be transferred with a standard "GET"

request (that is, data that cannot be included in the URL), you can enter a POST string in this field.
The format is:

var]l =val1&var2 =val2&var3=val3
If you are going to include more than one variable/value pair, separate each pair with an
ampersand (&). For example, suppose you want to send values for the fields "Birthyear" and "Value'.

You could enter the following in the Post String field:

Birthyear=19808&Value=0OK

NOTE: If you want to include non-alphanumeric characters in the Post String field, make sure you encode

the characters using appropriate URL encoding.
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« Content Encoding. Specifies the encoding method used for the request. Choices are:

°  text/xml

° application/x-www-form-urlencoded
° multipart/form-data

° application/soap+xml

° text/xml;charset=utf-8

o Request Method. Specifies whether the request will be sent as an HTTP POST or an HTTP GET

request.

o Post Data / Content. Data to send to the remote server, such as the body of a SOAP request. If you

entered a value in the Post File Name field, enter the deliverable data in this field.

e Auth Account:Password. For websites that pop-up a dialog box asking for user name and

password, use this field. Enter the username and password in this field. Use the format
username:password.

o HTTP Auth Method. For websites that require authentication, use one of the selected methods:

° Default. By default, no authentication parameters are sent. Use this option for websites that do not
require authentication. However, if you supply a value in another field that requires
authentication, such as HTTP Auth Username:Password, the Any authentication parameter will
be used.
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© Basic. Most widely compatible authentication across platforms. Sends a Base64-encoded string
that contains a username and password for the client. Base64 is not a form of encryption and
should be considered the same as sending the username and password in clear text.

© Digest. Password is transmitted as encrypted text, but the username and content of the message
are not encrypted. Digest authentication is a challenge-response scheme that is intfended to
replace Basic authentication. The server sends a string of random data called a nonce to the
client as a challenge. The client responds with a hash that includes the username, password, and
nonce, among additional information.

o (GSS-Negotiate. Authenticates using Kerberos and the GSS-API. Kerberos authentication is faster
than NTLM and allows the use of mutual authentication and delegation of credentials to remote
machines.

° NTLM. NT LAN Manager (NTLM) authentication is a challenge-response scheme that is a more
secure variation of Digest authentication. NTLM uses Windows credentials to transform the
challenge data instead of the unencoded username and password. NTLM authentication requires
multiple exchanges between the client and server. The server and any intervening proxies must
support persistent connections to successfully complete the authentication

° Any. Accept any type of authentication.
°  Any except Basic (Any Safe). Accept any type of authentication except Basic.

o SSL Mode. Specifies whether SL1 should use SSL when communicating with the httpd service.

o Expression Check #1. Regular expression to search for. This can be any alphanumeric value, up to
128 characters in length.

o Expression Check #2. Another regular expression to search for. Can be any alphanumeric value,
up to 128 characters in length.

o Custom Header Elements. Allows you to include a custom header with your transaction. Enter the
header in this field.

o Compatibility. Specifies the type of application SL1 will be communicating with on the server.
Choices are:

° Default. Standard HTTP/HTTPS.
° SOAP. SOAP-based requests.
° Cisco AXL. Cisco AXL interface.

5. Click [Save].
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Example SOAP/XML Transaction Monitoring Policy

Create SOAP/XML Transaction Policy

Create New Policy

Reset

Select Device

[[10.64.172.187]

v]

Auth Account:Password

Policy Name Uniform Resource Locator (URL)

[WhMwars ] https://%0/sdk/vimservice .wsdl

State Part
[ [Enabled] V443 | 4

Timeout Post String

[[10 Sec] |

Proxy Server-Port
( J 4

Proxy Account:Password Content Encoding Request Method

[ ] [ [textixmi] ~ | [[Post) v

Proxy Auth Methed

Post Data /Content

[ [Defaul]

]

Post File Name

<?xml version="1.8" encoding="IS0-8859-1"?2>

< :
xmlns:soapenv="http://schemas.xmlsoap.org/scap/envelope”
xmlns:urn="urn:vim25">

<soapeny;Header/>

(

HTTP Auth Method

[ [Default]

SSL Mode

[ [Auto Detect]

Expression Check #1

(

Expression Check #2

(

Custom Header Elements

(

Compatibility

[ [Default]

Save

¢ In this example, the policy monitors SOAP transactions to a VMware ESX server at

"hitps://%D/sdk/vimService.wsdl'. VMWare ESX servers accept SOAP requests.

e The policy uses cURL to send a SOAP request to the ESX server.

e The SOAP request includes a SOAP API "RetrieveServiceContent". This APl ensures that SL1 can
communicate with the VMware server and returns information about the services available on the VMware

server.

Defining a SOAP/XML Transaction Monitoring Policy in the Classic
SL1 User Interface

There are two places in SL1 from which you can define a monitoring policy for SOAP/XML transactions:

1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Click the wrench icon ( P) for the device.

¢ Inthe Device Administration panel, click the [Monitors] tab.

o From the [Create] menu in the upper right, click Create SOAP/XML Transaction Policy.
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2. From the SOAP/XML Transaction Monitoring page (Registry > Monitors > SOAP-XML Transactions):
 Inthe SOAP/XML Transaction Monitoring page, click the [Create] button.
3. The SOAP/XML Transaction Policy modal appears.

For information about completing the fields in the SOAP/XML Transaction Policy modal, see the section on
Defining a SOAP/XML Transaction Policy.

Editing a SOAP/XML Transaction Monitoring Policy

To edit a SOAP/XML transaction monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to edit and click its wrench icon ( a). The SOAP/XML Transaction Policy modal
appears.

4. Inthe SOAP/XML Transaction Policy modal, you can change the values in one or more of the fields
described in the section on Defining a SOAP/XML Transaction Policy.

5. Click [Save].

Editing a SOAP/XML Transaction Monitoring Policy in the Classic SL1
User Interface

There are two places in SL1 from which you can edit a monitoring policy for SOAP/XML transactions:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
. . & .
Click the wrench icon (¢7) for the device.

¢ Inthe Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( a).
Or:
2. From the SOAP/XML Transaction Monitoring page (Registry > Monitors > SOAP-XML Transactions):

¢ Inthe SOAP/XML Transaction Monitoring page, find the policy you want to edit and click its

wrench icon ( a).

3. The SOAP/XML Transaction Policy modal appears.

4. Inthe SOAP/XML Transaction Policy modal, you can change the values in one or more of the fields
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described in the section on Defining a SOAP/XML Transaction Monitoring Policy.
5. Click [Save].

Executing a SOAP/XML Transaction Monitoring Policy

After creating or editing a SOAP/XML transaction policy, you can manually execute the policy and view detailed
logs of each step during the execution.

NOTE: After you define a SOAP/XML transaction monitoring policy and enable the policy, SLT will
automatically execute the policy every five minutes. However, you can use the steps in this section to
execute the policy immediately and see debug information about the execution of the policy.

To execute a system process monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to run manually and click its lightning bolt icon ().

4. The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is very helpful for diagnosing possible problems with a
policy.

Executing a SOAP/XML Transaction Monitoring Policy in the Classic
SL1 User Interface

To execute a SOAP/XML transaction monitoring policy in the classic SL1 user interface:

1. Inthe SOAP/XML Transaction Monitoring page, find the policy you want to run manually.
2. Click the lightning bolt icon (+ ) to manually execute the policy.

3. While the policy is executing, SL1 spawns a modal called Session Logs. The Session Logs page provides
detailed descriptions of each step during the execution. This is very helpful for diagnosing possible problems
with a policy.

Deleting a SOAP/XML Transaction Monitoring Policy

You can delete a SOAP/XML policy from the [Monitors] tab of the Device Investigator. When you delete a
monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a monitoring
policy will also remove all data that was previously collected by the policy.

To delete a SOAP/XML transaction monitoring policy:
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1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.
3. Find the policy you want to delete and click its bomb icon (g@"). A confirmation prompt appears.

4. Click [OK].

Deleting a SOAP/XML Transaction Monitoring Policy in the Classic
SL1 User Interface

You can delete one or more SOAP/XML transaction monitoring policies from the SOAP/XML Transaction
Monitoring page. When you delete a monitoring policy, SL1 no longer uses the policy to collect data from the
aligned device. Deleting a monitoring policy will also remove all data that was previously collected by the policy.

To delete a SOAP/XML transaction monitoring policy in the classic SL1 user interface:

1. Go to the SOAP/XML Transaction Monitoring page (Registry > Monitors > SOAP-XML Transactions).

2. Inthe SOAP/XML Transaction Monitoring page, select the checkbox(es) for each SOAP/XML policy you
want to delete. Click the checkmark icon (&) to select all of the SOAP/XML policies.

3. Inthe Select Action menu in the bottom right of the page, select Delete Monitors.

SOABIML Transaction Wontoring | Moniors Found (1] I T T
I I [ I I I ]
1. EZ T s eice o S RS = /|04 VH-01 sciencelogic beal  [WETIENEEI SeneE I Sy =T A |

4. Click the [Go] button to delete the selected SOAP/XML monitoring policies.

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Viewing Reports on a SOAP/XML Transaction Policy

See the section on Viewing Performance Graphs for information and examples of reports for monitoring
SOAP/XML transactions.
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Viewing Raw Data from a SOAP/XML Policy

You can view the raw data sent from SL1 to the external URL and the raw data returned to SL1. This feature can
be helpful when troubleshooting a policy.

To view raw data from a SOAP/XML policy:

1. Inthe SOAP/XML Transaction Monitoring page, find the policy you want to view raw data for.
2. Click the page icon (5) to the far left in the table.

3. The Results Page Dump modal appears. This page displays the raw data sent to the external URL and the
raw data returned to SL1.
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Chapter

16

Monitoring System Processes

Overview

This chapter describes how to view system processes for devices in SL1 using SNMP or the SL1 Agent. It also
describes creating monitoring policies to monitor system processes and using system process reports.

Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

« To view a page containing all of the menu options, click the Advanced menu icon ( + ).

This chapter covers the following topics:

WHhat is @ ProCesse ...t 270
Viewing the List of System Processes on All Devices ... 270
Viewing a List of System Processes on a Single Device ... 273
Viewing the System Process Monitoring Policies ... ... 276
Defining a System Process Monitoring Policy ...l 278
Editing a System Process Monitoring Policy ... ... . .. 282
Executing a System Process Monitoring Policy .......... ... 283
Deleting a System Process Monitoring PoliCy ... 284
Generating a Report on Multiple System ProCesses ... 285
Generating an Exclusion Report for a Single System Process ... 287
Viewing Reports for a System Process Policy ... 288
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What is a Process?

A process is a program that is currently running or has been run in the past and is currently idle. Sometimes a
process is called a task.

There are two methods for monitoring processes:
* For devices monitored using SNMP, SL1 automatically collects a list of all processes running every two
hours.
» For devices monitored using the SL1 Agent, SL1 automatically collects a list of all processes running every
five minutes.

SL1 allows you to create policies that monitor system processes every five minutes:

¢ [f a device is not monitored using the SL1 Agent, the policy collection is performed using SNMP.

¢ [f a device is monitored using the SL1 Agent, the policy collection is performed by the agent.
For each monitored process, you can create a policy that specifies:

* Whether or not to generate an event if the process is running.

¢ How much memory each instance of a process can use.

e How many instances of a process can run simultaneously.

¢ If policy collection is performed by the agent, how much memory all instances of a process can use in total.

¢ If policy collection is performed by the agent, how much CPU all instances of a process can use in total.

Viewing the List of System Processes on All Devices

The Device Processes page displays a list of all processes discovered by SL1 on all devices.
To view the list of all processes running on all discovered devices:

1. Go to the Device Processes page (Devices > Processes).
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2. The Device Processes page displays the following about each process:

TIP: To sort the list of processes, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort the list by descending order, click the column-heading again.

o Device Name. Name of the device where the process resides. For devices running SNMP or with
DNS entries, the name is discovered automatically. For devices without SNMP or DNS entries, the
device's IP address will appear in this field.

o Organization. Organization associated with the device where the process resides.
o IP Address. P address of the device where the process resides.

« Device Classification / Sub-Class. The manufacturer (device class) and type of device (sub-class).
The Device-Class/Sub-Class is automatically assigned during auto-discovery.

e Process. The name of the process. A single process name can have multiple entries.
e PID. A unique ID for the process. The device's operating system assigns this value.
e Memory. The amount of memory currently used/reserved for the process.

o Run State. The current state of the process:

o

Runnable. Process is ready to run as needed.

© Running. Process is currently running.

o

Not Running. Process is in a "waiting" state.

o

Invalid. Process is part of an operation that failed. Process was not ended gracefully.
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NOTE: Run states are defined by a device's operating system and/or installed agents. Run states may differ

between devices.

o Monitored. Specifies whether or not SL1 monitors the process:

° Yes. SL1 currently monitors this process.

° No. SL1 does not currently monitor this process.

Filtering the List of System Processes

You can filter the list on the Device Processes page by one or more parameters. Only processes that meet all the
filter criteria will be displayed in the Device Processes page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Device Processes page searches
for processes that match the text, including partial matches. By default, the cursor is placed in the left-most filter-
while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The list is

dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter by one or more of the following parameters:
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Device Name. You can enter text to match, including special characters (comma, ampersand, and

exclamation mark), and the Device Processes page will display only processes that have a matching device
name.

Organization. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Device Processes page will display only processes that have a matching
organization.

IP Address. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Device Processes page will display only processes that have a matching IP
address.

Device Class. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Device Processes page will display only processes that have a matching device
class.

Process. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the Device Processes page will display only processes that have a matching process name

PID. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the Device Processes page will display only processes that have a matching process ID.

Memory. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the Device Processes page will display only processes that have a matching amount of memory
currently used/reserved for the process.
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e Run State. You can enter text to match, including special characters (comma, ampersand, and exclamation

mark), and the Device Processes page will display only processes that have a matching run state.

e Monitored. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Device Processes page will display only processes that have a matching
monitoring status.

Viewing a List of System Processes on a Single Device

On the [Processes] tab of the Device Investigator, you can view information about the processes running on
the device. The [Processes] tab displays a combined list of processes collected via SNMP and the agent, where

applicable.

cscol119 Info v Report ‘ Tools

Investigator Settings Interfaces Configs Events Software Attributes Ports Collections Processes Redirects Rel Q More v
System Processes | Operating Processes Found [351] Reset Guide
Process ~ Argument(s) Path / User PID Memory  RunState Monitored
1. agetty —noclear tty1 linux Isbin/agetty 1824 852 kB Runnable No <j
2. ata_sff - - 356 0 kB Runnable No -
3. auditd - /sbin/auditd 1739 1068 kB Runnable No «p
4. bash = loptiem7/bin/system_status s/ 12409 2312 kB Runnable No £
5. bash & loptlem/bin/system_status.s/12704 | 1468kB Runnable = No  «j
6. bioset - - 53 0 kB Runnable No -*
7. bioset — — 54 0 kB Runnable No -r
8. bioset - - 55 0 kB Runnable No o
9. bioset = = 892 0kB Runnable No -p
10. bioset = = 904 0kB Runnable  No <
11. bioset - - 917 0kB Runnable No -p
12. bioset - - 1609 0 kB Runnable No -*
13. bioset - - 1612 0kB Runnable No
14 bioset - - 1615 0 kB Runnable No L
15. bioset = = 1618 0 kB Runnable No -r
16. bioset - - 1621 0 kB Runnable No L
17. bioset — — 1628 0 kB Runnable No -r
18. bioset - - 14022 0kB Runnable No o
19. bioset - - 14026 0kB Runnable No -p
20. chronyd = Jusrlsbin/chronyd 1790 1836 kB Runnable  No e
21 containerd - {usr/bin/containerd 8905 29104 kB Runnable No «p
22. containerd-shim —namespace moby -workdir inerdii 1 inerd-sh 9573 3512kB Rummable  No <
23 containerd-shim P y -workdir 1 ir 9990 3600 kB Runnable No «p
24. crond -n lusr/sbin/crond 1815 1588 kB Runnable No -
25. erond -n fusr/sbin/CROND 12245 2492 kB Runnable No -r

For each process, the System Processes page displays the following information:

TIP: To sort the list of processes, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort the list by descending order, click the column heading again.

e Process. The name of the process. A single process name can have multiple entries.

o Argument(s). The arguments with which the process was invoked.

o Path/User. The path where the process executable resides. The value in this field varies, depending on the

device's operating system and installed agents.
e PID. A unique ID for the process. The device's operating system assigns this value.
¢ Memory. The amount of memory currently being used/reserved for the process.

e Run State. The current state of the process. This can be one of the following:

Viewing a List of System Processes on a Single Device
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© Runnable. Process is ready to run as needed.
© Running. Process is currently running.
© Not Running. Process is in a "waiting" state.

° Invalid. Process is part of an operation that failed. Process was not ended gracefully.

NOTE: Run states are defined by a device's operating system and/or installed agents. Run states may differ
between devices.

¢ Monitored. Specifies whether or not SL1 is monitoring this process.

Viewing a List of System Processes on a Single Device in the Classic
SL1 User Interface

The System Processes page displays a list of all of the processes that are running on a single device. The
System Processes page displays a combined list of processes collected via SNMP and the agent, where
applicable.

To view the list of processes on a single device:

1. Goto the Device Manager page (Devices > Device Manager).

2. Find the device where you want to view the list of processes. Select the bar graph icon (fﬂ) for that device.
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= .100100.45  Pingable  FreeBSD| ICHP. 204 Jonto [ Heatny [ User Disabled =
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_ w — Network App F5 Networks, inc. | BIGP LTW Node 3193 System [Zarieatny [410) Active SwpPwicVz V2 mERE (]
= - = Network App FS Networks, Inc. | BIGIP LTM Node 2228 System cue Active SuMpPubic V2 V2 R
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_ w - Network App F5 Networks, inc. | BIGAP LTW Node 2754 System [k Heatny [S11) Active suupPwicvz V2 mIyREL]
- - - MNetvrork App FS Networks, Inc. | BIGIPLTM Node 2678 System [*iletics CUG Active SNWPPubicV2 V2 pXREE]
- w = Netwrork App F5 Networks, Inc. | BIGAP LTH Node 3053 System [ Heathy [W1) Active SNWPPubicV2 V2 eIy RE [
= - = MNetwork App FS Networks, Inc. | BIGIP LTW Node 2115 System [ZaAeatny [S1) Active SuupPubic V2 V2 iR
— w — Network App F5 Networks, Inc. | BIGIP LTM Node 3008 System [k Heatthy [dVle] Active SNWPPublicVZ V2 e SRE [
= - — MNetwork App F5 Networks, inc. | BIG-IPLTM Node 2369 System | Ak Heatthy [ul/e] Active SNMPPublic V2 V2 R ]
_ w — Network App F5 Networks, inc. | BIGAP LTW Node 2790 System [ZaAeatny [410) Active suPPwicv2 V2 mIyREL]
— ) — Network App FS Networks, inc. | BIGIP LTH Node 2642 System Active SNWPPubicV2 V2 pXYRl |
- w - Network App F5 Networks, Inc. | BIG-IP LTM Node 3206 System Active SNMPPublic V2 V2 s YIREL
= w = Network App FS Networks, Inc. | BIGJF LTl Node 2395 System Active SHMPPuBic V2 V2 R ] -
[obsagon — []
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3.

Close

Performance Topology

Configs

In the Device Reports panel, select the Processes tab. The System Processes page appears.

Interfaces

224371-58.loul1 hosting.com Mar Tye= Physical Device
© 10.20.0.250 | 106 v Network Application
= FS Networks, Inc. = BIG-IP 1600
System Uptime | 355 days, 23:58:19
Active Callection Time | 2014-08-16 14:40:00
=crption Linux 224371-58 lou01 hosting.com 2.6 18-164 11 1 e/5.1.0.f5app #1 SMP  Group . Colizctor CUGZ | emi_cu2
Device Hostname
System Processes | Operating Processes Found [155] Reset
Process » Argumentis) Path / User FID Memory Run State
1. "aioi0” - "aioll” 70 0 kB Runnable
2. "aio1” - "aioi1” 171 0 kB Runnable
3. "alertd” o “lusrisbin/alertd™ 353 6332 kB Runnable
4. "ata/l” - “atall” 329 0 kB Runnable
S "atar” - “atai” 330 0 kB Runnable
6. "ata_aux" — “ata_aux" N 0 kB Runnable
7. "audispd” - “fsbin/audispd™ 2949 568 kB Runnable
8. "auditd” - “auditd” 2947 700 kB Runnable
9. "audit_forwarder” — “fusr/binfaudit_forwarder” 2174 9232 kB Runnable
10. "bash” - “bash” 28070 1448 kB Runnable
11. "bcmSGxoxd™ o~ “fusribin/bcmS6xod™ 3481 34340 kB Runnable
12. "big3d” — “fshared/bin/big3d™ 2498 2228 kB Runnable
13. Fhigd® - “fusribin/bigd™ 3513 30260 kB Runnable
14. "bigpipe” “shell” “bigpipe” 28213 11388 kB Runnable
15. “cbrd® "—threads=2 —host-memory=134217728 —umu_t —pending_t - 3518 10548 kB Runnable
16. "chmand” o “fusribinichmand™ 3492 8052 kB Runnable
17. "cqueue/l” — "cqueue/l” 107 0 kB Runnable
18. "cqueue1” - “cqueuel1” 108 0 kB Runnable
18. "erond™ - “crond” 3283 524 kB Runnable
20. "csed” (= “lusr/binicssd” 3457 1584 kB Runnable
21. "csyncd” - “fusribin/icsyncd” 3476 8828 kB Runnable
22. "eventd” o “lusribinjeventd™ 3533 4528 kB Runnable
23. "events/0” = “eventsil” 8 0 kB Runnable
24, "events/1" - “eventsi” 8 0 kB Runnable
25. Fipdd™ - “fusribin/fpdd™ 3489 5236 kB Runnable
| [Viewing Page: 1] E”

Guide

Monitored

5555558585558 555858cF

4. Foreach process, the System Processes page displays the following information:

ascending order. To sort the list by descending order, click the column heading again.

TIP: To sort the list of processes, click on a column heading. The list will be sorted by the column value, in

e Process. The name of the process. A single process name can have multiple entries.

o Argument(s). The arguments with which the process was invoked.

o Path/User. The path where the process executable resides. The value in this field varies, depending

on the device's operating system and installed agents.
e PID. A unique ID for the process. The device's operating system assigns this value.
o Memory. The amount of memory currently being used/reserved for the process.

o Run State. The current state of the process. This can be one of the following:

° Runnable. Process is ready to run as needed.

© Running. Process is currently running.
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© Not Running. Process is in a "waiting" state.

° Invalid. Process is part of an operation that failed. Process was not ended gracefully.

NOTE: Run states are defined by a device's operating system and/or installed agents. Run states may differ
between devices.

¢ Monitored. Specifies whether or not SL1 is monitoring this process.

Viewing the System Process Monitoring Policies

You can view a list of system process monitoring policies from the System Process Monitoring page (Registry >
Monitors > System Processes).

The System Process Monitoring page displays the following information about each system process:

System Process Monitoring | Moni

Process Mams + Wemory Limit Foiy 1D
[ ]

[

| BfracusTee o 5 S N v;i: 2505 Servers asystem ]
2. 2glffcsrss exe” [ 2 3,/ HQ-W2K3-JUMPO1 Servers @system 7 [
3 @ P Scaminghocess cxe” b 1 EDBOTIORFR o W 200 183 Viorstatons isystem ]

EEEs | -- |

e Process Name. Name of the policy.

e Memory Limit. The maximum amount of memory that can be used or reserved by a single instance of the
process, as specified in the process policy.

e Policy ID. Unique, numeric ID, assigned to the policy automatically by SL1.
o State. Whether the policy is enabled or disabled.
o Device Name. Name of the device associated with the policy.

o IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.
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» Device Category. Device category of the device associated with the policy.
» Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

* Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.

* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

* Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.
Filtering the List of System Process Monitoring Policies

You can filter the list on the System Process Monitoring page by one or more parameters. Only policies that
meet all the filter criteria will be displayed in the System Process Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The System Process Monitoring
page searches for policies that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Process Name. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies that monitor a process that has a matching process name.

o Memory Limit. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies that contain a matching per-process memory limit.

e Policy ID. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies that have a matching policy ID.

o Device Name. You can enfer text to match, including special characters, and the System Process
Monitoring page will display only policies aligned with a device with a matching device name.

o IP Address. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies aligned with a device with a matching IP address.

o Device Category. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies aligned with a device with a matching device category.

« Organization. You can enter text to match, including special characters, and the System Process
Monitoring page will display only policies that have a matching organization.
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Defining a System Process Monitoring Policy

You can define a system process monitoring policy for a device on the [Monitors] tab of the
Device Investigator.

-cscoI119 Info v Report ‘ Tools

tions Processes Redirects Relationships Schedules Journals Services Map Monitors Thresholds Tickets Notes Q More v

Monitoring Policies Create Actions Refresh Guide

Policy Name URL Content Encoding Egit Date

12 ,f) SOAP/XML Policy http:/iwwwsciencelogic.com textixml 2021-01-27 19:57:07

1P Address Port Number Protocol
2 Byl 10211119 2 TCPP

Edit Date

o BNm

2021-01-27 19:56:39

To define a system process monitoring policy:

1. Go to the Devices page and click the Device Name of the device for which you want to define a system
process monitoring policy. The Device Investigator displays.

2. Click the [Monitors] tab.
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3. Click [Create], and then select Create System Process Policy. The System Process Policy modal appears:

Create New System Process Policy x

Create New Policy MNew Reset

| Device: 007-s11-db-50 | Change Selected Device |

Process Name Memory Limit (Kilobytes per instance) i
| v+ | ]
Ignore Case [ ]

Total Memary Limit (Kilobytes)
Process Argument (regular expression) [ ]

v] +
Min / Max Instances :

| J 4 J

| Process User J Total CPU Utilization Limit (%)
Alert if Restarted l )
([No] =)
Alert if Found ) State

[[Mo] v [ [ Enabled ] v

Save

4. Inthe System Process Policy modal, supply a value in each of the following fields:
e Process Name. The name of the process. You can either:
o Select from a list of all processes running on this device.

© Click on the "+"icon and manually enter the name of a process.

« Ignore Case. Select this option if you want SL1 to ignore case-sensitivity in this process name when
determining whether to run the system process policy.

¢ Process Argument (regular expression). The arguments with which the process is invoked. This field
includes a drop-down list of all arguments currently in use by the current device for the specified process
(specified in the Process Name field). If you don't want to use an argument from the drop-down, you can
manually enter a valid regular expression in this field. If you want to include special characters in this regular
expression, be sure to escape those special characters. The Create System Process Policy modal will
display an error message if the regular expression is not valid. SL1 will match the policy to a process if the
value in this field appears anywhere in the argument string for that process. For example "win" would match
arguments for "windows" and "win2k".

¢ Process User. Search for the following process user or process owner when the process is running. This field
is helpful for finding processes running as root that should not be.

NOTE: Some hardware includes information about a process user or owner for each process in the SNMP
data; some does not. Do not specify a value in the Process User field if the device does not include
process user or process owner information in its SNMP data. If you specify a process user, and a
device does not include process user in its SNMP data, SL1 will not generate an alert, even if it finds
this process running
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o Alert if Restarted. You can use this field to generate an alert in the Device Log if a system process restarts.

Your choices are:

© Yes. Use this setting to check for system processes that have restarted. SL1 checks every 5 minutes to
determine if a system process has restarted. If SL1 finds a restarted system process, it will generate an
alert in the Device Log.

° No. Use this setting if you do not want SL1 to check for system processes that have restarted.

NOTE: When a system process has been restarted, it receives a new process ID number. It might take up to 2

hours for this new ID to appear on the Process Manager page (System > Settings > Processes).

NOTE: In some cases, this alert might appear if a device is restarted.

280

o Alert if Found. You can use this field in one of two ways: generate an event when a required system process

is not running or generate an event when an illicit system process is running. Your choices are:
° Yes. Use this setting to look for illicit processes.
® |fSL1 finds the illicit process (specified in the Process Name field), SL1 will generate an event.

® |fSL1 does not find the illicit process running, SL1 will not generate an event.

° No. Use this setting to ensure that a required process is running.

® |fSL1 finds the required (specified in the Process Name field) running, SL1 does not generate an
event.

® [fSL1 does not find the required process running, SL1 generates an event.

Memory Limit (Kilobytes per instance). The amount of memory, in kilobytes, you will allow each instance
of the process to use. This is an optional field.

Total Memory Limit (Kilobytes). This setting is modifiable only if the SL1 Agent is running on the selected
device. The amount of memory, in kilobytes, you will all instances of the process to use in total. This is an
optional field.

Min Instances. The minimum number of instances of the process that should be running. If the minimum
instances are not running, SL1 generates an event. The event will be of severity "major" and will say "too few
processes running."

Max Instances. The maximum number of instances of the process you will allow to run. If the maximum
number of instances is exceeded, SL1 generates an event. The event will be of severity "major" and will say
"foo many processes process running."

Total CPU Utilization Limit (%). This setfting is modifiable only if the SL1 Agent is running on the selected
device. The amount of overall CPU you will allow all instances of the process to use in total. This is an
optional field.
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« State. Specifies whether SL1 should start collecting data specified in this policy from the device. Choices
are:

© Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency specified in
the Process Manager page (System > Settings > Admin Processes) for the Data Collection:
OS Process Check process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field is
set to Enabled.

5. Click [Save].

Example Policy for a System Process

System Process Policy x

Editing Policy [1] I Click Save to commit changes New Reset

| Device: SAC-PATCH-DB-9-26 |

Process Name Memory Limit (Kilobytes per instance)
[ crond v|+ [ |
Ignore Case [ | o
Total Memory Limit (Kilobytas)
Process Argument (regular expression)
([vn] v+

Min / Max Instances
)i

( Process User ] Total CPU Utilization Limit (%)

Alert if Restarted

[ [No] v ]
Alert if Found State
([No] 7] ([Enabled] v

« This policy monitors a system process on the device "'em7ao".
* The policy looks for the process "crond".

 [fthe process is not found running on the device, SL1 generates an event.

Defining a Monitoring Policy for a System Process in the Classic SL1
User Interface

You can define a process monitoring policy in the System Process Policy modal. You can access the System
Process Policy page either from the Device Manager page (Devices > Device Manager) or from the System
Process Monitoring page (Registry > Monitors > System Processes).

To access the System Process Policy modal from the Device Manager page:

1. Go to the Device Manager page (Devices > Device Manager)
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2. Inthe Device Manager page, find the device that you want to associate with the monitoring policy. Select
wrench icon ( ﬂ‘) for the device.

3. Inthe Device Administration panel for the device, select the [Monitors] tab.
4. From the [Create] menu in the upper right, select Create System Process Policy.

5. The System Process Policy modal appears.
To access the System Process Policy modal from the System Process Monitoring page:

1. Go to the System Process Monitoring page (Registry > Monitors > System Processes).
Select the [Create] button.

2.
3. Click the device icon (&) for the device you want to align to policy with.
4,

The System Process Policy modal appears.

For information about completing the fields in the System Process Policy modal, see the section on Defining a
Monitoring Policy for a System Process.

Editing a System Process Monitoring Policy

To edit a system process monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.
2. Click the [Monitors] tab.
@
(%)

3. Find the policy you want to edit and click its wrench icon . The System Process Policy modal appears.

4. Inthe System Process Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for System Processes.

5. Click [Save].

Editing a Monitoring Policy for a System Process in the Classic SL1
User Interface

There are two places in SL1 from which you can edit a monitoring policy for a system process:

1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
. . & .
Click the wrench icon (7) for the device.

¢ Inthe Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( a).
Or:

2. From the System Process Monitoring page (Registry > Monitors > System Processes):
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* In the System Process Monitoring page, find the policy you want to edit and click its wrench icon (
®
).
The System Process Policy modal appears.

In the System Process Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for System Processes.

Click [Save].

Executing a System Process Monitoring Policy

After creating or editing a system process monitoring policy, you can manually execute the policy and view
detailed logs of each step during the execution.

NOTE: After you define a system process monitoring policy and enable the policy, SL1 will automatically

execute the policy every five minutes. However, you can use the steps in this section to execute the
policy immediately and see debug information about the execution of the policy.

To execute a system process monitoring policy:

1.

Go to the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.

Click the [Monitors] tab.

Find the policy you want to run manually and click its lightning bolticon ().

The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is very helpful for diagnosing possible problems with a
policy.

Executing a System Process Monitoring Policy in the Classic SL1 User
Interface

To execute a system process monitoring policy in the classic SL1 user interface:

1.

In the System Process Monitoring page (Registry > Monitors > System Processes), find the policy you
want to run manually.

Click the lightning bolt icon (+ ) to manually execute the policy.

While the policy is executing, SL1 spawns a modal page called Session Logs. The Session Logs page
provides detailed descriptions of each step during the execution. This is very helpful for diagnosing possible
problems with a policy.
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Deleting a System Process Monitoring Policy

You can delete a system process monitoring policy from the [Monitors] tab of the Device Investigator. When
you delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a system process policy:

1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.
3. Find the policy you want to delete and click its bomb icon (@"). A confirmation prompt appears.

4. Click [OK].

Deleting a System Process Monitoring Policy in the Classic SL1 User
Interface

You can delete one or more system process policies from the System Process Monitoring page. When you
delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a system process policy in the classic SL1 user interface:

1. Go to the System Process Monitoring page (Registry > Monitors > System Processes).

2. Inthe System Process Monitoring page, select the checkbox(es) for each system process policy you want
to delete. Click the checkmark icon () to select all of the system process policies.
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3. Inthe [Select Action] menu in the bottom right of the page, select Delete Monitors.

4. Click [Go].

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Generating a Report on Multiple System Processes

From the Device Processes page (Devices > Processes) you can generate a report on all, multiple, or a single
process in SL1.

Generating a Report on Multiple System Processes 285



The report will contain all the columns displayed in the Device Processes page.

Device Processes Reporl generated by banderion on 2015-04-17 03:47:25
Device Name nization IP Address Device Class | Sub-Class | Process | PID Memo Run State | Monitored
0. [ACME - DB MSSQL 2 - We|ACME 182.168.32.113 Microsoft | MSSQL Server boinc.exe 140 4852 kB|Running [No
1. JACME - DE MSSOL 2 - We[ACME 182.168.32.113 [Microsoft | MSSOL Sarver boincmar.exe B85 5860 kE[Running [No
2. |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 |Mi MSSQL Server |conhost.exe 668 116 kB|Running No
3. |ACME - DB MSSOL 2 - We|ACME 152.168.32.113 Microsoft | MSSQL Sarver csrss exe 06 580 kB|Running No
4. [ACME - DB MSSQL 2 - We|ACME 192.168.32.113 [Microsoft | MSSQL Server [CSrEs. exe 5] 564 kB|Running No
5. [ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server carss exe |1220 544 kB|Running [No
6_[ACME - DB MSSOL 2 - WalACME 192 168 .32 113 Microsoft | MSSQL Sarver dwm exe 1040 284 kB|Running [No
7. |ACME - DB MSSOL 2 - WelACME 192.168.32.113 [Microsoft | MSSQL Server explorer.exe 648 3200 kB|Running [No
8. [ACME - DB MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Sarver |L§Dﬂul.axa 04 B576 kB[Running [No
9. [ACME - DB MSSOL 2 - WelACME 192.168.32.113 Microsoft | MSSOL Sarver |lsass.exe 52 5148 kB[Running No
10. |ACME - DB MSSOL 2 - We|ACME 162.168.32.113 Microsoft | MSSQL Sarver lsm.exe 1820 kB[Running No
11 [ACME - DB MS50L 7 - WelACME 192 168.32.113 [Microsoft | M: L Sarver msdic exe |2432 156 kB[Running [No
12. |JACME - DE MSSOL 2 - WelACME 192.168.32.113 [Microsof | MSSQL Server msmdsrv.exe 1080 5320 kB|Running No
13. JACME - DE MSSOL 2 - WelACME 102.168.32.113 |Microsoft | MSSQL Server |rdpdlip-exe 084 352 kE|Running [No
14. JACME - DE MSSQL 2 - WelACME 192.168.32.113 Microsoft | MSSQL Server Reporti 1140 64212 kB[Running No
15. |JACME - DB MSSOL 2 - WelACME 182.168.32.113 Microsoft | MSSQL Server services.exe el 4760 kB[Running [No
16. [ACME - DE MSSOL 2 - We[ACME 18216832113 [Microsoft | MSSOL Sarver 5Mss. exe 216 20 kE[Running [No
17. |ACME - DB MSSOL 2 - We|ACME 192.168.32. Microsoft | MSSQL Server sNMp.exe 1460 3624 kB[Running o
18. |ACME - DB MSSOL 2 - We|ACME 192.168.32. Microsoft | MSSQL Sarver spoolsv.exe [272 1148 kB[Running o
19. JACME - DE MSSOL 2 - WelACME 192.168.32. Microsoft | MSSOL Sarver EPPSVC.8xe (2496 2892 kB[Running i
20. |ACME - DB MSSOL 2 - WelACME 192.168.32. [Microsoft | MSSQL Server sglsen.exe 1052 36884 kB|Running o
21. |JACME - DB MSSOL 2 - WelACME 192 168.32.113 Microsoft | MSSQL Sarver sqhwriter exa 1484 B8 kB[Running [No
22, |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server swchost.exe gz 3072 kB|Running No
23. [ACME - DB MSSOL 2 - We|ACME 152.168.32.113 [Microsoft | MSSOL Sarver swchost.exe 24 3628 kE2[Running [No
24. |ACME - DB MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSUL Sarver swchost.exe |EiFS 5388 kE[Running No
|ACME - DB MSSOL 2 - WelACME 182.168.32.113 Microsoft | MSSQL Server swchost.exe %54 18872 kB[Running No
[ACME - DE MSSCL 2 - We[ACME 192 168.32.113 [Microsoft | MSSOL Sarver swchost exe 04 5205 kE[Running [No
. JACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server swchost.exe 1176 kB[Running No
. JACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Sarver swchost.exe 84 8140 kB|Running No
. |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 [Microsoft | MSSQL Server swchost.exe 80 3455 kB|Running [No
. |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server swchost.exe |1108 80 kB[Running [No
[ACME - DB MSSQL 2 - WelACME 192 168 .32 113 Microsoft | MSSQL Sarver swchost exe |1832 2632 kB|Running [No
. |ACME - DB MSSOL 2 - WelACME 192.168.32.113 Microsoft | MSSQL Server swchost.exe 1864 108 kB|Running [No
. JACME - DB MSSOL 2 - We|ACME 162.168.32.113 Microsoft | MSSQL Sarver swchost.exe ? 100 kB|Running No
. JACME - DB MSSOL 2 - WelACME 192.168.32.113 Microsoft | MSSOL Sarver Esham 48 kB[Running No
. |ACME - DB MSSOL 2 - We|ACME 162.168.32.113 Microsoft | MSSQL Sarver [Systemn Idle Process. I 24 kB[Running No
[ACME - DB MSS0L 2 - WelACME 192 168.32.113 [Microsoft | M: L Sarver taskhost exa 704 3304 kB|Running [No
. JACME - DB MSSQL 2 - We|ACME 192.168.32.113 [Microsoft | MSSQL Server ininit. exe 56 80 kB[Running No
. JACME - DB MSSOL I - We|ACME 152.168.32.113 |Microsoft | MSSOL Server [winlogan.exe 84 280 kE|Running [No
. JACME - DB MSSUL 2 - We|ACME 192.168.32.113 Microsoft | MSSUL Sarver jon.exe 1664 80 kB[Running No
. |ACME - DB-MSSQL - ME 182.168.32.112 Microsoft | Windows Server 2008 R2  |csrss.exe 06 844 kB|Running No
. [ACME - DE-MSSQL - ME 192.168.32.112 icrosoft | Windows Server 200BRZ [cerss.exe 8 452 kE[Running [No
. |ACME - DB-MSSQL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2  |csrss.exe 1676 564 kB|Running [No
[ACME - DB-MSES0L - ME 162.168.32.112 Microsoft | Windows Server 2008 R2  |dwm.axe 372 512 kB|Running [No
[ACME - DE-M! - ME 192.168.32.112 icrosaft | VAndows Server 2008 Rz |explorer.exe 340 4080 kE|Running No
[ACME - DB-MSSOL - ME 182.168.32.112 Microsoft | Windows Server 2008 R2 onll.exe p‘ 1582 kB[Running o
[ACME - DB-MSSOL - ME 192 168.32.112 Microsoft | Windows Server 2008 R2  |lsass axa 52 8460 kB|Running o
. JACME - DB-MSSOL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2  |lsm.exe [ED 2156 kB[Running o
. |ACME - DB-MSE0L - ME 102.168.32.112 Microsoft | Windows Server 2008 R2  [msdic.exe 1276 1516 kB[Running o
. JACME - DB-MSSOL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2  |msmdsiv.exe 1128 7260 kB[Running NO
. JACME - DB-MSSOL - ME 182.168.32.112 Microsoft | Windows Server 2008 R2  |Oobe.exe (2472 17408 kB[Running [No
[ACME - DB-MSSQOL - ME 192 168 32112 Microsoft | Windows Server 2008 RZ [rdpdlip axa [536 580 kB|Running [No
|ACME - DB-MSSQL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2 |services.exe [had 5864 kB[Running No
|ACME - DB-MSSQL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2  |smss.exe (218 316 kB|Running No
54. |JACME - DE-MSSQL - ME 192.168.32.112 Microsoft | Windows Server 2008 R2  |snmp.exe 1408 3815 kE[Running [No
Page 1

To generate a report on all or multiple device processes in SL1:

1. Goto the Device Processes page (Devices > Processes).

2. On the Device Processes page, click the [Report] button. The Export current view as a report modal
appears.

NOTE: If you want to include only certain processes in the report, use the "search as you type'" fields at
the top of each column. You can filter the list by one or more column headings. You can then
select the [Report] button, and only the processes displayed in the Device Processes page
will appear in the report.

3. Inthe Export current view as a report modal, select the format in which SL1 will generate the report. Your
choices are:

e Comma-separated values (.csv)
* Web page (.html)
* OpenDocument Spreadsheet (.ods)
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» Excel spreadsheet (.xIsx)

* Acrobat document (.pdf)

4. Click [Generate]. The report will contain all the information displayed in the Device Processes page. You
can immediately view the report or save it to a file for later viewing.

Generating an Exclusion Report for a Single System Process

From the Device Processes page (Devices > Processes), you can generate an exclusion report for a process.
SL1 will generate the report in MS Word format. An exclusion report specifies all devices where the selected
process is running and all devices where the selected process is not running. SL1 lists only appropriate servers in
this report. For example, Linux servers would not appear in a report for Windows-based processes.

™ Windows Service Exclusion Report

Management Systems April 17, 2015, 3:49 am

Devices That Have [ Reporiing Services Service.exe ] Service Installed

Run State

Report Summary

Total Devices 0
Unigue Device Categories | 0
Unique Device Classes o

0

Device IF Addrass Device Class / Sub-Class Service

Services Found

Services Not Found 0

A Process Exclusion Report displays the following:

* Name of the process.

List of all devices in SL1 where the process is running.

List of all devices in SL1 where the process is not running. SL1 includes only appropriate servers in this
report. For example, Solaris servers would not appear in a report for a Windows 2000 patch.

* The last row in the report displays:

° Total number of devices in report.

° Total number of device categories included in the report.
° Total number of device classes included in the report.

° Total number of devices where process is running

° Total number of devices where process is not running.

To generate an exclusion report about a process:
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1. On the Device Processes page (Devices > Processes), find an instance of the process you want to generate
an exclusion report for.

2. Click its printer icon (™). You will be prompted to save or view the generated report.

Viewing Reports for a System Process Policy

See the section on Viewing Performance Graphs for information and examples of reports for system processes.
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Chapter

17

Monitoring Web Content

Overview

SL1 allows you to create policies that monitor a website for specific content. This is helpful:

* To determine if a website is up and running.
» To determine if the connection between a webserver and a database is up and running.
¢ To monitor system tools that can be accessed through a browser.

¢ To monitor content on a website.
If SLT cannot match the expression in the content policy with the text on the website, SL1 generates an event.

SL1 uses cURL to send and receive data from the website.

NOTE: Web content monitoring policies cannot monitor web sites larger than 1 MB.

Use the following menu options to navigate the SL1 user interface:

« To view a pop-out list of menu options, click the menu icon ([&).

« To view a page containing all of the menu options, click the Advanced menu icon ( ==+ ).

This chapter covers the following topics:

Viewing the Web Content Monitoring Policies ... ... . ... .. ... ..
Defining a Web Content Policy ...
Editing a Web Content Policy ...

Executing the Web Content Monitoring Policy ...



Deleting a Web Content Monitoring POliCy ... 299

Viewing Reports on a Web Content Policy ... ... 300
Viewing ASCII Page Content .. . 301
Viewing the Monitored Website ... 302

Viewing the Web Content Monitoring Policies

You can view a list of web content monitoring policies from the Web Content Monitoring page (Registry >
Monitors > Web Content). The Web Content Monitoring page displays the following information for each web
content monitoring page:

o
Organzaton
Il ]
Fsyster azen
Fisyster B/l
Fsysten azQr
ekci Acion 1 =] c. |
e K

e Web Content Policy Name. Name of the policy.
e Policy URL. The URL that SL1 will monitor for specified content.
e Policy ID. Unique, numeric ID, assigned to the policy automatically by SL1.

o State. Whether SL1 will monitor the external website. This column will either show "Enabled" (SL1 will
monitor the external website) or "Disabled" (SL1 will not monitor the external website).

¢ Device Name. Name of the device associated with the policy.

¢ IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

« Device Category. Device category of the device associated with the policy.

o Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

* Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >
Performance tab) are also deleted.
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* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

» Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.

Filtering the List of Web Content Monitoring Policies

You can filter the list of policies on the Web Content Monitoring page by one or more parameters. Only
policies that meet all the filter criteria will be displayed in the Web Content Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Web Content Monitoring page
searches for policies that match the text, including partial matches. By default, the cursor is placed in the left-most
filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The
list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Policy Name. You can enfer text to match, including special characters, and the Web Content
Monitoring page will display only policies with a matching name.

e Policy URL. You can enfer text to match, including special characters, and the Web Content Monitoring
page will display only policies that monitor URLs that match the text.

e Policy ID. You can enter text to match, including special characters, and the Web Content Monitoring
page will display only policies that have a matching policy ID.

 State. You can enfer text to match, including special characters, and the Web Content Monitoring page
will display only policies that have a matching state (enabled or disabled).

o Device Name. You can enter text to match, including special characters, and the Web Content
Monitoring page will display only policies aligned with a device with a matching device name.

o IP Address. You can enfer text to match, including special characters, and the Web Content Monitoring
page will display only policies aligned with a device with a matching IP address.

o Device Category. You can enter text to match, including special characters, and the Web Content
Monitoring page will display only policies aligned with a device with a matching device category.

» Organization. You can enter text to match, including special characters, and the Web Content
Monitoring page will display only policies that have a matching organization.
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Defining a Web Content Policy

You can define a web content monitoring policy for a device on the [Monitors] tab of the Device Investigator.

cscol119

tions Processes Redirects

Monitoring Policies
Folicy Name

1 2ff) SOAPIXML Policy

1P Address

2. Pyt 10211119

Info v

Relationships Schedules Journals

URL
hitp:/www.sciencelogic.com

Port Number

2

Services Map Monitors

Content Encoding £t Date
g
textixml 2021-01-27 19:57:07 /
<

Protocol Edi Date
7

TCPIP 2021-01-27 19:56:39

<

Thresholds Tickets

Create

Notes Q More v

Actions Refresh Guide

To define a web content

monitoring policy:

1. Go to the Devices page and click the Device Name of the device for which you want to define a web
content monitoring policy. The Device Investigator displays.

Click the [Monitors] tab.

Click [Create], and then select Create Web Content Policy. The Web Content Policy modal appears:

Create Web Content Policy

Create New Policy New Reset
Select Device
[ fvmsl v
Paolicy Name Uniform Reseurce Locator (URL) HTTP Auth Username:Password
[MSNBC ] | |[etp: 74w msnbe . com ( ]
State Port HTTP Auth Method
[Enabled] ~ [[Defauly) |
a
Timeout SSL Encryption
(B sec] v Post String [ Disabled ~)
HTTP Status Code Expression Check #1 (Case Sensitive)  Invert
[ [n/a] ~ ] Prosecutor
[ Proxy Server:Port ) ) Exp Check #2 (Case Sensitive)  Invert
Cookie Value [
Proxy Username:Password .
[ ] [ Referrer String ]
Proxy Auth Method X
[ [Defaul] v] 4 [ Host Resolution ]
Location Redirect Browser Emulatien
[Default ~] | | (CI_Mozilla/4.0 (compatible; MSIE 6.0; Windows NT 5.1)] v]
Min Page size (Kb) Max Page size (Kb) Min Download speed (kb/s) Max nslookup time (msec) Max TCP connect time (msec) Max overall transaction time (msec)
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4. Inthe Web Content Policy modal, supply values in the following fields:

« Select Device. From this drop-down list, select a device to align with this policy. By default, the
current device is selected in this field.

NOTE: Before you can define a content policy, you must decide which managed device you want to
associate with the policy. You might want to associate the policy with the web server you will be
monitoring with the policy, but you aren't required to do so. The requests to the web server will be
sent from an appliance, but you must still associate the policy with a device.

e Policy Name. Name of the new policy. This can be any combination of letters and numbers.

« State. Specifies whether SL1 should start collecting data specified in this policy from the device.
Choices are:

° Enabled. SL1 will collect the data specified in this policy, from the device, at the frequency
specified in the Process Manager page (System > Settings > Processes) for the Data Collection:
Web Content Verifier process.

o Disabled. SL1 will not collect the data specified in this policy, from the device, until the State field
is set to Enabled.

¢ Port. Port on web-server to which SL1 will send queries. This is usually port 80 (the HTTP port), or port
443 (the HTTPS port).

o Timeout. Specify the number of seconds after which SL1 should stop trying to connect to the server. If
the timeout period elapses before SL1 can connect to the server, an event is generated.

e HTTP Status Code. Specify the HTTP status code you expect to receive in the response. If any other
status code is refurned, SL1 will generate an event.

e Proxy Server:Port. For companies or organizations that use proxy servers, enter the URL and port for
the proxy server in this field. Use the format:

URL:port_number
¢ Proxy Username:Password. For companies or organizations that use proxy servers, enter the
username and password for the proxy server in this field. Use the format:
user name:password

o Proxy Auth Method. For companies or organizations that use proxy servers, specify the type of
authentication:

° Default. By default, no authentication parameters are sent. Use this option for proxy servers that
do not require authentication. However, if you supply a value in another field that requires
authentication, e.g. Proxy Username:Password, the Any authentication parameter will be used.

© Basic. Most widely compatible authentication across platforms. Sends a Base64-encoded string
that contains a user name and password for the client. Base64 is not a form of encryption and
should be considered the same as sending the username and password in clear text.
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° Digest. Password is transmitted as encrypted text, but the username and content of the message
are not encrypted. Digest authentication is a challenge-response scheme that is intended to
replace Basic authentication. The server sends a string of random data called a nonce to the
client as a challenge. The client responds with a hash that includes the username, password, and
nonce, among additional information.

°  (GSS-Negotiate. Authenticates using Kerberos and the GSS-API. Kerberos authentication is faster
than NTLM and allows the use of mutual authentication and delegation of credentials to remote
machines.

© NTLM. NT LAN Manager (NTLM) authentication is a challenge-response scheme that is a more
secure variation of Digest authentication. NTLM uses Windows credentials to transform the
challenge data instead of the unencoded user name and password. NTLM authentication requires
multiple exchanges between the client and server. The server and any intervening proxies must
support persistent connections to successfully complete the authentication

° Any. Accept any type of authentication.
°  Any except Basic (Any Safe). Accept any type of authentication except Basic.

¢ Location Redirect. Specifies how you want the policy to behave when it encounters an HTTP redirect
in a target website. Choices are:

o Default. If you selected 301, 302, or 303 in the HTTP Status Code field, the web content policy
will not follow redirection by default. The default behavior for all other web content policies is to
follow redirection and search for the regular expression on the website to which SL1 has been
redirected.

° Always Follow. When you select this option, web content policies follow redirection and search for
the regular expression on the website to which SL1 has been redirected.

© Never Follow. When you select this option, web content policies never follow redirection. This
option allows the web content policy to search fora 301, 302, or 303 HTTP status code.

¢ Uniform Resource Locator (URL). URL or IP address where the website is located. If the website
requires login and the login is forms based (user enters username and password in the index page),
include the username and password in the URL.

° You can include the variable %D in this field. SL1 will replace the variable with the IP address of
the device that this policy is aligned to.

° You can include the variable %N in this field. SL1 will replace the variable with the name of the
device that this policy is aligned to.

° You can include the variable %H in this field. SL1 will replace the variable with the hostname of
the device that this policy is aligned to. If the device was not discovered by hostname, SLT will
replace this variable with the IP address of the device.
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 Post String. If the URL is very long or requires data that cannot be transferred with a standard "GET"
request (that is, data that cannot be included in the URL), you can enter a POST string in this field.
The data will be sent with the cURL equivalent of an HTTP POST command. Data should be
formatted as follows:

variable=value

If you are going to include more than one variable/value pair, separate each pair with an
ampersand (&). For example, suppose you want to send values for the fields "Birthyear" and "Value'.
You could enter the following in the Post String field:

Birthyear=1980&Value=0OK

NOTE: If you want to include non-alphanumeric characters in the Post String field, make sure you encode
the characters using appropriate URL encoding.

o Cookie Value. For pages that require a cookie value to be set, enter the cookie value in this field.

o Browser Emulation. Specifies how to format the query. Select the agent that is compatible with the
web server.

e HTTP Auth Username:Password. For websites that pop-up a dialog box asking for username and
password, use this field. Enter the username and password in this field. Use the format
"username:password".

o HTTP Auth Method. For websites that require authentication, use one of the selected methods:

° Default. By default, no authentication parameters are sent. Use this option for websites that do not
require authentication. However, if you supply a value in another field that requires
authentication, e.g. HTTP Auth Username:Password, the Any authentication parameter will be
used.

© Basic. Most widely compatible authentication across platforms. Sends a Base64-encoded string
that contains a username and password for the client. Baseé4 is not a form of encryption and
should be considered the same as sending the username and password in clear text.

© Digest. Password is transmitted as encrypted text, but the username and content of the message
are not encrypted. Digest authentication is a challenge-response scheme that is intfended to
replace Basic authentication. The server sends a string of random data called a nonce to the
client as a challenge. The client responds with a hash that includes the username, password, and
nonce, among additional information.

o (GSS-Negotiate. Authenticates using Kerberos and the GSS-API. Kerberos authentication is faster
than NTLM and allows the use of mutual authentication and delegation of credentials to remote
machines.

° NTLM. NT LAN Manager (NTLM) authentication is a challenge-response scheme that is a more
secure variation of Digest authentication. NTLM uses Windows credentials to transform the
challenge data instead of the unencoded username and password. NTLM authentication requires
multiple exchanges between the client and server. The server and any intervening proxies must
support persistent connections to successfully complete the authentication

Defining a Web Content Policy 295



296

° Any. Accept any type of authentication.

°  Any except Basic (Any Safe). Accept any type of authentication except Basic.

SSL Encryption. Specifies whether SL1 should use SSL when communicating with the website. If login
for the website is forms-based, enable this option.

Expression Check #1. Text to search for:

o Ifyou select the Invert checkbox, SL1 will trigger an event if the text is found.

o Ifyou do not select the Invert checkbox, SL1 will trigger an event if the text is not found.
Expression Check #2. Another text string to search for:

o Ifyou select the Invert checkbox, SL1 will trigger an event if the text is found.

o If you do not select the Invert checkbox, SL1 will trigger an event if the text is not found.

Referrer String. URL of the website. Some load-balanced configurations will not allow a request for

a specific IP address. If you entered a specific IP address in the URL field, you can spoof a URL in this
field.

Host Resolution. Hostname of the website. Some load-balanced configurations will not allow a
request for a specific IP address. If you entered a specific IP address in the URL field, you can spoof a
fully-qualified hostname in this field.

° You can include the variable %N in this field. SL1 will replace the variable with hostname of the
device that this policy is aligned to. If SLT cannot determine the hostname, SL1 will replace the
variable with the primary, management IP address for the current device.

Min Page size (Kb). Page size means the size of the page, in Kb, specified in the URL of the policy. If
the returned page is not at least the size specified in this field, SL1 generates an event. This threshold
triggers the event "Page size below minimum threshold."

Max Page size (Kb). Page size means the size of the page, in Kb, specified in the URL of the policy. If
the returned page is larger than the size specified in this field, SL1 generates an event. This threshold
triggers the event "Page size above maximum threshold."

Min Download speed (kb/s). Download speed is the speed, measured in Kb/s, at which data was
downloaded from the server (specified in the policy) to SL1. If the download speed is not at least the
speed specified in this field, SLT generates an event. This threshold triggers the event "Download
speed below threshold."

Max nslookup time (msec). NSlookup speed is the speed at which your DNS system was able to
resolve the name of the server specified in the policy. If the lookup time exceeds the value in this field,
SL1 generates an event. This threshold triggers the event "DNS hostname resolution time above

threshold."

Max TCP connect time (msec). TCP connect time is the time it takes for SL1 to establish
communication with the external server. In other words, the time it takes from the beginning of the
HTTP request to the TCP/IP connection. If the connection time exceeds the value in this field, SL1
generates an event. This threshold triggers the event "TCP connection time above threshold."
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o Max Overall transaction time (msec). Overall transaction time is the total time it takes to make a
connection to the external server, send the HTTP request, wait for the server to parse the request,
receive the requested data from the server, and close the connection. If the overall transaction time
exceeds the value in this field, SL1 generates an event. This threshold triggers the event "Total
transaction time above threshold."

5. Click [Save].

Example Web Content Policy

Create Web Content Policy X
Create New Policy [ Reset
Select Device
[tvmst v
Policy Name Uniform Resource Locator (URL) HTTP Auth Usemame:Password
[MSNBC | | |[rteps/smas menbe.com ( )
State Port HTTP Auth Method
[Enabled] ~C ([Defauty v
4
Timeout SSL Encryption
([3Sec] v Post String [Disabled v
HTTP Status Code Expression Check #1 (Case Sensitive)  Invert
(el vl 0
( Proxy Server Port | 4 Ex?resﬁinn Check #2 ?Caae Sensiﬂve? Invert
Gookis Value U
Proxy Username:Password
[ ) ( Referrer String ]
Proxy Auth Method )
([Defaul] v 4 ( Host Resolution ]
Location Redirect Browser Emulation
Default v |_ [Mozilla/4.0 (compatible; MSIE 6.0; Windows NT 5.1)] v
Min Page size (Kb) Max Page size (Kb) Min Download speed (kbfs) Max nslockup time (msec) Max TCP connect time (msec) ~ Max overall transaction time (msec)

e This policy is aligned with the device "vms".

o This policy will search for the expression "Prosecutor”, entered in the Expression Check #1 field, in
www.msnbc.com ("http://www.msnbc.com/").

Defining a Web Content Policy in the Classic SL1 User Interface

There are two places in SL1 from which you can define a policy for monitoring web content:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Select the wrench icon ( 9) for the device.

¢ Inthe Device Administration panel, select the [Monitors] tab.

¢ From the [Create] menu in the upper right, select Create Web Content Policy.
Or:
2. From the Web Content Monitoring page (Registry > Monitors > Web Content):

* Inthe Web Content Monitoring page, select the [Create] button.
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3. The Web Content Policy modal appears.

Editing a Web Content Policy

To edit a web content monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.
2. Click the [Monitors] tab.
]
()

3. Find the policy you want to edit and click its wrench icon . The Web Content Policy modal appears.

4. Inthe Web Content Policy modal, you can change the values in one or more of the fields described in the
section on Defining a Web Content Monitoring Policy.

5. Click [Save].

Editing a Web Content Policy in the Classic SL1 User Interface

There are two places in SL1 from which you can edit a policy to monitor web content:
1. From the Device Manager page (Devices > Device Manager):

* In the Device Manager page, find the device that you want to associate with the monitoring policy.
. . & .
Click the wrench icon (%) for the device.

¢ In the Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( ﬁ).

2. From the Web Content Monitoring page (Registry > Monitors > Web Content):

* In the Web Content Monitoring page, find the policy you want to edit and click its wrench icon ( p
).
3. The Web Content Policy modal appears.

4. Inthe Web Content Policy modal, you can change the values in one or more of the fields described in the
section on Defining a Web Content Monitoring Policy.

5. Click [Save].

Executing the Web Content Monitoring Policy

After creating or editing a web content monitoring policy, you can manually execute the policy and view detailed
logs of each step during the execution.
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NOTE: After you define a web content monitoring policy and enable the policy, SL1 will automatically
execute the policy every five minutes. However, you can use the steps in this section to execute the
policy immediately and see debug information about the execution of the policy.

To execute a web content monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.
2. Click the [Monitors] tab.

3. Find the policy you want to run manually and click its lightning bolt icon ().

4. The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is very helpful for diagnosing possible problems with a
policy.

Executing the Web Content Monitoring Policy in the Classic SLT User
Interface

To execute a web content monitoring policy in the classic SL1 user interface:
1. Inthe Web Content Monitoring page (Registry > Monitors > Web Content), find the policy you want to
run manually.
2. Click the lightning bolt icon (# ) to manually execute the policy.

3. While the policy is executing, SL1 spawns a modal page called Session Logs. The Session Logs page
provides detailed descriptions of each step during the execution. This is very helpful for diagnosing possible
problems with a policy.

Deleting a Web Content Monitoring Policy

You can delete a web content monitoring policy from the [Monitors] tab of the Device Investigator. When you
delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a web content policy:

1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to delete and click its bomb icon (@"). A confirmation prompt appears.

4. Click [OK].

Deleting a Web Content Monitoring Policy 299



Deleting a Web Content Monitoring Policy in the Classic SL1 User
Interface

You can delete one or more web content monitoring policies from the Web Content Monitoring page. When
you delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a web content monitoring policy in the classic SL1 user interface:

1. Go to the Web Content Monitoring page (Registry > Monitors > Web Content).

2. Inthe Web Content Monitoring page, select the checkbox(es) for each web content monitoring policy you
want to delete. Click the checkmark icon [) to select all of the web content monitoring policies.

3. Inthe Select Action menu in the bottom right of the page, select Delete Monitors.

LI
[Select Action] [~

4. Click the [Go] button to delete the web content monitoring policy.

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are
also deleted.

Viewing Reports on a Web Content Policy

See the section on Viewing Performance Graphs for information and examples of reports for monitoring port
availability.
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Viewing ASCII Page Content

From the Web Content Monitoring page, you can view the ASCI| content (from the web page) that was
retrieved by the web content monitoring policy. The ASCII content is returned only when the policy is manually

executed.
The Content Page Dump page displays:

 The regular expression(s) used in the web-content monitoring policy. SL1 searches the web content for these
text strings.

» The text (from the website) that was searched.
There are two ways to access the Content Page Dump page:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.

Click the wrench icon ( a) for the device.
* In the Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click the page icon (EI).

Or:

2. From the Web Content Monitoring page (Registry > Monitors > Web Content):

 Click the lightning bolt icon (# ) to manually execute the policy.

* Inthe Web Content Monitoring page, find the policy you want to edit and select its page icon (5)‘
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3. The Content Page Dump page appears.

Content Page Dump | Policy [MSNEC] | Last Refresh: 2012-04-09 14:30:00 | Close |  Reset |  Guide |

HETTP/1_1 301 Moved Permanently
Content-Type: text/html; charset=UTF-3 &
‘Location: http://www.msnbe.msn.com/ L
Server: Microsoft-IIS/7.5

Z-Powered-By: ASP.NET

Date: Mon, 09 Apr 2012 128:30:38 CMT

Transfer-Encoding: chunked

HITD/1.1 200 OK

Dragma: no-cache

Content-Type: text/html; charset=utf-g
Server: Microsoft-IIS/7.5
X-RepNet-Version: 2.0.50727
X-Powered-By: ASE.NET

Cache-Control: max-age=28

Expires: Mon, 08 Rpr 201Z 18:31:07 GMT
Date: Mon, 09 Apr 2012 18:30:39 GMT
Transfer-Encoding: chunked
Connection: keep-alive

Connection: Transfer-Encoding

<html><head><title>msnbe.com - Breaking news, science and tech news, world news, US news, local news- msnbe.come/title><link
rel="stylesheet" type="text/css” href="http://sssets.msnbc_msn.com/rendering/msnbe/wb/assets/wh_htmldd.css” /»<link rel="stylesheet”
type="text/css" href="http://assets.msnbe.msn.com/rendering/msnbe/wh/assets/wh_front_cover coze.css" /><script type="text/javascript”
src="http://ajax.aspnetedn. com/ajax/jquery/jquery-1.5.2_min.ja"></script><script type="taxt/javascript” sre="/js/std.js"></script>
<sczipt type="text/jsvascript” szc="/id/23644474%agency "»</script><script type="text/javascript”rginabled=false;</scziptr<meta
http-equiv="content-type" content="text/html; charset=UIF-2"><meta name="description" content="Msnbc.com is a leader in breaking news,
wvideo and criginal journalism. Stay with daily news updates in health, entertainment, business, science, technology and sports
videos"><meta name="robots” content="ncodp, noydiz“r<meta name="Seazch.Document” content="front"r<meta neme="Seazch.lUpdated”
content="Mon, 03 Apr 2012 18:23:07 GMT"><meta name="Scarch.Secticn” content="Cover"s<link rel="alternate" type="spplicaticn/ras+mml"
title="MSNBC - Top Stories™ href="http://rss.msnbc.msan.com/id/3032081/device/ras/ras.xml">

<link rel="alternste” type="application/rsstzml® title="MSNBC - Most Viewed® hzef="http://rss.msnbc.msn.com/id/3058360/displaymode
/1026/eventType/1/zss/cas.aml"><!— empty tracking cdata 29473223 —><script type="text/javasczipt"s

function DateTime({){
war ma=["Jan", "Feb", "March", "April", "May", "June”, "July", "Bug", "Sept”, "0ct", "Now", "Dec"] ;

"Mon”, "Tues",

—["ET", "CT™, "MT™, BTV,

this.DZS= functionid, £){
var r="as of ";
zetuzn ri"<span class=\"time\">"+GetT{d)+"<¢/span> <span class=\"dste\">"+E=tD(d)+"</span>";

T:

var TZM—functian(s){ '
return parselnt((t-&21355562000000000)/10000);

4. Inthe Content Page Dump page, you can view the content that is searched and the regular expressions

that SL1 searched for.

5. Ifthe Web Content policy has not yet completed, this page will display the message:

"Web content verification data may take up to 5 minutes to appear. Try again later."

Viewing the Monitored Website

In some cases, you might want to view the website being monitored, directly from the user interface. To do this:

1.

Go to the Web Content Monitoring page (Registry > Monitors > Web Content).

2. Find the policy for which you want to view the website. Click its globe icon (ﬂ)

3. SL1 will spawn a new browser page and display the monitored website.
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Monitoring Windows Services

Overview

Windows Services are long-running applications. These applications typically do not have a user interface or
produce any visual output. Any messages associated with the service are typically written to the Windows Event
Log. Services can be configured to start automatically when the computer is booted. Services do not require a
logged in user in order to execute.

During discovery, SL1 retrieves information about Windows services from discovered devices. When SL1 assigns
a device class to a discovered device, SLT examines the definition of that device class to determine how to retrieve
information about Windows services. SL1 looks at the Service Collection field in the definition of the device
class. The Service Collection field specifies one of the following:

© This is not a Windows device class.
° Use the Windows MIB to gather information about Windows services.

° Use the WMI Informant MIB to gather information about Windows services.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E&).

« Toview a page containing all of the menu options, click the Advanced menu icon ( =« ).

This chapter covers the following topics:

Windows Services Monitoring Policies ... . 304
Viewing the List of Windows Service Monitoring Policies ... 305
Prerequisites and Configuration for Windows Service Monitoring Policies .................................... 307
Defining a Monitoring Policy for Windows Services .......................c. i 308
Editing a Windows Service Monitoring Policy ... 312



Executing a Windows Service Monitoring Policy ... 313

Deleting a Windows Service Monitoring Policy ... 314
Viewing a List of All Windows Services ... ... 315
Viewing a List of Windows Services on a Single Device ... 318
Generating and Viewing Reports about Windows Services ... 321

Windows Services Monitoring Policies

SL1 allows you to create policies that monitor Windows Services. A service policy tells SL1 to monitor the device
and look for the service. You can define a service policy so that:

» SL1 generates an event if the service is not running or SL1 generates an event if the service is running.

¢ Optionally, SL1 starts, pauses, or restarts the service.

¢ Optionally, SL1 reboots or shuts down the device.

» Optionally, SL1 triggers the execution of a script (script must reside on the device).

NOTE: In addition to using a Windows service monitoring policy, SL1 includes a PowerPack called "Windows
Restart Automatic Services". This PowerPack includes a Dynamic Application that monitors Windows
Services with a mode of "Automatic". This PowerPack also includes two events and a Run Book
policy. If the Dynamic Application reports that a Windows Service with a mode of "Automatic” has
stopped running, SL1 generates an event and the Run Book policy automatically restarts the
Windows Service.
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Viewing the List of Windows Service Monitoring Policies

You can view the list of Windows service monitoring policies from the Windows Service Monitoring page
(Registry > Monitors > Windows Services).

The Windows Service Monitoring page displays the following information about each Windows service
monitoring policy:

I

I |

i

e

gug m

ENENENENE SRS RN RS S

= —1 | c- |

¢ Windows Service Name. Name of the service that is monitored by the policy.

o Service Action. On their local devices, Windows services can be defined with a startup-type of "automatic."
This means that the service is started automatically when the local device is booted. Generally, critical
services are defined with a startup-type of "automatic" to ensure that the service is always available. If a
service with a startup-type of "automatic" fails on a device, SL1 can automatically restart the service. If an
unwanted service is running on a device, SL1 can automatically stop the service. For a Windows service-
policy, SL1 can perform one or more of the following service actions:

o Stop Service. SL1 stops the service.

o Start Service. SL1 starts the service.

° Pause Service. SL1 pauses the service.

° Restart Service. SL1 restarts the service.

° Reboot System. SL1 reboots the computer.

o Shutdown System. SL1 shuts down the computer.

°  Action Script. SL1 triggers the execution of a script on the device. The script must reside on the
managed device, in the directory "c:/program files/snmp informant/operating_system/spawn". For
example, you might want to execute a script if a service has crashed; the script could execute the
steps required to cleanup any problems before restarting the service.
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Policy ID. Unique, numeric ID, assigned to the policy automatically by SL1.
State. Whether the policy is enabled or disabled.
Device Name. Name of the device associated with the policy.

IP Address. IP address of the device associated with the policy. This is the IP address SL1 uses to
communicate with the device.

Device Category. Device category of the device associated with the policy.

Organization. Organization for the device associated with the policy.

From the list of policies, you can select the checkbox for one or more policies and choose one of the following
bulk actions from the Select Action drop-down at the bottom right of the page:

» Delete Monitors. Deletes the selected policies from SL1. The associated reports (from the Device Reports >

Performance tab) are also deleted.

* Enable Monitors. Enables the selected policies so that SL1 can collect the data for these policies.

* Disable Monitors. Disables the selected policies. SL1 will not collect the data specified in these policies.

Filtering the List of Windows Service Monitoring Policies

You can filter the list on the Windows Service Monitoring page by one or more parameters. Only policies that
meet all the filter criteria will be displayed on the Windows Service Monitoring page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Windows Service Monitoring
page searches for policies that match the text, including partial matches. By default, the cursor is placed in the
left-most filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the
fields. The list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.

Filter by one or more of the following parameters:
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Windows Service Name. You can enter text to match, including special characters, and the Windows
Service Monitoring page will display only policies with a matching name.

Service Action. You can enter text to match, including special characters, and the Windows Service
Monitoring page will display only policies that perform actions that match the text.

Policy ID. You can enfer text to match, including special characters, and the Windows Service
Monitoring page will display only policies that have a matching policy ID.

Device Name. You can enter text to match, including special characters, and the Windows Service
Monitoring page will display only policies aligned with a device with a matching device name.

IP Address. You can enter text to match, including special characters, and the Windows Service
Monitoring page will display only policies aligned with a device with a matching IP address.

Device Category. You can enter text fo match, including special characters, and the Windows Service
Monitoring page will display only policies aligned with a device with a matching device category.

Organization. You can enter text to match, including special characters, and the Windows Service
Monitoring page will display only policies that have a matching organization.
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Prerequisites and Configuration for Windows Service
Monitoring Policies

Before you can define a Windows service monitoring policy that performs actions on the external device, you
must perform some required configuration in SL1 and on the external server.

Optional Settings in SL1

If you do not define a Windows service monitoring policy, SL1 will still detect the services that are running on
Windows devices. You can configure SL1 to automatically monitor all services of type "automatic' and restart
those services if they fail, without creating a Windows service monitoring policy.

You can specify whether SL1 will automatically restart failed Windows services in the Behavior Settings page
(System > Settings > Behavior). In the Behavior Settings page, you can define the following options in the
Restart Windows Services page:

° 0. Disabled. SL1 will not automatically restart failed services that have been defined on the device with a
startup type of "automatic".

° 1. Enabled. SL1 will automatically restart failed services that have been defined on the device with a startup
type of "automatic".

NOTE: The following services have a startup type of "automatic”, but run only when explicitly called.
Therefore, these services will not be restarted automatically if they are not found running: ATI
HotKey Poller, Distributed Transaction Coordinator, Performance Logs and Alerts,
Removable Storage, TPM Base Services, Windows Service Pack Installer update service, and
VSS. If you would like to include additional services in this exclusion list, please contact Sciencelogic
Customer Support.
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Behavior Settings Guide
Interface URL  |nttpuiem7.mydomain.com | Use CDP Topology Enable Community String Indexing (VLAN Topology) [
Force Secure HTTPS [ Default Country | [ United States |
Password Expraton | [ asablea | = SystemTimezone [ [L_uTC] [=]
Passwiord Hash Method | [14D5 (egacy) | [+] NFS Detection Disable
Password Minimum Length g | PortPoling Type [ Half Open ]
Account Lockout Type | [ Lockout by Usemame (defaulty] [+] Inttal Discovery Scan Level | [ 4. Advanced Port Discovery |
Account Lockout Attempts. | [3 attempts | E| Rediscovery Scan Level (Nightly) | [ & Advanced Port Discovery | E|
Login Delay | [ Disabled | E| Discovery Scan Throttie | [ Disabled ]
Single Instance Login (Admins) | Disabled ] [z Port Scan All Ps [ 1. Enabled ] =]
Single nstance Logi (Users) [ Disabled] BE Port Scan Tmeout [ 120000 Msee. ] =
‘Account Lockout Duration [ hour ] [+] Restart Windows Services (Agent required) [[0. Disabied]
Lockout Contact information |3wsm_gg|g ‘ Hostname Precedence | [ SNMP System Name ] E|
Log Header Tite | | Nterface Name Precegence | [nterface Name 1 =]
System identifier | ] DNS Hostnames | [ Strip Domain Hame (Hostname) | =]
Ping & Poll Timeout (Msec.) | [1000] E| Event Clearing Mode | [ Clear Allin Group | E|
SNMP Poll Timeout (Msec.) |[1nrm] E| Patch Maintenance Minimum Severity |[n Heatthy |
SNWP Faiure Refries (1] [=] SSL Certificate: Expiry Soon [ 4 months ] =]
Ity Dscovered terface Pol Rate [ (5 mnutes ] = SSL Certicate Expry Inminent [ (1 week ] =
DHCP Community Strings  [public. Asset Warranty Expiry | [1 month ]
(Comma seperated) Domain Name Expiry [ [ 1 month ] [=]
Sirip FODN From bound EmailDevics Name  [[ Enabled] [+] ‘Valdate Phone Humber [ [ Disabled |
Event Console Ticket Life Ring Button Behavior [ [ Create / View EM7 Ticket] [=] Dashboard Waximum Series Caunt Per Widgst  [[5] =]
Prevent Browser Saved Credentia (] Display Previous Login In Footer 7]
Ignore trap agent-addr varbing [
[ o ] |

Required Configuration

To include any of the optional actions in a Windows service monitoring policy, the external device must meet
these requirements:
* The external device must be running the SNMP Informant, WMI Edition agent.
» To execute a script on the external device for monitoring policies, the script must reside on the external
device, in the directory:

c:/program files/snmp informant/operating_system/spawn

Additionally, for SL1 to automatically monitor services of type "automatic" and/or execute an action for a
Windows service monitoring policy for a device, the device must:
¢ Be aligned to a device class that has "WMI Informant" configured in the Service Collection field.

e Have an SNMP Write credential defined on the [Settings] tab of the Device Investigator (or in the Device
Properties page in the classic SL1 user interface).

Defining a Monitoring Policy for Windows Services

You can define a Windows service monitoring policy for a device on the [Monitors] tab of the
Device Investigator.
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To define a Windows service monitoring policy:
1. Go to the Devices page and click the Device Name of the device for which you want to define a Windows
service monitoring policy. The Device Investigator displays.

2. Click the [Monitors] tab.

3. Click [Create], and then select Create Windows service monitoring policy. The Windows Service Policy
modal appears:

Create Windows(tm) Service Policy

Create New Policy New Reset
Select Windows Device
[ blade1 v|

Service Name *Service Action

[DNS Client v [ [Disabled] v
Alert if Found *System Action

[ [Disabled] v [ [Disabled] ~

*Action Script Path State
[ [Enabled] v

(* Requires EM7 Windows® WMI Agent)
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In the Windows Service Policy modal, supply a value in each of the following fields:

« Select Device. Select a device to align with this policy. If you accessed this page through the Device

Administration panel, the current device is selected in this field by default. This field displays only
devices that belong to a device class where the Service Collection field contains either Windows
Basic or WMI Informant.

Service Name. Service to be monitored by the policy. Select from a list of all Windows services
discovered in the network by SL1.

o Alert if Found. You can use this field in one of two ways: Generate an event when a required

Windows service is not found or generate an event when an illicit Windows service is found. Your
choices are:

© Yes. Use this setting to look for an illicit service.

® [ SL1 finds the illicit service (specified in the Service Name field), SL1 will generate an event.

® |fSL1 does not find the illicit service, SL1 will not generate an event.
° No. Use this setting to ensure that a required service is running.

® |fSL1 finds the required service, (specified in the Service Name field, SL1 does not generate
an event.

® |fSL1 does not find the required service, SL1 generates an event.

 Service Action. If the device is a Windows computer running a WMI agent, you can define some

automated actions, based on the condition specified in the Alert if Found field.

o Disabled. The Service Action field is disabled and no automated actions are performed.

o Stop Service. lf SL1 has generated an event based on the condition specified in the Alert if Found
field, stop the service.

o Start Service. [f SL1 has generated an event based on the condition specified in the Alert if Found
field, start the service.

o Pause Service. I SL1 has generated an event based on the condition specified in the Alert if
Found field, pause the service.

o Restart Service. [f SL1 has generated an event based on the condition specified in the Alert if
Found field, restart the service.

o System Action. If the device is a Windows computer running a WMI agent, you can define some

automated actions, based on the condition specified in the Alert if Found field.

o Disabled. The System Action field is disabled and no automated actions are performed.

o Reboot System. If SL1 has generated an event based on the condition specified in the Alert if
Found field, reboot the computer.

o Shutdown System. If SL1 has generated an event based on the condition specified in the Alert if
Found field, shut down the computer.
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« Action Script Path. If the device is a Windows computer running a WMI agent, you can execute a
script on the computer. If SL1 has generated an event based on the condition specified in the Alert if
Found field, SL1 can then execute the action script. For example, you might want to execute a script if
a service crashed; the script could execute the steps required to cleanup any problems before
restarting the service. In this field, you can specify the script to execute. The script must reside on the
managed device, in the directory "c:/program files/snmp informant/operating_system/spawn’".

« State. Specifies whether SL1 should start collecting data specified in this policy from the device.
Choices are:

© Enabled. SL1 will collect the data specified in this policy at the frequency specified in the Process
Manager page (System > Settings > Admin Processes) for the Data Collection: OS Service
Check process.

o Disabled. SL1 will not collect the data specified in this policy until the State field is set to Enabled.

5. Click [Save].

Defining a Monitoring Policy for Windows Services in the Classic SL1
User Interface

There are two places in SL1 from which you can define a monitoring policy for Windows services:
1. From the Device Manager page (Devices > Device Manager):

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Click the wrench icon ( jE'?") for the device.

* Inthe Device Administration panel, click the [Monitors ]tab.

o From the [Create] menu in the upper right, select Create Windows Services Policy.
Or:
2. From the Windows Service Monitoring page (Registry > Monitors > Windows Services):
* Inthe Windows Service Monitoring page, click the [Create] button.
3. The Windows Service Policy modal appears.

For information about completing the fields in the Windows Service Policy modal, see the section on Defining
a Monitoring Policy for Windows Services.
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Example Policy for Windows Service

Create Windows(tm) Service Policy

Create New Policy New Reset
Select Windows Device
[bladet v

Service Name *Service Action

[DNS Client v [ [Disabled] v
Alert if Found *System Action

[ [Disabled] v [ [Disabled] v

*Action Script Path State
[ [Enabled] v

(* Requires EM7 Windows® WMI Agent)

* This policy monitors a Windows service on the device "blade1".
« This policy ensures that the Windows service "DNS Client" is running.

e The policy expects that the service "DNS Client" is running. If it is not, SL1 generates an event.

Editing a Windows Service Monitoring Policy

To edit a Windows service monitoring policy:
1. Go to the Devices page and click the name of the device for which you want to edit a monitoring policy.
The Device Investigator displays.
2. Click the [Monitors] tab.

3. Find the policy you want to edit and click its wrench icon (-5.). The Windows Service Policy modal
appears.

4. Inthe Windows Service Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for Windows Services.

5. Click [Save].

Editing a Windows Service Monitoring Policy in the Classic SL1 User
Interface

There are two places in SL1 from which you can edit a monitoring policy for a Windows service:
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1. From the Device Manager (Devices > Device Manager) page:

* Inthe Device Manager page, find the device that you want to associate with the monitoring policy.
Click the wrench icon ( IA3") for the device.
* In the Device Administration panel, click the [Monitors] tab.

* In the Monitoring Policies page, find the policy you want to edit and click its wrench icon ( a),
Or:
2. From the Windows Service Monitoring page (Registry > Monitors > Windows Services):

* Inthe Windows Service Monitoring page, find the policy you want to edit and click its wrench icon (
&
).
3. The Windows Service Policy modal appears.

4. Inthe Windows Service Policy modal, you can change the values in one or more of the fields described in
the section on Defining a Monitoring Policy for Windows Services.

5. Click [Save].

Executing a Windows Service Monitoring Policy

After creating or editing a Windows service monitoring policy, you can manually execute the policy and view
detailed logs of each step during the execution.

NOTE: After you define a Windows service monitoring policy and enable the policy, SL1 will automatically
execute the policy every five minutes. However, you can use the steps in this section to execute the
policy immediately and see debug information about the execution of the policy.

To execute a Windows service monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to execute the monitoring
policy. The Device Investigator displays.

2. Click the [Monitors] tab.

3. Find the policy you want to run manually and click its lightning bolticon (#).

4. The Session Logs modal opens while the policy is executing. The Session Logs page provides detailed
descriptions of each step during the execution. This is helpful for diagnosing possible problems with a
policy.

Executing a Windows Service Monitoring Policy in the Classic SL1
User Interface

To execute a Windows service monitoring policy in the classic SL1 user interface:
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1. Inthe Windows Service Monitoring page (Registry > Monitors > Windows Services), find the policy you
want to run manually.

2. Click the lightning bolt icon (# ) to manually execute the policy.

3. While the policy is executing, SL1 spawns a modal called Session Logs. The Session Logs page provides
detailed descriptions of each step during the execution. This is very helpful for diagnosing possible problems
with a policy.

Deleting a Windows Service Monitoring Policy

You can delete a Windows service monitoring policy from the [Monitors] tab of the Device Investigator. When
you delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device. Deleting a
monitoring policy will also remove all data that was previously collected by the policy.

To delete a Windows service monitoring policy:

1. Go to the Devices page and click the name of the device for which you want to delete the monitoring
policy. The Device Investigator displays.
2. Click the [Monitors] tab.

3. Find the policy you want to delete and click its bomb icon (@"). A confirmation prompt appears.

4. Click [OK].

Deleting a Windows Service Monitoring Policy in the Classic SL1 User
Interface

You can delete one or more Windows service monitoring policies from the Windows Service Monitoring page.
When you delete a monitoring policy, SL1 no longer uses the policy to collect data from the aligned device.
Deleting a monitoring policy will also remove all data that was previously collected by the policy.

To delete a Windows service process policy in the classic SL1 user interface:

1. Goto the Windows Service Monitoring page (Registry > Monitors > Windows Services).

2. Inthe Windows Service Monitoring page, select the checkbox(es) for each system service policy you want
to delete. Click the checkmark icon () to select all of the service policies.

3. Inthe [Select Action] menu in the bottom right of the page, select Delete Monitors.
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4. Click the [Go] button to delete the Windows service policies.

5. The policy is deleted from SL1. The associated reports (from the Device Reports > [Performance] tab) are

also deleted.

Viewing a List of All Windows Services

The Windows Services page displays a list of all services discovered by SL1. These services are running on
devices that have been discovered by SL1. The Windows Services page also allows you to define service

monitoring for multiple services running on multiple devices and to generate reports on services.

To view the list of all Windows services running on all devices:

1. Go to the Windows Services page (Devices > Services).
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2. The Windows Services page displays the following about each process:

Windows™ Services | Services Found [571] [ Repert | Reset | Gowe ]
Device Name - Servise Monitred -
[ Il Il Il Il Il ]
1. G FAZUNTY System Wi04114 Microsoft| Windows 2003 Server B Application Experience Lookup Service. Yes (-5 |
2 i BAzUNTY System Wi Microsot | Windows 2003 Server BAvCsGateway No. - [
2. G FAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “FAvCsMgr No [
4 @l FAZUNTY System Wio4114 Wicrosoft| Windows 2003 Server "B AvDirChangeWriter No = O
s @l BAzUNTY ‘System Wioaie Microsot | Windows 2003 Server BAVDSAD No. =
6. i FAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “FAvDSGlobalCatalog No [
7. @ MFAZUNTY System 104114 MWicrosoft| Windows 2003 Server “BAvLic No ]
5. M BAZUNTY System Wi0.41.14 Microsott| Windows 2003 Server WAVMMProxySur No - [
9 M BazUNTY System W10.41.14 Microsoft| Windows 2003 Server "B AviisgStoreMonitorSur No. [ B
10, Sl FAzuNTY System Wi04.1.14 Wicrosoft| Windows 2003 Server "B AvNotifierhlgr No [
11, ] FAZUNTY System Wio4i14 Wicrosoft| Windows 2003 Server “BAvRepDirSwrSvc No - |
12, Ml BAZUNTY System W10.4.1.14 Microsoft| Windows 2003 Server B AvSqiChangeWiriter No. - [
12 @l FAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “BAVTIsSVE No [
14, @l FAZUNTY System Wio4i14 Wicrosoft| Windows 2003 Server “BAVUNRSyncSvr No = O
15, Gl BAZUNTY ‘System Wioaie Microsot | Windows 2003 Server B CiscolnityTdsProxy No. =[]
16. Gl BAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “BCOM+ Event System No m [
17, @l BAZUNTY System WH0.4114 Microsoft| Windows 2003 Server “BCOM+ System Application No = [
15, Gl BAZUNTY System Wi Microsot | Windows 2003 Server B Computer Browser No -
10, gl FazunTY ‘System 04114 Wicrosoft| Windows 2003 Server “FCryptographic Services No - NE|E
20, @M FAZUNTY System 104114 MWicrosoft | Windows 2003 Server “WCsBMsgConnector No ]
21, G BAZUNTY System Wi0.41.14 Wicrosoft| Windows 2003 Server “BCsEmsSve No L |
22. g BazuNTY System W10.4.1.14 Microsoft| Windows 2003 Server B CubohMgr No. [
23 M FAZUNTY System 04114 Wicrosoft] Windows 2003 Server “FCuMDBStoreMonitor No [
24 @ FAZUNTY System Wio4i14 Wicrosoft| Windows 2003 Server “BCuMessageAgingSvr No = O
25 I BAZUNTY ‘System Wioee Microsoft | Windows 2003 Server BDCOM Server Process Launcher No. =
26, G FAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “BOHCP Client No m [
27, @l FAZUNTY System Wio4i14 Wicrosoft| Windows 2003 Server “BDistributed Link Tracking Client No O
25 N BAZUNTY System Wi Microsot | Windows 2003 Server B Distributed Transaction Coordinator No -
29, GMFAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “FONS Client No [
30. M BAZUNTY System 104114 MWicrosoft | Windows 2003 Server "WError Reporting Service No ]
31 @l FAZUNTY ‘System Wioaiie Microsoft | Windows 2003 Server BEvent Log No. =
32 Ml BAZUNTY System W10.4.1.14 Microsoft| Windows 2003 Server “BFTP Publishing Service No. [
35 i BAZUNTY System 104114 MWicrosoft| Windows 2003 Server “BHelp and Support No ]
34 @l FAZUNTY System Wi0.41.14 Microsott| Windows 2003 Server BHID nput Service No = [
35, Ml BAZUNTY System W10.41.14 Microsoft| Windows 2003 Server “BHP ProLiant Remote Monitor Service No. [ B
2%, Sl BAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “BHP ProLiant System Shutdown Service No [
7. @l FAZUNTY System W44 Microsoft| Windows 2003 Server “BHP System Management Homepage No - |
35, Gl BAZUNTY System Wi Microsot | Windows 2003 Server BHP Version Control Agent No - ]
20. @l FAZUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “BHTTPSSL No [
40, G BAZUNTY System Wio4114 Wicrosoft| Windows 2003 Server WIS Admin Service No = O
o1, N BAZUNTY ‘System Wioaie Microsot | Windows 2003 Server BPSEC Services No. =
42, Gl FAZuUNTY System Wi0.41.14 Wicrosoft] Windows 2003 Server “WLogical Disk Manager No [
43 @M BAZUNTY System 104114 MWicrosoft| Windows 2003 Server “Bliessage Queuing No ]
ce. BAZUNTY System Wi Microsot| Windows 2003 Server “Whiicrosoft Exchange Management No - 0.
R [ —] - ]
——

TIP: To sort the list of services, click on a column heading. The list will be sorted by the column value, in
ascending order. To sort the list by descending order, click the column heading again.

o Device Name. Name of the device where the service resides. For devices running SNMP or with
DNS entries, the named device is discovered automatically. For devices without SNMP or DNS
entries, the device's IP address will appear in this field.

o Organization. Organization associated with the device.

o [P Address. IP address of the device where the service is located.

o Device Class | Sub-Class. The manufacturer (device class) and type of device (sub-class). The
Device Class | Sub-Class is automatically assigned during auto-discovery, at the same time as the

Category.

o Service. The name of the service. A single service name can have multiple entries.
o Monitored. Specifies whether or not SL1 is monitoring the service. The choices are:

° Yes. SL1 is currently monitoring this service.

° No. SL1 is not currently monitoring this service.

e Tools. For each service, the following tools are available:

° Locate all services on device (@) Leads to the Services Found page, where you can view a list of
all services that reside on the device.
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°  Print exclusion report ™). Generates a detailed service report, in MS Word format. This report
specifies all devices where the selected service is running and all devices where the selected
service is not running. SL1 lists only appropriate devices in this report. For example, Solaris servers
would not appear in a report for a Microsoft service.

&

(%)

° Edit monitoring of this service . Leads to the Monitoring Policies page, where you can edit the

properties of the monitoring policy.

o Checkbox (). The checkbox applies the action from the Select Action drop-down list to the
service. To select all the checkboxes, select the large red check icon.

Filtering the List of Windows Services

You can filter the list on the Windows Services page by one or more parameters. Only services that meet all the
filter criteria will be displayed in the Windows Services page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Windows Services page
searches for services that match the text, including partial matches. By default, the cursor is placed in the left-most
filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The
list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Device Name. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Windows Services page will display only services that have a matching device
name.

o Organization. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Windows Services page will display only services that have a matching
organization.

o IP Address. You can enfer text to match, including special characters (comma, ampersand, and
exclamation mark), and the Windows Services page will display only services that have a matching IP
address.

o Device Class. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Windows Services page will display only services that have a matching device
class.

 Service. You can enter text to match, including special characters (comma, ampersand, and exclamation
mark), and the Windows Services page will display only services that have a matching service name

o Monitored. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Windows Services page will display only services that have a matching
monitoring status.
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Viewing a List of Windows Services on a Single Device

On the [Services] tab of the Device Investigator, you can view a list of all Windows services enabled on the
device:

=

GLOCK-WIN-2012.LAB...  Info v Report | Tools ~

xns Notes Ports Processes Redirects Relationships Schedules Services Software Thresholds Tickets Attributes Q More v
«
Windows Services | Services Found [91]
(Servics Name v ke
Servica Name Voritor
1. Active Directory Certificate Services
2 Active Directory Domain Services Running  No
3. Active Directory Web Services Running  No
4 Adobe Acrobat Update Service: Running  No
5. Application Experience Running  No
6. | Application Host Helper Service Running No
7. Background Intelligent Transfer Service Running  No
8. |Background Tasks Infrastructure Service Running No
9 Base Filtering Engine Running  No
10 Certificate Propagation Running  No
11. Cisco AnyConnect Secure Mobility Agent Running  No
12 CNG Key Isolation Running  No
13, COM+ Event System Running  No
14 Credential Manager Running  No
15. Cryptographic Services Running  No
16 DCOM Server Process Launcher Running  No
17. Device Association Service Running  No
18. |DFS Namespace Running~ No.
19. DFS Replication Running  No
20 DHCP Client Running  No
21. DHCP Server Running  No
22 Diagnostic Policy Service Running  No
23. Diagnostic System Host Running  No
24 Distributed Transaction Coordinator Running  No
25. DNS Client Running  No
26 DNS Server Running  No
27 Function Discovery Provider Host Running  No
28 Group Policy Client Running  No
29. IS Admin Service Running  No
30 IKE and AuthlP IPsec Keying Modules Running  No .

To keep your device running efficiently and to maintain security, the [Services] tab helps you manage services on
your device. For each Windows service running on the device, the [Services] tab displays the following
information:

TIP: To sort the list of Windows services, click on a column heading. The list will be sorted by the column
value, in ascending order. To sort the list by descending order, click the column heading again.

the service.

Service Name. Name of the Windows service.

ID. If you have defined a monitoring policy for the Windows service, SL1 generates a unique numeric ID for

Run State. The current state of the process. This can be one of the following:

° Runnable. Service is ready to run as needed.

© Running. Service is currently running.

° Not Running. Service is in a "waiting" state.

° Invalid. Service is part of an operation that failed. Service was not ended gracefully.

NOTE: Run states are defined by a device's operating system and/or installed agents. Run states may differ
between devices.
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¢ Monitored. Specifies whether or not SL1 is monitoring this Windows service.

Viewing a List of Windows Services on a Single Device in the Classic

SL1 User Interface

The Windows Services page displays a list of all of the Windows services that are running on a single device.

To view the list of Windows services on a single device:

1. Goto the Device Manager page (Devices > Services).

2. Find the device where you want to view the list of Windows services. Select the bar graph icon |

device.

ﬂ) for that

Device Manager | Devices Found [1283]

Devics Name *

Hostname

Organization

Report

Reset

sss | 5
Il Il

[>=teatilw ][
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Ping | ICHP.
Pingable  FreeBSD | ICMP 284
F5 Networks, Inc. | BIG-P LTM Node 2779
Network App F5 Networks, inc. | BIG-P LTM Node 3193
MNetwork App F5 Networks, inc. | BIG-IP LTM Node
Network App F5 Networks, inc. | BIG-P LTH Pool Mem 1430
MNetwork App FS Networks, Inc. | BIG-IP LTH Pool Memi 1204
Network App FS Networks, inc. | BIG-P LTH Pool Memt 1951
Network App F5 Networks, Inc. | BIG-IP LTW Node 2436
Network App F5 Networks, inc. | BIG-P LTH Node 2391
App FS Netwarks, Inc. | BIG-1P LTH Node
Network App F5 Networks, inc. | BIG-P LTH Pool Memi 1952
Network App F5 Networks, inc. | BIG-IP LTH Pool Hemi 1206
Network App FS Networks, inc. | BIG-P LTH Pool Memt 1431
App F5 Networks, Inc: | BIGIP LT Node 2080
Network App F5 Networks, inc. | BIG-P LTH Node 2602
MNetwork App S Networks, Inc. | BIGIP LT Node 3058
Network App F5 Networks, inc. | BIG-P LTH Pool Memi 2102
75 Networks, Inc. | BIG-P LTM Pool Memt 1391
Network App F5 Networks, inc. | BIG-P LTM Pool Mem 855
Netwrork App FS Networks, Inc. | BIG-IP LTM Node 2632
Network App F5 Networks, inc. | BIG-P LTH Pool Mem 1423
MNetwork App F5 Networks, Inc. | BIGIP LT Node 2333
Network App FS Networks, inc. | BIG-P LTH Node 2178
Network App F5 Networks, Inc. | BIG-IF LTW Node 2136
Network App F5 Networks, inc. | BIG-P LTH Node 2714
Netwrork App FS Networks, Inc. | BIGIP LTM Node 2081
Network App F5 Networks, inc. | BIG-P LTH Node 1979
Network App F5 Networks, Inc. | BIGIP LT Node 2429
Network App FS Networks, nc. | BIGP LTH Node 2261
App F5 Networks, Inc: | BIGIP LTh Node 2441
Network App F5 Networks, inc. | BIG-P LTW Node 2662
MNetwork App FS Networks, Inc. | BIGIP LT Node 2371
Network App F5 Networks, inc. | BIG-P LTH Node 2754
F5 Networks, Inc. | BIG-P LTM Node 2679
Network App F5 Networks, inc. | BIG-P LTM Node 3053
Netwrork App FS Networks, Inc. | BIGIP LT Node 2115
Network App F5 Networks, inc. | BIG-P LTH Node 3003
Network App F5 Networks, Inc. | BIGIP LT Node 2369
Network App FS Networks, inc. | BIG-P LTH Node 2790
Network App F5 Networks, Inc. | BIG-P LTM Node 2642
Network App F5 Networks, inc. | BIG-P LT Node 3206
F5 Networks, Inc. | BIG-P LTM Node 2395
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3.

In the Device Reports panel, select the Services tab. The Windows Services page appears.

Close Performance Topology Interfaces
y Physical Device
10.20.0.189| 39 ¢ Workstations l'u
Microsoft Windows XP [r—— Jf
System Ugtir= ) days, 00:00:00 | Windows™?
Active Collection Time | 2014-08-16 14:45:00 :
Hardware: x86 Family 15 Model 79 Stepping 2 AT/AT COMPATIBLE - Soft  Zroup . Collzctar CUG2 | em7_cu2
Device Hostname
Windows Services | Services Found [49]
Service Name : like:
Service Name 10 Run State Meonitored
1. Automatic Updates Running No
2. Background Inteligent Transfer Service Running No
3. CachemanXP Running No
4. COM=+ Event System Running No
5. Computer Browser Running No
. Cryptographic Services Running No
7. DCOM Server Process Launcher Running No
5. DHCP Client Running No
9. Distributed Link Tracking Client Running No
10. DNS Client Running No
11. Error Reporting Service Running No
12. EventLog Running No
13. Fast User Switching Compatibility Running  No
14. Help and Support Running No
15. IPSEC Services Running No
18. Logical Disk Manager Running  No
17, tct_device Running No
18. Network Connections Running No
19. Metwork Location Awareness (NLA) Running  No
20. NVIDIA Display Driver Service Running No
21. Plug and Play Running No
22, Print Spooler Running  No
23. Protected Storage Running No
24. Remote Procedure Call (RPC) Running No
25. Remote Registry Running  No
| [Viewing Page: 1] EI

4. Foreach Windows service, the Windows Services page displays the following information:

TIP: To sort the list of Windows services, click on a column heading. The list will be sorted by the column
value, in ascending order. To sort the list by descending order, click the column heading again.

o Service Name. Name of the Windows service.

o ID. If you have defined a monitoring policy for the Windows service, SL1 generates a unique numeric

ID for the service.

o Run State. The current state of the process. This can be one of the following:

o

Runnable. Service is ready to run as needed.

© Running. Service is currently running.

o

Not Running. Service is in a "waiting" state.

o

Invalid. Service is part of an operation that failed. Service was not ended gracefully.
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NOTE: Run states are defined by a device's operating system and/or installed agents. Run states may differ
between devices.

o Monitored. Specifies whether or not SL1 is monitoring this Windows service.

Generating and Viewing Reports about Windows Services

This section describes how to generate and view reports about Windows services.
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Generating a Report on Multiple Windows Services

From the Windows Services page (Devices > Services) you can generate a report on all, multiple, or a single
service in SL1. The Windows Services page allows you to generate a report that contains all the information
displayed in the Windows Services page.

‘Windows™ Services Report generated by banderton on 2015-04-17 03:41:16
Device Name Organization IP Address Device Class | Sub-Class Service Monitored
0. [ACME - DE MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Base Filtering Engine No
1_[ACME - D& MS50L 2 - We|ACME 192.168.32.113 Wicrosoft | MSSQL Server [Certificate Propagation No
2. |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [COM+ Event System No
3. [ACME - DB MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server [Cryptographic Services No
4_|[ACME - DB MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [DCOM Server Process Launcher Mo
5. [ACME - DE MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQOL Server Deskiop Window Manager Session MangNo
6. [ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server DHCP Client Mo
7. [ACME - DE MSSQL 2 - WE%ME 192.168.32.113 Microsoft | MSSQL Server Diagnastic Palicy Service No
B_[ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Diagnastic System Host No
0. [ACME - DE MSSQL 2 - M%ME 192.168.32.113 Microsoft | MSSQL Server Distributed Link Tracking Client No
. |ACME - DB MSS0L 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server | Gistribufed Transaction Coordi Mo
. |ACME - DE MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server DNS Client No
. |ACME - D8 MSSQLZ-WGEME 192.168.32.113 Microsoft | MSSQL Server roup Policy Client No
- [ACME - DB MS50L 2 - We|ACME 192.168.32.113 Microsoft | MSSAL Server IKE and ALhIP IPsec Keying Modules Mo
_ |ACME - DB MSS50L 2 - We|ACME 192.168.32.113 Microsoft | MSSOL Server [P Helper No
. [ACME - D& MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Fsec Folicy Agent No
. |ACME - DB MS50L 2 - We|ACME 102.168.32.113 Miicrosoft | MSSOL Server Metwork Conneclions Mo
. |[ACME - DB MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Network List Service No
. |ACME - D8 MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSOL Server MWetwork Location Awareness No
. |ACME - D& MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Metwork Store Interface Service No
_ |ACME - DB MSS5QL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Flug and Play No
. |ACME - DE MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSOL Server Pawer No
. |ACME - D8 MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server Print Spoaler No
- |ACME - DB MSS50L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Remote Desklop Configuration Mo
. |ACME - DB MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSOL Server Remota Desktop Services No
. [ACME - D& MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Rrernote Deskiop Senvices UserhMode Poio
_[ACME - D& MSS0L 2 - We|ACME 192.168.32.113 Wicrosoft | MSSQL Server Remote Frocedure Call (RFC) Mo
. |[ACME - D8 MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server Remote Registry No
. |ACME - D8 MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server RPC Endpoint Mapper No
G_|ACME - DB MS5QL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Security Accounts | Mo
. |ACME - DB MSS5QL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Server No
. |ACME - D8 MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server |Shell Hardware Detection Mo
. |ACME - DE MSSQL 2 - WE%ME 192.168.32.113 Microsoft | MSSQL Server [ENMP Service No
_ |[ACME - D8 MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Saftware Protection No
. |ACME - D& MSS5QL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server ISPF Motification Service No
- |ACME - DB MS5QL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [SOL Server (WSSOLSERVER) Mo
- [ACME - D8 MSS0L 2 - We|ACME 192.168.32.113 Wicrosoft | MSSQL Server [SOL Server Analysis Services (MSSOLGNO
. |[ACME - DE MSSOL 2 - WelACME 192.168.32.113 Microsoft | MSSQL Server QL Server Reporiing Services (MSSQLUNG
- [ACME - DB MS50L 2 - We|ACME T92.168.32.113 Microsoft | MSSAL Server EQLSamvssmﬁer Mo
_ [ACME - DB MSS50L 2 - We|ACME 192.168.32.113 Microsoft | MSSOL Server [System Everll Noliication Service No
. [ACME - D& MSS0L 2 - WeACME 192.168.32.113 Microsoft | MSSQL Server "ask Scheduler No
_|ACME - D8 MS50L 2 - We|ACME 102.168.32.113 Miicrosoft | MSSQL Server CFIIF NelBI0S Helpar Mo
. |ACME - D8 MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server User Profile Service No
. |ACME - DB MSSOL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server [Windows Everi Log No
- [ACME - D8 L2 - WelACME T92.168.32.113 icrosofl | MSSAL Server [Windows Firewall Mo
. |ACME - DS MSS5QL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Windows Font Cache Service No
. |ACME - DE MSSQL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server [Windaws Installer No
. |ACME - DB MSSQL 2 - WGEME 192.168.32.113 Microsoft | MSSQL Server [Windows Management Instrumentation [No
[ACME - DB MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Windows Modules Installer Mo
49 [ACME - DB MSSOL 2 - We|ACME 192.168.32.113 Microsoft | MSSOL Server [Windows Remote Management (Ws-MajNo
50. [ACME - DE MSS0L 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [Windows Time No
51. [ACME - DB MSS0L 2 - We|ACME 192.168.32.113 Wiicrosoft | MSSQL Server [Windows Update Mo
52. [ACME - D8 MSSQL 2 - We|ACME 192.168.32.113 Microsoft | MSSQL Server [WinHT TP Web Proxy Auto-Discovery SeNo
53, [ACME - DB MSSQOL 2 - We[ACME 192.168.32.113 Microsoft | MSSQL Server Wi Performance Adapter Eo
54. [ACME - OB MSS0L 2 - We[ATME 192.168.32.113 Microsoft | MSSQL Server Workstation Ha
Page 1

To generate a report on all or multiple Windows services in SL1:
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Go to the Windows Services page (Devices > Services).

On the Windows Services page, click the [Report] button. The Export current view as a report modal
appears.

NOTE: If you want to include only certain services in the report, use the "search as you type" fields at
the top of each column. You can filter the list by one or more column headings. You can then

select the [Report] button, and only the services displayed in the Windows Services page will
appear in the report.

In the Export current view as a report modal, you must select the format in which SL1 will generate the

report. Your choices are:

* Comma-separated values (.csv)

* Web page (.html)

* OpenDocument Spreadsheet (.ods)
» Excel spreadsheet (.xIsx)

* Acrobat document (.pdf)

4. Click the [Generate] button. The report will contain all the information displayed in the Windows Services

page. You can immediately view the report or save it to a file for later viewing.

Generating an Exclusion Report for a Single Windows Service

From the Windows Services page, you can generate an exclusion report for a service. SL1 will generate the

report in MS Word format. An exclusion report specifies all devices where the selected Windows service is running

and all devices where the selected Windows service is not running.

™
M7 Windows Service Exclusion Report
Management Systems April 17, 2015, 3:56 am

Devices That Have [ Desktop Window Manager Session Manager ] Service Installed

Device IP Address Device Class / Sub-Class Service Run Stalg

ACME - DB MSSQL 2 - WebA |192 168 32113 Microsoft MSSQL Server Desktop Window Manager Session Manager On
ACME - DB-MSSQL - WebApp 192 168 32.112 Microsoft Windows Server 2008 R2 Desktop Window Manager Session Manager On
ACME - WEB IS 2 - WebAp |192.168.32.110 Microsoft Windows Server 2008 R2 Desktop Window Manager Session Manager On
ACME - WEB-IIS-1 - WebAp |192.168.32 111 Microsoft Windows Server 2008 R2 Desktop Window Manager Session Manager On
LAB-2007-DC.silodev07 lo 172.16.0.181 Microsoft Windows NT 4.0 Workstation Desktop Window Manager Session Manager |On
MS-2008-SPFND 0185 172.16.0.185 RHEL Redhat 55 Desktop Window Manager Session Manager On
VPM Equinix Server 172.16.0.238 Forte Networks Inc. OEM Desktop Window Manager Session Manager On
WIN-DEMO-EX2010 demo? sc{192 168 41 122 Microsoft Windows Server 2008 R2

Desktop Window Manager Session Manager On

Report Summary

Total Devices 8
Unique Device Categories | 3
Unique Device Classes 5
Services Found 8[8on+off]
Services Not Found 0

A Windows Services Exclusion Report displays the following:
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* Name of the Windows service.
o List of all devices in SL1 where the Windows service is running.

o List of all devices in SL1 where the Windows service is not running. SL1 includes only appropriate servers in
this report. For example, Solaris servers would not appear in a report for Windows services.

» The last row in the report displays:

© Total number of devices in report.

° Total number of device categories included in the report.

° Total number of device classes included in the report.

° Total number of devices where Windows service is running.

° Total number of devices where Windows service is not running.
To generate an exclusion report about a Windows service:

1. Go to the Windows Services page (Devices > Services).

2. Inthe Windows Services page, find an instance of the Windows service you want to generate an exclusion
report for.

3. Clickits printer icon (™). You will be prompted to save or view the generated report.

Viewing Reports about Windows Services

See the section on Viewing Performance Graphs for information and examples of reports for Windows services.

324 Generating and Viewing Reports about Windows Services



Chapter
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Grouping Dynamic Application Data Using
Collection Labels

Overview

This chapter describes Collection Labels and Collection Groups.
Use the following menu options to navigate the SL1 user interface:
« To view a pop-out list of menu options, click the menu icon [E).

« To view a page containing all of the menu options, click the Advanced menu icon ( « ).

This chapter covers the following topics:

What are Collection Labels and Collection Groups? ... 326
Viewing the List of Collection Labels ... . ... . 326
Creating a Collection GroUp ... 332
Creating a Collection Label ... . 332
What are Duplicates and How Does SL1 Manage Them? ... . ... 335
What is Precedence? ... ... .. 336
Aligning a Presentation Object with a Collection Label ... ... 336
Viewing and Managing the List of Presentation Objects Aligned with a Collection Label ............... 338
Viewing and Editing Duplicate Presentation Objects by Collection Label ...................................... 342
Viewing and Managing the List of Devices Aligned with a Collection Label ................................. 344
Editing Duplicate Presentation Objects by Device ........................c 346
Editing Duplicate Presentation Objects for a Single Device ... 348

325



Editing a Collection Label .. ... 349

Deleting a Collection Label ... 350
Viewing Reports About Collection Labels on a Single Device .....................................cciiiiiiii.. 350
Viewing Dashboards About Collection Labels ... . ... .. ... 351

What are Collection Labels and Collection Groups?

Collection Labels and Collection Groups allow you to group and view data from multiple performance
Dynamic Applications in a single dashboard widget.

For example:

¢ Suppose you monitor phone systems from multiple vendors.

* Suppose you want to create a dashboard that displays the ten phone systems that drop the most calls.
* You could create a Collection Group called "Dropped Calls".

* You could create two Collection Labels: "Average Dropped Calls", and "Raw Dropped Calls".

¢ Foreach vendor, you could edit the appropriate performance Dynamic Application and align a collected
value with "Average Dropped Calls" and align another collected value with "Raw Dropped Calls".

* You could then create a dashboard that displays the ten phone systems with the highest values for "Raw
Dropped Calls" and also displays the ten phone systems with the highest values for "Average Dropped
Calls".

Viewing the List of Collection Labels

The Collection Labels page (System > Manage > Collection Labels) displays a list of all the existing Collection
Labels. By Default, SL1 includes the following Collection Groups:

 Vitals. Includes the Collection Labels "CPU", "Memory", and "Swap".

o Video Performance. Includes Collection Labels for common performance metrics associated with video
endpoint devices.

The Collection Labels page displays the following about each existing Collection Label:
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Collection Labels | Collection Labels Found [17] Reset Guide

Freguent
Label Narme « Label Description Group Name ~ Data  Aligned Presentations ~ Aligned Devices Duplicates
( J( I J( J( J( I ]

1. #inuse InUse Video Performance No 22 - - =]
2. Max % Packet Loss Max % Packet Loss Video Performance No  j2l2 = = =]
3.2 Max Jiter Max Jitter Video Performance No 22 - - =]
4. Rx Audio Jitter Receive Audio Jitter Video Performance No  jZl2 = = =]
5. % RxAudio Pkis Lost Receive Aduio Packets Lost Video Performance No  I2 — - =]
6. RxTotal BW Total Incoming BW Video Performance No  jgl2 = = a
7. Rx Video Jitter Rx Video Jiter Video Performance No 22 — - =]
8. # RxVideo Pits Lost Rx Video packets lost Video Performance No g2 - - =]
9. TxAudio Jitter Transmit Audio Jitter Video Performance No  2I2 — - =]
10. # Tx Audio Pts Lost Transmit Audio Packets Lost Video Performance No gl - - d
1. Tx Total BW Total Outgoing Bandwidth Video Performance No 22 - - =]
12 Tx Video Jitter Outgoing Video Jitter Video Performance No  jgl2 - - d
13 TxVideo Pkis Lost Transmit Video Packets Lost Video Performance No  zI2 — - a
14. # Usage Usage Video Performance No  jgl2 = = d

15. Py Vitals No )37 zle -

6. Memory Vitals No  j2I7 =

17| Swap Vitals No gl - -
& - — — =]

¢ Label Name. Name of the Collection Label.

¢ Label Description. Description of the Collection Label. This field is optional.

¢ Group Name. Collection Group that contains this Collection Label.

e Frequent Data. Specifies whether frequently rolled up data is calculated for the Collection Label.
o Aligned Presentations. Presentation Objects aligned with this Collection Label.

o Aligned Devices. Devices that currently populate the Collection Label.

o Duplicates. Number of devices for which two or more Presentation Objects are aligned with the same
Collection Label.

Filtering the List of Collection Labels

You can filter the list of Collection Labels on the Collection Labels page by one or more parameters. Only
Collection Labels that meet all the filter criteria will be displayed in the Collection Labels page.

To filter by parameter, enter text into the desired filter-while-you-type field. The Collection Labelspage searches
for Collection Labels that match the text, including partial matches. By default, the cursor is placed in the left-most
filter-while-you-type field. You can use the <Tab> key or your mouse to move your cursor through the fields. The
list is dynamically updated as you type. Text matches are not case-sensitive.

You can also use special characters to filter each parameter.
Filter by one or more of the following parameters:

o Label Name. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that are associated
with a matching label name.

¢ Label Description. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that are associated
with a matching label description.
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o Group Name. You can enfer text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that are associated
with a matching group name.

o Frequent Data. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that have a a
matching value in the Frequent Data field.

« Aligned Presentations. You can enter text to match, including special characters (comma, ampersand,
and exclamation mark), and the Collection Labels page will display only Collection Labels that are
associated with a matching number of presentations.

 Aligned Devices. You can enfer text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that are associated
with a matching number of aligned devices.

o Duplicates. You can enter text to match, including special characters (comma, ampersand, and
exclamation mark), and the Collection Labels page will display only Collection Labels that are associated
with a matching number of duplicates.

Special Characters

You can include the following special characters to filter by each column except those that display date and time:

NOTE: When searching for a string, SL1 will match substrings by default, even if you do not include any
special characters. For example, searching for "hel" will match both "hello" and "helicopter". When
searching for a numeric value, SL1 will not match a substring unless you use a special character.

String and Numeric
* , (comma). Specifies an "OR" operation. Works for string and numeric values. For example:
"dell, micro" matches all values that contain the string "dell" OR the string "micro".
* & (ampersand). Specifies an "AND " operation. Works for string and numeric values. For example:
"dell & micro" matches all values that contain both the string "dell" AND the string "micro", in any order.

| (exclamation point). Specifies a "not" operation. Works for string and numeric values. For example:

NOTE: You can also use the "l" character in combination with the arithmetical special characters (min-max,
>, <, >=, <=, =) described below.
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o * (asterisk). Specifies a "match zero or more" operation. Works for string and numeric values. For a string,
matches any string that matches the text before and after the asterisk. For a number, matches any number
that contains the text. For example:

"hel*er" would match "helpers" and "helicopter" but not "hello".
"325*" would match "325","32561", and "325000".
"*000" would match "1000", "25000", and "10500000".
* 2 (question mark). Specifies "match any one character'. Works for string and numeric values. For example:
"I2ver" would match the strings "oliver", "levers", and "lover", but not "believer".
"1352" would match the numbers "1350", "1354", and "1359", but not "135" or "13502"
String

N

. (caret). For strings only. Specifies "match the beginning". Matches any string that begins with the specified
string. For example:

" sci" would match "scientific" and "sciencelogic”, but not "conscious'.

" happy$" would match only the string "happy", with no characters before or after.
"I ™ micro" would match all values that do not start with "micro".

"1™ $" would match all values that are not null.

oA

would match null values.

» $ (dollar sign). For strings only. Specifies "match the ending". Matches any string that ends with the specified
string. For example:

"ter$" would match the string "renter" but not the string "terrific".

"~ happy$" would match only the string "happy", with no characters before or after.
"Ifer$" would match all values that do not end with "fer".

"1~ $" would match all values that are not null.

"1$" would match null values.

NOTE: You can use both ™ and $ if you want to match an entire string and only that string. For example,
"~ tern$" would match the strings "tern" or "Tern" or "TERN"; it would not match the strings "terne" or
"cistern".
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Numeric

min-max. Matches numeric values only. Specifies any value between the minimum value and the maximum
value, including the minimum and the maximum. For example:

"1-5"would match 1, 2, 3, 4, and 5.

¢ - (dash). Matches numeric values only. A "half open" range. Specifies values including the minimum and
greater or including the maximum and lesser. For example:

"1-" matches 1 and greater. So would match 1, 2, 6, 345, etc.
"-5" matches 5 and less. So would match 5, 3, 1, O, etc.
e > (greater than). Matches numeric values only. Specifies any value "greater than". For example:
">7"would match all values greater than 7.
e < (less than). Matches numeric values only. Specifies any value "less than". For example:
"< 12" would match all values less than 12.

e >= (greater than or equal to). Matches numeric values only. Specifies any value "greater than or equal to".
For example:

"=>7"would match all values 7 and greater.

e <= (less than or equal to). Matches numeric values only. Specifies any value "less than or equal to". For
example:

"=<12"would match all values 12 and less.

* = (equal). Matches numeric values only. For numeric values, allows you to match a negative value. For
example:

"=-5"would match "-5" instead of being evaluated as the "half open range" as described above.

Examples

"Idell" matches all values that do not contain the string "dell".

e "I ™ micro" would match all values that do not start with "micro".

"Ifer$" would match all values that do not end with "fer".

"I ~$" would match all values that are not null.

Ryl

would match null values.
e "$" would match null values.

e "I*"would match null values.

"happy, !dell" would match values that contain "happy" OR values that do not contain "dell".

» "aio$". Matches only text that ends with "aio".
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[[IVAN

. shu". Matches only text that begins with "shu".

[[IVAN

. silo$". Matches only the text "silo", with no characters before or after.

e "Isilo". Matches only text that does not contains the characters "silo".

HI/\

silo". Matches only text that does not start with "silo".

o "l0$". Matches only text that does not end with "0".

o "I ™silo$". Matches only text that is not the exact text "silo", with no characters before or after.

o "IN Matches null values, typically represented as "--" in most pages.

e "I$". Matches null values, typically represented as "--" in most pages.

o "I $" Matches all text that is not null.

* silo, laggr'. Matches text that contains the characters "silo" and also text that does not contain "aggr".

e 'silo, 02, laggr'. Matches text that contains "silo" and also text that contains "02" and also text that does not
contain "aggr".

e 'silo, 02, laggr, 101". Matches text that contains "silo" and also text that contains "02" and also text that does
not contain "aggr' and also text that does not contain "01".

I non

. s*i*I*0$". Matches text that contains the letter 's", "i", "I', "o", in that order. Other letters might lie between
these letters. For example "sXiXIXo" would match.

"I N s*i*[*0$". Matches all text that does not that contains the letter 's", "i", "I", "o0", in that order. Other letters
might lie between these letters. For example "sXiXIXo" would not match.

* "lvol&lsilo". Matches text that does not contain "vol" AND also does not contain "silo". For example, "volume'
would match, because it contains "vol" but not "silo".

* "lvol&02". Matches text that does not contain "vol' AND also contains "02". For example, "happy02" would
match, because it does not contain "vol' and it does contain "02".

* "aggr,Ivol&02". Matches text that contains "aggr" OR text that does not contain "vol" AND also contains
"02".

» "aggr,Ivol&linfra". Matches text that contains "aggr" OR text that does not contain "vol" AND does not
contain "infra".

o " Matches all text.

o "I*" Matches null values, typically represented as "--" in most pages.

* 'silo". Matches text that contains "silo".

» "lIsilo". Matches text that does not contain "silo".

o "I7silo$ ". Matches all text except the text "silo", with no characters before or after.

e ".3,7-8,11,24,50-". Matches numbers 1,2, 3, 7,8, 11, 24, 50, and all numbers greater than 50.

e ".3,7-8,11,24,50-,a". Matches numbers 1,2, 3,7,8, 11,24, 50, and all numbers greater than 50, and
text that includes "a".

e "2n". Matches text that contains any single character and the character "n". For example, this string would

match "an", "bn", "cn", "1n", and "2n".

e "n*SAN'". Matches text the contains "n", zero or any number of any characters and then "SAN". For example,
the string would match "nSAN", and "nhamburgerSAN".
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o "~ 2n*SANS”. Matches text that begins with any single character, is following by "n", and then zero or any

number of any characters, and ends in "SAN".

Creating a Collection Group

You cannot create a Collection Group separately from creating a Collection Label. When you create a
Collection Label, you can specify a new Collection Group or specify an existing Collection Group. If you specify
a new Collection Group, SL1 saves the new Collection Group when it saves the new Collection Label.

Creating a Collection Label

You can create a new Collection Label from the Collection Labels page (System > Manage > Collection
Labels). To do so:

1. Goto the Collection Labels page (System > Manage > Collection Labels).

2. Select the green plus-sign in the lower left of the page.

Collection Labels | Collection Labels Found [17] Reset Guide
Erequent
Label Name « Label Description Group Name ~ Data  Aligned f Aligned Devices Duplicates
( I I S J( ]
1. 2nUse InUse Video Performance No 2l - - a
2. Max % Packet Loss Max % Packet Loss Video Performance No jgl2 = = d
3. 2 MaxJitter Max Jitter Video Performance No  zl2 - = =]
4. Rx Audio Jiter Receive Audio Jitter Video Performance No  jgl2 = = d
5. # RxAudio Pkts Lost Receive Aduio Packets Lost Video Performance No g2 — - =]
6. 2 Rx Total BW Total Incoming BW Video Performance No jl2 - - d
7. Rx Video Jitter R Video Jiter Video Performance No  zI2 - - a
8 # Rx Video Pkts Lost Rx Video packets lost Video Performance No g2 = = ]
9. [ TxAudio Jitter Transmit Audio Jitter Video Performance No  2J2 - - d
10. # Tx Audio Pkis Lost Transmit Audio Packets Lost Video Performance No  jl2 = = =]
1. 2 TxTotal BW Total Outgoing Bandwidth Video Performance No 22 — - =]
12, Tx Video Jitter Outgoing Video Jitter Video Performance No g2 - - =]
13. 2 Tx Video Phis Lost Transmit Video Packets Lost Video Performance No  zI2 - - a
14. ® Usage Usage Video Performance No jgl2 - - d
15. | [CPU Vitals No  pJar 219 -
16 Memory Vitals No 217 = =
17. [ Sway Vitals No 26 = =
o —( — il = I e G
& - - - =]

3. Enter values in the following columns:

4. The new Collection Label appears in the page.
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o Label Name. Name of the Collection Label. This field is required.

o Label Description. Description of the Collection Label. This field is optional.

e Group Name. Collection Group to align with the Collection Label. You can select from a list of

existing Collection Groups or enter the name of a new Collection Group. This field is required.

o Frequent Data. Specifies whether frequently rolled up data is calculated for the Collection Label.
If the Collection Label will include data that is collected every five minutes or more frequently, and
you require that dashboard data be updated every 15 minutes or 20 minutes, select Yes in this field.

This data is available immediately for use in a collection label.

« Save icon (H). Select this icon to save your new Collection Label.
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What is Normalization?

Normalization and roll-up are the processes by which SLT manages collected performance data for display and
storage.
o Raw data is the data exactly as it was collected from a device or application.

o Normalized and rolled up data is data for which SL1 has performed calculations, usually averaging raw
data over a period of time.

Dynamic Applications can collect raw performance data from a device at the following intervals:

e 1 minute
* 2 minutes
* 3 minutes
* 5 minutes
* 10 minutes
e 15 minutes
e 30 minutes
e 1 hour

e 2hours

e 6hours

e 12 hours

e 24 hours

For performance Dynamic Applications, you specify this interval in the Poll Frequency field, in the Properties
Editor page (System > Manage > Dynamic Applications).

SL1 rolls up data so that reports with a larger timespan do not become difficult to view and to save storage space
on the Sciencelogic database. When SL1 rolls up data, SL1 groups data into larger sets and calculates the
average value for the larger set.

There are two types of roll up:

o Hourly. Way to group and average data that is collected at intervals of less than or equal to 60 minutes.
SL1 rolls up data and calculates an average hourly value for each metric. Hourly samples include samples
from the top of the hour to the end of the hour. For example, for an hourly rollup of data collected at 1-
minute intervals between 1 am and 2 am, the first data point would be the one collected at 01:00:00 and
ending at 01:59:00.

o Dadaily. Way to group and average all data. SL1 rolls up data and calculates an average daily value for each
metric. Daily samples include samples from the beginning of the day until the end of the day. For example,
for a daily roll-up of data collected at 1-minute intervals, the first data point is collected at 00:00:00 and
the last data point is collected at 23:59:00.

SL1 rolls up raw performance data as follows:
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Frequency of Raw Collection

Every 1 minute

60 minutes, 24 hours

Every 2 minutes

60 minutes, 24 hours

Every 3 minutes

60 minutes, 24 hours

Every 5 minutes

60 minutes, 24 hours

Every 10 minutes

60 minutes, 24 hours

Every 15 minutes

60 minutes, 24 hours

Every 30 minutes

60 minutes, 24 hours

Every 60

60 minutes, 24 hours

Every 120 minutes or longer

24 hours

Before SL1 normalizes data, SL1 transforms the data. To transform data, SL1:

* For bandwidth data and data from Dynamic Applications of type "Performance”, SL1 derives rates from

counter metrics.

¢ The rate from counter metrics are expressed in units-per-polling_interval. For example, rates for 5-minute

collections are expressed as units-per-5-minutes.

* For data from Dynamic Applications of type "Performance’, SL1 evaluates presentation formulas. Counter

metrics are first transformed into rates before evaluation.

NOTE: During the data transform steps, SL1 does not directly roll up the raw data in the database tables.

When SL1 rolls up data, SLT must normalize that data. To normalize data, SL1:

e groups and orders the data

* determines the sample size

e calculates count

¢ determines the maximum value

e determines the minimum value

e calulcates the mean value

* calculates the average value

* calculates the sum

¢ determines the standard deviation
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NOTE: In SL1, normalized data does not include polling sessions that were missed or skipped. So for
normalized data, null values are not included when calculating sample size, maximum values,
minimum values, or average values.

Example

For example, suppose that every five minutes, SL1 collects data about file system usage on the device named
my_device. When SL1 normalizes and rolls up the collected data for file system usage for my_device, SL1 will:

1. Apply any necessary data transforms (mentioned above).
2. Repeat the following step for both hourly normalization and daily normalization:
3. Ifthisis the first data point for an hourly normalization or a daily normalization, insert summary statistics for
that one data point:
° Sample size = 1
° Average = value of new data point
° Max = value of new data point
° Min = value of new data point
° Sum = value of new data point
° Standard Deviation = 0
4. Forall subsequent data points for an hourly normalization or a daily normalization, SL1 will update the
summary statistics for the already existing data points in the data set (either hourly data set or daily data set).

5. Ifthere are no gaps in collection, the summary statistics for hourly normalization will represent 12 data
points, and the summary statistics for daily normalization will represent 288 data points.

What are Duplicates and How Does SL1 Manage Them?

Multiple presentation objects can be aligned with a single Collection Label. For example, suppose that a
Dynamic Application includes a presentation object for "memory used", and another Dynamic Application
includes a presentation object for "memory usage". Suppose that both of these presentation objects are aligned
with the Collection Label named "Memory".

Suppose that one of the devices monitored by SL1 subscribes to both of those Dynamic Applications (for example,
a Dynamic Application that monitors OEM hardware and a Dynamic Application that monitors the operating
system). For that device, SL1 will collect values for both presentation objects that are aligned with the Collection
Label named "Memory".

When this situation arises, SL1 uses precedence and some internal rules to assign a single presentation object to

the Collection Label for that device. However, you can manually assign a different presentation object to the
Collection Label after discovery.
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If a device has a duplicate, SL1 uses the following rules to determine which presentation object to use for that
Collection Label for that device:
* |f a manually defined Collection Label-presentation object pair exists, use that pair.

e [fSL1 cannot find a manually defined Collection Label-presentation object pair, use the pair with the lowest
precedence value.

e [fSL1 finds more than one Collection Label-presentation object pair with the same precedence value, SL1
will create a pair using the presentation object with the lowest presentation ID.

What is Precedence?

SL1 performs discovery (during initial discovery and during nightly updates) and aligns Dynamic Applications with
devices. During discovery, SL1 will also align Collection Labels with devices. For devices with duplicates, SL1
evaluates precedence to automatically align a single presentation object with each Collection Label. For devices
with duplicates, SL1 assigns the Collection Label-presentation object pair with the lowest precedence value.

SL1 evaluates precedence:

* During nightly update discovery.

NOTE: If you have manually defined a Collection Label-presentation object pair for one or more devices,
nightly update discovery will not change the Collection Label-presentation object pair.

* When a Dynamic Application is manually aligned with a device in the Dynamic Application Collections
page

* When devices are manually merged.

Aligning a Presentation Object with a Collection Label

You can align one or more presentation objects with a collection label. This allows SL1 to compare and display
reports on data from multiple performance Dynamic Applications.

To align a presentation object with a collection label:
1. Go to the Dynamic Applications Manager page (System > Manage > Dynamic Applications).

2. Find the performance Dynamic Application that contains the presentation object you are interested in.
Select the wrench icon ( a) for that Dynamic Application.

3. Inthe Dynamic Application panel, select the Presentations tab.

4. Inthe Presentation Objects page, go to the Presentation Object Registry pane and find the
presentation object you want to align with a Collection Label. Select the wrench icon ( 3) for that

presentation object.
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Dynamic Applicafions [856] | Presentation Objects | Guide | Reset |
= =TT Formula Editor
Report Name [Recsive Audio Jitter ] o 6443
s
Active State [[Enabled] [+]

Data Unit [milliseconds |

Abbrevdaton | Suff [ U e 5 e e ~
n“n 6436: Transmit \fideo Rate Used n
Show as Percent [[No] IPrecedenoe [[501 I 6437- Transmit \ideo Rate v _
L=1=

[ [ 2 [ s | —— |
ILabei Group -|| | abel [Audio Jitir - Incd[ ]+ | [0

IIII <

Guide Text

Al

v
Presentation Object Registry
Report Name Sate PRI Gop Label Precedence v = D Date Edit ~
Suffix Percent
Enabled ms - - - No pres_2283 2014-06-25 12:06:29 q‘
S TETETE UMY PaCRel LosSS Enabled pkis - - - No pres_2284  2014-08-25 12:08:29 g*

3. }Recelve Audio Rate Enabled kbps - - - Mo pres_2285  2014-06-25 12:06:29 g*

4. BReceive Packet Loss Percent Enzbled - - - - No pres 2792  2014-06-25 12:06:29 g*

5. PReceive Video Frame Rate Enabled fips — | - - No  pres_2286  2014-06-2512:06:29 g*

6. PReceive Video Jitter Enabled ms - - - No pres_2287  2014-06-25 12:06:29 g*

7. ﬁewve Video Packet Loss Enabled pkis - - — No pres 2288  2014-06-25 12:06:29 d’

&. PReceive Video Rate Enabled kbps - - - Mo pres 2289  2014-08-25 12.06:29 g*

9. PReceive Video Rate Used Enabled Kkbps [ - No pres_ 2790  2014-06-25 120629 g*
0. }Tlansnii Audio Jitter Enabled ms - - - No pres_2282  2014-08-25 12:08:29 g*
1. }Tlmwrl'lAudio Packet Loss Enabled pkis - - - Mo pres_2280  2014-06-25 12:06:29 g*
12 9T|ansni1 Audio Rate Enabled kbps - - - Mo pres 2775  2014-06-25 12:06:29 g*
13. @Transmit Packet Loss Percent Enabled - B - No  pres 2291 2014-06-25 120629 o' v
14 BTranemitviden Frame Data, Enzhlad frng bl nras 778 044 05 26 170579

Copyright © 2003 - 2014 ScienceLogic, Inc. All rights reserved. 7.5.1.alpha - build 20630

5. The top pane is populated with values from the selected presentation object. Select values for the following

fields:

1. Precedence. Set the global precedence for this Collection Label-presentation object pair. For more
information, see the section on Precedence.

2. Label Group. Select from a list of existing Collection Groups or click on the plus-sign icon ("}") and enter
the value for a new Collection Group. The current presentation object will be a member of the specified
Collection Group.

3. Label. Select from a list of existing Collection Labels or click on the plus-sign icon ("}") and enter the value
for a new Collection Label. The current presentation object will be aligned with the specified Collection
Label.

6. When you generate reports on the selected Collection Label, this presentation object will be included in the
report.
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Viewing and Managing the List of Presentation Objects
Aligned with a Collection Label

From the Collection Labels page, you can view information about each Collection Label. For each Collection
Label, you can view a list of presentation objects aligned with that Collection Label. To view this information:

1. Go to the Collection Labels page (System > Manage > Collection Labels).
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Collection Labels | Collection Labels Found [17] Reset Guide
Freguent
Label Name v Label Description Group Name ~ Data Aligned Devices Duplicates
( J( I ] ( ( I ]
1. #inuse InUse Video Performance No 22 - - =]
2. # Max % Packet Loss Max % Packet Loss Video Performance No  j2l2 = = a
3.2 Max Jiter Max Jitter Video Performance No g2 - - =]
4. Rx Audio Jitter Receive Audio Jitter Video Performance No  jZl2 = = a
5. % RxAudio Pkis Lost Receive Aduio Packets Lost Video Performance No  2l2 - - d
6. RxTotal BW Total Incoming BW Video Performance No  jgl2 = = =]
7. Rx Video Jitter Rx Video Jiter Video Performance No 22 - - =]
8. # RxVideo Pits Lost Rx Video packets lost Video Performance No g2 - - =]
9. TxAudio Jitter Transmit Audio Jitter Video Performance No  2I2 - - =]
10. # Tx Audio Pts Lost Transmit Audio Packets Lost Video Performance No gl - - =]
1. Tx Total BW Total Outgoing Bandwidth Video Performance No zI2 - - a
12 Tx Video Jitter Outgoing Video Jitter Video Performance No  jgl2 - - d
13 TxVideo Pkis Lost Transmit Video Packets Lost Video Performance No  zI2 - - =]
14. # Usage Usage Video Performance No g2 = = =]
15. Py Vitals No zle -
6. Memory Vitals No  j2I7 =
17| Swap Vitals No gl - -
+* - - - =]
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2. Find the Collection Label you are interested in. In the Aligned Presentations column, select the pencil icon
(21) The Aligned Presentations modal page appears:

Aligned Presentations

Aligned Presentations | Label: CPU | Presentation Objects Found [37] Reset
Number Precedence ||
Dynamic Application Name ~ Presentation Name Devices -
( I I Il )
1. NetApp: System Stats 7-Mode _® Average Processor Busy - 440 I
2. AWS RDS Instance Performance & CPU Utilization — 4 ¥50 [~
3 Ciscor GPU  CPU & minute average percent - 4¥50 [
4. Cisco: CPU OId & CPU Percentage - 440 [
5. Cisco: Nexus: CPU Performance 2 CPU Utilization - 4e5
6. Cisco: PIXCPU & CPU Percentage - 4450 [
7. Cisco: PIXCPU # CPU Percentage - Old - @45 [
8. Cloudkick: CPU 2110 Wait - 435
9. Cloudkick: CPU & Steal - 4% [
10. Cloudkick: CPU B User - 4450 [
11 Cloudkick CPU 2 CPUIdle - 4d50
12. Cloudkick: CPU #1RQ - 4450 [
13 Cloudkick: CPU & System - 4¥50 [
14. Cloudkick: CPU 4 CPU Utilization - 4 &5 [~
15. Dell Switch: CPU Collection (Via Telnet) [ CPU 5 minutes - 4ds0 [
168. EMC Storage Processor Performance # Percent Busy - 4450 [
17. Force 10: CPU Utilization % chStackUnitCpulktilsMin - 4450 [
18. Fortinet: CPU & CPU Percentage - 4450 [~
19. Foundry: CPU % CPU Percentage - e [
20. Host Resource: CPU & CPU Average - 4450 [
21. HP UX: CPU _# Overall CPU - @45 [
22 Juniper: CPU 4 CPU Percentage - 445
23. Microsoft HyperV Guest CPU Load 2 LoadPercentage - 4¥s0 [
24. Microsoft: Azure Virtual Machine CPU Performance 4 CPU Utilization 9 4+ $50 [~
25 Microsoft: Windows Server GPU Performance 2 CPU Utilization - 4d50
26. Net-SNMP: CPU # Overall CPU 1 450 [
27. NetApp: Svstem Stats C-Mode & Averaae Processor Busv I s =
[[Se\ect Action] j Go

3. Inthe Aligned Presentations modal page, you can view information about the presentation objects
aligned with the current Collection Label and perform actions to manage those presentation objects. You
can also unalign a presentation object from a Collection Label and change the precedence for one or
more Collection Label-presentation object pairs.
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To globally unalign a presentation object from a Collection Label:

1. Inthe Aligned Presentations modal page, find the presentation object that you want to unalign from the
Collection Label and select its checkbox.

Aligned Presentations x

Aligned Presentations | Label: CPU | Presentation Objects Found [37]
Number Precedence -
Dynamic Application Name « Presentation Name Devices .
[ I J | ]

1. MNetApp: System Stats 7-Mode }Average Processor Busy — T f 0

2. AWS RDS Instance Performance 2 CPU Utilization — 50

3. Cisco: CPU # CPU 5 minute average percent - &5

4. Cisco: CPU Old ® CPU Percentage [

4. Cisco: Nexus: CPU Performance jl CPU Utilization l_
6. Cisco: PIXCPU ® CPU Percentage [

7. Cisco: PIXCPU } CPU Percentage - Old l_

8. Cloudkick: CPU B /O Wait [

9. Cloudkick: CPU  Steal [~
10. Cloudkick: CPU & User [~
11. Cloudkick: CPU B CPU Idle [
12. Cloudkick: CPU BIRQ [
13. Cloudkick: CPU & System [
14 Cloudkick: CPU & CPU Utilization l_
15. Dell Switch: CPU Collection (Via Telnet) } CPU 5 minutes [
16. EMC Storage Processor Performance ® Percent Busy -
17. Force 10: CPU Utilization jlchStackUnrthuUhISMm [
18. Fortinet: CPU & CPU Percentage . [~
19. Foundry: CPU # CPU Percentage Unalign from Label |
20. Host Resource: CPU B CPU Average [
21. HP UX CPU # Overall CPU [
22. Juniper: CPU & CPU Percentage [
23. Microsoft HyperV Guest CPU Load } LoadPercentage [
24. Microsoft: Azure Virtual Machine CPU Performance & CPU Utilization [
23, Microsoft: Windows Server CPU Performance } CPU Utilization [
26. Net-SNMP: CPU # Overall CPU [
27. NetApp: Svstem Stats C-Mode 3 Averace Processor Busv | 100 50 [ ﬂ

| [Select Action] Ll Go

2. From the Select Action field in the lower right, select Unalign from Label. Select the [Go] button.
3. The selected presentation object will no longer be associated with the Collection Label.

For each Collection Label-presentation object pair, you can define precedence. For example, suppose that both
the "Cisco: CPU" Dynamic Application and the "Host Resource: CPU" include a presentation object that is aligned
with the CPU Collection Label. You can define precedence to specify priority for each presentation object
associated with a Collection Label.

Collection Group / Collection Label  Presentation Object Dynamic Application
Vitals / CPU CPU Average Host Resource: CPU
Vitals / CPI CPU 5 minutes average percent Cisco: CPU
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To set the precedence for the Collection Label (in our example, "CPU"):

1. The Aligned Presentations modal page displays all the presentation objects associated with the selected
Collection Label. By default, each presentation object has a precedence of 50.

Aligned Presentations Close [ Esc

Aligned Presentations | Label: Audio Jitter - Incoming | Presentation Objects Found [2]
Mumber
namic Application M = Presentation Name Devices Precedence -
| I[ I[ Il |
1. Gisco: Call Quality Statistics (Tandberg G Series) Zincoming Audio Jitter - 4drdeso
2. Polycom: Call Quality Statistics BRecsive Audio Jitter - 4% [
[[Select Action] [+]

2. Inthe Aligned Presentations modal page, you can edit precedence in two ways:

« Inthe Precedence column, use the up arrow and down arrow to change the value for a single
presentation object. Repeat for each presentation object for which you want to edit precedence.

o Select the checkbox of one or more presentation objects. In the Select Action field, select Change
Precedence and a value. Select the [Go] button. Each selected presentation object will be assigned
the new (and identical) precedence value.

3. Repeat steps 2—4 for each Presentation Obiject for which you want to edit the precedence value.

NOTE: The precedence values you define in the Aligned Presentations modal page override the
precedence value you set per presentation object in the Presentation Objects page.
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Viewing and Editing Duplicate Presentation Objects by

Collection Label

You can view a list of devices where duplicates occur, view how SL1 assigned the Collection Label-presentation
object pair, and edit the Collection Label-presentation object pair for one or more devices. When you manually
define a Collection Label-presentation object pair for a device, SL1 will not edit or change that pair.

1.

342

Go to the Collection Labels page (System > Manage > Collection Labels).

Collection Labels | Collection Labels Found [17] Reset Guide
Freguent
Label Narme « Label Description Group Name ~ Data  Aligned Presentations  Aligned Devices Duplicates

( J( I ) J( I ]
% Inuse InUse Video Performance No 22 — - =]
# Max % Packet Loss Max % Packet Loss Video Performance No g2 = = =]
B Max Jitter Max Jitter Video Performance No  zl2 - - =]
# R Audio Jitter Receive Audio Jitter Video Performance No g2 - - d
_# Rx Audio PKis Lost Receive Aduio Packets Lost Video Performance No  zl2 - - =
# R Total BW Total Incoming BV Video Performance No g2 = = =]
# Rx Video Jitter Rx Video Jiter Video Performance No  zl2 - - a
# Rx Video Pkis Lost Rx Video packets lost Video Performance No jZl2 = = a
_# Tx Audio Jitter Transmit Audio Jitter Video Performance No 22 - = d
# Tx Audio Pkis Lost Transmit Audio Packets Lost Video Performance No  jl2 = = =]
_# Tx Total BW Total Outgoing Bandwidth Video Performance No 22 — - a
£ TxVideo Jitter Outgoing Video Jitter Video Performance No gl = = a
2 Tx Video Pkis Lost Transmit Video Packets Lost Video Performance No  2l2 — - a
# Usage Usage Video Performance No g2 - - =]

CPU Vitals No 2137 2110

Memory Vitals No 27 2h =

Swap Vitals No gl 2zl -
+* — — - =]

Viewing and Editing Duplicate Presentation Obijects by Collection Label



2. Find the Collection Label you are interested in. In the Duplicates column, select the pencil icon (21) The
Duplicates modal page appears.

Current Duplicates | Label: CPU | Records Found [2]
DID Organizati Device Class Dynamic Application Align
- Device Name on Device |P Address Sub-class Name Presentation Name ed
I It It I It Il |
677 [P System  10.100.100.7 Sciencelogic, Inc | OEN #Net-SNMP: GPU gff| Overall CPU Yes &
677 P system  10.100.100.7 ScienceLogic, Inc. | OEN #Host Resource: CPU | CPU Average No
I [Select Action] ﬂ Go

3. Inthe Duplicates modal page, you can view a list of devices for which there are multiple possible
Collection Label-presentation object pairs. You can view which pair is currently assigned to the device.

To change the pair for a device, click on the pair's radio button.
Repeat step #4 for each device on which you want to edit the duplicate.

In the Select Action field (in the lower right), select Align Presentation for Device. Select the [Go] button.

N o o~

Each edited device will now use the selected Collection Label-presentation object pair.

Viewing and Editing Duplicate Presentation Obijects by Collection Label 343



Viewing and Managing the List of Devices Aligned with a
Collection Label

From the Collection Labels page, you can view information about each Collection Label. For each Collection
Label, you can view a list of devices from which SL1 is collecting values. To view this information:

1. Go to the Collection Labels page (System > Manage > Collection Labels).

Collection Labels | Collection Labels Found [17] Reset Guide
Erequent
Label Name Label Description Group Name « Data  Aligned Presentations  Alianed Devices Duplicates
( ) J( I ) J( ]

1. ®inUse InUse Video Performance No  2I2 - - a
2. Max % Packet Loss Max % Packet Loss Video Performance No g2 - - d
3 Max Jitter Max Jitter Video Performance No 22 = = =]
4. # Rx Audio Jitter Receive Audio Jitter Video Performance No g2 = = =]
5. _’ Rx Audio Pkts Lost Receive Aduio Packets Lost Video Performance No 2_]2 - - =]
6. RxTotal BW Total Incoming BW Video Performance No 22 = = =]
7. # Rx Video Jitter Rx Video Jitter Video Performance No 22 - = d
8 RxVideo Pkts Lost Rx Video packets lost Video Performance No  il2 = = a
9. # TxAudio Jitter Transmit Audio Jiter Video Performance No 2 - - =]
10. } Tx Audio Pkts Lost Transmit Audio Packets Lost Video Performance No ZJZ - - d
1. 8 TxTotal BW Total Outgoing Bandwidth Video Performance No 22 = = a
12, # Tx Video Jitter Qutgoing Video Jitter Video Performance No g2 - - =]
13,2 Tx Video Pkis Lost Transmit Video Packets Lost Video Performance No  2I2 - - a
14. # Usage Usage Video Performance No g2 = = =]
15. | [CPU Vitals No  glat 2110 -
6. Memory Vitals No  jli7 211 =
17. [ Swap Vitals No  l6 2l =

+ - — - d

2. Find the Collection Label you are interested in. In the Aligned Devices column, select the pencil icon (Eﬂ)

Organizatio
Device Name ~ n

Device IP Address  Device Class | Sub-class Dynamic App Name Aligned Presentation
J( I I I I ]
Azure - Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac ff] CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac gfff CPU Utilization

1
2.
3.

4.
5.
M ,° vm-2008r1-tmp
7

8.
9
0.

8 , Azure-Team-DC2 Azure
PR e

# Azure-Team-DC1 Azure -
/' az

System
Azure

* vm-temp-006 Azure
# vm-temp-201 Azure
Vi 1

[ [T
# vm-tmp-100 Azure

10.100.100.7

Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac gff] CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mar,‘ CPU Utilization
Sciencelogic, Inc. | OEM  Net-SNMP: CPU #f] Overall CPU

Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Ma[,l CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac d CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac 4ff CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac ‘ CPU Utilization
Microsoft | Azure Virtual Mac Microsoft: Azure Virtual Mac gff] CPU Utilization

[[Se\ecl Action] L' \ [No Action Selected] L'

Go

| | o ]
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3. Inthe Aligned Devices modal page, you can view information about the devices that are aligned with the

current Collection Label and perform actions to manage those devices.

For devices that include duplicates, you can reset the presentation object for one or more devices. When you
manually define a Collection Label-presentation object pair for a device, SL1 will not edit or change that pair.

1. Inthe Aligned Devices modal page, select the checkbox for one or more devices for which you want to

change the Collection Label-presentation object pair.

Aligned Devices Close / Esc
Device Name + Device IP Address D i Sub-class D Name Aligned Presentation

I I I[ I[ ]
10.20.0.123 Cisco Systems | T206VXR  Cisco: CPU |
10.20.0.135 Cisco Systems | Catalyst 3508€ Cisco: CPU musmleawemgepenlz
10.20.0.141 Cisco Systems | Catalyst WS-C Cisco: CPU (MICPU 5 minute average pen_|
10200176 Konica Corporation | OEM  Host Resaurce: CPU MICPU Average O
10.20.0.190 Generic | SNMP Host Resource: CPU MICPU Average O
10200191 Konica Minolta | Fiery X3 22C- Host Resource: CPU MfCPU Average :|
10.20.0.250 F5 Networks, Inc. | BIG-IP 1500 Net-SNMP: CPU fjoverall CPU O
1020045 Cisco Systems | 7301 Cisco CPU ,_l[!’usmleawasgemnj
1020063 Cisco Systems | 2691 Cisca: CPU (MICPU 5 minute average pen_|
10.20.0 68 Cisco Systems | Catalyst 2924X Cisco: CPU ,_l[!’usmleawasgemnj
10.20.0.254 Juniper Netviorks | J6350 Route Juniper: CPU |CPU Percantage O
1020018 Cisco Systems | 2611 Cisco: CPU i i O
10.20.0.30 Hokia | IP 710 Host Resource: CPU lCPU Average O
102006 Microsoft | Windows Server 200 Host Resource: CPU fICPU Average O
10.20.0 67 Cisco Systems | Catalyst 2912X Cisco: CPU |CPU 5 minute average pen_|
10.20.0.189 Microsoft | Windows XP Host Resource: CPU flcPU Average O
10.20.0.137 Cisco Systems | Catalyst 4003 Cisco: CPU ICPU 5 minute average pen|_|
10.20.0.140 Cisco Systems | Catalyst 5500 Cisco: CPU ficPu 5 mi O
10.20.0.107 Cisco Systems | 1841 Cisco: CPU ICPU 5 minute average pen|_|
10200125 Cisco Systems | 7206VXR  Cisco: CPU ficPu 5 mi O
10.20.0.142 Gisco Systems | Catalyst 6509-| Cisco: CPU ICPU 5 minute average pen|_|
10.20.0.198 NET-SHMP | Linux sat sofironic Net-SNMP: CPU fjoverall CPU O
10.20.0.224 UCD-SNMP | Linux Nel-SNMP: CPU ffjOverall CPU O
10.20.0.48 Gisco TelePresence | Gisco TehHost Resource: CPU ficPU Average O

[Viewing Page: 1] v | |_Set Coliection Presenta » l[Host Resource: CPU: cPu

2. Inthe menus in the lower right, select Set Collection Presentation and then select the presentation object.

Select the [Go] button.

For devices that include duplicates, you can clear all current settings, including manual settings. SL1 will then
automatically evaluate the precedence for each possible presentation object and assign the Collection Label-

presentation object pair with the lowest precedence.
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To clear the current Collection Label-presentation object pair for one or more devices:

1. Inthe Aligned Devices modal page, select the checkbox for one or more devices for which you want to

clear the aligned presentation o

bject.

Aligned Devices Close | Esc

Devige Name + Organization Device IP Address Device Class | Sub-class Dynamic App Name Aligned Presentation
1l Il Il 1[ ]
10.200.123 Cisco Systems | 7206VXR. Cisco' CPU muﬁm‘eavﬂngnps\m
10.20.0.13 Generic | SNMP Host Resource: CPU ificPu Average
10.20.0.135 Cisco Systems | Catalyst 3508C Cisco: CPU HfICPU 5 minute average pen

P00t Syslem 1020011 _2]

10.20.0.176 Konica Corporation | OEM  Host Resource: CPU fiCPU Average
10.20.0.190 Generic | SHMP Host Resource: CPU MICPU Average
10.20.0.181 Konica Minolta | Fiery X3e 22C- Host Resource: GPU fICPU Average
10.20.0.250 F5 Networks, Inc. | BIG-IP 1600 Net-SNMP: GPU ifjoverall CPU
10.20.0.45 Cisco Systems | 7301 Cisco: CPU fICPU 5 minute average pen|_|
10.20.0.63 Cisco Systems | 2681 Cisco: CPU MfICPU 5 minute average pen |
10.20.0.68 Cisco Systems | Catalyst 2824 Cisco: CRU fICPU 5 minute average pen|
10.20.0.254 Juniper Netviorks | J6350 Roste Juniper: CPU #flcPU Percantage
10.20.0.18 Cisco Systems | 2811 Cisco: CPU musmneamagepm[
10.20.0.30 Nokia | IP 710 Host Resource: CPU iflCPU Average
102008 Microsoft | Windows Server 200 Host Resource: CPU HfICPU Average
10.20.0.67 Cisco Systems | Catalyst 2912X Cisco: CPU flcPU 5 minute average pen|_|
10.20.0.189 Microsoft | Windows XP Host Resource: CPU HfICPU Average
10.20.0.137 Gisco Systems | Catalyst 4003 Gisco: CPU #fiCPU 5 minute average pen|_|
10.20.0.140 Gisco Systems | Calalyst 5500 Cisco: CPU #fiCPU 5 minute average pen[ |
10.20.0.107 Gisco Systems | 1841 Gisco: CPU #fICPU 5 minute average pen[_|
10.20.0.125 Cisco Systems | T206VXR  Gisco: CPU fICPU 5 minute average pen|_|
10.20.0.142 Cisco Systems | Catalyst 6508-1 Cisco: CRU MfICPU 5 minute average pen|_|
10.20.0.188 NET-SHMP | Linuz: sat softronic Net-SNMP: CPU f|Overall CPU ]
10.20.0.224 UCD-SNMP | Linux Net-SNMP: CPU ifjoverall CPU [l
1020048 Cisco TelePresence | Cisco TekHost Resource: CPU MfCPU Average O

Set Collection Presentation

2. Inthe menus in the lower right, select Recalculate Presentation Alignment. Select the [Go] button.

3. SL1 will evaluate the precedence of each possible presentation object and assign the presentation object
with the lowest precedence.

Editing Duplicate Presentation Objects by Device

You can view a list of devices where duplicates occur, view how SL1 assigned the Collection Label-presentation
object pair, and edit the Collection Label-presentation object pair for one or more selected devices. When you
manually define a Collection Label-presentation object pair for a device, SL1 will not edit or change that pair:

1. Goto the Device Manager page (Devices > Device Manager).
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2. Select the checkbox for each device you are interested in.

e e e e R W
Collection ShuP
I \ I
!10 100.100.40 Pingable Ping System Active -
W10.100.100.45 Pingable FreeBSD | ICMP System Active -
P v e e e Sk i z
— Servers VMw ViMware | Virtual Maching 353 System ﬂHPaMY CUG Active -
- Servers.Viw VMware | Virtual Machine: 345 System | A Heatthy [W17) Active -
_ VirtuaLinfrast Vitware | Network 341 System D reatny [ST9 Active _
- VirtualInfrast VMware | Network 339 System A Heatthy [w17) Active -
- Virtual.Infrast VMware | Folder 334 System |l Heatthy [S17] Active -
‘Servers.Viw Vitware | Virtual Wachine 346 System [ Heatny (S0 =
System.EM7 ScienceLogic, Inc. | EM7 Data Collector 289 System A Heatny [oT7e] Active ENM7 Default V2 v2
!132|533352 SystemEMT Sciencelogic, Inc. | EM7 Data Collector System A Heatthy [17) ty EMT7 Default V2 V2
Servers WMw ViMware | Virtual Machine System Ak Heatthy [S1Te]
Virtual Infrast ViMware | Folder System A Heatny [S17)
Servers. Virtual Machine: System cus
el Vo Tl Ve == By B3
- VirtualInfrast VMware | Folder 335 System A Heatny [dI7cY

\ - Virtual Infrast VMware | Datastore 337 System Ak Healthy [dIfe]
= - Vrlualinfrast Vifware | Network 340 system Difteatny [
Servers.Viiv. Vitware | Virtual Machine System

System o Unavaisbi
Sysie LLDELETE Selected Devices.

[ Virtual KVM | Vitual Wachine: System Active | "yoniey By Tempiate
= - Servers Viiw Vitware | Host Server 3% System Betie | | cLEAR Device Logs
Virtualinfrast Vitware | Datastore System Active | | CREATE Asset Record
Servers Virtual

Unavaisble
Unavaiable

Servers Viw Vikware | Virtual Machine
‘Servers VI VMware | Virtual Machine.

System [ \Major cug Unavailabl | SCHEDULE Maintenance
Virtual Infrast Vitware | Network System [jHPaMy
Servers  Microsoft| Windows Server 2012R2 328 System fyrisatny Jctive  Change Collection State:
W10.100.10022  Servers  Microsoft| Windows Server 2012R2 327 System Y LDE:: 29
= W010010023  Servers  Microsoft| Windows Server 2012 R2Dor323  System 3 oo tsor M
— — Servers VMw VMware | Virtual Machine 347 System | AHeatny | |_Enabled with Collection

— Servers.Viw Viware | Virtual Maching. 350 System Qi Heathy [TT:) i L_Enabled without Collection
- Servers Vi Vitware | Virtual Machine 357 System (i Heathy [T | Disabled

3. Ifyou want to view a list of duplicates for all possible devices, select the red check-box ) in the top row of
the page. This selects all devices.

4. Inthe Select Action field (lower right), select FIND Collection Label Duplicates. Select the [Go] button.

| Records Found [2] Reset
DID Align
3 Device Name Organization Device IP Address Device Class | Sub-class Dymamic Application Name Presentation Name ed
I I Il I[ I[ Il 11
28 |5 System  10.20.0.48 Cisco TelePresence | Cisce ®Net-SNIMP: GPU Jifioverall CPU Mo ()
28 % System 1020048 Cisco TelePresence | Cisce ®Host Resource: CPU  gffiCPU Average Yes (@)

[15elect Action]
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5. The Current Duplicates page is displayed. For each device, you can edit the presentation object that is
aligned with a Collection Label.
* To select a Collection Label, use the drop-down list in the upper left.

» To change the aligned presentation object for one or more devices:

© Click on the radio button for the desired presentation object for the device.

° For each additional device you want to edit, click on the radio button for the desired presentation
object.

o Inthe Select Action menu (lower right), select Align Presentation for Device. Select the [Go]
button.

Editing Duplicate Presentation Objects for a Single Device

You can edit the Collection Label-presentation object pair for a single device. If a single device includes duplicate
Collection Label-presentation object pairs, you can specify which one SL1 should use for that device.

To edit the Collection Label-presentation object pairs for a single device:

1. Go to the Device Manager page (Devices > Device Manager).
2. Find the device you want to edit. Select its wrench icon ( ?)

3. Select the [Collections] tab. In the Dynamic Application Collections page, click on the plus signs (+) to
expand each Dynamic Application.

Thresholds Collections Monitors
Devies Name JGTNHL Managed Tye= | Physical Device
1P Addresz /10 | 10.20.0.48 | 28 Catzgory | Video Server
C:== Cisco TelePresence Zub-Class  Cisco TelePresence Manager
Grganization | System Uptine |0 days, 00:00-00
Collaction Mod= | Adtive Colection Time | 2014-06-30 17:10:00
Description. | "Hardware:7835H, 1 Intel(R) Xeon(Th) GPU 3.40GHz, 2046 MB Memory  Group . Collzctor GUG_102 | em7_cu_102
Device Hastname
Dynamic Application™ Collections Expand Action Reset
Dynamic Application i} Fall Frequency Tupe Credential
— Het-SNMP: CPU 582 5 mins ‘SNMP Performance Default SNMP Credential

Presentation Object » Version Pid Found Collecting Group Label
+ ffiidie CPU Time 14 p_1883 no no = = ]
+ ffilo Wait CPU Time 14 p_1884  no no - - 50 [l
+ fifiNice CPU Time 14 p_1885 no ne - — 50 Il
+ ifioverall CPU 14 p_1868 no no Vitals #3cPU | 50 O
+ ffiSystem CPU Time. 14 p_1886 no no = = 50 Il
-+ ffiUser CPU Time 14 p_1887 ne no - - 50 1
Misc Collection Object » Cid Found Collecting Edited By
~+ Met-SNMP: Physical Memory 583 5 mins SNMP Performance Default SNMP Credential 7y [
+ Nel-SNMP: Swap 564 Smins SNMP Performance Default SNMP Credential L]
+ Host Resource: CPU Config 475 1440 mins SMMP Configuration Default SNMF Credential 7
+ Host Resource: Software 472 120 mins SNMP Configuration Default SNMF Credential 70
-+ Host Resource: CPU 473 5 mins Snippet Performance Default SNMP Credential F'd [
“+ Host Resource: Memory 471 Smins ‘Snippet Performance Default SNMP Credential 7L
+ Host Resource: Memory Config 474 1440 mins Snippet Configuration Default SNMP Credential 7
el Ao ] oo |
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4. You will notice that some presentation objects include the chart icon in the Label column. These
presentation objects are duplicates that are not currently aligned with a Collection Label. If you want to
align one of these presentation objects with the Collection Label (instead of the current alignment), click on
the charticon.

5. You will be prompted before SL1 aligns the presentation object with the Collection Label. After approving,
you will notice that a new presentation object now displays a chart icon in its Label column. This is because
this presentation object is no longer associated with a Collection Label.

Editing a Collection Label

You can edit a Collection Label from the Collection Labels page (System > Manage > Collection Labels). To
do so:

1. Goto the Collection Labels page (System > Manage > Collection Labels).

Collection Labels | Collection Labels Found [17] Reset Guide
Erequent
Label Narme « Label Description Group Name ~ Data  Aligned Presentations  Aligned Devices Duplicates
( ) I ) ) I )
1. ZinUse InUse Video Performance No zI2 - - a
2. Max % Packet Loss Max % Packet Loss Video Performance No  jgl2 - - =]
3| BlMax Jitter Max Jitter Video Performance No ﬂZ — - a
4. Rx Audio Jitter Receive Audio Jitter Video Performance No g2 = = =]
5 ’ Rx Audio Pkts Lost Receive Aduio Packets Lost Video Performance No 212 - - =]
6 RuTotal BW Total Incoming BV Video Performance No j2l2 = = =]
7. RxVideo Jitter Rx Video Jitter Video Performance No ]2 - - =]
8. RxVideo Pkis Lost Rx Video packets lost Video Performance No jZl2 = = =]
9. TxAudio Jitter Transmit Audio Jitter Video Performance No 22 - - =]
10.  Tx Audio Pkis Lost Transmit Audio Packets Lost Video Performance No  jgl2 = = =]
1. 2 Tx Total BW Total Outgoing Bandwidth Video Performance No 22 - - =]
12 Tx Video Jitter Outgoing Video Jitter Video Performance No  jgl2 = = =]
13 % Tx Video Pkis Lost Transmit Video Packets Lost Video Performance No 2zl — - =]
14. ® Usage Usage Video Performance: No @22 = = =]
15 [GPU Vitals No 237 zl8 -
16. Memory Vitals No ent -
17. [ Swap Vitals No 2l — -
+ - - - =]

2. Find the Collection Label you want to edit. Select its wrench icon ( 5’)
3. You can edit one or more of the following:
o Label Name. Name of the Collection Label. This field is required.
¢ Label Description. Description of the Collection Label. This field is optional.

e Group Name. Collection Group to align with the Collection Label. You can select from a list of
existing Collection Groups or enter the name of a new Collection Group. This field is required.

e Frequent Data. Specifies whether frequently rolled up data is calculated for the Collection Label.
If the Collection Label will include data that is collected every five minutes or more frequently, and
you require that dashboard data be updated every 15 minutes or 20 minutes, select Yes in this field.
This data is available immediately for use in a collection label.

« Save icon (H). Select this icon to save your changes.
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Deleting a Collection Label

You can delete a Collection Label from the Collection Labels page (System > Manage > Collection Labels)
only if the Collection Label has no Aligned Presentations. To delete a Collection Label:

NOTE: You can delete a Collection Label only if no presentation objects are aligned with that label.

1. Goto the Collection Labels page (System > Manage > Collection Labels).

Collection Labels | Collection Labels Found [18] Reset Guide
Frequent
Label Name - Label Description Group Name - Data Aligned Presentations  Aligned Devices Duplicates
( J( I ) J( I ]
1. # Example Example Video Performance No - - - EEI
2. 2inUse InUse Video Performance No g2 = = d
3. % Max % Packet Loss Max % Packet Loss Video Performance No 22 = = a
4. Max Jitter Max Jitter Video Performance No 22 = = =]
5. % RxAudio Jitter Receive Audio Jitter Video Performance No 22 - - =]
6. RxAudio Pkis Lost Receive Aduio Packets Lost Video Performance No 212 = = =]
7. 2 RxTotal BW Total Incoming BW Video Performance No 22 - - =]
8. Rx Video Jitter Rx Video Jitter Video Performance No j2l2 = = a
9. % RxVideo Pits Lost Rx Video packets lost Video Performance No 22 - - =]
10. # Tx Audio Jitter Transmit Audio Jitter Video Performance No  jgI2 = = =]
1. 2 TxAudio Pkts Lost Transmit Audio Packets Lost Video Performance No 22 - - =]
12. # Tx Total BW Total Outgoing Bandwidth Video Performance No ;g2 = = =]
13 % Tx Video Jitter Outgaing Video Jitter Video Performance No 22 - - =]
14, Tx Video Pts Lost Transmit Video Packets Lost Video Performance No 212 = = =]
15. | # Usage Usage Video Performance No  zl2 - - a
6. CPU Vitals No 2137 12110 =
17. | Memory Vitals No 217 2zl -
18, Swap Vitals No jZI6 2h =
“p — — — =

2. Find the Collection Label you want to delete.

3. Select its bomb icon (&).
4. The Collection Label will be deleted from SL1.

Viewing Reports About Collection Labels on a Single Device

For each device in SL1, the Device Performance page displays time-series graphs about the data collected from
that device.
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If a device subscribes to a Dynamic Application that includes Collection Labels, SL1 will display the Collection
Group in the left pane of the Device Performance page. You can expand the Collection Group and select a

Collection Label.

Summary Performance Topology
Managsd Tyee | Physical Device

Device Name | Upst fwmaz
IP Address /1D 10.2000.77 | 62

Environmental UPS
SmartUPS 2200
Uptime |0 days, 00:00:00
Collection Time | 2014-07-01 14:00:00
Group ! Callector (CUG_102 | em7_cu_102

s APC Web/SNMP Management Card (ME:v3.8.6 PFv3 5.5 PN:ape_hwi2_;

Device Hestname

F-uenien Covion [ oo | [
EHemp
Ltempc
FH-Network Interfaces
EFAPC: Battery Performance
EFAPC: SmarUPS Pawer Output
2000°C|
1500°C}
\ 1900°C|
/ N\
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The graph for a Collection Label displays collected values on the Y-axis and time on the X-axis.

Viewing Dashboards About Collection Labels

You can use the following dashboard widgets to include data associated with Collection Labels in a dashboard:

* Multi-Series Performance Widget
* Leaderboard / Top-N Widget
¢ Gauge / Meter

For details on each widget, see the Dashboards manual.

Viewing Dashboards About Collection Labels 351



© 2003 - 2022, Sciencelogic, Inc.
All rights reserved.
LIMITATION OF LIABILITY AND GENERAL DISCLAIMER

ALL INFORMATION AVAILABLE IN THIS GUIDE IS PROVIDED "AS IS," WITHOUT WARRANTY OF ANY
KIND, EITHER EXPRESS OR IMPLIED. SCIENCELOGIC™ AND ITS SUPPLIERS DISCLAIM ALL WARRANTIES,
EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE OR NON-INFRINGEMENT.

Although Sciencelogic™ has attempted to provide accurate information on this Site, information on this Site
may contain inadvertent technical inaccuracies or typographical errors, and Sciencelogic™ assumes no
responsibility for the accuracy of the information. Information may be changed or updated without noftice.
Sciencelogic™ may also make improvements and / or changes in the products or services described in this
Site at any time without notice.

Copyrights and Trademarks

Sciencelogic, the Sciencelogic logo, and EM7 are trademarks of Sciencelogic, Inc. in the United States,
other countries, or both.

Below is a list of trademarks and service marks that should be credited to Sciencelogic, Inc. The ® and ™
symbols reflect the trademark registration status in the U.S. Patent and Trademark Office and may not be
appropriate for materials to be distributed outside the United States.

e Sciencelogic™

e EM7™ andem7™

o Simplify IT™

e Dynamic Application™

o Relational Infrastructure Management™

The absence of a product or service name, slogan or logo from this list does not constitute a waiver of
Sciencelogic’s frademark or other intellectual property rights concerning that name, slogan, or logo.

Please note that laws concerning use of trademarks or product names vary by country. Always consult a
local attorney for additional guidance.

Other

If any provision of this agreement shall be unlawful, void, or for any reason unenforceable, then that
provision shall be deemed severable from this agreement and shall not affect the validity and enforceability
of any remaining provisions. This is the entire agreement between the parties relating to the matters
contained herein.

In the U.S. and other jurisdictions, trademark owners have a duty to police the use of their marks. Therefore,
if you become aware of any improper use of Sciencelogic Trademarks, including infringement or
counterfeiting by third parties, report them to Science Logic’s legal department immediately. Report as much
detail as possible about the misuse, including the name of the party, contact information, and copies or
photographs of the potential misuse to: legal@sciencelogic.com. For more information, see

https://sciencelogic.com/company/legal.



mailto:legal@sciencelogic.com
https://sciencelogic.com/company/legal

Sciencelogic



	Introduction
	What is a Device?
	What is a Dynamic Application?
	What is the SL1 Agent?

	Overview of Data Collection
	What is Collection?
	What are Monitoring Policies?
	What are Collection Processes?

	What Vital Metrics Can SL1 Collect?
	Metric Descriptions
	Supported Data Collection Methods for Monitoring Windows
	Supported Data Collection Methods for Monitoring Linux


	Viewing Details in the Device Reports Panel
	What is the Device Reports Panel?
	Device Dashboards in the Device Summary Page
	The Default Device Summary Page
	Read-Only Information
	Vitals
	Tickets and Events
	Elements
	Monitors
	System Component Utilization
	Hourly Interface Usage

	Shortcut Keys for Device Reports Panel

	Monitoring Device Availability and Latency
	Availability
	Configuring Availability Monitoring on a Device
	Defining Availability Thresholds
	Configuring Availability for Component Devices
	Critical Ping

	Latency
	Configuring Latency Monitoring on a Device
	Defining Latency Thresholds

	Viewing Reports on Device Availability and Device Latency

	Viewing Configuration & Journal Data
	Viewing Device Configuration Data
	Generating a Device Configuration Report
	Viewing Device Configuration Data in the Classic SL1 User Interface
	Selecting Device Configuration Data to View in the Classic SL1 User Interface
	Generating a Device Configuration Report in the Classic SL1 User Interface
	Viewing Historical Device Configuration Data in the Classic SL1 User Interface
	Editing the Configuration Dynamic Application


	Viewing Device Journal Data
	Viewing Device Journal Data in the Classic SL1 User Interface
	Searching & Filtering the List of Data
	Special Characters

	Selecting Data to View
	Generating a Report of the Device Journal Data
	Editing the Journal Dynamic Application


	Viewing Performance Graphs
	Features of the Performance Tab
	Viewing System Vitals for a Device
	Viewing Availability Reports for a Device
	Viewing Latency Reports for a Device
	Viewing a Report on CPU Usage for a Device
	Changing the Dynamic Application Precedence Settings for CPU and Memory Utili...

	Viewing a Report on Physical Memory Usage for a Device
	Viewing a Report on Virtual Memory Usage for a Device
	Viewing a Report on File System Usage for a Device
	Viewing Performance Report Graphs on Network Interfaces
	Default Performance Graph Reports for Network Interfaces
	Network Utilization Report
	Network Bandwidth Usage Report
	Network Bandwidth Usage Report (Stacked)
	Network Error Report
	Network Error Report (Percent)

	CBQoS Reports for Network Interfaces
	Class Map Overview
	Match Statements Overview
	Policing Overview
	Queueing Overview
	Set Overview
	Traffic Shaping Overview
	WRED Overview


	Viewing Reports about DNS Servers and DNS Records for a Device
	Viewing Reports on an Email Round-Trip Monitoring Policy
	Viewing Reports on a SOAP or XML Transaction Policy
	Viewing Availability Reports for a Single System Process on a Device
	Viewing Port Availability Reports for a Single Device
	Viewing Reports for a Web Content Policy
	Viewing Availability Reports for a Single Windows Service on a Device

	Monitoring Networks
	IPv4 Networks
	Viewing the List of IPv4 Networks
	Filtering the List of Networks

	Browsing a Network
	Viewing Used and Unused IP Addresses in a Network
	Viewing Devices Aligned with a Network
	Viewing Interfaces Aligned with a Network
	Viewing a Map of a Network
	Generating a Report for a Network
	Defining a New Network
	Merging One or More Networks
	Synchronizing One or More Networks
	Editing a Network's Properties
	Performing Dynamic Discovery for a Network
	Creating a Ticket About a Network
	Deleting One or More IPv4 Networks

	Monitoring Network Interfaces
	Discovering Interfaces
	Viewing a List of All Interfaces Discovered by SL1
	Viewing Interfaces for a Single Device
	Viewing Interfaces for a Single Device in the Classic User Interface

	Global Settings that Affect Interfaces
	Behavior Settings
	Interface Threshold Defaults
	Quality of Service Threshold Defaults

	Defining Interface Monitoring Policies and Thresholds
	Defining a Detailed Monitoring Policy for a Single Interface
	Defining Thresholds for a Single Interface
	Defining Monitoring Settings for Multiple Interfaces

	Class-Based Quality of Service (CBQoS)
	Viewing the List of Discovered CBQoS Objects
	Filtering the List of Quality of Service (QoS) Objects

	Editing Thresholds for a Quality of Service (QoS) Object

	Concurrent Network Interface Collection
	Enabling Concurrent Network Interface Collection for All Interfaces
	Configuring Concurrent Network Interface Collection for a Collector Group
	Additional Configuration for Concurrent Network Interface Collection
	Enabling PDU Packing
	Increasing the Maximum Number of PDUs in a Single SNMP Request

	Troubleshooting Concurrent Network Interface Collection

	Viewing Performance Graphs and Reports About Interfaces
	Generating a Report for a Single Network Interface
	Generating a Report for Multiple Network Interfaces


	Hardware and Software
	Viewing the List of All Discovered Hardware Components
	Filtering the List of Hardware Components

	Generating a Report for Multiple Hardware Components on Multiple Devices
	Hiding a File System
	Changing Thresholds for One or More File Systems
	Viewing the List of All Discovered Software Titles
	Filtering the List of Software Titles

	Viewing a List of Software Titles for a Single Device
	Viewing a List of Software Titles for a Single Device in the Classic SL1 User...
	Filtering the List of Software


	Generating a Report on All Software on All Devices
	Generating an Exclusion Report for a Single Software Title

	Viewing Device Logs
	Viewing Device Logs and Messages
	Viewing Device Logs and Messages in the Classic SL1 User Interface

	Viewing Events Associated with a Log Entry
	Creating an Event Policy from a Log Entry
	Redirecting Log Data from One Device to Another
	Viewing Logs for All Devices

	Monitoring SSL Certificates
	System Settings that Affect SSL Certificates in SL1
	Viewing the List of SSL Certificates
	Filtering the List of SSL Certificates

	Monitoring Domain Servers and DNS Records
	Viewing the List of Domain Name Monitoring Policies
	Filtering the List of Domain Name Monitoring Policies

	Defining a Monitoring Policy for a Domain Name
	Example Policy for Domain Name
	Defining a Monitoring Policy for a Domain Name in the Classic SL1 User Interface

	Editing a Monitoring Policy for a Domain Name
	Editing a Monitoring Policy for a Domain Name in the Classic SL1 User Interface

	Executing the Domain Name Monitoring Policy
	Executing the Domain Name Monitoring Policy in the Classic SL1 User Interface

	Deleting a Domain Name Policy
	Deleting a Domain Name Policy in the Classic SL1 User Interface

	Viewing Reports for a Domain Name Monitoring Policy

	Monitoring Email Round-Trips
	Required Settings and Configuration
	Required System Settings in SL1
	Required Configuration on the External Email Client

	How SL1 Collects and Calculates Round-Trip Time
	Viewing the Email Round-Trip Monitoring Policies
	Filtering the List of Email Round-Trip Monitoring Policies

	Defining an Email Round-Trip Monitoring Policy
	Example Email Round-Trip Monitoring Policy
	Defining an Email Round-Trip Monitoring Policy in the Classic SL1 User Interface

	Events for Email Round-Trip Policies
	Editing an Email Round-Trip Monitoring Policy
	Editing an Email Round-Trip Monitoring Policy in the Classic SL1 User Interface

	Deleting an Email Round-Trip Monitoring Policy
	Deleting an Email Round-Trip Monitoring Policy in the Classic SL1 User Interface

	Viewing Reports on an Email Round-Trip Monitoring Policy

	Monitoring Ports
	What is a Port?
	Port Security
	Port Availability
	System Settings that Affect Port Availability Monitoring
	Viewing the List of TCP/IP Port Monitoring Policies
	Filtering the List of TCP/IP Port Monitoring Policies

	Defining a Port Monitoring Policy
	Example Policy for TCP/IP Port Availability
	Defining a Port Monitoring Policy in the Classic SL1 User Interface

	Editing a Port Monitoring Policy
	Editing a Port Monitoring Policy in the Classic SL1 User Interface

	Executing a Port Monitoring Policy
	Executing a Port Monitoring Policy in the Classic SL1 User Interface

	Deleting a Port Monitoring Policy
	Deleting a Port Monitoring Policy in the Classic SL1 User Interface

	Viewing a List of All TCP/IP Ports
	Defining a New TCP/IP Port
	Editing the Properties of a Port
	Deleting a Port Definition

	Viewing a List of All Open Ports on All Devices
	Filtering the List of Network IP Ports

	Viewing a List of All Open Ports on a Single Device
	Viewing a List of All Open Ports on a Single Device in the Classic SL1 User I...
	Viewing Port Availability Reports for a Single Device


	Monitoring SOAP and XML Transactions
	Viewing the SOAP/XML Transaction Monitoring Policies
	Filtering the List of SOAP/XSL Transaction Policies

	Defining a SOAP/XML Transaction Monitoring Policy
	Example SOAP/XML Transaction Monitoring Policy
	Defining a SOAP/XML Transaction Monitoring Policy in the Classic SL1 User Int...

	Editing a SOAP/XML Transaction Monitoring Policy
	Editing a SOAP/XML Transaction Monitoring Policy in the Classic SL1 User Inte...

	Executing a SOAP/XML Transaction Monitoring Policy
	Executing a SOAP/XML Transaction Monitoring Policy in the Classic SL1 User In...

	Deleting a SOAP/XML Transaction Monitoring Policy
	Deleting a SOAP/XML Transaction Monitoring Policy in the Classic SL1 User Int...

	Viewing Reports on a SOAP/XML Transaction Policy
	Viewing Raw Data from a SOAP/XML Policy

	Monitoring System Processes
	What is a Process?
	Viewing the List of System Processes on All Devices
	Filtering the List of System Processes

	Viewing a List of System Processes on a Single Device
	Viewing a List of System Processes on a Single Device in the Classic SL1 User...

	Viewing the System Process Monitoring Policies
	Filtering the List of System Process Monitoring Policies

	Defining a System Process Monitoring Policy
	Example Policy for a System Process
	Defining a Monitoring Policy for a System Process in the Classic SL1 User Int...

	Editing a System Process Monitoring Policy
	Editing a Monitoring Policy for a System Process in the Classic SL1 User Inte...

	Executing a System Process Monitoring Policy
	Executing a System Process Monitoring Policy in the Classic SL1 User Interface

	Deleting a System Process Monitoring Policy
	Deleting a System Process Monitoring Policy in the Classic SL1 User Interface

	Generating a Report on Multiple System Processes
	Generating an Exclusion Report for a Single System Process
	Viewing Reports for a System Process Policy

	Monitoring Web Content
	Viewing the Web Content Monitoring Policies
	Filtering the List of Web Content Monitoring Policies

	Defining a Web Content Policy
	Example Web Content Policy
	Defining a Web Content Policy in the Classic SL1 User Interface

	Editing a Web Content Policy
	Editing a Web Content Policy in the Classic SL1 User Interface

	Executing the Web Content Monitoring Policy
	Executing the Web Content Monitoring Policy in the Classic SL1 User Interface

	Deleting a Web Content Monitoring Policy
	Deleting a Web Content Monitoring Policy in the Classic SL1 User Interface

	Viewing Reports on a Web Content Policy
	Viewing ASCII Page Content
	Viewing the Monitored Website

	Monitoring Windows Services
	Windows Services Monitoring Policies
	Viewing the List of Windows Service Monitoring Policies
	Filtering the List of Windows Service Monitoring Policies

	Prerequisites and Configuration for Windows Service Monitoring Policies
	Optional Settings in SL1
	Required Configuration

	Defining a Monitoring Policy for Windows Services
	Defining a Monitoring Policy for Windows Services in the Classic SL1 User Int...
	Example Policy for Windows Service

	Editing a Windows Service Monitoring Policy
	Editing a Windows Service Monitoring Policy in the Classic SL1 User Interface

	Executing a Windows Service Monitoring Policy
	Executing a Windows Service Monitoring Policy in the Classic SL1 User Interface

	Deleting a Windows Service Monitoring Policy
	Deleting a Windows Service Monitoring Policy in the Classic SL1 User Interface

	Viewing a List of All Windows Services
	Filtering the List of Windows Services

	Viewing a List of Windows Services on a Single Device
	Viewing a List of Windows Services on a Single Device in the Classic SL1 User...

	Generating and Viewing Reports about Windows Services
	Generating a Report on Multiple Windows Services
	Generating an Exclusion Report for a Single Windows Service
	Viewing Reports about Windows Services


	Grouping Dynamic Application Data Using Collection Labels
	What are Collection Labels and Collection Groups?
	Viewing the List of Collection Labels
	Filtering the List of Collection Labels
	Special Characters

	Creating a Collection Group
	Creating a Collection Label
	What is Normalization?

	What are Duplicates and How Does SL1 Manage Them?
	What is Precedence?
	Aligning a Presentation Object with a Collection Label
	Viewing and Managing the List of Presentation Objects Aligned with a Collecti...
	Viewing and Editing Duplicate Presentation Objects by Collection Label
	Viewing and Managing the List of Devices Aligned with a Collection Label
	Editing Duplicate Presentation Objects by Device
	Editing Duplicate Presentation Objects for a Single Device
	Editing a Collection Label
	Deleting a Collection Label
	Viewing Reports About Collection Labels on a Single Device
	Viewing Dashboards About Collection Labels


