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Chapter

Introduction

Overview

This manual describes how to monitor Aruba Central in SL1 using the Aruba Central PowerPack.

The following sections provide an overview of Aruba Central and the Aruba Central PowerPack:

Whatis Aruba Centrale 3
What Does the Aruba Central PowerPack Monitore . 4
Installing the Aruba Central PowerPack . ... ... . L 4

NOTE: Sciencelogic provides this documentation for the convenience of Sciencelogic customers. Some of
the configuration information contained herein pertains to third-party vendor software that is subject fo
change without notice to Sciencelogic. Sciencelogic makes every attempt to maintain accurate
technical information and cannot be held responsible for defects or changes in third-party vendor
software. There is no written or implied guarantee that information contained herein will work for all
third-party variants. See the End User License Agreement (EULA) for more information.

What is Aruba Central?

Aruba Central is a cloud-based platform that provides management tools and built-in analytics for Aruba Instant
Access Points (IAPs), switches, and gateways. In each Aruba network, one IAP acts as a virtual controller, which is a
single configuration and management point for the network.
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What Does the Aruba Central PowerPack Monitor?

To monitor Aruba Central using SL1, you must install the Aruba Central PowerPack. This PowerPack enables you
to discover, model, and collect data about Aruba Central virtual controllers and their components.

The Aruba Central PowerPack includes:

Dynamic Applications to discover and monitor Aruba Central virtual controllers and their component devices
Device Classes for each of the Aruba Central components that the Aruba Central PowerPack can monitor
Event Policies that are triggered when Aruba Central component devices meet cerfain status criteria

A sample SOAP/XML Credential that you can use to create your own Aruba Central Credential

A Device Template that aligns Dynamic Applications to the Aruba Central virtual controller and enables you
to discover component devices for that virtual controller

Device Dashboards that display information about Aruba Central component devices

Installing the Aruba Central PowerPack

Before completing the steps in this manual, you mustimport and install the latest version of the Aruba
Central PowerPack.

TIP: By default, installing a new version of a PowerPack overwrites all content in that PowerPack that has

already been installed on the target system. You can use the Enable Selective PowerPack Field
Protection setting in the Behavior Settings page (System > Settings > Behavior) to prevent new
PowerPacks from overwriting local changes for some commonly customized fields. (For more information,
see the System Administration manual.)

To download and install a PowerPack:

BN

Download the PowerPack from the Sciencelogic Customer Portal.

Goto the PowerPack Manager page (System > Manage > PowerPacks).
In the PowerPack Manager page, click the [Actions] button, then select Import PowerPack.

The Import PowerPack dialog box appears:

Import PowerPack™

[Browse for file... Es

License: | |
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https://portal.sciencelogic.com/portal/powerpacks

5. Click the [Browse] button and navigate to the PowerPack file.

6. When the PowerPack Installer modal page appears, click the [Install] button to install the PowerPack.

NOTE: Ifyou exit the PowerPack Installer modal page without installing the imported PowerPack, the
imported PowerPack will not appear in the PowerPack Manager page. However, the imported
PowerPack will appear in the Imported PowerPacks modal page. This page appears when you click
the [Actions] menu and select Install PowerPack.
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Chapter

Configuring and Discovering Aruba Central
Controllers

Overview

The following sections describe how to configure and discover Aruba Central virtual controllers for monitoring by
SL1 using the Aruba Central PowerPack:

Prerequisites for Monitoring Aruba Central ... 6
Configuring Aruba Central Credentials ... .. . . 7
Discovering Aruba Central Devices ... . ... . . i 8
Creating an Aruba Central Virtual Device ... .. .. 8
Configuring the Aruba Central Device Template ... .. 9
Aligning the Device Template to Your Aruba Central Virtual Device ........ ... ... ... ... ................. 10
Viewing Aruba Central Component Devices ... ... .. ... ... ... .. 11

Prerequisites for Monitoring Aruba Central

Before you can monitor Aruba Central virtual controllers and their component devices using the Aruba
Central PowerPack, you must first have the following information:

o Aruba Central username and password
o Aruba Central customer ID
o Aruba Central client ID

o Aruba Central client secret key

You can request these items by registering with Aruba Technical Support.
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Configuring Aruba Central Credentials

To configure SL1 to monitor Aruba Central devices, you must first create a SOAP/XML credential. This credential
allows the Dynamic Applications in the Aruba Central PowerPack to use your Aruba Central user account to
retrieve information from the Aruba Central virtual controller and component devices.

The PowerPack includes an example SOAP/XML credential (Aruba Central Example) that you can edit for your
own use.

To configure a SOAP/XML credential to access Aruba Central:

1. Gotothe Credential Management page (System > Manage > Credentials).

2. Locate the Aruba Central Example credential, and then click its wrench icon ( ?) The Edit SOAP/XML
Credential modal page appears:

Credential Editor [79] x

Edit SOAPFXML Credential #79
Basic Settings Soap Options
Profile Name Content Encoding Method HTTP Version Embedded Password [%P]

[Aruba Central Exampla | ([ tesxtjxml ] v (trost1 [~ [ferrera1 [~ | | |

URL [ http(s)://Host:Port/Path | %D = Aligned Device Address | %N = Aligned Device Host Name ] Embed Value [%1] Embed Value [%2]
[hhps:{fﬁrubaCentralURL ] |<customer_id> ] [<client_id> ]

HTTP Auth User HTTP Auth Password Timeout (seconds) Embed Value [%3] Embed Value [%4]
[<email> ] [------“ ] [2 ] [<chent_secret> ] [ l
Proxy Settings HTTP Headers

Hostname/IP Port User Password + Add a header
| o J J J
[%swloftoken:huthorlzat\on:Bearer }ﬁ‘
CURL Options [Content—Type: application/json F‘
CAINFO ~
CAPATH
CLOSEPOLICY
CONMECTTIMEQUT
COOKIE »
COOKIEFILE
COOKIEJAR «
COOKIELIST
CRLF
CUSTOMREQUEST
DNSCACHETIMEQUT v
LDAMSLICECIARAL CACUE
Save

3. Complete the following fields:

Basic Settings

o Profile Name. Type a new name for the Aruba Central credential.

o URL. Type your Aruba Central URL.

o HTTP Auth User. Type your Aruba Central username email address.
e HTTP Auth Password. Type your Aruba Central password.
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SOAP Options
o Embed Value [%1]. Type your Aruba Central customer ID.
o Embed Value [%2]. Type your Aruba Central client ID.
o Embed Value [%3]. Type your Aruba Central client secret key.

HTTP Headers
o Keep the default values that appear in this section.

4. Forthe remaining fields, use the default values.

5. Click the [Save As] button.

Discovering Aruba Central Devices

To discover and monitor your Aruba Central virtual controller, you must do the following:

« Create a virtual device representing the virtual controller

« Configure the Aruba Central device template that is included in the Aruba Central PowerPack

« Align the device template to the Aruba Central virtual device

Each of these steps is documented in the following sections.

Creating an Aruba Central Virtual Device

Because the Aruba Central virtual controller does not have a static IP address, you cannot discover an

Aruba Central device by running a discovery session. Instead, you must create a virtual device that represents the
Aruba Central virtual controller. A virtual device is a user-defined container that represents a device or service that
cannot be discovered by SL1. You can use the virtual device to store information gathered by policies or Dynamic

Applications.

To create a virtual device that represents your Aruba Central virtual controller:

1. Gotothe Device Manager page (Registry > Devices > Device Manager).

2. Click the [Actions] button and select Create Virtual Device from the menu. The Virtual Device modal page

appears:

Configuring and Discovering Aruba Central Controllers



Virtual Device x
Create Virtual Device Reset

Device Name [ ]
Organization | Arube_Central.org v
Device Class [HPE Aruba | Central Controller r ]
Collecior | CUG1 v ]
Add

3. Complete the following fields:
o Device Name. Type a name for the device.

« Organization. Select the organization for this device. The organization you associate with the device
limits the users that will be able to view and edit the device. Typically, only members of the
organization will be able to view and edit the device.

 Device Class. Select HPE Aruba | Central Controller.

o Collector. Select the collector group that will monitor the device.

4. Click [Add] to create the virtual device.
Configuring the Aruba Central Device Template

A device template allows you fo save a device configuration and apply it to multiple devices. The Aruba
Central PowerPack includes the "Aruba Central Template," which enables SL1 to align all of the necessary
Dynamic Applications to the virtual controller root component device.

Before you can use the "Aruba Central Template", you must configure the template so that each Dynamic
Application in the template aligns with the credential you created earlier.

To configure the Aruba Central device tfemplate:

1. Gotothe Configuration Templates page (Registry > Devices > Templates).

2. Locate the "Aruba Central Template" and click its wrench icon ( 5*) The Device Template Editor modal
page appears.

3. Click the [Dyn Apps] tab. The Editing Dynamic Application Subtemplates page appears:
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Device Template Editor | Click [Save] to commit changes | Editing Dynamic Application Subtemplates (Click field labels to enable/disable them)

Template Name [Aluba Central Template

J

Subtemplate Selection

1. App: Aruba Central AP Container [g
2. "
3. App: Aruba Central Switch Containg”
¢ [App: Aruba Central Token |q
5. App: Aruba Central Notifications g
€ App: REST Performance Metrics v,
7. App: Aruba Central Component Cogg®
¥ Add New Dynamic App Sub-Template

Template Application Behavior

Align Dynamic Application With

| All devices (align new applications and update collection states)

v

Dynamic Application Settings

Dynamic Application

| Aruba Central AP Container Discovery

v

Credentials

“[ Aruba Central Example

Compenent

Central APs Container

Poll Rate
v ] Every 1 Minute
Uynamic Application Presentation Ubjeci(s

Dynamic Application Thresholds

Raw Data Retenticn J.

@
=]
-

4. Inthe Credentials drop-down list, select the credential that you created for Aruba Central.

5. Click the next Dynamic Application listed in the Subtemplate Selection section on the left side of the page
and then select the credential you created in the Credentials field.

6. Repeatstep 5 until you have selected your Aruba Central credential in the Credentials field for all of the

Dynamic Applications listed in the Subtemplate Selection section.

7. Click [Save].

NOTE: To maintain a "clean" version of the template, type a new name in the Template Name field and
then click [Save As] instead of [Save].

Aligning the Device Template to Your Aruba Central Virtual Device

After you have configured the Aruba Central device tfemplate so that each Dynamic Application in the template

aligns with your Aruba Central credential, you can use that template to align the Dynamic Applications to the

virtual device that you created fo act as the root device for your Aruba Central virtual controller. When you do so,

SL1 discovers and models all of the components in your Aruba Central virtual controller.

To align the Aruba Central device template to the Aruba Central virtual device:

1. Gotothe Device Manager page (Registry > Devices > Device Manager).

Configuring and Discovering Aruba Central Controllers
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2. Onthe Device Manager page, select the checkbox for the Aruba Central virtual device.

3. Inthe Select Action field, in the lower right corer of the page, select the option MODIFY by Template and
then click the [Go] button. The Device Template Editor page appears.

4. Inthe Template drop-down list, select your Aruba Central device femplate.

5. Click the [Apply] button, and then click [Confirm] to align the Dynamic Applications to the root component
device.

Viewing Aruba Central Component Devices

In addition to the Device Manager page (Registry > Devices > Device Manager), you can view Aruba Central
virtual controllers and all associated component devices in the following places in the user interface:

o The Device View modal page (click the bar-graph icon [fﬂ] for a device, then click the Topology tab)
displays a map of a particular device and all of the devices with which it has parent-child relationships.
Double-clicking any of the devices listed reloads the page to make the selected device the primary device:

Device View Guide

[ component Mapping

NN N

Gateways

1N XD if| e 5 1N O ff| e 5 1y X f ) 5
Central APs Central SD-WAN Switches
Gateways
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o The Device Components page (Registry > Devices > Device Components) displays a list of all root devices
and component devices discovered by SL1 in an indented view, so you can easily view the hierarchy and
relationships between child devices, parent devices, and root devices. To view the component devices
associated with Aruba Central, find the Aruba Central root device and click its plus icon (+):

Device Components | Devices Found [1] Actions Reset [
Device Current Collection Collection .
Device Name + IP Address Categary Device Class | Sub-class DD Organization State Group Stale
L J( J( ) ) (>=Hestth v | J( )
C ek P Vel HPE Aubal CentalConoler 5 awpacevmogmzon  [WEENlcUSt  Ame  wxR
Device Current Collection Collection
Device Name ~ IP Address Category Device Class | Sub-class DD Organization State Group State =]
( | G ) (>=Heaith v ]( ) )
(B /... Central APs hd - Access Point  HPE Aruba | AP Container 17 Amba Central Organization A\ Healthy [(elV[eX] Active LR
Device Current Collection Collection
Device Name + IP Address Category. Device Class | Sub-class DID Organization State Group
( J( J( J( | G—] ) (>=Heaith v | ] )
(B .. aruba-303h-1 A4 - Access Point  HPE Aruba | AP-303H 22 AwubaCentral Organization  PINA==I3A CUG1 Active MDA
2 . - Access Point HPE Aruba | IAP-305 20 Aruba Central Organization A\ Healthy [elVcy] Active m,mOVR [
3 1. aruba-3052 et - Access Point - HPE Aruba | IAP-305 24 AwubaGentral Organization  PIYa=// GUG1 Active MEVR |
AR /... Central SD-WAN Gateways - - Gateway HPE Aruba | SD-WAN Gateway Container 18 Aruba Central Organization NS cuct Active MmOV
Device Current Callection Callection
Device Name - IP Address Category Device Class | Sub-class oD Organization State
( I J( J( || G—] ) (>=Hesith v | ] )
(B, | Aruba7005 A - Gateway HPE Aruba | 7005 23 AwbaCentral Organization  PIYa= (8 CUGH Active (=32
PN - .. | Aruba7220 - - Gateway HPE Aruba | 7220 25 AubaGentral Organization  PIYa==ll CUG1 Active mEvR[)
ERR - .| Switches . - Switches HPE Aruba | Switch Container 16 Anuba Central Organization A\ Heatthy [(e¥[3] Active LB F A
Device Current Collection Collection
Device Name + IP Address Category. Device Class | Sub-class DID Organization State Group State
( I J( J( || G—] ) (>=Heaitn v | ] )
(B .. | aruba-2930f-1 Ad - Switches  HPE Aruba | 2930F Series 21 AwbaCentral Organization  PIYA=18 CUGH Active (S DA A
- I P

o The Device Component Map page (Views > Device Maps > Components) allows you to view devices by
root node and view the relationships between root nodes, parent components, and child components in a
map. This makes it easy fo visualize and manage root nodes and their components. SL1 automatically
updates the Component Map as new component devices are discovered. The platform also updates each
map with the latest status and event information. To view the map for Aruba Central devices, go to the
Component Map page and select the map from the listin the left NavBar. To learn more about the
Component Map page, see the Views manual.

Device Component Map

in @ W

Trace Filter Screenshot

e m— L ]

Center

Edit:.

=
[Shepes |
=

==

Layers:—

¥ Nodes

[ Links
@® state
O Type

[V shapes

[ Text

[V Images
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Chapter

Aruba Central Dashboards

Overview

The following sections describe the device dashboards that are included in the Aruba Central PowerPack:

Device Dashboards ... 13
Aruba: AP Container ... 14
ArUDa: AP L 15
Aruba: Central Controller . . 16
Aruba: Gateway Container ... . 17
Aruba: Galeway . . L 18
Aruba: Switch Container . 19
ArUba: SWItCh L 20

Device Dashboards

The Aruba Central PowerPack includes device dashboards that provide summary information for Aruba Central
component devices. Each of the device dashboards in the Aruba Central PowerPack is set as the default device
dashboard for the equivalent device class.

Aruba Central Dashboards 13




Aruba: AP Container

] o |

Logs =

evice Dashboard: [ Aruba: APContainer ¥

Device Name | Central APs Managed Type | Component Device

D 112 Category | Wireless Access Point ¢ & ¢
Gass HPE Auba Sub-Class | AP Container.
Organizaton _backend Uptime 0 days, 00:00:00 Access Points

Root Device ARUBA CENTRAL Group / Colector CUG | guardians-28
Parent Device ARUBA CENTRAL
Device Hostname

[Elements -
‘HR T ew i | a7 ———
Cearsasvens 2
= Jactwe Tickets owe1 - B
Resolved Tiekets || &)
Logessages |5 @
Sotva

Number of Access Points

There are no events or tickets for this device

Top N Access Points By Channel Utlization Top N Access Points By Client Count Top N Access Points by Tx Power

vices By CPU Utilization

anuba303n-1: 1 aruba-305-1: 0]
anba-3052 anba-305-1
anuba-305-1: 1 aruba-205-2: (0]
anba-3052:1 aruba-303n-1: 0]
anuba-305-1 anuba-3052
aruba-305-2 [0] anuba-3052: 1
aruba-303h-1:0] anba-305-1: 1
anuba-303-1 anuba-303-1
anuba-305-1: 0] anwa-303n-1:1
0% 5% 10% 15% o 002 004 006 0cem 10d8m 2008m
) vemory @ cru {8 Radio Channel Utiiization B ciient Count B Radio Tx Power

The Aruba: AP Container dashboard displays the following information:

o The basic information about the device

o The total number of access points

o Alist of active events and open tickets associated with the device
o A countof, and links to, the elements associated with the device

o Fourinstances of the Leaderboard/Top-N Widget that display the top access points based on the following
metrics:

o CPU/memory utilization
o Channel utilization
o Client count

o Transmit power

14 Aruba Central Dashboards



Aruba: AP

Summary Performance

[ Tees e e ] oganion ]

Log: =
Device Dashboard: [ Aruba APDashboard v

Device Name | aruba-303h-1 Managed Type | Component Device

D 114 Category  Wireless Access Point

Ciass HPE Aruba Sub-Class AP-303H
Organization backend Uptime 0 days, 00:00:00 Access Point
Root Device ARUBA CENTRAL Group / Colector CUG | guardians-28

Parent Device Central APs
Device Hostname

Client Count

l25%
There are no events or tickets for this device
%600 2200 16. Apr 1000
— CPU Utiization_— Memory Utiization o

Radio Channel Transmit Power Radio Channel Utiization | [0] (%) (Last 30 days) Radio Tx Power | [0] (dBm) (Last 30 days)
% 2708m
355 s 7508m
0 - 26508m
5 fps 2508m
2608m
2 —
fos 7508m
1.5%
25508m
%
1 s 2508m
055
2508m —
%15 Mar 25 Mar o1 hpr 08 Apr 1 18 Mar 25 Mar o1 or 08 hpr 1s.
ocbm o “oiom 5ibm 20d5m 25dEm — Radio Channel Utiization | [0] (%) — Radio Tx Power | [0] (4Bm)

The Aruba: AP dashboard displays the following information:

o The basic information about the device

o The device's CPU and memory utilization vitals

« Alist of active events and open tickets associated with the device
o The total number of AP clients

o Three instances of the Multi-series Performance Widget that display the following metrics trended over the
specified period of time:

o Radio channel transmit power
o Radio channel utilization

o Radio transmit power
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Aruba: Central Controller

Performance Configs

g | piens | Toes (Il Onzaion |

Device Name  Aruba Central Mock Device Managed Type | Virtual Device
0 116 Category  Virtual
Ciass  HPE Aruba Sub-Class  Central Controller
Organzation Aruba Central Mock Uptime 0 days, 00:00:00

| Aruba Central
Group! Collector CUG | guardians-28 S

Device Hostname

Total EM7 Components

Eromonts
140 300 T o everts SN

GearedEvents 3

Tickets and Events [Active Tickets [OWP] = 3|
1 _ [REST-PACK]: Critical - AID 1469: Unable to communicate with API: (‘Connection aborted.’, error(111, ‘Connection refused’)). App Name: Aruba: Central AP Discovery Resolved Tickets =~ ]|
2 [ [REST-PACK]: Citcal - AID 1472: Unabls to communicata with AP: (Connection aborted”, eror(111, ‘Connection refused)). App Name: Aruba: Ceniral SD-WAN Gateway Discovery Lo

ges 989 [
3 [ (REST-PACK]: Critical - AID 1475 Unable to communicate with API: (Connection aborted.’, error(111, ‘Connection refused). App Name: Aruba: Central Switch Discovery. =

Softvare
4 [ REST: AP connection errors has exceeded the threshold 1 errors. Current value & errors.

Top N Devices By CPU Utiization Total Requests Sent From EM7 to Aruba Central Error Response Count (Errors Received back from Aruba Central)
o 2Count
0.05Count
0-1Count b 025Count
0Ceuntyy0 16 Aor 0500 0800 10000 1200 0Countoyop 16 Apr 0600 0500 1000 1200
—ox o o

Total Access Points Total Switches Total Gateways

The Aruba: Central Controller dashboard displays the following information:

o The basic information about the device
o Alist of active events and open tickets associated with the device
o A countof, and links to, the elements associated with the device

o Fourinstances of the Gauge Widget that display the following metrics trended over the specified period of
time:

o Total SL1 components
o Total access points
o Total switches

o Total gateways

o The top devices by CPU utilization over the specified period of time
o The total requests sent from SL1 to Aruba Central over the specified period of time

o The errors received back from Aruba Central over the specified period of time
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Aruba: Gateway Container

[ Toes e | Oganzaion |
evice Dashboard: [ Aruba: Gateway Container

Parent Device. Aruba Central Mock Device
Device Hostname

Device Name | Central SD-WAN Gateways WManaged Type | Component Device
D 119 Category Network Gateway Q \\) Q
Ciass HPE Aruba Sub.Ciass SD-WAN Gateway Container
Organization Aruba Central Mock Uptime 0 days, 00:00:00 Gateways
Root Device Aruba Central Mock Device Group / Collector CUG | guardians-28

Number of Gateways

Clear

Log
There are no events or tickets for this device

Top N Devices By CPU Utilzation Top N Gateways By Bandwidth Utiization Top N Gateways By AP Count

Top N Gateways By BW Limits

Arubar220

Aruba700s AnubaT00s Aruba7005

Anuba700s Arubar220 Anbar220 Aruba7220

20 40 0% 20% 40% 50% o 05 1 15 2 Okbps 025kops  05Kops  0.75Kkbps

) memory @M cPU 8 Bandwidth usage B AP count B Bandwidth limit

Elements.

l@ s <

= scve iss towe [
Resaled Tckets ~ 3

Sotvare Ties = @)

redEvents 2 My

Wessages (4R

Processes =

1kops

The Aruba: Gateway Container dashboard displays the following information:

o The basic information about the device

o The total number of gateways

o Alist of active events and open tickets associated with the device
o A count of, and links to, the elements associated with the device

« Fourinstances of the Leaderboard/Top-N Widget that display the top gateways based on the following
metrics:

o CPU/memory utilization
o Bandwidth utilization
o AP count

o Bandwidth limit

Aruba Central Dashboards
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Aruba: Gateway

Performance
Logs Events e

vice Dashboard:  Aruba Central Gateway ¥

Configs
[—Sovae—Foeesses T —sevees [ Toriorron | organzaion |

Device Neme | Aruba7220 Managed Type | Component Device
0 126 Category  Network Gateway
Ciess HPE Aruba Sub-Class | 7220
Organization Aruba Central Mock Uptime 0 days, 00:00:00 | Gateway

Root Device Aruba Central Mock Device Group / Collector CUG | guardians-28
ce Central SD-WAN Gateways

There are no events or tickets for this device So

16:00 200 16. Apr 10:00

|

ops

0%

o.5k0ps

f25%

0% Okbps

1600 1900 2200 o100 16. A0 o700 1000 1300 1600 1900 2700 0100 16 Apr o700 1000 1300
— Bandwidth usage — Bandwidth limit

faCount —
f1count

Count

1400 1600 1800 2000 2700 0000 0200 16. Apr 0600 0800 1000 1200 ‘

The Aruba: Gateway dashboard displays the following information:

o The basic information about the device

o The device's CPU and memory utilization vitals

« Alist of active events and open tickets associated with the device
o A count of, and links to, the elements associated with the device

o Three instances of the Multi-series Performance Widget that display the following metrics trended over the
specified period of time:

o Bandwidth usage
o Bandwidth limit
o AP count
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Aruba: Switch Container

Clos ‘Summary Topology. Configs

S e | tees [ T oo |

Device Name | Switches Vanaged Tyve | Component Device
D 118 Gatooory  Network Switches SO P
Giass | HPE Artba Sub-Ciass  Switch Container )
on Aruba Central Mock Uptime 0 days, 00:00:00 Switches
Group  Colector CUG | guardians-28.

[Elements z
ctve Events (XY
Cleared Events |2 Y
[Active Tickets [OWP] — X
Resolved Tickets |~ 3
Logmessages 4R

There are no events or tickets for this device

Top N Devices By CPU Utiization Top N Switches By Temprature Top N Switches By Power Consumption Top N Switches By Power over Ethermet Consumption
anuba-2930r-1 anba-293012 anba-293012 anuba-293012
anuba20302 anuba-2930r1 anuba-2930r1 anuba-2930r-1
o 10 20 0 o 0.02¢ 00sc 006c ow 100w 200w 300w 400w 500w
8 vemory @8 cPy 8 Temperature @8 Pover Consumption 8 POE Consumption

The Aruba: Switch Container dashboard displays the following information:

o The basic information about the device

o The total number of switches

o Alist of active events and open tickets associated with the device
o A countof, and links to, the elements associated with the device

o Fourinstances of the Leaderboard/Top-N Widget that display the top gateways based on the following
mefrics:

o CPU/memory utilization
o Temperature
o Power consumption

o Power over Ethernet consumption
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Aruba: Switch

Close: Summary Performance

evice Dashboard: [ Aruba Central: Switch ¥

Topology Configs

I W T

Device Name | aruba-2930f-1

e Component Device
oy Network Switches
2930F Series

‘e 0 days, 00:00:00
Group I Colector CUG | guardians-28.

_-m__ T s T S N A T

Feme
c

~sctve roress o ~ 39
foos
Log
S There are no events o tickets for this device Sottvare Ties [B
0% 1600 200 6. Apr 1000 Processes |2
— CPU — Memory . Senvces ~ b _
oo —_—
oosc
bsow
azsc
oc ow -
1600 1900 20 o100 16 A0 o700 1000 1300 1600 1900 Zn o100 16 pr o700 1000 300
— Power Consumption
- 005Count
sw a2scount
o 1600 1900 20 o100 16 Aor o700 1000 oo | ocomt 1600 1900 20 o000 16 Aor o0 1000 o0
— POE Consumption — Client Count

The Aruba: Switch dashboard displays the following information:

o The basic information about the device

o The device's CPU and memory utilization vitals

« Alist of active events and open tickets associated with the device

o A countof, and links to, the elements associated with the device

« Fourinstances of the Multi-series Performance Widget that display the following metrics trended over the

specified period of time:
o Switch temperature
o Power consumption
o Power over Ethernet consumption

o Client count
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responsibility for the accuracy of the information. Information may be changed or updated without notice.
Sciencelogic™ may also make improvements and / or changes in the products or services described in this
Site at any time without notice.

Copyrights and Trademarks

Sciencelogic, the Sciencelogic logo, and EM7 are trademarks of Sciencelogic, Inc. in the United States,
other countries, or both.

Below is a list of frademarks and service marks that should be credited to Sciencelogic, Inc. The ® and ™
symbols reflect the trademark registration status in the U.S. Patent and Trademark Office and may not be
appropriate for materials to be distributed outside the United States.

« Sciencelogic™

e EM7™ andem7™

o Simplify IT™

o Dynamic Application™

« Relational Infrastructure Management ™

The absence of a product or service name, slogan or logo from this list does not constitute a waiver of
Sciencelogic’s frademark or other intellectual property rights concerning that name, slogan, or logo.

Please note that laws concerning use of trademarks or product names vary by country. Always consult a
local attorney for additional guidance.

Other

If any provision of this agreement shall be unlawful, void, or for any reason unenforceable, then that
provision shall be deemed severable from this agreement and shall not affect the validity and enforceability
of any remaining provisions. This is the entire agreement between the parties relating to the matters
contained herein.

In the U.S. and other jurisdictions, trademark owners have a duty to police the use of their marks. Therefore,
if you become aware of any improper use of ScienceLogic Trademarks, including infringement or
counterfeiting by third parties, report them to Science Logic’s legal department immediately. Report as much
detail as possible about the misuse, including the name of the party, contact information, and copies or
photographs of the potential misuse to: legal@sciencelogic.com



»

Sciencelogic

800-SCI-LOGIC (1-800-724-5644)

International: +1-703-354-1010
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