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Chapter

Introduction

Overview

This manual describes how to monitor Silver Peak devices in SL1 using the Silver Peak PowerPack.

The following sections provide an overview of Silver Peak and the Silver Peak PowerPack:

This chapter covers the following topics:

What is Silver Peake . 3
What Does the Silver Peak PowerPack Monitore . .. . . . . 4
4

Installing the Silver Peak PowerPack ... . .

NOTE: Sciencelogic provides this documentation for the convenience of Sciencelogic customers. Some of
the configuration information contained herein pertains to third-party vendor software that is subject
to change without notice to Sciencelogic. Sciencelogic makes every attempt to maintain accurate
technical information and cannot be held responsible for defects or changes in third-party vendor
software. There is no written or implied guarantee that information contained herein will work for all
third-party variants. See the End User License Agreement (EULA) for more information.

What is Silver Peak?

Silver Peak is an SD-WAN management solution that captures data and information from the Silver Peak Unity
Orchestrator about devices connected through Unity EdgeConnect. Users can measure the performance and
availability of these devices and the connected network, which helps determine potential service delivery issues

and maintain compliance.



What Does the Silver Peak PowerPack Monitor?2

To monitor Silver Peak using SL1, you must install the Silver Peak PowerPack. This PowerPack enables you to
discover, model, and collect data about Silver Peak Unity Orchestrator and devices connected via Unity
EdgeConnect.

The Silver Peak PowerPack includes:

A sample credential you can use as a template to create SOAP/XML credentials to connect to the Unity
Orchestrator you want to monitor

Dynamic Applications to discover, model, and monitor performance metrics, and to collect configuration
data for Unity Orchestrator and connected devices

Device Classes for each of the Silver Peak devices that SLT monitors

Event Policies and corresponding alerts that are triggered when New Relic services meet certain status
criteria

A device template for Silver Peak Unity Orchestrator

A dashboard that displays key metrics for each device

Installing the Silver Peak PowerPack

Before completing the steps in this manual, you must import and install the latest version of the Silver Peak
PowerPack.

TIP: By default, installing a new version of a PowerPack overwrites all content from a previous version of that

PowerPack that has already been installed on the target system. You can use the Enable Selective
PowerPack Field Protection setting in the Behavior Settings page (System > Settings > Behavior) to
prevent new PowerPacks from overwriting local changes for some commonly customized fields. (For
more information, see the System Administration manual.)

To download and install a PowerPack:

1.

Download the PowerPack from the Sciencelogic Support Site at
https://support.sciencelogic.com/s/powerpacks.

Go to the PowerPack Manager page (System > Manage > PowerPacks).

In the PowerPack Manager page, click the [Actions] button, then select Import PowerPack. The Import
PowerPack dialog box appears.

Click the [Browse] button and navigate to the PowerPack file.

When the PowerPack Installer modal appears, click the [Install] button to install the PowerPack.



https://support.sciencelogic.com/s/powerpacks

NOTE: If you exit the PowerPack Installer modal without installing the imported PowerPack, the imported
PowerPack will not appear in the PowerPack Manager page. However, the imported PowerPack
will appear in the Imported PowerPacks modal. This page appears when you click the [Actions]

menu and select Install PowerPack.




Chapter

Configuration and Discovery

Overview

The following sections describe how to configure and discover New Relic services for monitoring by SL1 using the
Silver Peak PowerPack:

This chapter covers the following topics:

Prerequisites for Monitoring Silver Peak ... . . 6
Creating a SOAP/XML Credential for Silver Peak ... ... . .. 7
Creating a Virtual Device for the Orchestrator ... ... ... .. 8
Aligning the Virtual Device with the Device Template ... 9
Verifying Discovery and Dynamic Application Alignment ... 11
Viewing Silver Peak Devices ... 13
Troubleshooting the Silver Peak PowerPack ... ... . . . 15

Prerequisites for Monitoring Silver Peak

To configure the SL1 system to monitor Silver Peak Unity Orchestrator and edge devices using the Silver
Peak PowerPack, you must have the following information about the Unity Orchestrator that you want to monitor:

* The IP address or URL of your Orchestrator

* The username and password for the administrator account on your Orchestrator



Creating a SOAP/XML Credential for Silver Peak

To configure SL1 to monitor Silver Peak, you must create a SOAP/XML credential. This credential allows the
Dynamic Applications in the Silver Peak PowerPack to communicate with your Silver Peak Unity Orchestrator.

To configure a SOAP/XML credential to access the Orchestrator:

1.

2.

Go to the Credential Management page (System > Manage > Credentials).

Locate the Silver Peak Cookie Example credential, and then click its wrench icon ( JP) The Edit

SOAP/XML Credential modal appears.

Enter values in the following fields:

Credential Editor [116] x

Edit SOAP/XML Credential #116

New Reset

Basic Settings
Profile Name

Content Encoding

Method HTTP Version

Soap Options

[Silverpeak ] [ [ text/xml ]

v][[POST]

v | [[HTTPA1] v |

Embedded Password [%P]

URL [ http(s):/{Host:Port/Path | %D = Aligned Device Address | %N = Aligned Device Host Name ]

Embed Value [%1] Embed Value [%2]

[h ttps://seteam-orchestrator silverpeak cloud

]

l i

)

HTTP Auth User

HTTP Auth Password

Timeout (seconds)

Embed Value [%3] Embed Value [%4]

lsciencelogic ] [......................

| [20000

)

Proxy Settings
Hostname/IP

User

-

HTTP Headers
+ Add a header

[coc kie_auth-gms/rest/authentication/legin }9‘

[content-type: application/json ]9-
[cockie_logout gmsfresu’authemicationﬂogot}ﬁd
[cockieicacheikeyim 30 }9‘
[cookie_expiration:BU ]9-

Basic Settings

¢ Profile Name. Enter a new name for the credential.

e URL. Enter the URL or IP address for the Orchestrator

e HTTP Auth User. Enter the username for the user account on your Orchestrator.

e HTTP Auth Password. Enter the password for the user account on your Orchestrator.

user with read-only permissions and no user role applied.

NOTE: As of version 9.2 of the Orchestrator, the APl user for the credential in SLT must be a "non-RBAC"




4. Add the following HTTP Headers:
» cookie auth:gms/rest/authentication/login
» content-type: application/json
» cookie logout:gms/rest/authentication/logout

5. Forall other fields, use the default values.

6. Click the [Save As] button.

Creating a Virtual Device for the Orchestrator

To configure SL1 to monitor Silver Peak, you must create a virtual device to represent your Orchestrator. The
PowerPack includes a Device Class ('Silver Peak | Unity Orchestrator") for the Orchestrator.

To create a virtual device, you must complete the following tasks:

1. Go to the Device Manager page (Registry > Devices > Device ManagerDevices > Device Manager).

Device Manager

Ir Events Tickets Knowledge Reports Registry System Preferences
A Do Device Manager | Devices Found [120] Adtons | Roport
Device Manager
Vanished Device Manager |lnCreate)Virtual|Device:
Device Curent  Collecion ~ Collecti . N
= Device Components Device Name + Device Hostname IPAddress  Calegory Device Class [Sub-class  DID  Organization State G state [ ] 4
Device Groups B[ ) i ) C ) C ) (>=Heatty v ) Create Physical Devices From File [BETA]
Hardware
Di Control P ]
Processes 1. B & 3 fiservices_conte = ¥ _  CloudSe Container | Docker Contain 252 System 1 CUG  Active iscovery Control Panel
=] ) w Dynamic Applications™ Manager
Services 2. 24l 3 3 liservices_conte = = Cloud.Se Container | Docker Contain 282 System & cue Active ———
Software
Templates 3. @M & A fiservices_couch = % _ Cloud Se Container | Docker Contain 295 System NGV | Unmerge Devices.
» Monitors 4. 2 & 3 liservices_couch A4 - Cloud.Se Container | Docker Contain 258 System & cue JSIZW Device Manager Preferences
» Networks 5. ) & 5 fiservices_dexse - % _ GloudSe Container | Docker Contain 285 System NV /dvanced Search Filters
P IT Services Download/Install Agent
K 6. 2l & 3 liservices_dexse - A - Cloud.Se Container | Docker Contain 265  System & cuc Active —
» Accounts
b Assets 7 B & 2 fiservices_flower = ®  _ GloudSe Container | Docker Contain 262 System 1 CUG  Active - - No L 3=E
» Business Services 8 Bl & 3 fiservices_flower b4 Cloud.Se Container | Docker Contain 284 System 4 cUG  Active - ~ No -
» Events . . . . .
» Run Book 9. B & 2 fiservices_gui1 - . . Cloud.Se Container | Docker Contain 288 System 1 cus Active. - - No =R
P Ticketing 10. 2 3 3 fiservices_guit) A4 - Cloud.Se Container | Docker Contain 257 System &4 cus Active - - No L 2=
» Web Proxies
» Schedoles 1. Bl 2 3 fiservices_pypisc = ¥ _  CloudSe Container | Docker Contain 202 System 1 CUG  Active = - No _mye
12. i) 8 3 fiservices_pypisc A4 - Cloud.Se Container | Docker Contain 253 System & cuc Active - - No -moe
13. f) & 3 fiservices_rabbit b = Cloud.Se Container | Docker Contain 255 System 1 cus Active - - No maoR
14. Pl & 3 fiservices_rabbit - A4 - Cloud.Se Container | Docker Contain 286 System 4 cus Active - - No mye)
15 B & 2 fiservices_redis. = v Cloud.Se Container | Docker Contain 297 System 1 cus Active. - - No =-0e
16. 24 3 3 fiservices_redis, - . - Cloud.Se Container | Docker Contain 261 System & cuc Active = ~ No -moe
17. B & 2 fiservices_schec = v Cloud.Se Container | Docker Contain 287 System N cue Active - - No -moe
18. Bl & B fiservices_schec - ®  _ CloudSe Container | Docker Contain 254 System 4 CUG  Active - ~ No maoe
19. f) & 3 fiservices_steprt = . Cloud.Se Container | Docker Contain 293 System @D O cue Active - - No maR
; - N - L TTPM
ﬂ R Type here to search -1 D B

2. From the [Actions] menu, select Create Virtual Device.

3. The Create Virtual Device modal appears.



Virtual Device X
Create Virtual Device Reset

Device Name |MidATL-Orchestral0r ]
Organization [System W ]
Device Class [ Silver Peak | Unity Orchestrator A ]
Collector [ CUG v
Add

4. Supply a value in each of the following fields:

¢ Device Name. Name of the virtual device. Can be any combination of alphanumeric characters, up
to 32 characters in length.

« Organization. Organization to associate with the virtual device. Select from the drop-down list of all
organizations in SLT.

« Device Class. The device class to associate with the virtual device. Select Silver Peak | Unity
Orchestrator from the drop-down list of device classes.

o Collector. Specifies which instance of SL1 will perform auto-discovery and gather data from the
device. Can also specify a "virtual" poller. Select from the drop-down list of all collectors in SL1.

5. Select the [Add] button to save the new virtual device.

NOTE: For more information about virtual devices, see Virtual Devices in the Device Management
manual.

Aligning the Virtual Device with the Device Template

When SL1 discovers a device, SL1 applies some default configuration settings to that device. You can edit these
settings or use a device template to edit the settings for one or more devices. In this step, you will use the "Silver
Peak: Orchestrator Template" to apply a configuration to your Silver Peak Unity Orchestrator.

To use a device template to change the configuration of one or more devices:

1. Goto the Device Manager page (Registry > Devices > Device Manager).

2. Inthe Device Manager page, select the checkbox for your Orchestrator virtual device.



Knowledge

Registry.

v Devices
Device Manager
Vanished Device Manager
Device Components

Device

Category

Current
Organization State roup

Collection
Groug

Device Name ~ 1P Address Device Class | Sub-class DD

Actions

Collection
State

Reset

Report

SNMP
Version

Device Groups. ] (>=Heattny v]( )

W MIGATL Orchestrator

Hardware
Processes
Services
Software
Templates

» Monitors
» Networks
b IT Services

» Accounts
b Assets

» Business Services
» Events

» Run Book

» Ticketing

» Web Proxies

» Schedules
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) ) ) )| — ) )
‘ O oAt v Ut o B v ) U M i ) [ N e 5 7]

Administration:
|_DELETE Selected Devices
| MODIFY By Template.
1_CLEAR Device Logs
_CREATE Asset Record
I_SCHEDULE Maintenance
IZFIND Collection Label Duplicates
Change Collection State:

|_Disabled
Change User Maintenance Mode:
_Enabled with Collection
|_Enabled without Collection
|_Disable
Change Collector Group:
cuG

Move To Organization:
_Aruba Organization
IZbackend

1ZCBP Organization

3. Inthe Select Actions field, in the lower right, select the option Modify by Template. Click the [Go] button.

4. The Bulk Device Configuration page appears.

Bulk Device Configuration

Device Template Editor | Applying Template to Devices | Config Template Settings (Click field labels fo enable/disable them)

Save When Applied & Confirmed

Template Name |

Reset

Template | New / One-off Template v

Access & Monitoring Device Preferences
Device Crganization | air v Auto-Clear Events
SNMP Read | Automation Test Credential v SNMP Write | None v
Availability Protocel [ TCP v Avail Port [0 v Accept All Logs
Latency Protocol | TCP v Latency Port | 0 v
Avail+Latency Alert | Disabled v Daily Port Scans
Collection | Enabled v Collector Grp | CUG_200 v
Auto-Update
Coll. Type | Standard v
Critical Ping | Disabled b
Bypass Interface
Event Mask | Disabled v Inventory

CV Policies | Port Policies Dyn Apps

Scan All IPs

Dynamic Discovery

Preserve Hostname

Disable Asset Update

Device Retention & Basic Thresholds
Daily Rollup Bandwidth [ «

System Latency ._I | f 462 me e O | f 50| days -
Frequent Rollup [« | 1 21 .
Bandwidth Data | "=l SHE
Availabilitty Packet Size L o5
wailabilitty Packet Siz -* ! 0 6 bytes H / Rollup [ . ! 0 43 days
Bandwidth Data |l =
Availability Ping Count [ =, | 1 1| pings L D e
'* ping Raw Perform EIIL;E .*. | . 7| days =
Interface Inventory Settings
Interface Inventory | - SO0 ms | Maximum Alowed |3 - L nnnn interfaces =

Apply

¢ Inthe Template field, select "Silver Peak: Orchestrator Template”.

« Save When Applied & Confirmed. From the Bulk Device Configuration page, you can edit the

value in any of the fields in any of the tabs of the device template.



° Ifyou select this field, any changes you make to fields in the Bulk Device Configuration page
will be saved to the template.

° [fyou don't select this field, you can edit the values in any of the fields, and the edited values won't
be saved in the device template, but will be applied to the device group.
5. Click the [Apply] button to apply the device template and any changed field values to the selected device.

6. The Device Setting Confirmation page appears.

Bulk Device Configuration (Manually Selected Devices) X

Device Template Editor | Applying Template to Devices | Config Template Settings (Click field labels to enable/disable them)

Setting Confirmation | The following settings will be applied

Dynamic Applications: 7

Device Selection Confirmation | The following devices will be altered
Device Mame - |P Address DID
1. MidATL-Orchestrator - 386

* Inthis page, you can view any seftings in the device template that are different from SL1 default

setffings.

* You can click a field to disable it. When you disabled a field, its value will not be applied to the
selected device group or selected devices.

* You can also view a list of devices to which the device template will be applied.

7. To approve the changes and the device list, click the [Confirm] button in the Device Setting
Confirmation page.

8. The device template will be applied to the selected device.

Veritying Discovery and Dynamic Application Alignment

To verify that SL1 has automatically aligned the correct Dynamic Applications during discovery:



1. After discovery has completed, click the device icon for the Silver Peak Unity Orchestrator. From the Device
Properties page for the Orchestrator, click the [Collections] tab. The Dynamic Application Collections
page appears.

2. All applicable Dynamic Applications for the service are automatically aligned during discovery.

NOTE: It can take several minutes after the discovery session has completed for Dynamic
Applications to appear in the Dynamic Application Collections page.

Device Name | silverpeakbigsystem Managed Type | Virtual Device ' '
D 655 Category | Network Application }
Clasz  Silver Peak sub-Class | Unity Orehestrator P
Organization | System Uptime ' 0 days, 00:00:00 OfChESlfﬂlOl"
Group / Collecior CUG | xsubieta-26 N R
Device Hosiname |
Dynamic Application™ Collections Expand Actions Reset
Dynamic Application D Poll Frequency Tvpe Credentfial
-+ REST: Performance Metrics Monitor 1680 1440 mins Snippet Performance Silverpeak /
-+ Silver Peak: Appliance Alarms 1678 5 mins Snippet Configuration Silverpeak 4
-+ Silver Peak: Orchestrator Alarm Summary Stats 1677 5 mins Bulk Snippet Performance Silverpeak /
-+ Silver Peak: Orchestrator Performance 1676 5 mins Bulk Snippet Performance Silverpeak 7y
+ Silver Peak: Orchestrator Alarms 1679 5 mins Bulk Snippet Configuration Silverpeak /
-+ Silver Peak: Orchestrator Configuration 1675 5 mins Bulk Snippet Configuration Silverpeak 4
-+ Silver Peak: Root Group Discovery 1673 15 mins Bulk Snippet Configuration Silverpeak /
[[Select Action] |
.

Copyright @ 2003 - 2020 ScienceLogic, Inc. All rights reserved.

You should see the following Dynamic Applications aligned to the New Relic service:

e REST: Performance Metrics Monitor

« Silver Peak: Appliance Alarms

« Silver Peak: Orchestrator Alarm Summary Stats
e Silver Peak: Orchestrator Performance

« Silver Peak: Orchestrator Alarms

« Silver Peak: Orchestrator Configuration

¢ Silver Peak: Root Group Discovery

If the listed Dynamic Applications have not been automatically aligned during discovery, or you want to align
more Dynamic Applications, you can align them manually. To do so, perform the following steps:



1. Click the [Action] button, and then select Add Dynamic Application. The Dynamic Application Alignment
page appears:

Dynamic Application Alignment Reset

Dynamic Applications Credentials

silver peal [ ]
Bulk Snippet Configuration: - Select A Dynamic Application First -
Silver Peak node config

Silver Peak: Appliance Configuration
Silver Peak: Appliance Discovery
Silver Peak: Appliance Tunnel Configuration
Silver Peak: Group Discovery

Bulk Snippet Performance:
Silver Peak: Appliance Alarm Summary Stats
Silver Peak: Interface Performance

- -

Save

2. Inthe Dynamic Applications field, select the Dynamic Application you want to align. You can narrow the
search, as shown in the example above.

3. Inthe Credentials field, select the credential specified in the table.
4. Click the [Save] button.

5. Repeat steps 1-4 for any other unaligned Dynamic Applications.

Viewing Silver Peak Devices

In addition to the Device Manager page (Registry > Devices > Device Manager), you can view the Silver Peak
Unity Orchestrator and all connected devices in the following places in the user interface:



» The Device Components page (Registry > Devices > Device Components) displays a list of all root
devices and component devices discovered by SL1 in an indented view, so you can easily view the hierarchy
and relationships between child devices, parent devices, and root devices. To view the component devices
associated with the Orchestrator, find the Orchestrator and click its plus icon (+):

TRIAL LICENSE: 57 DAYS REMAINING

& Logged in as em7admin =

Events. Tickets Knowledge Reports Registry, System Preferences

v Devices Device Components | Devices Found [4] Actions Reset Guide
Device Manager
Vanished Device Manager " "
I—i Device Current Collection Collection
Device Components. Device Name « 1P Address Category Device Class | Sub-ck DID Organization State Group State
v I ( )( ) ( ) (>=Heatt v ) ( )
Hardware B
— .+ [ —r— - Sevice  AWS [ Senvice 772 System cue Active mse
Services - Service AWS | Service 773 System A Ciitical [ol¥[e] Active mae )
Software
Templates = Application  Silver Peak | Unity Orchestrator 655  System A Heaithy [olV/} Active =R
Device Current Collection Collection
» Monitors Device Name + 1P Address. Category Device Class | Sub-class DID Organization State Group. State a
» Networks ( ) ) ) ) C )(>=Heatn v | )
» IT Services. -
| BEERINT - uw s s o s mues
» Accounts
) Assets Device Curent  Collection Collection
Device Name + IP Address Category Device Class | Sub-class DID Organization State Group State
» Business Services ( )( )( )( ) ( >=Heath v ) [ )
» o  PEEGEI® - wn Swereskioms w1 sy » heve mEREL
» Run Book
» Ticketing 2+ _' - Utility Silver Peak | Group 663  System Active L R=LF )
e o BERWELT e sereice o o e e
chedules
« + DI - i Shereakicon o syem rowe  wHRAD
¢ BEWSSELY - e swswis o LI
6. + _' Utility Silver Peak | Group 660  System Active L 2L F
© o BHOEREL T - umy Sherpesk oo w57 spsen e mEREL
8 + . - Utilty Silver Peak | Group 662  System Unavailable X3 R 2 ()
< TN 2§ 0 o Coeovemvedaiwamse 820 VpieaOganmon i a1 e wBRO
| Find I3 {Select Action] v
opyright © 2003 - 2020 ScienceL ogic, Inc. All rights reserved.

¢ The Component Map page (Classic Maps > Device Maps > Components) allows you to view devices by
root node and view the relationships between root nodes, parent components, and child components in a
map. This makes it easy to visualize and manage root nodes and their components. SL1 automatically
updates the Component Map as new component devices are discovered. The platform also updates each
map with the latest status and event information. To view the map for the Orchestrator, go to the
Component Map page and select the map from the list in the left navigation pane. To learn more about
the Component Map page, see the Views manual.

clenceLogic

Dashboards

Events. Tickets Knowledge Reports Registry System Preferences

w Device Maps

Device Component Map
» Device Groups

» Organizational
» Categories

= Camponans R
T

Harrison Pokemon Root

RabbithQ Cluster
Taylor Viptela

» Topology Maps

» My Customized Maps

» Shared Customized Maps

» Other Views

b Classic Views

S| i Yy
opyright 2003 - 2020 ScienceL ogic, Inc. All rights reserved.




Troubleshooting the Silver Peak PowerPack

This section includes troubleshooting resources and procedures to use with the Silver Peak PowerPack.

CSRF Token Check in Silver Peak

The error message "[REST-PACK]: Critical - AID 2224: Unable to communicate with API: 401 Client Error:
Unauthorized. App Name: Silver Peak: Root Group Discovery" occurs when executing the "Silver Peak: Root
Group Discovery" Dynamic Application. Silver Peak has a default setting enabled called "Enforce CSRF Token
Check" that requires a token in the headers of the API request that SLT makes to the orchestrator, but version 100
of the Silver Peak PowerPack does not support this.

Use cURL commands to correctly identify this issue:

1.

curl -X POST -H "Content-Type: application/json; charset=UTF-8" -k -d '
{"user": "xxxxxx", "password":"xxxxxxxxxxxxxxx"}' --cookie-jar
/tmp/silverpeak-cookie-test https://URL:443/gms/rest/authentication/login

curl --cookie /tmp/silverpeak-cookie-test -X GET
"https://URL:443/gms/rest/gms/group/root" --insecure

The error message "Unable to validate CSRF Token" will display when the second command is executed. In order
to disable this setting and allow the Silver Peak PowerPack to function correctly:

1.

In Silver Peak Orchestrator, go to the Advanced Security Settings page (Configuration > Advanced
Security Settings).

De-select the Enforce CSRF Token Check option.
Click Save.



Chapter

3

Dashboards

Overview

The following section describes the device dashboards that are included in the Silver Peak PowerPack:
This chapter covers the following topics:

Device Dashboards ... 16

Device Dashboards

The Silver Peak PowerPack includes dashboards that provide summary information for data collected from Silver
Peak Unity Orchestrator and appliances.



Silver Peak Orchestrator Dashboard

W

10.2.22.26

Device Dashboard: |_Silver Peak: Orchestrator

] Gt |

Davice Name  silverpeakbigsystem
I 655
Silver Peak

System

Class

Organization

Device Hostmame

Managed Type
Category
Sub-Class
Uptime

Group / Collector

Virtual Device
Metwork. Application
Unity Orchestrator
0 days, 00:00:00
CUG | xsubleta-26

Orchestrator

Appliance

Top 10 Appliances By Alarm Count
Singapore-Deng: 0
Vincent-SanDiego: 0
Kennesaw1-Powers: 0
Tokyo- Yokoyama: 0
Tokyo- Yokoyama: 0
Wincent-SanDiega: O
Sussex-Pamplinz: 0
Marlsiia-Powers: 0
Edinburgh-Molr: 0

SiLouls-Milier: 0

o5

I T I O S TS S S ST
Qrchestrator Alarms Tickets and Events
Nambr o anmats mber ot petvs Ur o

O eloa  mon  zom

2200 24.0c 2500t

Critical Alarm Count

—— Major Alarm Count — Mincr Alarm Count

Top 10 Appliances By Dropped Packets

Hamburg-Pady: [1]
SantaClara-Jaurigui: [1]
Sussex-Pamplin: [1]

Mariatta-Powers: land

APU1-Azure

Kennesaw3-Powers: wand.112 (INETA}
Fortortn-Greeley
Colorado-Andarson: [1]
‘Ghandler-Glibreath: wan0 (INETB)

Raleigh-wedb: lang

L]

0.025 0.05

1. [ REST: API5xx emors has exceeded the threshold 1 ¢

Top 10 Appliances By Transmitted Packets

R —
EAST2-AWS: lan0 _

EAST3-Gaogle: land
e ——

Tovatron-Powers: wan0.112 (INETA) |
Tavatron-Powers: lan0. 14 F
CENTRALZ-AWS: wand (INETA) | S
WESTZ-AWS: wan' (INETA] |

Kennasaw3-Powers: wan0.112 (INETA) -
8
—

k]
L]

L] 250000 500000

Silver Peak: Interface

) silver Peak: Intertace Performance Transmitted Packets Dropp

I Silver Peak: Interface Performance Received Packels
Silver Peak: Interface Packeis

75 10

Dropped Packets

d

The Silver Peak Orchestrator Dashboard displays the following information:

Orchestrator Alarms

Tickets and Events

Count of Appliances, Tunnels, and Active Users

Top 10 Appliances by Alarm Count

Top 10 Appliances by Dropped Packets

Top 10 Appliances by Transmitted Packets



Silver Peak Appliances Dashboard

Device Dashboard: [ Silver Peak: Appliance %)

Device Name ~ Amityville-Benoit Managed Type  Component Device
D 721 Category Network.Router
Class  Silver Peak Sub-Class EC-V.
Organization System Uptime 0 days, 00:00:00 EC-V
Root Device  silverpeakbigsystem Group / Collector CUG | xsubieta-26.

Parent Device -- US EAST -
Device Hostname

o p—_——, S—

Total Alarms Tickets and Events

1. [0 REST: API 5xx erfors has exceeded the threshold 1 errors. Gurrent value 2.0 errorg

005
.025 2019-11-01 06:05:00
Warning Alarm Count: 0
® 2200 01. Nov 0200 04:00 06:00 08100

— Critical Alarm Count —— Major Alarm Count Minor Alarm Count —— Warning Alarm Count

Top Interfaces by Transmitted Packets Top Interfaces by Dropped Packets

wan0 (LTEA) wan0 (LTEA)

o 500 1000 1500 2000 2500 3000 3500 4000 4500 0% 0.01% 0.02% 0.03% 0.04% 0.05% 0.06% 0.07

Silver Peak: Interface Performance Received Packets
Silver Peak: Interface litted Packets

Silver Peak: Interface Performance Percent Dropped RX Packets
Silver Peak: Interface Percent Dropped TX Packets

The Silver Peak Appliance device dashboard displays the following information for the appliance:

Alarm Count

Total Alarms

Tickets and Events

Top Interfaces by Transmitted Packets

Top Interfaces by Dropped Packets
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symbols reflect the trademark registration status in the U.S. Patent and Trademark Office and may not be
appropriate for materials to be distributed outside the United States.

e Sciencelogic™

e EM7™ andem7™

o Simplify IT™

e Dynamic Application™

o Relational Infrastructure Management™

The absence of a product or service name, slogan or logo from this list does not constitute a waiver of
Sciencelogic’s frademark or other intellectual property rights concerning that name, slogan, or logo.

Please note that laws concerning use of trademarks or product names vary by country. Always consult a
local attorney for additional guidance.

Other

If any provision of this agreement shall be unlawful, void, or for any reason unenforceable, then that
provision shall be deemed severable from this agreement and shall not affect the validity and enforceability
of any remaining provisions. This is the entire agreement between the parties relating to the matters
contained herein.

In the U.S. and other jurisdictions, trademark owners have a duty to police the use of their marks. Therefore,
if you become aware of any improper use of Sciencelogic Trademarks, including infringement or
counterfeiting by third parties, report them to Science Logic’s legal department immediately. Report as much
detail as possible about the misuse, including the name of the party, contact information, and copies or
photographs of the potential misuse to: legal@sciencelogic.com. For more information, see

https://sciencelogic.com/company/legal.
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